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Cisco UCS Common Platform Architecture (CPA)
for Big Data with Hortonworks

This document describes the architecture and deployment procedures of Hortonworks Data Platform
(HDP) on a 64 node cluster based Cisco UCS Common Platform Architecture (CPA) for Big Data. The
intended audience of this document includes, but is not limited to, sales engineers, field consultants,
professional services, IT managers, partner engineering and customers who want to deploy HDP on the
Cisco UCS CPA for Big Data.

Introduction

Hadoop has become a strategic data platform embraced by mainstream enterprises as it offers the fastest
path for businesses to unlock value in big data while maximizing existing investments. The Hortonworks
Data Platform (HDP) is a 100% open source distribution of Apache Hadoop that is truly enterprise grade
having been built, tested and hardened with enterprise rigor. The combination of HDP and Cisco UCS
provides industry-leading platform for Hadoop based applications.

Cisco UCS Common Platform Architecture for Big Data

T
CISCO.

The Cisco UCS solution for HDP is based on Cisco Common Platform Architecture (CPA) for Big Data,
a highly scalable architecture designed to meet a variety of scale-out application demands with seamless
data integration and management integration capabilities built using the following components:

e Cisco UCS 6200 Series Fabric Interconnects—provide high-bandwidth, low-latency connectivity
for servers, with integrated, unified management provided for all connected devices by Cisco UCS
Manager. Deployed in redundant pairs, Cisco fabric interconnects offer the full active-active
redundancy, performance, and exceptional scalability needed to support the large number of nodes
that are typical in clusters serving Big Data applications. Cisco UCS Manager enables rapid and
consistent server configuration using service profiles and automation of the ongoing system
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maintenance activities such as firmware updates across the entire cluster as a single operation. Cisco
UCS Manager also offers advanced monitoring with options to raise alarms and send notifications
about the health of the entire cluster.

e Cisco UCS 2200 Series Fabric Extenders—extends the network into each rack, acting as remote
line cards for fabric interconnects and providing highly scalable and extremely cost-effective
connectivity for a large number of nodes.

¢ Cisco UCS C-Series Rack-Mount Servers—Cisco UCS C240M3 Rack-Mount Servers are
2-socket servers based on Intel Xeon E-2600 series processors and supporting up to 768 GB of main
memory. 24 Small Form Factor (SFF) disk drives are supported in performance optimized option
and 12 Large Form Factor (LFF) disk drives are supported in capacity option, along with 4 Gigabit
Ethernet LAN-on-motherboard (LOM) ports.

e Cisco UCS Virtual Interface Cards (VICs)—the unique Cisco UCS Virtual Interface Cards
incorporate next-generation converged network adapter (CNA) technology from Cisco, and offer
dual 10Gbps ports designed for use with Cisco UCS C-Series Rack-Mount Servers. Optimized for
virtualized networking, these cards deliver high performance and bandwidth utilization and support
up to 256 virtual devices.

e Cisco UCS Manager—resides within the Cisco UCS 6200 Series Fabric Interconnects. It makes the
system self-aware and self-integrating, managing the system components as a single logical entity.
Cisco UCS Manager can be accessed through an intuitive graphical user interface (GUI), a
command-line interface (CLI), or an XML application-programming interface (API). Cisco UCS
Manager uses service profiles to define the personality, configuration, and connectivity of all
resources within Cisco UCS, radically simplifying provisioning of resources so that the process
takes minutes instead of days. This simplification allows IT departments to shift their focus from
constant maintenance to strategic business initiatives.

Hortonworks Data Platform (HDP)

The Hortonworks Data Platform (HDP) is an enterprise-grade, hardened Apache Hadoop distribution
that enables you to store, process, and manage large data sets.

Apache Hadoop is an open-source software framework that allows for the distributed processing of large
data sets across clusters of computers using simple programming models. It is designed for
high-availability and fault-tolerance, and can scale from a single server up to thousands of machines.

The Hortonworks Data Platform combines the most useful and stable versions of Apache Hadoop and
its related projects into a single tested and certified package. Hortonworks offers the latest innovations
from the open source community, along with the testing and quality you expect from enterprise-quality
software.

The Hortonworks Data Platform is designed to integrate with and extend the capabilities of your existing
investments in data applications, tools, and processes. With Hortonworks, you can refine, analyze, and
gain business insights from both structured and unstructured data — quickly, easily, and economically.

Hortonworks - Key Features and Benefits

With the Hortonworks Data Platform, enterprises can retain and process more data, join new and existing
data sets, and lower the cost of data analysis. Hortonworks enables enterprises to implement the
following data management principles:

Cisco UCS Common Platform Architecture (CPA) for Big Data with Hortonworks g



I Solution Overview

¢ Retain as much data as possible—Traditional data warehouses age, and over time will eventually
store only summary data. Analyzing detailed records is often critical to uncovering useful business
insights.

e Join new and existing data sets—Enterprises can build large-scale environments for transactional
data with analytic databases, but these solutions are not always well suited to processing
nontraditional data sets such as text, images, machine data, and online data. Hortonworks enables
enterprises to incorporate both structured and unstructured data in one comprehensive data
management system.

e Archive data at low cost—It is not always clear what portion of stored data will be of value for
future analysis. Therefore, it can be difficult to justify expensive processes to capture, cleanse, and
store that data. Hadoop scales easily, so you can store years of data without much incremental cost,
and find deeper patterns that your competitors may miss.

e Access all data efficiently—Data needs to be readily accessible. Apache Hadoop clusters can
provide a low-cost solution for storing massive data sets while still making the information readily
available. Hadoop is designed to efficiently scan all of the data, which is complimentary to databases
that are efficient at finding subsets of data.

¢ Apply data cleansing and data cataloging—Categorize and label all data in Hadoop with enough
descriptive information (metadata) to make sense of it later, and to enable integration with
transactional databases and analytic tools. This greatly reduces the time and effort of integrating
with other data sets, and avoids a scenario in which valuable data is eventually rendered useless.

¢ Integrate with existing platforms and applications—There are many business intelligence (BI)
and analytic tools available, but they may not be compatible with your particular data warehouse or
DBMS. Hortonworks connects seamlessly with many leading analytic, data integration, and
database management tools.

The Hortonworks Data Platform is the foundation for the next-generation enterprise data architecture —
one that addresses both the volume and complexity of today’s data.

Solution Overview

The current version of the Cisco UCS CPA for Big Data offers two options depending on the compute
and storage requirements:

¢ High Performance Cluster Configuration—offers a balance of compute power with IO bandwidth
optimized for price and performance. It is built using Cisco UCS C240M3 Rack-Mount Servers
powered by two Intel Xeon E5-2665 processors (16 cores) with 256 GB of memory and 24 1TB SFF
disk drives.

e High Capacity Cluster Configuration—optimized for low cost per terabyte, is built using Cisco
UCS C240M3 Rack-Mount Servers powered by two Intel Xeon E5-2640 processors (12 cores) with
128GB memory and 12 3TB LFF disk drives.

~

Note  This CVD describes the installation process for a 64-node High Performance Cluster configuration.

The High Performance Cluster configuration consists of the following:
e Two Cisco UCS 6296UP Fabric Interconnects
e FEight Cisco Nexus 2232PP Fabric Extenders (two per rack)
e 64 Cisco UCS C240M3 Rack-Mount Servers (16 per rack)

r Cisco UCS Common Platform Architecture (CPA) for Big Data with Hortonworks
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e Four Cisco R42610 standard racks
e Eight vertical power distribution units (PDU) (country specific)

Rack and PDU Configuration

Each rack consists of two vertical PDU. The master rack consists of two Cisco UCS 6296UP Fabric
Interconnects, two Cisco Nexus 2232PP Fabric Extenders and sixteen Cisco UCS C240M3 Servers,
connected to each of the vertical PDUs for redundancy; thereby, ensuring availability during power
source failure. The expansion racks also consists of two Cisco Nexus 2232PP Fabric Extenders and
sixteen Cisco UCS C240M3 Servers are connected to each of the vertical PDUs for redundancy; thereby,
ensuring availability during power source failure, similar to master rack.

Note  Contact your Cisco representative for country specific information.

Cisco UCS Common Platform Architecture (CPA) for Big Data with Hortonworks g
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Table 1 and Table 2 describe the rack configurations of rack 1 (master rack) and racks 2-4 (expansion

racks).
Table 1 Rack Configuration For The Master Rack (Rack-1)
Cisco 42U Rack Master Rack
42 Cisco UCS FI 6296UP
41
40 Cisco UCS FI 6296UP
39
38 Cisco Nexus FEX 2232PP
37 Cisco Nexus FEX 2232PP
36 Unused
35 Unused
34 Unused
33 Unused
32 Cisco UCS C240M3
31
30 Cisco UCS C240M3
29
28 Cisco UCS C240M3
27
26 Cisco UCS C240M3
25
24 Cisco UCS C240M3
23
22 Cisco UCS C240M3
21
20 Cisco UCS C240M3
19
18 Cisco UCS C240M3
17
16 Cisco UCS C240M3
15
14 Cisco UCS C240M3
13
12 Cisco UCS C240M3
11
10 Cisco UCS C240M3
9
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Table 1

Rack and PDU Configuration

Rack Configuration For The Master Rack (Rack-1)

Cisco 42U Rack

Master Rack

8 Cisco UCS C240M3

7

6 Cisco UCS C240M3

5

4 Cisco UCS C240M3

3

2 Cisco UCS C240M3

1

Table 2 Rack Configuration for the Expansion Rack (Racks 2-4)

Cisco 42U Rack Master Rack

42 Unused

41 Unused

40 Unused

39 Unused

38 Cisco Nexus FEX 2232PP
37 Cisco Nexus FEX 2232PP
36 Unused

35 Unused

34 Unused

33 Unused

32 Cisco UCS C240M3
31

30 Cisco UCS C240M3
29

28 Cisco UCS C240M3
27

26 Cisco UCS C240M3
25

24 Cisco UCS C240M3
23

22 Cisco UCS C240M3
21

20 Cisco UCS C240M3
19
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Cisco 42U Rack Master Rack

18 Cisco UCS C240M3
17

16 Cisco UCS C240M3
15

14 Cisco UCS C240M3
13

12 Cisco UCS C240M3
11

10 Cisco UCS C240M3

Cisco UCS C240M3

Cisco UCS C240M3

Cisco UCS C240M3

Cisco UCS C240M3
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Server Configuration and Cabling

The Cisco UCS C240M3 Rack Server is equipped with Intel Xeon E5-2665 processors, 256 GB of
memory, Cisco UCS Virtual Interface Card (VIC)1225, LSI MegaRAID SAS 9266-8i storage controller
and 24 x 1TB 7.2K Serial Advance Technology Attachment (SATA) disk drives.

Figure 1 illustrates the ports on the Cisco Nexus 2232PP fabric extender connecting to the Cisco UCS
C240M3 servers. Sixteen Cisco UCS C240M3 servers are used in the master rack configurations.

r Cisco UCS Common Platform Architecture (CPA) for Big Data with Hortonworks
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Figure 1 Fabric Topology
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Figure 2 illustrates the port connectivity between the Cisco Nexus 2232PP FEX and the Cisco UCS
C240M3 server.

Figure 2 Connectivity Diagram of Cisco Nexus 2232PP FEX and Cisco UCS C240M3 Servers

Server 1 Server 3 Server 5 Server 7 Server 9 Server 11 Server 13 Server 15
FEX Port 1 FEX Port 3 FEX Port 9 FEX Port 11 FEX Port 21 FEX Port 23 FEX Port 29 FEX Port 31

Server 2 Server 4 Server b Server 8 Server 10 Server 12 Server 14 Server 16
FEX Port 2 FEX Port 4 FEX Port 10 FEX Port 12 FEX Port 22 FEX Port 24 FEX Port 30 FEX Port 32

For more information on physical connectivity and single-wire management, see:

http://www.cisco.com/en/US/docs/unified_computing/ucs/c-series_integration/ucsm2.1/b_UCSM2-1_
C-Integration_chapter_010.html

For more information on physical connectivity illustrations and cluster setup, see:

http://www.cisco.com/en/US/docs/unified_computing/ucs/c-series_integration/ucsm2.1/b_UCSM2-1_
C-Integration_chapter_010.html#reference_FE5B914256CB4C47B30287D2F9CE3597

Figure 3 depicts a 64-node cluster, and each link represents 8 x 10 Gigabit link.

Cisco UCS Common Platform Architecture (CPA) for Big Data with Hortonworks g


http://www.cisco.com/en/US/docs/unified_computing/ucs/c-series_integration/ucsm2.1/b_UCSM2-1_C-Integration_chapter_010.html
http://www.cisco.com/en/US/docs/unified_computing/ucs/c-series_integration/ucsm2.1/b_UCSM2-1_C-Integration_chapter_010.html#reference_FE5B914256CB4C47B30287D2F9CE3597

W Software Distributions and Versions

Figure 3
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Software Distributions and Versions

Hortonworks Data Platform (HDP)

The Hortonworks Data Platform supported is HDP 1.3. For more information, see:

http://www.hortonworks.com

RHEL

The Operating System supported is Red Hat Enterprise Linux Server 6.2. For more information on the

Linux support, see:

www.redhat.com.
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Software Versions
Table 3 describes the software versions tested and validated in this document.
Table 3 Software Versions Summary
Layer Component Version or Release
Compute Cisco UCS C240M3 1.4.7cc

r Cisco UCS Common Platform Architecture (CPA) for Big Data with Hortonworks
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Table 3 Software Versions Summary
Layer Component Version or Release
Network Cisco UCS 6296UP UCS 2.1(1e)

Cisco UCS VIC1225 Firmware |2.1(1a)
Cisco UCS VIC1225 Driver 2.1.1.41

Cisco Nexus 2232PP 5.1(3)N2(2.11a)
Storage LSI 9266-8i Firmware 23.7.0-0039
LSI 9266-8i Driver 06.504.01.00
Software Red Hat Enterprise Linux Server |6.2 (x86_64)
Cisco UCS Manager 2.1(1e)
Hortonworks Data Platform 1.3

Note To download the latest drivers, see:
http://software.cisco.com/download/release.html?mdfid=284296254&flowid=31743&softwareid=2838
53158&release=1.5.1&relind=AVAILABLE&rellifecycle=&reltype=latest

Fabric Configuration

This section provides details for configuring a fully redundant, highly available Cisco UCS 6296 Fabric
Interconnect.

1. [Initial setup of the Fabric Interconnect A and B.

Connect to IP address of Fabric Interconnect A using web browser.
Launch the Cisco UCS Manager.

Edit the chassis discovery policy.

Enable server and uplink ports.

Create pools and polices for service profile template.

Create Cisco Service Profile template and 64 service profiles.

Start discover process.

© S8 N & e B W N

Associate to server.

Performing Initial Setup of Cisco UCS 6296 Fabric Interconnects

This section describes the steps to perform the initial setup of the Cisco UCS 6296 Fabric Interconnects
A and B.

Configure Fabric Interconnect A

Follow these steps to configure the Fabric Interconnect A:

1. Connect to the console port on the first Cisco UCS 6296 Fabric Interconnect.

Cisco UCS Common Platform Architecture (CPA) for Big Data with Hortonworks g
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At the prompt to enter the configuration method, enter console to continue.

If asked to either perform a new setup or restore from backup, enter setup to continue.
Enter y to continue to set up a new Fabric Interconnect.

Enter y to enforce strong passwords.

Enter the password for the admin user.

Enter the same password again to confirm the password for the admin user.

When asked if this fabric interconnect is part of a cluster, enter y to continue.

Enter A for the switch fabric.

Enter the cluster name for the system name.

Enter the Mgmt0 IPv4 address.

Enter the Mgmt0 IPv4 netmask.

Enter the IPv4 address of the default gateway.

Enter the cluster IPv4 address.

To configure DNS, enter y.

Enter the DNS IPv4 address.

Enter y to set up the default domain name.

Enter the default domain name.

Review the settings that were printed to the console, and enter yes to save the configuration.

Wait for the login prompt to make sure the configuration has been saved.

Configure Fabric Interconnect B

Follow these steps to configure the Fabric Interconnect B:

1.
2.

N o a =&

Connect to the console port on the second Cisco UCS 6296 Fabric Interconnect.
When prompted to enter the configuration method, enter console to continue.

The installer detects the presence of the partner fabric interconnect and adds this fabric interconnect
to the cluster. Enter y to continue the installation.

Enter the admin password that was configured for the first Fabric Interconnect.
Enter the Mgmt0 IPv4 address.
Enter yes to save the configuration.

Wait for the login prompt to confirm that the configuration has been saved.

For more information on configuring Cisco UCS 6200 Series Fabric Interconnect, see:

http://www.cisco.com/en/US/docs/unified_computing/ucs/sw/gui/config/guide/2.0/b_UCSM_GUI_Co
nfiguration_Guide_2_0_chapter_0100.html

Logging Into Cisco UCS Manager

Follow these steps to login to Cisco UCS Manager.

1.
2.

Open a Web browser and navigate to the Cisco UCS 6296 Fabric Interconnect cluster address.

Click the Launch link to download the Cisco UCS Manager software.

r Cisco UCS Common Platform Architecture (CPA) for Big Data with Hortonworks
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3. If prompted, accept the security certificates.
4. When prompted, enter the username as admin and the administrative password.

5. Click Login.

Upgrading UCSM Software to Version 2.1(1e)

This document assumes the uses of Cisco UCS 2.1(1e). Make sure that the Cisco UCS C-Series version
2.1(1e) software bundle is installed on the Cisco UCS Fabric Interconnects.

To upgrade the Cisco UCS Manager software and Cisco UCS 6296 Fabric Interconnect software to
version 2.1(1e), see: Upgrading Cisco UCS from Release 2.0 to Releases 2.1

Adding Block of IP Addresses for KVM Access

Follow these steps to create a block of KVM IP addresses for the server access in Cisco UCS
environment.

1. Click the LAN tab.
Select Pools > IPPools > IP Pool ext-mgmt.
Right-click Management IP Pool.

& @ D

Select Create Block of IP Addresses as sown in Figure 4

Cisco UCS Common Platform Architecture (CPA) for Big Data with Hortonworks g
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Figure 4 Adding Block of IP Addresses for KVM Access Part 1
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5. Enter the starting IP address of the block and number of IPs needed, the subnet and the gateway

information as shown in Figure 5.
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Figure 5 Adding Block of IP Addresses for KVM Access Part 2
Create a Block of IP Addresses ©

£55.255.255.0

6. Click OK to create the IP Address block as shown in Figure 6.

Figure 6 Adding Block of IP Addresses for KVM Access Part 3

Create Block of IP Addresses

Create a Block of IP Addresses @

0.29.160.120
I

7. Click OK.
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Editing The Chassis Discovery Policy

This section provides details for modifying the chassis discovery policy. Setting the discovery policy
ensures easy addition of the Cisco UCS B-Series chassis or fabric extenders for the Cisco UCS C-Series
servers in future.

Click the Equipment tab.
In the right pane, click the Policies tab.
Click the Global Policies tab.

In the Chassis/FEX Discovery Policy area, select 8-link from the drop-down list for Action field as
shown in Figure 7.

s LN~ =

Figure 7 Changing The Chassis Discovery Policy
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: Rack-Mounts
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--- Servers
B- Fabric Interconnects

EEE T
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5. Click Save Changes.
6. Click OK.
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Enabling The Server Ports and Uplink Ports

Follow these steps to enable the server and configure the uplink ports:

1.

s @« N

10.

1.
12.

Click the Equipment tab.
Select Equipment > Fabric Interconnects > Fabric Interconnect A (primary) > Fixed Module.
Expand the Unconfigured Ethernet Ports.

Select all the ports that are connected to the Cisco 2232PP FEX (eight per FEX), right-click and
select Reconfigure > Configure as a Server Port.

Select port 1 that is connected to the uplink switch, right-click, then select Reconfigure >
Configure as Uplink Port.

Select Show Interface and select 10GB for Uplink Connection.
Click Yes and then OK to continue.

Select Equipment > Fabric Interconnects > Fabric Interconnect B (subordinate) > Fixed
Module.

Expand the Unconfigured Ethernet Ports section.

Select all the ports that are connected to the Cisco 2232 Fabric Extenders (eight per Fex), right-click
and select Reconfigure > Configure as Server Port.

Click Yes and then OK to continue.

Select port number 1, which is connected to the uplink switch, right-click and select Reconfigure >
Configure as Uplink Port.
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Figure 8 Enabling Server Ports
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13. Select Show Interface and select 10GB for Uplink Connection.

14. Click Yes and then OK to continue.

Figure 9 shows all the configured uplink and Server ports.
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Creating an Organization

Organizations are used as a means to arrange and restrict access to various groups within the IT
organization, and enable multi-tenancy of the compute resources. This document does not use
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organizations; however, the steps to create an organizations are given for future reference.

Follow these steps to configure an organization in the Cisco UCS Manager:

Click New in the left corner of the UCS Manager GUI.

1.

g oswN

Select Create Organization from the options.
Enter a name for the organization.

(Optional) Enter a description for the organization.

Click OK.

Metwork
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
Server
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Creating MAC Address Pools

Follow these steps to create MAC address pools:

1. Click the LAN tab.

Select Pools > root.

Right-click MAC Pools under the root organization.

Select Create MAC Pool to create the MAC address pool. Enter ucs as the name of the MAC pool.
(Optional) Enter a description of the MAC pool.

Click Next.

Click Add.

Specify a starting MAC address.

© &8 N & e B W N

Specify a size of the MAC address pool, which is sufficient to support the available server resources
as shown in Figure 10.

10. Click OK.

Figure 10 Specifying the First MAC Address and Size

Create a Block of MAC Addresses

Firsk MAC Address: JDD:ES:BS:DD:DD:DD

To ensure uniquensss of MACs in the LAN Fabric, you are strongly
encouraged to use the Following MAC prefioc:
002 5:B 5 HHIRHINR

—’» 0] 4 I Cancel

11. Click Finish as shown in Figure 11.
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Figure 11 Adding MAC Addresses
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12. Click OK to confirm the addition of the MAC addresses.

Configuring VLANs

Table 4 describes the VLANS that are configured in this design solution.

Table 4 VLAN Configurations
VLAN Fabric NIC Port Function Failover
vlan160_mgmt A ethO Management, user |Fabric Failover B
connectivity
vlan12_HDFC B ethl Hadoop Fabric Failover A
vlan11_DATA A eth2 Hadoop and/or Fabric Failover B
SAN/NAS access,
ETL

All of the VLANS created should be trunked to the upstream distribution switch connecting the fabric
interconnects. In this deployment, vlan160_mgmt is configured for management access and user
connectivity, vlan12_HDFS is configured for Hadoop interconnect traffic, and vlan11_DATA is
configured for optional secondary interconnect and/or SAN/NAS access, heavy ETL, and so on.

Follow these steps to configure VLANS in Cisco UCS Manager:

1. Click the LAN tab.

Select LAN > VLANS.

Right-click the VLANSs under the root organization.

Select Create VLANS to create the VLAN as shown in Figure 12.

s @« N
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Figure 12 Creating VLAN
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Enter vlan160_mgmt in the VLAN Name/Prefix text box as shown in Figure 13.
Click the Common/Global radio button.

Enter 160 in the VLAN IDs text box.

Click OK and then click Finish.

Click OK.

© & N o @
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Figure 13 Creating Management VLAN
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10. Click the LAN tab.

11. Select LAN > VLANSs.

12. Right-click the VLANSs under the root organization.

13. Select Create VLANS to create the VLAN as shown in Figure 14.
14. Enter vlanl1_DATA in the VLAN Name/Prefix text box.

15. Click the Common/Global radio button.

16. Enter 11 in the VLAN IDs text box.
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17. Click OK and then click Finish.
18. Click OK.

Figure 14 Creating VLAN for Data
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Create VLANs

vlan11_DATA |

<niok sk - -

o ]

19. Click the LAN tab.

20. Select LAN > VLAN:S.

21. Right-click the VLANs under the root organization.

22. Select Create VLANS to create the VLAN.

23. Enter vlan12_HDFS in the VLAN Name/Prefix text box as shown in Figure 15.
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24. Click the Common/Global radio button.
25. Enter 12 in the VLAN IDs text box.
26. Click OK and then click Finish.

Figure 15 Creating VLAN for Hadoop Data

» Create YLANS

Create VLANs
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Creating a Server Pool

A server pool contains a set of servers. These servers typically share the same characteristics such as
their location in the chassis, server type, amount of memory, local storage, type of CPU, or local drive
configuration. You can manually assign a server to a server pool, or use the server pool policies and
server pool policy qualifications to automate the server assignment.

Follow these steps to configure the server pool within the Cisco UCS Manager:

1.

S o B W DN

Click the Servers tab.

Select Pools > root.

Right-click the Server Pools.

Select Create Server Pool.

Enter the required name (ucs) for the server pool in the name text box as shown in Figure 16.

(Optional) Enter a description for the organization.

Figure 16 Setting Name and Description of the Server Pool
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7. Click Next to add the servers.

8. Select all the Cisco UCS C240M3 servers to be added to the server pool that were previously created
(ucs), then Click >> to add them to the pool as shown in Figure 17.

9. Click OK, and then click Finish.

Figure 17 Adding Servers to the Server Pool
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Creating Policies for Service Profile Templates

This section provides you the procedure to create the following policies for the service profile template:

Creating a Host Firmware Package Policy, page 32
Creating QoS Policies, page 32

Creating a Local Disk Configuration Policy, page 36
Creating a Server BIOS Policy, page 37

Creating a Boot Policy, page 41
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Creating a Host Firmware Package Policy

Firmware management policies allow the administrator to select the corresponding firmware packages
for a given server configuration. The components that can be configured include adapters, BIOS, board
controllers, FC adapters, HBA options, ROM and storage controller.

Follow these steps to create a host firmware management policy for a given server configuration using
the Cisco UCS Manager:

1.

© e N & e B w N

Click the Servers tab in the UCS Manager.

Select Policies > root.

Right-click Host Firmware Packages.

Select Create Host Firmware Package.

Enter the required host firmware package name (ucs) as shown in Figure 18.
Click the Simple radio button to configure the host firmware package.
Select the appropriate Rack Package value.

Click OK to complete creating the management firmware package.

Click OK.

Figure 18 Creating Host Firmware Package
Create Host Firmware Package
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Creating QoS Policies

This section describes the procedure to create the Best Effort QoS Policy and Platinum QoS policy.

Creating the Best Effort Policy

Follow these steps to create the Best Effort Policy:

1.

> W DN

Click the LAN tab.

Select Policies > root.

Right-click QoS Policies.

Select Create QoS Policy as shown in Figure 19.
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Figure 19 Creating QoS Policy
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Enter BestEffort as the name of the policy as shown in Figure 20.
Select BestEffort from the drop down menu.

Keep the Burst (Bytes) field as default (10240).

Keep the Rate (Kbps) field as default (line-rate).

© &8 N & @

Keep the Host Control radio button as default (none).
10. Click OK to complete creating the Policy.
11. Click OK.
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Figure 20 Creating BestEffort QoS Policy
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Creating a Platinum Policy

Follow these steps to create the Platinum QoS policy:

Click the LAN tab.

Select Policies > root.

Right-click QoS Policies.

Select Create QoS Policy.

Enter Platinum as the name of the policy as shown in Figure 21.
Select Platinum from the drop down menu.

Keep the Burst (Bytes) field as default (10240).

Keep the Rate (Kbps) field as default (line-rate).

© e N S g B~ w N =

Keep the Host Control radio button as default (none).

-
(=}

Click OK to complete creating the Policy.
. Click OK.

=Y
-
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Figure 21 Creating Platinum QoS Policy
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Setting Jumbo Frames

Follow these steps to set up Jumbo frames and enable the QoS:

1. Click the LAN tab in the Cisco UCS Manager.

Select LAN Cloud > QoS System Class.

In the right pane, click the General tab.

In the Platinum row, enter 9000 for MTU as shown in Figure 22.
Check the Enabled check box.

Click Save Changes.

Click OK.

N S g s N
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Figure 22 Setting Jumbo Frames
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Creating a Local Disk Configuration Policy

Follow these steps to create a local disk configuration in the Cisco UCS Manager:

1.

© S8 N & a0 B W N

Click the Servers tab.

Select Policies > root.

Right-click Local Disk Config Policies.

Select Create Local Disk Configuration Policy.

Enter ucs as the local disk configuration policy name as shown in Figure 23.
Select Any Configuration from the drop-down list to set the Mode.
Uncheck the Protect Configuration check box.

Click OK to complete creating the Local Disk Configuration Policy.

Click OK.
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Figure 23 Configuring Local Disk Policy
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If Protect Cunﬁgura%on is set, the local disk configuration is preserved if the service profile is disassociated with
the server,

In that case, a configuration error will be raised when a new service profile is associated with that server if the local
disk configuration in that profile is different.

Creating a Server BIOS Policy

The BIOS policy feature in Cisco UCS automates the BIOS configuration process. The traditional mode
of setting the BIOS is manual and is often error-prone. By creating a BIOS policy and assigning the
policy to a server or group of servers, you can enable transparency within the BIOS settings
configuration.

Note  BIOS settings can have a significant performance impact, depending on the workload and the
applications. The BIOS settings listed in this section is for configurations optimized for best
performance which can be adjusted based on the application, performance and energy efficiency
requirements.

Follow these steps to create a server BIOS policy using the Cisco UCS Manager:
1. Select the Servers tab.

Select Policies > root.

Right-click BIOS Policies.

Select Create BIOS Policy.

Enter the preferred BIOS policy name.

o &1 & W DN

Change the BIOS settings as shown in Figure 24.
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Figure 24 Creating Server BIOS Policy
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Figure 25 and Figure 26 show the Processor and Intel Directed IO properties settings in the BIOS Policy.
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Figure 25 Creating Server BIOS Policy for Processor
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Figure 26 Creating Server BIOS Policy for Intel Directed 10
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1. Set the RAS Memory settings and click Next as shown in Figure 27.
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Figure 27 Creating Server BIOS Policy for Memory
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8. Click Finish to complete creating the BIOS Policy.
9. Click OK.

Creating a Boot Policy

Follow these steps to create a boot policy within Cisco UCS Manager:
Select the Servers tab.
Select Policies > root.

Right-click the Boot Policies.

s L~ =

Select Create Boot Policy as shown in Figure 28.
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Figure 28 Creating Boot Policy Part 1
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Enter ucs as the boot policy name as shown in Figure 29.

(Optional) Enter a description for the boot policy.

Expand Local Devices and select Add CD-ROM.
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Expand Local Devices and select Add Local Disk.

10. Expand vNICs and select Add LAN Boot and enter ethO.
11. Click OK to add the Boot Policy.

12. Click OK.

Keep the Reboot on Boot Order Change check box as default (unchecked).
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Figure 29 Creating Boot Policy Part 2
Create Boot Policy

Mame: jucs

Description:
Reboot on Boot Order Change: [

Enforce wNICIvHEASISCSI Mame: |
: o

WARNINGS:

The type (primaryisecondary) does not indicate a baot arder presence,

The effective order of boot devices within the same device class (LAMIStorage iSCSI) is determined by PCIe bus scan order,

If Enforce ¥NIC/¥HBA/iSCSI Name is selecked and the wMIC vHEAISCST does not exist, 4 config error will be reported,

If it is ot selected, the vNICs/vHBAS/ISCST are selected if they exist, otherwise the wNICjwHBA(ISCST with the [owest PCTe bus scan order is used.

Local Devices

!, Add Local Disk

"‘-.‘_’;\) add CO-EOM Order wMIC IwHEANISCST whIC Type Lun ID
H Add Floppey :
% Storage
@ Local Disk
L5 LAN etho etho Primary

(@) Add LAN Boot

(2) Add 50 Book
@ Add 51 Boot Targst

iSCSI ¥NICs

(@) Add TSI Book

Creating a Service Profile Template

Follow these steps to create a service profile template in Cisco UCS Manager:
1. Click the Servers tab.
Select Policies > root.

Right-click root.

Eal N

Select Create Service Profile Template as shown in Figure 30.
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Figure 30 Creating Service Profile Template
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5. The Create Service Profile Template window appears. Do the following (see Figure 31):

a. In the Identify Service Profile Template window, enter the name of the service profile template

as ucs.

b. Click the Updating Template radio button.

c. In the UUID section, select Hardware Default as the UUID pool.

6. Click Next to continue.
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Figure 31 Identify Service Profile Template
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Configuring the Network Settings for the Template

In the Networking window, follow these steps to configure the network settings in the Cisco UCS
Manager:

1. Keep the Dynamic vNIC Connection Policy field at the default as shown in Figure 32.
2. Click the Expert radio button to define How would you like to configure LAN connectivity?
3. Click Add to add a vNIC to the template. The Modify vNIC window appears.
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Figure 32 Configuring Network Settings for the Template
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4. In the Modify vNIC window, enter name for the vNIC as ethO as shown in Figure 33.
5. Select ucs in the MAC Address Assignment pool.

6. Click the Fabric A radio button and check the Enable failover check box for the Fabric ID.
7. Check the vlan160_mgmt check box for VLANS.

8. Click the Native VLAN radio button.

9. Select MTU size as 1500.

10. Select adapter policy as Linux.

11. Keep the Dynamic vNIC connection policy as <no set>.

12. Select QoS Policy as BestEffort.

13. Keep the Network Control Policy as default.

14. Click OK.
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Figure 33 Configuring vNIC eth0
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15. The Modify vNIC window appears. Enter the name of the vNIC as eth1 as shown in Figure 34.
16. Select ucs in the MAC Address Assignment pool.

17. Click the Fabric B radio button and check the Enable failover check box for the Fabric ID.
18. Check the vlan12_HDFS check box for VLANSs and select the Native VLAN radio button.

19. Select MTU size as 9000.
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20. Select adapter policy as Linux.

21. Keep the Dynamic vNIC Connection Policy as <no set>.
22. Select QoS Policy as Platinum.

23. Keep the Network Control Policy as default.

24. Click OK.
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Figure 34 Configuring vNIC eth1
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25. The Create vNIC window appears. Enter the name of the vNIC as eth2 as shown in Figure 35.
26. Select ucs in the MAC Address Assignment pool.

27. Click the Fabric A radio button and check the Enable failover check box for the Fabric ID.
28. Check the vlan11_DATA check box for VLANSs and select the Native VLAN radio button.
29. Select MTU size as 9000.
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30.
31.
32.
33.
34.
35.

Select adapter policy as Linux.

Keep the Dynamic vNIC Connection Policy as <no set>.
Select QoS Policy as Platinum.

Keep the Network Control Policy as default.

Click OK.

Click Next in the Networking window to continue.
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Figure 35 Configuring vNIC eth2
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Configuring a Storage Policy for the Template

In the Storage window, follow these steps to configure a storage policy in Cisco UCS Manager:

1. Select ucs for the local disk configuration policy as shown in Figure 36.

2. Click the No vHBASs radio button to define How would you like to configure SAN connectivity?
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3. Click Next to continue.

Figure 36 Configuring Storage settings
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4. Click Next in the Zoning window to continue.

Configuring a vNIC/vHBA Placement for the Template

In the vNIC/vHBA window, follow these steps to configure a vNIC/VHBA placement policy in Cisco
UCS Manager:

1. Select the Default Placement Policy option for the Select Placement field as shown in Figure 37.

2. Select eth0, eth1 and eth2 assign the vNICs in the following order:

a. ethO
b. ethl
c. eth2

Review to make sure that all vNICs are assigned in the appropriate order.
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3. Click Next to continue.

Figure 37 vNIC/vHBA Placement
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Configuring a Server Boot Order for the Template

In the Server Boot Order window, follow these steps to set the boot order for servers in Cisco UCS
Manager:

1. Select ucs in the Boot Policy name field as shown in Figure 38.
2. Check the Enforce vNIC/vHBA/iSCSI Name check box.

Review to make sure that all the boot devices are created and identified.
3. Verify that the boot devices are in the correct boot sequence.

4. Click OK.
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Figure 38 Creating Boot Policy
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5. Click Next to continue.

In the Maintenance Policy window, keep the default no policy as we have not created a policy. Click Next

to continue to the next window.

Configuring Server Assignment for the Template

In the Server Assignment window, follow these steps to assign the servers to the pool in Cisco UCS

Manager:

1. Select ucs for the Pool Assignment field as shown in Figure 39.

2. Keep the Server Pool Qualification field as default.

3. Select ucs in Host Firmware Package.
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Configuring Operational Policies for the Template

In the Operational Policies window, follow these steps:

1. Select ucs in the BIOS Policy field as shown in Figure 40.

2. Click Finish to create the Service Profile template.

3. Click OK.
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Figure 40 Selecting BIOS Policy
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4. Click the Servers tab.
a. Select Service Profile Templates > root.

b. Right-click root and select Create Service Profile Template as shown in Figure 41.
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Figure 41 Creating Service Profiles from Template
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c. The Create Service Profile from Template window appears. Enter the name and number of nodes
in the Name and Number fields as shown in Figure 42.
Figure 42 Selecting Name and Total Number of Service Profiles
» Create Service Profiles From Template | x|
Create Service Profiles From Template ©

ik I Cancel

The Cisco UCS Manager discovers the servers and automatically associate these servers with service
profiles. Figure 43 illustrates the service profiles associated with all the 64-nodes.
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Figure 43 Cisco UCS Manager showing 64 Nodes
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Configuring Disk Drives for Operating System on NameNode

Namenode and Secondary Namenode have a different RAID configuration compared to Datanodes. This
section details the configuration of disk drives for OS on these nodes (rhell and rhel2). The disk drives
are configured as RAID1, read ahead cache and write cache are enabled when the battery is available.
The first two disk drives are used for the Operating System and the remaining 22 disk drives are used for
the HDFS as described in the following sections.

There are several ways to configure RAID such as using the LST WebBIOS Configuration Utility
embedded in the MegaRAID BIOS, booting DOS and running MegaCLI commands, using Linux-based
MegaCLI commands, or using third party tools that have MegaCLI integrated. For this deployment, the
first disk drive is configured using the LST WebBIOS Configuration Utility and the remaining drives are
configured using Linux-based MegaCLI commands after the completion of the Operating System
installation.

Figure 44 RAID 1 Configured Using LSI WebBIOS Utility and MegaCLI

05 Data
Disk drives 1 and 2 Disk Drives 3 to 24
configure RAID 1 configure RAID 1
using WebBIOS using Megacli

Follow these steps to create RAID1 on the first disk drive to install the Operating System:
1. Boot the server, and do the following:

a. Press <Ctrl><H> to launch the WebBIOS.

b. Press Ctrl+H immediately. The Adapter Selection window appears.

2. Click Start to continue as shown in Figure 45.
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3. Click Configuration Wizard.

Figure 45 Adapter Selection for RAID Configuration
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4. In the Configuration Wizard window, click the Clear Configuration radio button as shown in
Figure 46.

5. Click Next to clear the existing configuration.

Figure 46 Clearing Current configuration on the controller
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Configuration Wizard guides you through the steps for configuring the MegaRalD
system easily and efficiently. The =teps are as follouws:

1. Drive Group definitions  Group drives into Drive Groups.
Z-Virtual Irive definitions Define wirtual drives using those drive groups.

3. Conficuration Presview Preview configuration before it is saved.

Please choose appropriate configuration type:

Allows you to clear existing configquration only.

¢ Mew Configuration Clears the existing configuration. If vou have any existing data
in the earlier defined drives, the data will be lost.

® Cancel mip Next |

6. Click Yes.
7. In the Physical View, ensure that all the drives are Unconfigured Good.

8. In the Configuration Wizard window, click the New Configuration radio button as shown in
Figure 47.

9. Click Next.
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Figure 47 Choosing to create a New Configuration
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Configuration Wizard guides you through the steps for configuring the MegaRalD
system easily and efficiently. The =teps are as follouws:

1. Drive Group definitions  Group drives into Drive Groups.
Z-Virtual Irive definitions Define wirtual drives using those drive groups.

3. Conficuration Presview Preview configuration before it is saved.

Please choose appropriate configuration type:

¢ Clear Configuration Allows you to clear existing configquration only.

Mew Configuration Clears the existing configuration. If vou have any existing data
in the earlier defined drives, the data will be lost.

¢ Add Configuration Fetains the old configuration and then adds new drives to the
configuration. This iz the safest operation
as it does not result in any data loss.

* Cancel | mig Mext |

10. Click the Manual Configuration radio button. This enables complete control over all attributes of
the new storage configuration, such as, configuration of the drive groups, virtual drives and setting
the parameters as shown in Figure 48.

Figure 48 Choosing Manual Configuration Method
WegaRAID BIOS Config Utility Configuration Wizard

[ " i
LSI3!
|
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Automatically create the most efficient configuration.
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. Cancel I 4u Back I Cmp et I

11. Click Next. The Drive Group Definition window appears.
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13.

14.

Configuring Disk Drives for Operating System on NameNode

In the Drive Group Definition window, choose the first two drives to create drive groups as shown
in Figure 49.

Click Add to Array to move the drives to a proposed drive group configuration in the Drive Groups
pane.

Click Accept DG and click Next.

Figure 49 Selecting first drive and Adding to Drive Group
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15.

In the Span Definitions window, click Add to SPAN and click Next as shown in Figure 50.
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Figure 50 Span Definition Window

MegaRAID BIOS Config Utility Config Wizard - Span Definition slh"‘f
F oy

_I Span Definition: To add array hole to a Span, select an array hole from the
W drop—down.Click on Add To Span. Array hole will be added to the
spanfirray Hole addition can be undone by selecting the
Reclaim button.

| 5

[Drive GroupO,B0, R1,1.517 TE

&y Add toSPAN

i

Reclaim

% Cancel | 4 Back | wp Next |

________________________________________________________________________________________________________________|]
16. In the Virtual Drive definitions window, do the following (see Figure 51):
a. Click on Update Size.
b. Change Strip Size to IMB. A larger strip size ensures higher read performance.
¢. From the Read Policy drop-down list, choose Always Read Ahead.
d. From the Write Policy drop-down list, choose Write Back with BBU.
e. Make sure RAID Level is set to RAIDI.
f. Click Accept to accept the changes to the virtual drive definitions.
g. Click Next.
~

Note  Clicking on Update Size can change some of the settings in the window. Make sure all settings are
correct before submitting the changes.
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Figure 51 Defining Virtual Drive
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17. Click Yes to save the configuration.

18. In the Managing SSD Caching window, click Cancel as shown in Figure 52.
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Figure 52 SSD Caching Window

19. Click Yes in the confirmation page.

20. Set VDO as the Boot Drive and click Go as shown in Figure 53.
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Figure 53 Setting Virtual Drive as Boot Drive
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21. Click Home.
22. Review the configuration and click Exit.

Configuration of disks 2 to 24 are done using Linux based MegaCLI commands described in
“Configuring Data Drives on NameNode” section on page 97.

Configuring Disk Drives for Operating System on DataNodes

Nodes 3 through 64 are configured as DataNodes. This section details the configuration of disk drives
for OS on the data nodes. The focus of this CVD is on the High Performance Configuration, featuring
24 1TB SFF disk drives. The disk drives are configured as individual RAIDO volumes with 1MB strip
size. Read ahead cache and write cache are enabled when the battery is available. The first disk drive is
used for the Operating System and the remaining 23 disk drives are used for the HDFS as described in
the following sections.
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~

Note  In case of the High Capacity Configuration featuring 12 3TB LFF disk drives, the disk drives are
configured as individual RAIDO volumes with 1MB strip size. Read ahead cache and write cache are
enabled when the battery is available. Two partitions of 1TB and 2TB are created on the first disk drive,
the 1TB partition is used for the Operating System and the 2TB partition is used for the HDFS along
with disk drives 2 through 12.

There are several ways to configure RAID. RAID can be configured using LSI WebBIOS Configuration
Utility embedded in the MegaRAID BIOS, booting DOS and running MegaCLI commands, Linux based
MegaCLI commands, or by third party tools having MegaCLI. For this deployment, the first disk drive
is configured using LST WebBIOS Configuration Utility and the rest of them are configured using a
Linux based MegaCLI commands after the completion of OS installation.

Follow these steps to create RAIDO on the first disk drive to install the Operating System:
1. Boot the server, and do the following:

a. Press <Ctrl><H> to launch the WebBIOS.

b. Press Ctrl+H immediately. The Adapter Selection window appears.
2. Click Start to continue as shown in Figure 45.

3. Click Configuration Wizard.

Figure 54 Adapter Selection for RAID Configuration
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4. In the Configuration Wizard window, click the Clear Configuration radio button as shown in
Figure 46.

5. Click Next to clear the existing configuration.
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Figure 55 Clearing Current configuration on the controller
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Configuration Wizard guides you through the steps for configuring the MegaRalD
system easily and efficiently. The =teps are as follouws:

1. Drive Group definitions  Group drives into Drive Groups.
Z-Virtual Irive definitions Define wirtual drives using those drive groups.

3. Conficuration Presview Preview configuration before it is saved.

Please choose appropriate configuration type:

¢ Mew Configuration Clears the existing configuration. If vou have any existing data
in the earlier defined drives, the data will be lost.

Clear Configuration Allows you to clear existing configquration only.

® Cancel mip Next |

6. Click Yes.
1. In the Physical View, ensure that all the drives are Unconfigured Good.

8. In the Configuration Wizard window, click the New Configuration radio button as shown in
Figure 47.

9. Click Next.
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Figure 56 Choosing to create a New Configuration
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Configuration Wizard guides you through the steps for configuring the MegaRalD
system easily and efficiently. The =teps are as follouws:

1. Drive Group definitions  Group drives into Drive Groups.
Z-Virtual Irive definitions Define wirtual drives using those drive groups.

3. Conficuration Presview Preview configuration before it is saved.

Please choose appropriate configuration type:

¢ Clear Configuration Allows you to clear existing configquration only.

Mew Configuration Clears the existing configuration. If vou have any existing data
in the earlier defined drives, the data will be lost.

¢ Add Configuration Fetains the old configuration and then adds new drives to the
configuration. This iz the safest operation
as it does not result in any data loss.

* Cancel | mig Mext |

10. Click the Manual Configuration radio button. This enables complete control over all attributes of
the new storage configuration, such as, configuration of the drive groups, virtual drives and setting
the parameters as shown in Figure 48.

Figure 57 Choosing Manual Configuration Method
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11. Click Next. The Drive Group Definition window appears.
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12. In the Drive Group Definition window, choose the first drive to create drive groups as shown in
Figure 49.
13. Click Add to Array to move the drives to a proposed drive group configuration in the Drive Groups
pane.
14. Click Accept DG and click Next.
Figure 58 Selecting first drive and Adding to Drive Group
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15.

In the Span Definitions window, click Add to SPAN and click Next as shown in Figure 50.
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Figure 59 Span Definition Window
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16. In the Virtual Drive definitions window, do the following (see Figure 51):
a. Click on Update Size.
b. Change Strip Size to IMB. A larger strip size ensures higher read performance.
¢. From the Read Policy drop-down list, choose Always Read Ahead.
d. From the Write Policy drop-down list, choose Write Back with BBU.
e. Make sure RAID Level is set to RAIDO.
f. Click Accept to accept the changes to the virtual drive definitions.

g. Click Next.

~

Note  Clicking on Update Size can change some of the settings in the window. Make sure all settings are
correct before submitting the changes.
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Figure 60 Defining Virtual Drive

nfig Utility Confi

17. Click Yes to save the configuration.

18. In the Managing SSD Caching window, click Cancel as shown in Figure 52.
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Figure 61 SSD Caching Window

19. Click Yes in the confirmation page.

20. Set VDO as the Boot Drive and click Go as shown in Figure 53.
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Figure 62 Setting Virtual Drive as Boot Drive

Config Utility Virtual Dri

=

Lol S B ]

1
i

21. Click Home.
22. Review the configuration and click Exit.

Configuration of disks 3 to 24 are done using Linux based MegaCLI commands described in
“Configuring Data Drives on DataNodes” section on page 100.

Installing Red Hat Linux 6.2 with KVM

The following section provides detailed procedures for installing Red Hat Linux 6.2.

There are multiple methods to install Red Hat Linux Operating System. The installation procedure
described in this design guide uses KVM console and virtual media from Cisco UCS Manager.

Log in to the Cisco UCS 6296 Fabric Interconnect and launch the Cisco UCS Manager application.
Click the Equipment tab.

In the navigation pane expand Rack-Mounts and Servers.

H L=

Right-click on the Server and select KVM Console as shown in Figure 63.
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Figure 63 Selecting KVM Console Option

ng System Manager

a . B3 Mew -

S EE Equipment * &% Rack-Mounts * 3 Servers * &8 Server 1

[ Options | @ 0 | ‘Pending Activities | 0] Exit

Inventaory [ Wirtual Machines [ Hybrid Display [ Installed Firmweare [ SEL Logs [ WIF Paths [ Power Contral Monitor [ Fauls [ Events [ FsM [ Statistics [ Temperatur

Status Details

Show Navigator

Create Service Profile for Server

Associate Service Profile

Boot Server

Shutdown Server

Reset

Recover Server

Server Maintenance

K\M Console

55H ko CIMC For SoL

= Server Turn on Locatar LED
[+-IEEH Fabric Intercon

POST Results
Start Faulk Suppression

Stop Faulk Suppression

Part Details

Copy Chrl+C L
Copy XML Chri+L Connection Details
BElEE ctitD ) Boot Order Details

5. In the KVM window, select the Virtual Media tab as shown in Figure 64.
6. Click Add Image button in the Client View selection window.

1. Browse to the Red Hat Enterprise Linux Server 6.2 installer ISO image file.

Note = The Red Hat Enterprise Linux 6.2 DVD is assumed to be available on the client machine.
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Adding an ISO Image

a UCS / Rack -16 - K¥M Console M=] B3

File  Help

Book Server % Shutdown Server S Reset

kMM Consaole I Server

v | Virkual Media I

Client View
Mapped | Readonly | Drive Exit |
r - & A - Floppy
Create Image |
- Il =) & - Removahble Disk
Add Image...
Il rd 25 E: - CDJ/OVD g |
r B @ D - COyDWD Remaove Image... |
Details £ |
Dietails
Targek Drive |Ma|:||:|ed Ta |Read Bvies \Write Bytes Duration
irbual COJOVD Mok rmapped 1USE Reset |
Femovable Disk, Mot mapped
Floppry Mot mapped

8. Click Open to add the image to the list of virtual media.

9. Check the Mapped check box for the image you just added as shown in Figure 65.
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Figure 65 Mapping ISO Image

- UCS / Rack -16 - K¥M Console H=]E3
File  Help

% shutdown Server 5, Reset

kN Console I Sepver

kwn - Wirkual Media I
Client Wiew
Mapped | Read Cnly | Drrive Exit |
r r &5 A: - Floppy
Create Imnage |
|l [l =1 @ - Remaovable Disk,
Add Image... |
Il ~ 25 E: - COJjOVD e
r B @ D - CO/OVD Rerove Irnage... |
Syy— oo s |
Details
Tarqgek Drive |Ma|:||:|ed Ta |Read Bvhes ‘\Write Bytes Duration
irbual COfOVD 25} C\UsershAdrministrator. .. 98304 1] 00:00:03 USE Reset |
Femaowvable Disk Mot mapped
Floppey Mot mapped

10. In the KVM console, select the KVM tab to monitor the bootup.
11. In the KVM console, click Boot Server.
12. Click OK.
13. Click OK to reboot the system.
On reboot, the server detects the presence of the Red Hat Enterprise Linux Server 6.2 install media.

14. Select Install or Upgrade an Existing System option as shown in Figure 66.
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Figure 66 Select Install Option

~ UCS / Rack -16 - K¥M Console [_ (O]

File View Macros Tools Help

% shutdown Server S, Reset
kMM Console I Server
ki | Wirtual Media

Welcome to Red Hat Enterprise Linux 6.2t

ﬂnstall or upgrade an existing system
Install system with basic video driver
Rescue installed systen

Boot from local drive

Memory test

Press [Tabl to edit options

Autonmatic boot in 48 seconds. ..

RED HAT
ENTERPRISE LINUX" 6

Copyright & 2003-2010 Red Hat, Inc. and others. All rights resenved.

{5 Logged in as __computeToken__@10,29, 160,50 |N0t reqistered with UCS Central | HSwtem Time: 2013-03-08T22:16

15. Skip the Media test as the ISO Image is used for the installation.
16. Click Next. The Red Hat Linux Welcome Screen appears.

17. Select the Language for the installation.

18. Click the Basic Storage Devices radio button.

19. Click the Fresh Installation radio button.

20. Enter the host name of the server and click Next.

21. Click Configure Network. The Network Connections window appear.
22. In the Network Connections window, select the Wired tab.

23. Select the interface System ethO and click Edit.

24. Editing System ethQ appears as shown in Figure 67.

25. Check the Connect automatically check box.

26. Select Manual in the Method drop-down list.

2]. Click Add and enter IP Address, the netmask and the gateway.
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For this demonstration, the following values have been used:
IP Address: 10.29.160.53
Netmask: 255.255.255.0
Gateway: 10.29.160.1
28. Add DNS servers (optional).
29. Click Apply.

Figure 67 Configuring Network for eth0

- Please name this computer. The
7% hostname identifies the computsr on a

Hostname: [rhell

Editing etho
Connection pame: |ethd|
; ¥ Connect automatically
Network Connections Lwﬂ|mn&m|h‘_ IPv4 Settings IMSE!.I:!II}sl
& Wired | @ Wireless | '’ Mobile Broadband | @ VPN | & DSL Method: [Mml 3
name Last Used . acd Addresses

Systemn ethd never

System ethl never |L|

System eth2 never | Delete...

Address Metmask Gateway Add

DS servers: [ |

Search domains: | ]

&1 Require IPv4 addressing for this connection to complete

[ Available to all users cancel || Apply |

Cen | [

30. Repeat the steps 26 to steps 32 to configure the network for the System ethl. The following values
have been used (see Figure 68):

IP Address: 192.168.12.11
Netmask: 255.255.255.0
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Figure 68 Configuring Network for eth1

Flease name this computer. The
hostname identifies the computer on &
metwork.

Hostname: [rhel1 ]

Editing eth!

DNSsevers: |

|
Search domains: | |
DHCP client D: [ J
2 Require IPv4 g for this ction to complete
O Available to all users

31.

32,
33.
34.
35.

Repeat the steps 26 to steps 32 to configure the network for System eth2. The following values have
been used:

IP Address: 192.168.11.11
Netmask: 255.255.255.0
Select the appropriate time zone.
Enter the root password and click Next.
Select Use All Space and click Next as shown in Figure 69.

Choose an appropriate boot drive.
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Figure 69 Selecting Install Option

Which type of installation would you like?
Use All Space

Removes all partitions on the selected device(s). This includes partitions created by other operating
systems.

Tip: This option will remove data from the selected device(s). Make sure you have backups.

Replace Existing Linux System(s)
Removes only Linux partitions (created from a previous Linux installation). This does not remove other
U “ partitions you may have on your storage device(s) (such as VFAT or FAT32).

Tip: This option will remove data from the selected device(s). Make sure you have backups.

- Shrink Current System
B Shrinks existing partitions to create free space for the default layout.

Use Free Space

@] H Retains your current data and partitions and uses only the unpartitioned space on the selected device
(s), assuming you have enough free space available.

Create Custom Layout
Manually create your own custom layout on the selected device(s) using our partitioning tool.

[] Encrypt system
[ Review and modify partitioning layout

| 4@ Back | | B Next |

36. Click Write changes to the disk and click Next.

37. Select Basic Server and click Next as shown in Figure 70.
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The default installation of Red Hat Enterprise Linux is a basic server install. You can
optionally select a different set of software now.

Installing Red Hat Linux 6.2 with KvM [l

(© Database Server

) Web Server

O ldentity Management Server

(& Virtualization Host

 Desktop

 Software Development Workstation
() Minimal

Please select any additional repositories that you want to use for software installation.

[[] High Availability
[ Load Balancer
Red Hat Enterprise Linux

o B - WO T DAY

=k Add additional software repositories l l @Modify repository

You can further customize the software selection now, or after install via the software
management application.

(@ Customize |ater ) Customize now

[ 4mBack l l B Next I

38. After the installer has finished loading, it will continue with the installation.

39. Reboot the system after the installation is complete.

Repeat the above steps (1 to 39) to install the Red Hat Linux on servers 2 through 64.

Note  You can automate the OS installation and configuration of the nodes through the Preboot Execution
Environment (PXE) boot or through third party tools.

Table 5 describes the hostnames and their corresponding IP addresses.

Table 5 Hostnames and IP Addresses

Hostname eth0 eth1 eth2

rhell 10.29.160.53 192.168.12.11 192.168.11.11
rhel2 10.29.160.54 192.168.12.12 192.168.11.12
rhel3 10.29.160.55 192.168.12.13 192.168.11.13
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Table 5 Hostnames and IP Addresses

Hostname eth0 eth1 eth2

rhel4 10.29.160.56 192.168.12.14 192.168.11.14
rhel5 10.29.160.57 192.168.12.15 192.168.11.15
rhel6 10.29.160.58 192.168.12.16 192.168.11.16
rhel7 10.29.160.59 192.168.12.17 192.168.11.17
rhel8 10.29.160.60 192.168.12.18 192.168.11.18
rhel9 10.29.160.61 192.168.12.19 192.168.11.19
rhell0 10.29.160.62 192.168.12.20 192.168.11.20
rhelll 10.29.160.63 192.168.12.21 192.168.11.21
rhell2 10.29.160.64 192.168.12.22 192.168.11.22
rhell3 10.29.160.65 192.168.12.23 192.168.11.23
rhell4 10.29.160.66 192.168.12.24 192.168.11.24
rhell5 10.29.160.67 192.168.12.25 192.168.11.25
rhell6 10.29.160.68 192.168.12.26 192.168.11.26
rhel64 10.29.160.116 192.168.12.74 192.168.11.74

Post 0S Install Configuration

Choose one of the nodes of the cluster or a separate node as an Admin Node for management such as
HDP installation, parallel shell, creating a local Red Hat repo and others. In this document, we have used
rhell for management.

Setting Up Password-less Login

To manage all of the cluster nodes from the admin node we need to setup password-less login. It assists
in automating common tasks with Parallel-SSH (pssh) and shell-scripts without having passwords.

Once Red Hat Linux is installed across all the nodes in the cluster, follow these steps in order to enable
password less login across all the nodes.

1. Login to the admin node (rhell).

ssh 10.29.160.53
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2. Run the ssh-keygen command to create both public and private keys on the admin node.
[rootErhell ~1# ssh-keygen

Generating public/private rsa key pair.
Enter file in which to save the key (frootf.sshfid_;sa):
Created directory '/root/.ssh’'.
Enter passphrase (empty for no passphrase):
Enter same passphrase again:

Your identification has been saved in frootf.ssh!id_;sa.

Your public key has been saved in frootf.sshfiq_rsa.pub.

he key fingerprint is:
ab:4e:78:10:54:81:4e:04:8d:af:4f:ad4:b2:c4:bb:88 rootiérhell

he key's randomart image is:

--[ R8A 2048]----+

.=000.

3. Run the following commands from the admin node to copy the public key id_rsa.pub to all the nodes
of the cluster. The .ssh-copy-id command appends the keys to the remote-host.
.ssh/authorized_key.

for IP in {53..116}; do echo -n "SIP -> "; ssh-copy-id -i ~/.ssh/id_rsa.pub
10.29.160.$IP; done

4. Enter yes at the command prompt to continue connecting.

5. Enter the password of the remote host to login.

Installing and Configuring Parallel SSH

Installing Parallel-SSH

Parallel-ssh is used to run commands on several hosts at the same time. It takes a file of hostnames and
a few common ssh parameters as parameters, and executes the given command in parallel on the
specified nodes.

1. Download the pssh.

wget https://parallel-ssh.googlecode.com/files/pssh-2.3.1.tar.gz
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scp pssh-2.3.1.tar.gz rhell:/root

[rooti@redhat ~]1# wget https://parallel-ssh.googlecode.com/files/pssh-2.3.1.tar.gz
--2013-04-24 05:39:42-- https://parallel-ssh.googlecode.com/files/pssh-2.3.1.tar.gz
Resolving parallel-ssh.googlecode.com... 74.125.129.82, 2607:f8b0:400e:c02::52
Connecting to parallel-ssh.googlecode.com|74.125.129.82]:443... connected.

HTTP request sent, awaiting response... 200 0K

Length: 23427 (23K) [application/x-gzip]

Saving to: dpssh-2.3.1.tar.gz.1&

100%

2013-04-24 05:39:43 (240 KB/s) - apssh-2.3.1.tar.gz.la

2. Run the following command to copy pssh-2.3.1.tar.gz to the admin node:

ssh rhell

tar xzf pssh-2.3.1l.tar.gz
cd pssh-2.3.1

python setup.py install

[rootéredhat ~]# scp pssh-2.3.1.tar.gz rhell:/root

The authenticity of host 'rhell (10.29.160.53)' can't be established.
RSA key fingerprint is 25:15:c9:7d:e0:db:78:2c:0d:ce:eb:2d:e3:e2:5e:44.
Are you sure you want to continue connecting (yes/no)? yes

Warning: Permanently added 'rhell' (RSA) to the list of known hosts.
rootiérhell's password:

pssh-2.3.1.tar.gz

[rootiredhat ~]# ssh rhell

rootiérhell's password:

Last login: Wed Apr 24 09:06:38 2013 from 10.29.160.90

[rootiérhell ~]# tar xzf pssh-2.3.1.tar.gz

[rootl@rhell ~]# cd pssh-2.3.1

[rootlrhell pssh-2.3.1]# python setup.py install

running install

running build

running build py

running build scripts

running install 1ib

running install scripts

changing mode of /fusr/bin/pslurp to 755

changing mode of /fusr/bin/pnuke to 755

changing mode of /fusr/bin/prsync to 755

changing mode of /fusr/bin/pscp to 755

changing mode of /usr/bin/pssh-askpass to 755

changing mode of /fusr/bin/pssh to 755

running install data

running install egg_info

Removing /usr/lib/python2.6/site-packages/pssh-2.3.1-py2.6.egg-info
Writing /usr/lib/python2.6/site-packages/pssh-2.3.1-py2.6.egg-info

3. Extract and install pssh on the admin node.

4. Create a host file containing the IP addresses of all the nodes and all the DataNodes in the cluster.
This file is passed as a parameter to pssh to identify the nodes and run the commands on them.

vi /root/allnodes

# This file contains ip address of all nodes of the cluster
#used by parallel-shell (pssh). For Details man pssh
10.29.160.53

10.29.160.54

10.29.160.55
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Installing Cluster Shell

1. Download cluster shell (clush) and install it on rhell.
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/root/datanodes
.160
.160
.160
.160
.160
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.160
.160
.160
.160
.160
.160

.160
.160
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.29

.29

.160
.160
.160
.160
.160
.160
.160
.160
.160
.160
.160
.160
.160

.160

.160

.56
.57
.58
.59
.60
.61
.62
.63
.64
.65
.66
.67
.68

.116

.55
.56
.57
.58
.59
.60
.61
.62
.63
.64
.65
.66
.67
.68

.116

Post 0S Install Configuration

Cluster shell is available from the Extra Packages for Enterprise Linux (EPEL) repository.

wget

http://dl.fedoraproject.org/pub/epel//6/x86_64/clustershell-1.6-1.el6.noarch.rpm
scp clustershell-1.6-1.el6.nocarch.rpm rhell:/root/

2. Login to rhell and install cluster shell.

yum install clustershell-1.6-1.el6.noarch.rpm

3. Edit /etc/clustershell/groups file to include hostnames for all the nodes of the cluster.

For 64 node cluster all:

~

Note  Configuring EPEL repository is discussed in detail in another section.
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Configuring /etc/hosts

Follow these steps to create the host file across all the nodes in the cluster:

1. Run the following command to populate the host file with IP addresses and corresponding
hostnames on the admin node (rhell):

vi /etc/hosts
127.0.0.1 localhost localhost.localdomain localhost4 localhost4.localdomaind
::1 localhost
192.168.12.11
192.168.12.12
192.168.12.13
192.168.12.14
192.168.12.15
192.168.12.16
192.168.12.17
192.168.12.18
192.168.12.19
192.168.12.20
192.168.12.21
192.168.12.22
192.168.12.23
192.168.12.24
192.168.12.25
192.168.12.26

192.168.12.74

localhost.localdomain localhost6 localhosté6.localdomainé
rhell
rhel?2
rhel3
rheld
rhel5
rhel6
rhel7
rhel8
rhel9
rhell0
rhelll
rhell2
rhell3
rhelld
rhell5
rhell6

rhel64

2. Run the following command to deploy /etc/hosts from the admin node (rhell) to all the nodes:

pscp -h /root/allnodes /etc/hosts /etc/hosts

[rootérhell ~1# pscp -h /root/allnodes fetc/hosts /fetc/hosts

[1]
[2]
[3]
[41
[51
[6]
[7]
[81
[91
[10]
[11]
[12]
[13]
[14]
[15]
[16]
641

11
11
11
11
11
11
11
11
11
11
11
11
11
11
11
11

11

:40:27 [SUCCESS] 10.29.160.53
:40:27 [SUCCESS] 10.29.160.55
:40:27 [SUCCESS] 10.29.160.58
:40:27 [BUCCESS] 10.29.160.56
:40:27 [BUCCESS] 10.29.160.57
:40:27 [SUCCESS] 10.29.160.54
:40:27 [SUCCESS] 10.29.160.61
:40:27 [SUCCESS] 10.29.160.66
:40:27 [BUCCESS] 10.29.160.64

:40:27 [SUCCESS] 10.29.160.68
:40:27 [SUCCESS] 10.29.160.59
:40:27 [SUCCESS] 10.29.160.62
:40:27 [BUCCESS] 10.29.160.65
:40:27 [SUCCESS] 10.29.160.67%
:40:27 [SUCCESS] 10.29.160.60
:40:27 [SUCCESS] 10.29.160.63

:40:27 [SUCCESS] 10.29.160.116
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Creating Red Hat Local Repository

To create a repository using RHEL DVD or ISO on the admin node (in this deployment rhell is used for

this purpose), create a directory with all the required rpms, run the createrepo command and then publish
the resulting repository.

1. Login to rhell node, and run the following command to create a directory that would contain the
repository:

mkdir -p /var/www/html/rhelrepo

2. Copy the contents of the Red Hat DVD to /var/www/html/rhelrepo.
3. Alternatively, if you have access to a Red Hat ISO Image, copy the ISO file to rhell.

scp rhel-server-6.2-x86_64-dvd.iso rhell:/root

Assuming the Red Hat ISO file is located in your working directory.

mkdir -p /mnt/rheliso
mount -t 1s09660 -o loop /root/rhel-server-6.2-x86_64-dvd.iso /mnt/rheliso/

4. Copy the contents of the ISO to the /var/www/html/rhelrepo directory.

cp -r /mnt/rheliso/* /var/www/html/rhelrepo

5. Run the following command on the rhell to create a .repo file that enables the use of the yum
command:

vi /var/www/html/rhelrepo/rheliso.repo
[rhel6.2]

name=Red Hat Enterprise Linux 6.2
baseurl=http://10.29.160.53/rhelrepo
gpgcheck=0

enabled=1

~

Note  The yum command based on the repo file requires httpd to be running on rhell so that the other nodes
can access the repository.

6. Copy the rheliso.repo to all the nodes of the cluster.

pscp -h /root/allnodes /var/www/html/rhelrepo/rheliso.repo /etc/yum.repos.d/
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[rootérhell ~]# pscp -h /root/allnodes fvar/www/html/rhelrepo/rheliso.rep
o fetc/yum.repos.d/
] 15:00:09 [SUCCEsSS] 10.29.160.57
] 15:00:09 [SUCCESS] 10.29.160.54
] 15:00:09 [SUCCESS] 10.29.160.53
] 15:00:09 [SUCCESsSs] 10.29.160.56
] 15:00:09 [SUCCESS] 10.29.160.58
] 15:00:09 [SUCCESS] 10.29.160.55
] 15:00:09 [sUCCEss] 10.29.160.60
8] 15:00:09 [SUCCESS] 10.29.160.59
] 15:00:09 [SUCCESS] 10.29.160.65
15:00:09 [SUCCESS] 10.29.160.64
15:00:09 [SUCCESS] 10.29.160.61
15:00:09 [SUCCESS] 10.29.160.67
15:00:09 [= s] 10.29.160.62
15:00:09 ; 38] 10.29.160.
15:00:09 [SUCCESS] 10.29.160.
15:00: [ SUCCESS] 10.29.160.68

15:00: BUCC 10.29.160.

1. To use the repository files on rhell without httpd, edit the baseurl of the repo file.
etc/yum.repos.d/rheliso.repo to point repository location in the file system.

vi /etc/yum.repos.d/rheliso.repo
[rhel6.2]

name=Red Hat Enterprise Linux 6.2
baseurl=file:///var/www/html/rhelrepo
gpgcheck=0

enabled=1

8. Run pssh -h /root/allnodes "yum clean all" command:

[rootlirhell ~]1# pssh -h /root/allnodes "yum clean all™

[1] 12:14:09 [SUCCESS] 10.29.160.55
12:14:09 [SUCCESS] 10.29.160.53
12:14:09 [SUCCESS] 10.29.160.57
12:14:09 [SUCCESS] 10.292.160.54
12:14:09 [SUCCESS] 10.29.160.62
12:14:09 [SUCCESS] 10.29.160.59
12:14:09 [SUCCESS] 10.29.160.56
12:14:09 [SUCCESS] 10.292.160.58
12:14:09 [SUCCESS] 10.29.160.61
12:14:09 [SUCCESS] 10.29.160.65
12:14:09 [SUCCESS] 10.292.160.60
12:14:09 [SUCCESS] 10.292.160.68
12:14:09 [SUCCESS] 10.292.160.63
12:14:09 [SUCCESS] 10.292.160.64
12:14:10 [SUCCESS] 10.29.160.66
12:14:10 [SUCCESS] 10.292.160.67

12:14:10 [SUCCESS] 10.29.160.116
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Creating the Red Hat Repository Database

1. Install the createrepo package.

2. Use the createrepo package to regenerate the repository database(s) for the local copy of the RHEL
DVD contents.

3. Purge the yum caches:

yum -y install createrepo
cd /var/www/html/rhelrepo
createrepo .

yum clean all

[rootérhell rhelrepol$# createrepo
368/3596 - Packages/pygobject2-doc-2.20.0-5.el16.x86 64.rpm
is0-885%-1 encoding on Ville Skyttd <wville.skyttagiki.fi> - 2.8.2-2

3596/3596 - Packages/lohit-bengali-fonts-2.4.3-6.el6.noarch.rpm
Caving Primary metadata

Caving file lists metadata

Faving other metadata

Upgrading LSI driver

The latest LSI driver is essential for performance and bug fixes.
To download the latest LSI drivers, see:

http://software.cisco.com/download/release.html?mdfid=284296254 & flowid=31743 &softwareid=2838
53158&release=1.5.1&relind=AVAILABLE&rellifecycle=&reltype=latest

1. In the ISO image, the required driver kmod-megaraid_sas-v06.504.01.00.rpm can be located at:
ucs-cxxx-drivers.1.5.1\Linux\Storage\LSI\92xx\RHEL\RHEL6.2

[root@redhat ~]# scp kmod* rhell:/root/

kmod-megaraid sas-debug-v06.504.01.00_ 100% 306KB 306.4KB/s 00:00
kmod-megaraid sas-v06.504.01.00 rhelé. 100% 302KB 301.5KB/s 00:00

2. Download and transfer kmod-megaraid_sas-v06.504.01.00.rpm driver to the admin node (rhell).

3. Run the following commands to install the rpm on all nodes of the cluster:

pscp -h /root/allnodes kmod-megaraid_sas-v06.504.01.00_rhel6.2-2.x86_64.rpm /root/
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[root@rhell ~1# pscp -h /root/allnodes kmod-megaraid sas-v06.504.01.00 rhelé.2-
2.x86 64.rpm /root/

[1] 15:46:54 [SUCCESS] 10.29.160.53
[2] 15:46:54 [SUCCESS] 10.29.160.64
[3] 15:46:54 [SUCCESS] 10.29.160.55
[4] 15:46:54 [SUCCESS] 10.29.160.56
[B] 15:46:54 [SUCCESS] 10.29.160.60
[6] 15:46:54 [SUCCESS] 10.29.160.58
[7] 15:46:54 [SUCCESS] 10.29.160.59
[8] 15:46:54 [SUCCESS] 10.29.160.54
[9] 15:46:54 [SUCCESS] 10.29.160.57
[10] 15:46:54 [SUCCESS] 10.29.160.61
[11] 15:46:54 [SUCCESS] 10.29.160.63
[12] 15:46:54 [SUCCESS] 10.29.160.66
[13] 15:46:54 [SUCCESS] 10.29.160.62
[14] 15:46:54 [SUCCESS] 10.29.160.65
[15] 15:46:54 [SUCCESS] 10.29.160.67
[16] 15:46:54 [SUCCESS] 10.29.160.68

[64] 15:46:54 [SUCCESS] 10.29.160.116

pssh -h /root/allnodes "rpm -ivh
kmod-megaraid_sas-v06.504.01.00_rhel6.2-2.x86_64.rpm"

[root@rhell ~]# pssh -h /root/allnodes '"rpm -ivh kmod-megaraid sas-v06.504.01.
_rhelé.2-2.x86_ 64.rpm"
15:49:11 [SUCCESS
15:49:13 [SUCCESS
15:49:13 [SUCCESS
15:49:13 [SUCCESS
15:49:13 [SUCCESS
15:49:13 [SUCCESS
15:49:13 [SUCCESS
15:49:13 [SUCCESS
15:49:13 [SUCCESS
15:49:13 [SUCCESS
15:49:13 [SUCCESS
15:49:13 [SUCCESS
15:49:13 [SUCCESS
15:49:14 [SUCCESS
15:49:14 [SUCCESS
15:49:16 SUCQESS

15:49:16 [SUCCESS

4. Run the following command to verify the version of kmod-megaraid_sas driver is used on all the
nodes (confirm all versions are same):

pssh -h /root/allnodes "modinfo megaraid_sas | head -5"
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filename: /lib/modules/2.6.32-220.e16.x86_64/extra/megaraid_sas/megaraid_sas.ko
description: LSI MegaRAID SAS Driver

author: megaraidlinux@lsi.com
version: 06.504.01.00
license: GPL

Installing httpd

1. Install httpd on the admin node to host repositories.

The Red Hat repository is hosted using http on the admin node, and this machine is accessible by all
the hosts in the cluster.

yum -y install httpd
2. Add the ServerName as 10.29.160.53:80, and make the necessary changes to the server
configuration file.

/etc/httpd/conf/httpd.conf

fHoerverName www.example.com:80
Gerverfame 10.29.160.53:80

UseCanonicalName: Determines how Apache constructs self-referencing
URLs and the SERVER NAME and SERVER PORT wvariables.

When set "O0ff'", Apache will use the Hostname and Port supplied
by the client. When set "On', Apache will use the wvalue of the
ServerName directive.

seCanonicalName Off

3. Run the following command to make sure that the httpd is able to read the repofiles:

chcon -R -t httpd_sys_content_t /var/www/html/rhelrepo

4. Run the following command to start httpd:

service httpd start
chkconfig httpd on

JDK Installation

Download Java SE 6 Development Kit (JDK)

Using a web browser, click on the following link:
http://www.oracle.com/technetwork/java/index.html

and download the latest Java™ SE 6 Development Kit (JDK™®6).

Once the JDK6 package has been downloaded, place it in the /var/www/html/JDK/ directory.
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Install JDK6 on All Node

Create the following script install_jdk.sh to install JDK:
Script install_jdk.sh

# Copy and install JDK

cd /tmp/

curl http://10.29.160.53/JDK/jdk-6udl-linux-x64.bin -0 -L

sh ./jdk-6ud4l-linux-x64.bin —-noregister

Copy script disable_services.sh to all nodes and run the script on all nodes:

pscp -h /root/pssh.hosts /root/install_jdk.sh /root/
pssh -h /root/pssh.hosts “/root/install_jdk.sh”

Extjs Installation

From a host connected to the Internet, download the Extjs and transfer it to rhell.

wget
http://s3.amazonaws.com/public-repo-1.hortonworks.com/HDP-UTILS-1.1.0.15/repos/centos6
/extjs/extjs-2.2-1.noarch.rpm

Copy the extjs rpm to all nodes from the admin node.

pscp -h /root/allnodes /root/extjs-2.2-1.noarch.rpm /root/

Install extjs on all nodes.

pssh -h /root/allnodes “yum -y install /root/extjs-2.2-1.noarch.rpm”

NTP Configuration

The Network Time Protocol (NTP) is used to synchronize the time of all the nodes within the cluster.
The Network Time Protocol daemon (ntpd) sets and maintains the system time of day in sync with the
timeserver located in the admin node (rhell). Configuring NTP is critical for any Hadoop Cluster. If
server clocks in the cluster drift out of sync, serious problems can occur in the HBase and other services.

Note  Installing an internal NTP server keeps the cluster synchronized even when an outside NTP server is
inaccessible.

1. Configure /etc/ntp.conf on the admin node with the following contents:

vi /etc/ntp.conf

driftfile /var/lib/ntp/drift
restrict 127.0.0.1

restrict -6 ::1

server 127.127.1.0

fudge 127.127.1.0 stratum 10
includefile /etc/ntp/crypto/pw
keys /etc/ntp/keys

2. Run the following commands to create /root/ntp.conf on the admin node and copy it to all the nodes:

vi /root/ntp.conf

server 10.29.160.53
driftfile /var/lib/ntp/drift
restrict 127.0.0.1

r Cisco UCS Common Platform Architecture (CPA) for Big Data with Hortonworks



Post OS Install Configuration W

restrict -6 ::1
includefile /etc/ntp/crypto/pw
keys /etc/ntp/keys

[rootérhell ~]# for SERVER in {54..116}; do scp froot/ntp.conf 10.29.160.5SERVER:fetc/ntp.conf; done
ntp.conf % 142 0.1KB/s 00:00
ntp.conf % 142 .1KBfs 00:00
ntp.conf % 142 .1KB/s 00:00
ntp.conf : 142 .1KB/s 00:00
ntp.conf % 142 .1KB/s 00:00
ntp.conf E 142 .1KR/s 00:00
ntp.conf : 142 .1KEfs 00:00
ntp.conf % 142 .1KB/s 00:00
ntp.conf % 142 .1KB/s 00:00
ntp.conf % 142 .1KB/= 00:00
ntp.conf % 142 .1KB/s 00:00
ntp.conf % 142 .1KB/s 00:00
ntp.conf % 142 .1KBR/s 00:00
ntp.conf % 142 .1KBfs 00:00
ntp.conf % 142 .1KB/s 00:00

D0 000000000000

3. Run the following command in the admin node (rhell) to copy ntp.conf file from the admin node to
/etc of all the nodes:
for SERVER in {54..116};

do scp /root/ntp.conf
10.29.160.S$SERVER: /etc/ntp.conf; done

A

Note Do not use pssh /root/allnodes command without editing the host file allnodes as it overwrites
/etc/ntp.conf from the admin node.

4. Run the following commands to synchronize the time and restart NTP daemon on all the nodes:

pssh -h /root/allnodes "yum install -y ntpdate"
pssh -h /root/allnodes "service ntpd stop"
pssh -h /root/allnodes "ntpdate rhell"

pssh -h /root/allnodes "service ntpd start"
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[rootirhell ~]# pssh -h /root/allnodes "service ntpd restart”™

[1]
[2]
[3]
[4]
[5]
[6]
[7]
[8]
[9]
[10]
[11]
[12]
[13]
[14]
[15]
[16]

[64]

13
13
13
13
13
13
13
13
13
13
13
13
13
13
13
13

13

138
138
138
138
138
138
138
138
138

138
138
138
138
138
138

138:

.38

:55
:55
H-3
:55
:55
:55
H-3
:55
:55

155
:55
:55
155
155
:55
55

:55

SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS

SUCCESS

10
10
10
10
10
10
10
10
10
10
10
10
10
10
10
10

10

.29
.29
.29
.29
.29
.29
.29
.29
.29

.29
.29
.29
.29
.29
.29
.29

.29

.160
.160
.160
.160
.160
.160
.160
.160
.160

.160
.160
.160
.160
.160
.160
.160

160.

.54
.53
.bé
.57
.55
.58
.60
.59
.64

.62
.61
.66
.63
.65
.67
.68

116

5. Run the following command to restart the NTP daemon on all the reboots:

pssh -h /root/allnodes

"chkconfig ntpd on"

[rootlrhell ~]1# pssh -h froot/allnodes "chkconfig ntpd on™

[1]
[2]
[3]
[4]
[5]
[6]
[7]
[8]
[9]
[10]
[11]
[12]
[13]
[14]
[15]
[16]

(641

Enabling Syslog

13
13
13
13
13
13
13
13
13
13
13
13
13
13
13
13

13

152
152
152
152
152
152
152
152
152

152
152
152
152
152
152

B2

152

155
:55
:55
155
155
:55
:55
155
1558

:55
155
:55
-]
155
:55
55

:55

SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS
SUCCESS

SUCCESS

10
10
10
10
10
10
10
10
10
10
10
10
10
10
10
10

10

.29
.29
.29
.29
.29
.29
.29
.29
.29

.29
.29
.29
.29
.29
.29
.29

.29

.160
.160
.160
.160
.160
.160
.160
.160
.160

.160
.160
.160
.160
.160
.160
.160

“160.

.54
.55
.57
.56
.60
.61
.58
.53
.59

.63
.62
.64
.65
.67
.66
.68

11s

Syslog must be enabled on each node to preserve logs regarding killed processes or failed jobs. Modern
versions such as syslog-ng and rsyslog are possible, making it more difficult to ascertain if a syslog
daemon is present.

Run any of the commands to confirm if the service is properly configured:

clush -B -a rsyslogd -v
clush -B -a service rsyslog status
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Setting Ulimit
On each node, ulimit -n specifies the number of inodes that can be opened simultaneously. With the
default value of 1024, the system appears to be out of disk space and shows no inodes available. This
value should be set to 64000 on every node.
Higher values are unlikely to result in an appreciable performance gain.
1. For setting ulimit on Redhat, run the command Edit /etc/security/limits.conf and add the following
lines:
root soft nofile 64000
root hard nofile 64000
2. To verify the ulimit setting, run the following command:
clush -B -a ulimit -n
The command should report 64000 as the ulimit.
S,

Note  The ulimit values are applied on a new shell. Running the command on a node on an earlier instance of
a shell shows old values.

Disabling SELinux

SELinux must be disabled during the HDP installation procedure and cluster setup. SELinux can be
enabled after installation and while the cluster is running.

SELinux can be disabled by editing /etc/selinux/config and changing the SELINUX line to
SELINUX=disabled.

1. Run the following command to disable SELINUX on all nodes:

pssh -h /root/allnodes "sed -i 's/SELINUX=enforcing/SELINUX=disabled/g'
/etc/selinux/config "

[rootirhell ~]# pssh -h froot/allnodes "sed -i '"s/enforcing/disabled/g’' /fetc/selinux/config"”

14:
14:
14:
14:
14:
14:
14:
14:
14:

14:
14:
14:
14:
14:
14:
14:

14:

07:
07:
07:
07:
07:
07:
07:
07:
07:

07:2
07:
07:
07:
07::
07:
07:

07:

40 [SUCCESS] 10.29.160.53
40 [BUCCESS] 10.29.160.54
40 [SUCCESS] 10.29.160.57
40 [SBUCCESS] 10.29.160.55
40 [SUCCESS] 10.29.160.56
40 [SBUCCESS] 10.29.160.59
40 [SUCCESS] 10.29.160.58
40 [SUCCESS] 10.29.160.63
40 [SUCCESS] 10.29.160.61
40 [SUCCESS] 10.29.160.60
40 [SUCCESS] 10.29.160.66
40 [SUCCESS] 10.29.160.67
40 [SUCCESS] 10.29.160.62
40 [SUCCESS] 10.29.160.65
40 [SUCCESS] 10.29.160.64
40 [SUCCESS] 10.29.160.68

40 [SUCCES3] 10.29.160.116

pssh -h /root/allnodes "setenforce 0"
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~

Note

This command fails if SELinux is already disabled.

Setting TCP Retries Parameter

Adjusting the tcp_retries parameter for the system network enables faster detection of failed nodes.
Given the advanced networking features of UCS, this is a safe and recommended change (failures
observed at the Operating System layer are mostly serious rather than transitory). On each node, set the
number of TCP retries to 5 can help detect unreachable nodes with less latency.

1. Edit the file /etc/sysctl.conf and add the following line:

net.ipvd.tcp_retries2=5

2. Save the file and run the following command.

clush -B -a sysctl -p

Disabling the Linux Firewall

The default Linux firewall settings are far too restrictive for any Hadoop deployment. Since the Cisco
UCS Big Data deployment is performed in the isolated network, there is no need to leave the iptables
service running.

1. Run the following commands to disable the iptables:

pssh -h /root/allnodes "service iptables stop"

[root@rhell ~]# pssh -h /root/allnodes "service iptables stop"™
[1] 14:13:25 [SUCCESS] 10.29.160.54
[2] 14:13:25 [SUCCESS] 10.29.160.55
[3] 14:13:25 [SUCCESS] 10.29.160.57
[4] 14:13:25 [SUCCESS] 10.29.160.59
[5] 14:13:25 [SUCCESS] 10.29.160.56
[6] 14:13:25 [SUCCESS] 10.29.160.62
[7] 14:13:25 [SUCCESS] 10.29.160.60
[8] 14:13:25 [SUCCESS] 10.29.160.66
[9] 14:13:25 [SUCCESS] 10.29.160.61
[10] 14:13:25 [SUCCESS] 10.29.160.63
[11] 14:13:25 [SUCCESS] 10.29.160.67
[12] 14:13:25 [SUCCESS] 10.29.160.58
[13] 14:13:25 [SUCCESS] 10.29.160.53
[14] 14:13:25 [SUCCESS] 10.29.160.68
[15] 14:13:25 [SUCCESS] 10.29.160.65
[16] 14:13:25 [SUCCESS] 10.29.160.64

[64] 14:13:25 [SUCCESS] 10.29.160.116

2. Run the following command to check if the iptables are disabled:

pssh -h /root/allnodes "chkconfig iptables off"
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[rootErhell ~]# pssh -h froot/allnodes '"chkconfig iptables off"

[1]
[2]
[3]
[4]
[5]
[6]
[7]
[8]
[9]

14:13:25 [SUCCESS] 10.29.160.54
14:13:25 [SUCCESS] 10.29.160.55
14:13:25 [SUCCESS] 10.29.160.57
14:13:25 [SUCCESS] 10.29.160.59
14:13:25 [SUCCESS] 10.29.160.586
14:13:25 [SUCCESS] 10.29.160.62
14:13:25 [SUCCESS] 10.29.160.60
14:13:25 [SUCCESS] 10.29.160.66
14:13:25 [SUCCESS] 10.29.160.61

[10] 14:13:25 [SUCCESS] 10.29.160.63
[11] 14:13:25 [SUCCESS] 10.29.160.67
[12] 14:13:25 [SUCCESS] 10.29.160.58
[13] 14:13:25 [SUCCESS] 10.29.160.53
[14] 14:13:25 [SUCCESS] 10.29.160.68
[15] 14:13:25 [SUCCESS] 10.29.160.65
[16] 14:13:25 [SUCCESS] 10.29.160.64

[64] 14:13:25 [SUCCESS] 10.29.160.116

Configuring Data Drives on NameNode

This
The

section provides the steps to configure data drives on the NameNode.

first two disk drives are configured for the Operating System on the nodes, rhell and rhel2, as shown

in “Configuring Disk Drives for Operating System on NameNode” section on page 58. The remaining

disk
1.

drives can be configured similarly or by using MegaCli.

From the LSI website
http://www.lsi.com/support/Pages/Download-Results.aspx?keyword=9266-8i, download MegaCli
and its dependencies and transfer the to the admin node.

scp /root/MegaCli64d rhell:/root/
scp /root/Lib_Utils-1.00-08.noarch.rpm rhell:/root/
scp /root/Lib_Utils2-1.00-01.noarch.rpm rhell:/root/
To copy all the three files to all the nodes, run the following commands:

pscp -h /root/allnodes /root/MegaClié4d /root/
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[rootErhell ~]# pscp -h /rootfallnodes /root/MegaCli6éd /root/
[1] 12:00:40 [SUCCESS] 10.29.160.53
[2] 13:00:40 [SUCCESS] 10.29.160.61
[3] 13:00:40 [SUCCESS] 10.29.160.58
[4] 13:00:40 [SUCCESS] 10.2%9.160.62
[6] 13:00:40 [SUCCESS] 10.2%9.160.56
[6] 13:00:40 [SUCCESS] 10.29.160.57
13:00:40 [SUCCESS] 10.29.160.66
13:00:40 [SUCCESS] 10.29.160.59
13:00:40 [SUCCESS] 10.29.160.60
13:00:40 [SUCCESS] 10.29.160.55
13:00:40 [SUCCESS] 10.29.160.
13:00:40 [SUCCESS] 10.29.160.
13:00:40 [SUCCESS] 10.29.160.
13:00:40 [SUCCESS] 10.29.160.¢
3 :40 [SUCCESS] 10.29.160.
13:00:40 [SUCCESS] 10.29.160.
13:00:40 [SUCCESS] 10.29.160.

pscp -h /root/allnodes /root/Lib_Utils* /root/

[rootérhell ~]# pscp -h /root/allnodes /root/Lib Utils* /root/
[1] 13:01:2 SUCCESS] 10.29.160.53
[2] 13:01: [SUCCESS] 10.29.160.58
[3] 13:01: 10.29.160.59
[4] 13:01: 10.29.160.60
[6] 13:01: 10.29.160.67
[6] 13:01: 10.29.160.63
[7] 13:01 10.29.160.61
[8] 13:01: 10.29.160.57
[9] :01: 10.29.160.54
[10] :01:2 1 10.29.160.56
[11] :01:2 1 10.29.160.62
[12] :01: SUCCES! 10.29.160.55
[13] 13:01:2 SUCCESS] 10.29.160.64
[14] :01:2 SUCCESSs] 10.29.160.66
[15] 13:01:2 SUCCESS] 10.29.160.65
[16] 13:01:26 [SUCCESS lﬂ.s_:lﬁﬂ.ﬁe

[64] 13:01:2 “ESS] 10.29.160.116

h

h O O Oh

F'-J MR RN

h O O Y

3. Run the following command to install the rpms on all the nodes:

pssh -h /root/allnodes "rpm —-ivh Lib_Utils*"
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rootfrhell ~1# pssh -h froot/allnodes "rpm -ivh LinUtils*”
(1] 13:02:05 [sUCCESs] 10.29.160.64
2] 13:02:08 [SUCCESS] 10.29.160.62
3] 13:02:05 [SUCCESS] 10.29.160.57
(4] 13:02:065 [SUCCESS] 10.29.160.66
5] 13:02:05 [SUCCESS] 10.29.160.58
6] 13:02:05 [SUCCESS] 10.29.160.59
(7] 13:02:05 [SUCCESS] 10.29.160.54
8] 13:02:05 [SUCCESS] 10.29.160.67
8] 13:02:05 [SUCCESS] 10.29.160.60
[(10] 13:02:05 [SUCCESS] 10. .160.65
11] 13:02:05 [SUCCESS] 10. .160.56
[12] 13:02:05 [SUCCESS] 10. .160.55
[13] 13:02:05 [SUCCESS] 10. .160.63
14] 13:02:05 [SUCCESS] 10. 160.61
3:02:05 [SUCCESS] 10. .160.68
13:02:05 [SUCCESS] 10. .160.53

W

W W o

By B3 B3 B3 B3 BY B

W WO O

13:02:05 [SUCCESS] 10.29.160.116

4. Run the following script as root user on NameNode and Secondary NameNode to create the virtual
drives.

vi /root/raidl.sh

./MegaCli64d -cfgldadd
r1[($1:3,$1:4,$1:5,%$1:6,$1:7,$1:8,%$1:9,$1:10,$1:11,$1:12,$1:13,$1:14,$1:15,$1:16,$1
:17,$1:18,$1:19,$1:20,$1:21,$1:22,$1:23,$1:24] wb ra nocachedbadbbu strpszl1024 -al

The above script requires enclosure ID as a parameter. Run the following command
to get enclousure id.

./MegaCli64 pdlist -a0 | grep Enc | grep -v 252 | awk '{print $4}' | sort | unig
-c | awk '{print $2}°

chmod 755 raidl.sh

Run MegaCli script as follows

./raidl.sh <EnclosureID obtained by running the command above>
WB: Write back

RA: Read Ahead

NoCachedBadBBU: Do not write cache when the BBU is bad.
Strpsz1024: Strip Size of 1024K

~

Note  The command above will not override any existing configuration. To clear and reconfigure the existing
configurations, see Embedded MegaRAID Software Users Guide available at: www.Isi.com.

Configuring the Filesystem for NameNodes

To Configure the filesystem for NameNodes, run the following script:
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vi /root/driveconf.sh
#!/bin/bash
disks_count="1sblk -id | grep sd | wc -1°

if [ $disks_count -eq 2 ]; then
echo "Found 2 disks"
else
echo "Found $disks_count disks. Expecting 2. Exiting.."
exit 1
fi
[[ "-x" == "${1}" ]] && set -x && set -v && shift 1
for X in /sys/class/scsi_host/host?/scan
do
echo '- - -' > ${X}
done
for X in /dev/sd?
do
echo $X
if [[ -b ${X} && '/sbin/parted -s ${X} print quit|/bin/grep -c boot’ -ne 0 1]
then
echo "$X bootable - skipping."
continue
else

Y=S{X##*/1}1

/sbin/parted -s ${X} mklabel gpt quit

/sbin/parted -s ${X} mkpart 1 6144s 100% quit

/sbin/mkfs.xfs -f -g -1 size=65536b, lazy-count=1,su=256k -d sunit=1024,swidth=6144 -r
extsize=256k -L ${Y} ${X}1

(( $? )) && continue

/bin/mkdir -p /HDP/${Y}

(( $? )) && continue

/bin/mount -t xfs -0 allocsize=128m,noatime,nobarrier,nodiratime ${X}1 /HDP/${Y}
(( $? )) && continue

echo "LABEL=${Y} /HDP/${Y} xfs allocsize=128m,noatime,nobarrier,nodiratime 0 0" >>
/etc/fstab

fi

done

Configuring Data Drives on DataNodes

This section provides the steps to configure data drives on DataNodes.

The first disk drive is configured for the Operating System on all the DataNodes, rhel3 to rhel64 as
shown in “Configuring Disk Drives for Operating System on DataNodes” section on page 65. The
remaining disk drives can be configured similarly or by using MegaCli.

Run the following command from the admin node to create the virtual drives with RAID O configurations
on all the DataNodes.

pssh -h /root/datanodes "./MegaCli64 -cfgeachdskraid0 WB RA direct NoCachedBadBBU
strpsz1024 -al0"

WB: Write back

RA: Read Ahead

NoCachedBadBBU: Do not write cache when the BBU is bad
Strpsz1024: Strip Size of 1024K
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~

Note  The above command will not override existing configurations. To clear and reconfigure the existing
configurations, see Embedded MegaRAID Software Users Guide available at: www.Isi.com.

Configuring the Filesystem for DataNodes

This section describes the procedure to configure the filesystem for DataNodes.
1. On the Admin node, create a file containing the following script.

To create partition tables and file systems on the local disks of each nodes, run the following script
as the root user on all the nodes.

vi /root/driveconf.sh
#!/bin/bash
disks_count="1sblk -id | grep sd | wc -1°

if [ $disks_count -eqg 24 ]; then
echo "Found 24 disks"
else
echo "Found $disks_count disks. Expecting 24. Exiting.."
exit 1
fi
[[ "-x" == "${1}" ]] && set -x && set -v && shift 1
for X in /sys/class/scsi_host/host?/scan
do
echo '- - -' > ${X}
done
for X in /dev/sd?
do
echo $X
if [[ -b ${X} && " /sbin/parted -s ${X} print quit|/bin/grep -c boot> -ne 0 ]]
then
echo "$X bootable - skipping."
continue
else

Y=$S{X##*/}1

/sbin/parted -s ${X} mklabel gpt quit

/sbin/parted -s ${X} mkpart 1 6144s 100% quit

/sbin/mkfs.xfs -f -qg -1 size=65536b, lazy-count=1,su=256k -d sunit=1024,swidth=6144
-r extsize=256k -L ${Y} ${X}1

(( $? )) && continue

/bin/mkdir -p /HDP/${Y}

(( $? )) && continue

/bin/mount -t xfs -0 allocsize=128m,noatime,nobarrier,nodiratime ${X}1
/HDP/${Y}

(( $? )) && continue

echo "LABEL=${Y} /HDP/${Y} xfs allocsize=128m,noatime,nobarrier,nodiratime 0 0" >>
/etc/fstab

fi

done

2. Run the following command to copy driveconf.sh to all the DataNodes.

pscp -h /root/datanodes /root/driveconf.sh /root/

3. Run the following command from the admin node to run the script across all DataNodes.

pssh -h /root/datanodes “./driveconf.sh”
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[rootérhell ~]# pssh -h /froot/allnodes "./driveconf.sh"
[1] 16:15:24 [SUCCESS] 10.29.160.67
[2] l1l6:15:24 [SUCCESS] 10. .160.54
[3] 16:15:24 [SUCCESS] 10.29.160.
[4] 16:15:24 3] 10. 160, 6¢€
[6] 16:15: k- 10. -160.

[6] 16:15: ’C 10.29.160.

[7] 16:15: .160.61
[8] 16:15: 10. .160.,60
[9] 1l6:15: W 10.29.160.59
[10] 16:15:2 SUCCESS] 10.29.160.58
[11] 16:15:24 SUCCESS] 10. L160.57
[12] 16:15:24 SUCCESSs] 10. .160.64
[13] 16:15:2 SUCCESS] 10.29.160.56
[14] 16:15: SUCCESS] 10.29.160.55
[15] 16:15:2! 10. .160.53
[16] 1l6:15: L 10. .160.68
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'64] 16:15:35 [SUCCESS] 10.29.160.116

Installing HDP

HDP is an enterprise grade, hardened Hadoop distribution. HDP combines Apache Hadoop and its
related projects into a single tested and certified package. It offers the latest innovations from the open
source community with the testing and quality you expect from the enterprise quality software. HPD
components are depicted in Figure 71.

Figure 71 HDP Components
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Prerequisites for HDP Installation

This section details the prerequisites for HDP installation such as setting up of EPEL and HDP Repo.
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Hortonworks and EPEL Repo

From a host connected to the Internet, download the EPEL and Hortonworks repositories as shown below
and transfer it to rhell.

1. Download EPEL Repository from the system connected to the Internet.

mkdir -p /tmp/Hortonworks

cd /tmp/Hortonworks

rpm -Uvh

http://download. fedoraproject.org/pub/epel/6/x86_64/epel-release-6-8.noarch.rpm
reposync -r epel

2. Download Hortonworks HDP Repo

wget
http://public-repo-1.hortonworks.com/HDP/centos6/HDP-1.3.0.0-centos6-rpm.tar.gz

3. Download Hortonworks HDP-Utils Repo

wget
http://public-repo-1.hortonworks.com/HDP-UTILS-1.1.0.15/repos/centos6/HDP-UTILS-1.
1.0.15-centos6.tar.gz

4. Download Ambari Repo

wget
http://public-repo-1.hortonworks.com/ambari/centos6/ambari-1.2.3.7-centos6.tar.gz

5. Copy the repository directory to admin node

scp -r /tmp/Hortonworks/ rhell:/var/www/html

6. Extract the files

login to rhell

cd /var/www/html/Hortonworks

tar -zxvf HDP-1.3.0.0-centos6-rpm.tar.gz
tar -zxvf HDP-UTILS-1.1.0.l15-centos6.tar.gz
tar -zxvf ambari-1.2.3.7-centosé6.tar.gz

7. Create the hdp.repo file with following contents:

vi /etc/yum.repos.d/hdp.repo

[HDP-1.3.0.0.]

name=Hortonworks Data Platform Version - HDP-1.3.0.0
baseurl=http://10.29.160.53/Hortonworks/HDP/centos6/1.x/GA/1.3.0.0/
gpgcheck=0

enabled=1

priority=1

8. Create the hdp-utils.repo file with following contents:

vi /etc/yum.repos.d/hdp-utils.repo

[HDP-UTILS-1.1.0.15]

name=Hortonworks Data Platform Version -HDP-UTILS-1.1.0.15
baseurl=http://10.29.160.53/Hortonworks/HDP-UTILS-1.1.0.15/repos/centosb
gpgcheck=0

enabled=1

priority=1

9. Create the Ambari repo file with following contents:

vi /etc/yum.repos.d/ambari.repo
[Updates-ambari-1.2.3.7]
name=ambari-1.2.3.7 - Updates
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baseurl=http://rhell/Hortonworks/ambari/centos6/1.x/updates/1.2.3.7
gpgcheck=0

enabled=1

priority=1

10. Create epel.repo

cd /var/www/html/Hortonworks/epel

createrepo .

vi /etc/yum.repos.d/epel.repo

name=Extra Packages for Enterprise Linux 6 - Sbasearch
baseurl=http://rhell/Hortonworks/epel/

enabled=1

gpgcheck=0

priority=1

From the admin node copy the repo files to /ete/yum.repos.d/ of all the nodes of the cluster.

pscp -h /root/allnodes /etc/yum.repos.d/hdp* /etc/yum.repos.d/
pscp -h /root/allnodes /etc/yum.repos.d/ambari.repo /etc/yum.repos.d/
pscp -h /root/allnodes /etc/yum.repos.d/epel.repo /etc/yum.repos.d/

HDP Installation

To install HDP, issue the following CLI commands:

Install and Setup Ambari Server on rhell

yum install ambari-server

Setup Ambari Server

ambari-server setup -j S$SJAVA_HOME

[rootirhell ~]# ambari-server setup -j 5JAVA HOME
Using python Jfusr/bin/python2.6

Run postgresgl initdb

Run postgresgl start

Starting postgresqgl service:

Setup ambari-server

Checking SELinux...

SELinux status is 'disabled®

Checking iptables...

iptables is disabled now

Checking PostgreSQL...

Configuring database...

Confiquring PostgreSQL...

Backup for pg hba found, reconfiguration not required
Checking JDK. . .

WARNING: JAVA HOME /usr/java/jdkl.6.0 37 must be walid on ALL hosts
Completing se%up... B

imbari Server "setup' finished successfully
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Configure Ambari Server to use Local Repository

Edit redhat6 and centos6 sections of the Ambari repoinfo.xml to point to local repository.

vi /var/lib/ambari-server/resources/stacks/HDPLocal/1.3.0/repos/repoinfo.xml

Replace the xml element <os type="redhat6”> .. </os> with
<os type="redhat6”>
<repo>

<baseurl>http://10.29.160.53 /Hortonworks/HDP/centos6/1.x/GA/1.3.0.0</baseurl>
<repoid>HDP-1.3.0</repoid>
<reponame>HDP</reponame>

</repo>

<repo>
<baseurl>http://10.29.160.53 /Hortonworks/epel</baseurl>
<repoid>HDP-epel</repoid>
<reponame>HDP-epel</reponame>

<mirrorslist><![CDATA[http://mirrors.fedoraproject.org/mirrorlist?repo=epel-6&arch=Sbasear
ch]]></mirrorslist>

</repo>
</os>

Replace the xml element <os type="centos6”> .. </os> with
<os type="centos6”>
<repo>
<baseurl>http://10.29.160.53 /Hortonworks/HDP/centos6/1.x/GA/1.3.0.0</baseurl>
<repoid>HDP-1.3.0</repoid>
<reponame>HDP</reponame>
</repo>
<repo>
<baseurl>http://10.29.160.53 /Hortonworks/epel</baseurl>
<repoid>HDP-epel</repoid>
<reponame>HDP-epel</reponame>

<mirrorslist><![CDATA[http://mirrors.fedoraproject.org/mirrorlist?repo=epel-6&arch=Sbasear
ch]]></mirrorslist>

</repo>
</os>

Start Ambari Server

ambari-server start

Confirm Ambari Server Startup

ps —ef | grep ambari-server

Login to Ambari Server

Once the Ambari service has been started, access the Ambari Install Wizard through the browser.
1. Go to http://<ip address for rhel1>:8080.

2. Login to the Ambari Server using the default username/password as admin/admin, which can be
changed at a later period of time.
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Create Cluster Name

Follow these steps to create the cluster name:

1. In the Ambari Server home page, enter Cisco_HDP in the name field.

Figure 72 Apache Ambari - Home Page

Welcome to Apache Ambari!

HDP Cluster Installation

In order to build a cluster, the install wizard needs to have a general information about how the cluster
needs to be set up. For this, you need to provide the Fully Qualified Domain Name (FQDN) of each one
of the hosts. The wizard also needs to access the private key file that was created in “Setting Up
Password-less Login” section on page 82. It uses these to locate all the hosts in the system and to access
and interact with them securely.

1. Use the Target Hosts text box to enter the list of host names, one by one. You can also give a range
within the brackets to indicate larger sets of hosts.

2. Select the option Provide your SSH Private Key in the Ambari cluster install wizard.

a. Copy the contents of the file /root/.ssh/id_rsa on rhell and paste it in the text area provided by
the Ambari cluster install wizard.

~

Note  Make sure there is no extra white space after the text----- END RSA PRIVATE KEY-----
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Figure 73 Copying Contents from /root/.ssh/id_rsa

[rootérhell ~]# cat /root/.ssh/id rsa
BEGIN RSA PRIVATE REY
MITIEoQIBAAKCAQEAYDOIRbk4mBZrizel /gOM2 i¥T2hdvxkIxA/ uwQVPLthFreUdgT
Zehw/QtdkTmeeqhggsHmblCriF0m6SxvPEXW2cGoAXTShZWTUDIR3Qlvke o YUMDW
BRgSTHMEUMRKED7tknkGkg5H+YHSPCONILL z/WgcOlhZ 20t iCmrxeRnPGS1JY74 /Db
AOBewMuNajRAoVppPD6cLGF6 /NEORPEDUNCuweS5pCRVS tho+gzBeBF50eC56Ya6I7
nSO0Hpl IXVOMv23SHUwl3cswbgLdrr3atG6 YRieVrmmr /P1rKMpl92tzQ1lmHEMBgE
W1RJTIL]ygWogp5g7HQBGeH VeOmzv4vmzwIBIWKCAQEAGI+UEI+02PJEVCLY
2h+XEwHMUXCI3KoNEYEpr2nj 7KxckYas/8oLN6ElpYROUB3X2YZVe6 hBWuLI+.JDF
hrGHMALgWDJtHULOYX/ 9HD1mlDyTo9 k8 LvPY2gB zquEnJ+3Jis192Dspc01xXRRXD
whnpofjAml CDxWXp4HZYX9HynCcEkmheFefobLystgloxd84eHWly6b0xUldhThs(Q
pck+xpdFWl sHYFbvekTuCHUAe ZF4+uBT5FOPMiD7PWErvbXKAG5ABuezvogg2 /I1
PekIKkRvbosniFbBUi2Z0S1ull/gsaZgmsSQ9gTarJlve zMy6K31LETcOckl2LZHRN2
5sEX6WKBgQDOCiKcOHFiulrQWWECLTDJUSWEZTINK4H91 Qb2 LOhfFuZfluial3Retf
ViLOMIE3ASHMNNOpcRXMMXPF4t9iulh34+3tCsr1TzPml 4WT+Fipa®sh+3JZ22HKgm
pPCquUAEdoFRE40P3 /yYQg95gie25C9sB0z6 zVohdyHUvnkiMb8vwi3wKBgQDKiyTi
Yud21owsYKLZ7YjomjREUFaH4CKEnyJyl SM3WEPRNZ JA4BUaMgODaTXr2tWisi+d
6FHGHYMSqRELOt YzM1lmmwUtjCLNZQfgSeglNovek®XL0iUzel8PL3Z0H
eBj0/GLO3SF /PGWHMokCwNtaJoV/x1dBdIsqEQKEgQEERPEMX8UVESNZ9 ZYVgLHYO
09KtsUIEx52x0adlVpHLETsSmolkvO6TEE+8cwdl £2x5j+viwxh+bjozBj30 /Dwe
GEEbrQbrkKscsbHLLI3 254+ QqtwERpB4hiQnUKVvnVVHPLOMIAGSEI YXCdzTKHL ypngy
bkWQFKhW2QEIVivDRKURlAOGAS zr /EKIALUEFb5GdbjOndVv3Y6Gh TKY3DVNS1BhSm
rk7ADAATNZX5NEZ3LOBgREITwS+pp x4t zTENINOMFMN Y1 YOEpYJs0S/1ladLEOroWu
sC8JBbu/SRNWkE z+z9s5 zwlrdstxT2cY1 I8 L1 K tWyUPxoerjccfEHAELPH?ES
xnsCgYAFRE4SbE416p9miiR1+gNCiihMS H+FmHMmeP /y80QL/HoAYoHELTnE8 cwVu
+5j udbWGU ZvnGMWPEUS zVBra+yShh309IwjiP/1kpCHWz7CX+ /UI6FY+s1 ZxTr
t5P/AvhovURMhRFIXFQoY5ygiUkasvIubS8Q1lunl 8N2ThEgwlg==
END RSA PRIVATE EKEY

3. Check the check boxes Use Local Software Repository and path to 64-bit JDK.
4. Provide a path to java install directory.

5. Click Register and Confirm to continue.
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Figure 74 Confirming the HDP Installation
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Host Name Pattern Expressions

Figure 75 shows a list of target host names using pattern expressions.
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Figure 75 Host Name Pattern Expressions

Host name pattern expressions

rhE
hel2
rhel3
heki
rhel5
rhels
rhel?
rheld
rheld
el

rhal11

Confirming Hosts

This screen allows you to make sure that the Ambari server has located all the required hosts for the
cluster and to make sure that the hosts have correct directories, packages, and processes to continue the
installation process.

You can remove the undesired hosts that were selected by the Ambari server. To remove all the undesired
hosts, check the appropriate check boxes provided against each of the hosts and then click

0 sl . To remove a single host, click nrencve -
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Figure 76 Confirming Hosts to be Included in the Cluster
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Choose Services

HDP is made up of a number of components. See Understand the Basics for more information.
1. Select all to preselect all items.

2. When you have made your selections, click Next.
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Assign Masters

Figure 77
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Choosing Services for the Cluster

Description

Apache Hadoop Cestributed File System

Apache Hadoop Distnbuted Processing Framework
Magios Monitoning and Alerting system

Gangia Metrics Collection system

Data warehouse system for ad-hoc queries & analysts of large datasets and
table & sborage management service

Mon-relational distributed database and centralized sendce for configuration
management & Symchronization

Seripting platform far anatyzing karge datasets

Tood for transferring bulk data
“ores such a3 relational dat

between Apache Hadoop and structured data

Swstem for workfiow coordination and execution of Apachs Hadoop jobs

The Ambari install wizard attempts to assign the master nodes for various services that have been
selected for the appropriate hosts in the cluster. Figure 78 shows the current service assignments by the
host, the hostname and its number of CPU cores and RAM size.

1. Reconfigure the service assignment to match the Table 6:

Table 6 Service Assignment

Service Name Host
NameNode rhell
SNameNode rhel2
JobTracker rhel2
Nagios Server rhell
Ganglia Collector rhell
Hive Server2 rhel2
HBase Master rhel2
Oozie Server rhell
ZooKeeper rhell, rhel2, rhel3

~

Note

On a small cluster (<16 nodes), consolidate all the master services to run on a single node.

2. Click Next.
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Figure 78
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Assign Slaves and Clients

The Ambari install wizard attempts to assign the slave components (DataNodes, TaskTrackers, and
RegionServers) to appropriate hosts in the cluster. Reconfigure the service assignment to match

Figure 79:

1. Assign DataNode, TaskTracker, RegionServer nodes rhel3 to rhel64.

Assigning Master Components

meile

hei2e

Assign Masters

(2523 G

1(252.3

Assign master components o hosts you want to rn them on
& HVESEnEr?, Mive Metastors, and WeDHCAL Sendar will Be Nosted on Me 3ame J&rver
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o  Hametiode ) pages Server W Gangia Corector
38, res) =
oo
GB, reEs) :J
rhel2 (252.3 GB, 32 cores)
D
e T
G, 32 cores,
GB, 32 cores) & hel3 (2523 GB, 32 cores)
GB, 32 cores) =)
GB, 32 cores)
GB, 32 LK -

e
oo

2. Assign Client to all nodes.
3. Click Next.
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Slaves and Clients

Customize Services
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Customize Services window in the cluster install wizard presents a number of configuration settings to
manage Hadoop components. The configuration settings can be done based on your requirements under
each of the tabs as shown in Figure 132. This window shows the default settings for each of the
configuration options, but you can modify the settings to meet specific requirements.

Following are the configurations available in the cluster install wizard:

HDFS, page 113

The following sections provide details of each of these configurations.

HDFS

MapReduce, page 115
Hive/HCat, page 117
WebHCat, page 118

HBase, page 119

ZooKeeper, page 120

Oozie, page 121

Nagios, page 122

Misc, page 123

Update the HDFS configurations as shown in Table 7, and Figure 80 and Figure 81:

Cisco UCS Common Platform Architecture (CPA) for Big Data with Hortonworks g



M nstalling HDP

Table 7 HDFS Configurations

Property Name Value

NameNode Java Heap Size 4GB

Reserved space for HDFS 4GB

DataNode Volumes Failure Toleration 5

Figure 80 Customize Services - HDFS Configuration Window Part 1

Customize Services

COnfirm Mot

Customize Serdces

Hamenode host el
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NameNade Java heap 405E| M8
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(%]
-
SMameMode host rhel2
Secondarydametode SHOP/SAD 1 Madao Uil Liame seconda

Checkpaint directary
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Figure 81 Customize Services - HDFS Configuration Window Part 2
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MapReduce

Update the MapReduce configuration as shown in Table 8, and Figure 82 and Figure 83:

Table 8 MapReduce Configurations

Property Name Value

Job Tracker Maximum Java Heap Size 4GB

Number of Map Slots per Node 24

Number of Reduce Slots per Node 12

Java Options for MapReduce Tasks 4GB

Map-side sort buffer memory 1GB
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Figure 82 Customize Services - MapReduce Configuration Window Part 1
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Figure 83 Customize Services - MapReduce Configuration Window Part 2
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Installing HOP W

Enter the hive database password as per the organizational policy as shown in Figure 84.
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Figure 84 Customize Services - Hive/HCat Window
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We can restore the default settings, no changes needed as shown in Figure 85.

r Cisco UCS Common Platform Architecture (CPA) for Big Data with Hortonworks



Figure 85 Customize Services - WebHcat Configuration
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HBase

Update the HBase configurations as shown in Table 9, and Figure 86:

Installing HOP

Table 9 HBase Configurations

Property Name Value
HBase Master Maximum Java Heap Size 4GB
HBase RegionServers Maximum Java Heap Size [32GB
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Figure 86 Customize Services - HBase Configuration Window
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ZooKeeper

We can restore the default settings in the ZooKeeper window, no changes needed as shown in Figure 85.
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Figure 87 Customize Services - ZooKeeper Window

Welcome Customize Services

We Nave COME Up with recommended conNgurations for the sendces you selected, Customize them 33 you see fit

ZOOHEEPEr SERvEr Ndsts

Zookieeper directory MHDPYsdh 1 Madoopioookeeper
Length of single Tick 2000 ms

Ticks 1o 30w ror synic 3t 0

it

or syne af

Paort fof running ZK 2181

SErver

= Back

Oozie

Enter the Oozie database password as per the organizational policy as shown in Figure 88.
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Figure 88 Customize Services - Oozie Window
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Nagios

Update the Nagios configuration as shown in Figure 89.
Enter the following in the Nagios window:
e Nagios admin password as per organizational policy.

e Hadoop admin email.
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Figure 89 Customize Services - Nagios Window
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We can restore the default settings in the Misc window, no changes needed as shown in Figure 90.

Figure 90 Customize Services - Misc Window
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Review

Make sure the Review window shows all the configurations that you have done. Then click Deploy as
shown in Figure 91. If any changes are to be made, use the left navigation bar to return to the appropriate

screen.
Figure 91 Review Window
Review
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'|'_—’5D'_-I-r-"3r- Database) =l

The installation process is shown by the progress indicator as shown in Figure 92. Each component when
installed, gets started with a simple test which is run on each of the components. The overall status of
the installed components are shown by the progress bar besides every host.

To see the specific information on what tasks have been completed per host, click the link in the Message
column for the appropriate host. In the Tasks pop-up, select individual task to see the related log files.
Select filter conditions by using the drop-down list. To see a larger version of the log contents, click
Open. And to copy the contents to the clipboard, click Copy.

Depending on the components being installed per host, the entire process may take 30 or more minutes.

Click Next, when successfully installed and started the services message at the bottom of window
appears as shown in Figure 92.

r Cisco UCS Common Platform Architecture (CPA) for Big Data with Hortonworks



Installing HOP W

Figure 92 Cluster Install Wizard - Install, Start and Test Window
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The summary page shows the accomplished tasks after the completion of cluster installation.

Figure 93 Cluster Install Wizard- Summary Window
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Conclusion

Hadoop has become a popular data management application across all the verticals. The Cisco CPA for
Big Data for HDP offers a dependable deployment model for enterprise Hadoop that offer a fast and
predictable path for businesses to unlock the value in big data.

The configuration details provided in this document can be extended to clusters of various sizes
depending on application demands. Up to 160 servers (10 racks) can be supported without an additional
switching in a single UCS domain. Each additional rack requires two Cisco Nexus 2232PP 10GigE
Fabric Extenders and 16 Cisco UCS C240M3 Rack-Mount Servers. Scaling beyond 10 racks (160
servers) can be implemented by interconnecting multiple UCS domains using Nexus 6000/7000 Series
switches. The solution is scalable to thousands of servers and to hundreds of petabytes storage, and is
managed from a single pane using Cisco UCS Central.

Bill of Material

This section provides the hardware and software components used in the design setup for deploying the
64-node High Performance Cluster.

Table 10 describes the BOM for the master rack; Table 11 describes the BOM for expansion racks (rack
2 to 4); and Table 12 and Table 13 describe the BOM for the software components

Table 10 Bill of Material for Base Rack
Part Number Description Quantity
UCS-EZ-BD-HC High Capacity Rack 1
UCS-EZ-INFRA-FI96 Cisco UCS 6296 FI w/ 18p LIC, Cables 2
Bundle .
(included)

N2K-UCS2232PF Cisco Nexus 2232PP with 16 FET (2 ACPS, |2

1 FAN (Std Airflow) (included)

UCS-EZ-C240-2640 Cisco UCS C240M3 LFF w/ 2640,
16x16GB, VIC 1225, 2PS (if High Capacity

Config)

16 (included)

UCS-EZ-C240-2665 Cisco UCS C240 M3 SFF w/ 2665,
16x16GB, VIC 1225, 2PS (if High

Performance Config)

16 (included)

SFP-H10GB-CU3M= 10GBASE-CU SFP+ Cable 3 Meter 28 (included)

RACK-UCS2 Cisco R42610 standard rack w/side panels

—

RP208-30-1P-U-2= Cisco RP208-30-U-2 Single Phase PDU 20x |2

C13 4x C19 (Country Specific)

CON-UCW3-RPDUX UC PLUS 24X7X4 Cisco RP208-30-U-X 6

Single Phase PDU 2x (Country Specific)
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Bill of Material

Table 11 Bill of Material for Expansion Racks
Part Number Description Quantity
N2K-UCS2232PF Cisco Nexus 2232PP with 16 FET 6
CON-SNTP-UCS2232 SMARTNET 24X7X4 Cisco Nexus 2232PP |6
UCS-EZ-C240-2640 Cisco UCS C240M3 LFF w/ 2640, 16x16GB, |48
VIC 1225, 2PS (if High Capacity Config)
UCS-EZ-C240-2665 Cisco UCS C240 M3 SFF w/ 2665, 16x16GB, |48
VIC 1225, 2PS (if High Performance Config)
CON-SNTP-C24065EZ SMARTNET 24X7X4 Cisco UCS C240M3 48
Server
SFP-H10GB-CU 1M 10GBASE-CU SFP+ Cable 1 Meter 80
(server 1-8 to FEX in rack 1-4, 8 x FEX 1 to
FI A, 8 x FEX 2 to FI B in rack 1)
FP-H10GB-CU2M 10GBASE-CU SFP+ Cable 2 Meter 64
(server 9-16 to FEX in rack 1-4)
SFP-H10GB-CU3M 10GBASE-CU SFP+ Cable 3 Meter 32
(8xFEX 1toFI A, 8 x FEX 2 to FI B in rack
2 and 3
SFP-H10GB-CU5M 10GBASE-CU SFP+ Cable 5 Meter 16
(8 x FEX 1to FT A, 8 x FEX 3 to FI B in rack
2 and 3
RACK-UCS2 Cisco R42610 standard rack w/side panels 4
RP208-30-1P-U-2= Cisco RP208-30-U-2 Single Phase PDU 20x |8
C13 4x C19 (Country Specific)
CON-UCW3-RPDUX UC PLUS 24X7X4 Cisco RP208-30-U-X 24

Single Phase PDU 2x (Country Specific)

Table 12

RedHat Enterprise Linux License

Red Hat Enterprise Linux

RHEL-2S-1G-3A

Red Hat Enterprise Linux 64

CON-ISV1-RH2S1G3A

3 year Support for Red Hat 64
Enterprise Linux

Table 13 Hortonworks Software
HDP
HDP Hortonworks Data Platform 64
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