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Reports Overview and Access

The Reports user interface lets the user find a device using several methods and view specific information related

to that device. The user can view comprehensive inventory data of a device, such as the contract it is covered

under, the containing line cards, and any alerts that might be impacting the device. Additionally, the smart portal
reports interface lets the user easily customize a view of the inventory data, such as seeing devices in a subnet
(i.e. IP address ranges), device names containing a specific text string, or by product categories, alert types, or

expiring contract coverage for specific quarters.

To access the inventory reports noted above, perform the following steps:
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On the Smart Portal Overview page, under the Installed Base Management, Alerts and Diagnostics section, click
Reports; a new browser window opens, which contains the Smart Portal Reports window.

—_—

Partner Support Service HilBHA | | about | mbox | Logout

W Reports Delta Reports Support Device Diagnostics/ Smart Call Home

TodoList

Inventory Processing Latest Product Alerts

Uploads Entitled Companies

Imsentory Upload Details for past 3 months Qacviz | RICVIE | B2OVIE | GECTIE

Entitled Company v |Inventory Mame Appliance |d  [Upload Date | Status Latest Praduct Alerts between Q3CY13(start) and Q3CY13(end).
CISCO SYSTEMS LTD SE19-DSC-TOPO-0 CSPO0010057 2013-Sep-16 1 Success = D e
CISCO SYSTEMS LTD  SE19CDS-DSD-TOF CSPO0010057 2013-Sep-16 1 Success 100000
CISCO SYSTEMS LTD  SE19-TME-Reuploar CSFPO001005E 2013-Sep-25 15uccess £
CISCO SYSTEMS LTD SE19-DSD-TOPO-0 CSPO0010057 2013-Sep-16 15uccess E ronee
CISCO SYSTEMS SE19_CD3_manual CSPO0010057 2013-5ep-24 15uccess % S
CISCO BYSTEMSE SE19_CD3_manual CSPO0010057 2013-Sep-24 15uccess :

LY
CISCO SYETEME SE19_CD3_manual CSPO0010057 2013-Sep-24 : Buccess E 100
CIECO SYETEME SE19_CD3_manual CSPO0010057 2013-Sep-23 % Buccess -g

£ 10

e e SE19_SR_conn_3_i CSPO0010057 2013-Sep-23 [ Success
i SE19_SF_conn_3_i CSPO0010057 2013-5ep-23 15uccess
bl o SE19_CD4-CSCujl CEPO0010057 2013-Sep-25 [ Success

R c1sco sYSTEMS CISCO SYSTEMS LTD

© 0 SE19_SR_conn_3_i CSPO0010057 2013-Sep-16 [ Failed Entitled Company

ol SE19 SR conn 3 | CSPO0010057 2013-Sep-16 [ Failed -]

sttty

Smart Portal User Guide

pss22 1




I Chapter4 Smart Portal Partner Reports

Graphical User Interface (GUI)
This section explains several areas of the Graphical User Interface (GUI), those areas are:
e Parts of the GUI

e Navigation

e Types of Data Displays

e Common ‘IP List’ Process Flow for GUI Data
e Common Services

Parts of the GUI

Smart Portal Reports has names for different parts of the GUI. This section identifies the names of those different
parts of the GUI:

'L'.';é';' Smart Portal . =" Partner Support Service L

FORSHBOME" Reorts  DeaReports  Support  Device Diagnostics/ Smart CalHome <= Primary Tabs

ventory Processing Latest Product Alerts Todoist <+— Secondary Tabs
Expiring Coverages
Entited Campany > Contiacts > 17 it > Chassis Detalls 4 Bread Crumbs

Selections | CIS00 SYSTEMS, S1034767, [gph02-sw2 cieco.com: 64103645] e Selections

Expiring coverages betveen Q1CY13 (start) and Q1CY12 (end)

Product Family Cisco 2900 Series Integrated Services Routers View Known Bugs || 4/
Product ID CISC02951/K3 |
Sertal Number FTX1446AJ6R

Device Type ROUTER

Vendor Or Model Cisco 2851 Integrated Services Router

Product Description Cisco 2951 wi3 GE 4 EHWIC,3 DSP,2 SM,256MB CF,512MB DRAM,IPB

Alert Product ID CISC02951/K9

Collected Product ID Not Avallable

Collected Serial Number FTX1446AJ6R

SNMP Location SJCI1 Lab-4338 Isle-B5 Rack-121

Original Inventory Date 2013-Sep-25

Last Inventory Date 2013-Sep-25

Appliance ID CSP0001005805

Smart Call Home Capable No

| Product Aler(s) ﬁ
A
Card(s) :y
| Contraci(s) %/

-

Hardware/software Details \
e ¢

Fxcontione Q

f

POD

e Primary tabs — the primary categories of reports, each of which has their own set of secondary tabs.

Y

Note The Device Diagnostics / Smart Call Home tab has no secondary tabs, but instead provides a link to
the Smart Call Home portal, where all Smart Call Home related work can be performed.

e Secondary tabs — each primary tab has several secondary tabs, with each one having its own unique
corresponding ‘pod’ view.

Smart Portal User Guide
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e Breadcrumbs - indicates the name of the current pod view, and provides a navigational path back to
previous pod views.

e Selections —indicates the specific names of the items that were selected on the previous pod views.
e POD 1- area where all data for a related secondary tab is displayed.

e Toolbar 12— provides access to various information related to the Reports smart portal; see Reports
Toolbar for more information.

.:':Ills.tl:'oh Smert Portal - . Partner Support Service Hi Scott |.a About | Inbox | Logowt

- " T Entitled Company : CISCO SYSTEMS
DashBoard | HGPOMS| DeltaReports  Support  Device Diagnostics/ Smart Call Home e

Miscellaneous Reports My Reports Imventory Smart Interactions

Contracts " = Product Alerts

Contrack categories Product Alert Categories

Covered ltems Hardware Alerts  (330)

b oy

. 2

Uncovered tems (299) Software Alerds  (45)

Hems past Last Day of Support (4] %\) Psirt Alerts  (48)

Not Quotable Items L] Intellishield Alerts  (25)

Expiring coverages of ltems in nex 3 month @ Field Notice Alerts  {(197) .%>

N/

PODs

For Reports and Delta Reports there are additional items displayed that are not shown on the Dashboard or
Supports tab, those items are enclosed in blue-dashed box:1 a

¢ Entitled company — name of the company that the user is associated.
¢ Inventory — name of the inventory whose data is being used by the secondary tabs in this section.
e Change button — lets you change to another inventory.

Partner Support Service indicates that type of contract that is associated to the entitled company identified in the
portal.

Reports Toolbar

The Reports Toolbar contains the following items that provide information related to smart portal Reports:

oo Q)
HiScott | S | Abou | Inbox | Logout ©

1. Logged in name — provides the name of the user id that logged in to smart portal. When you move your
mouse over (mouse-over) the name, a pop-up displays the full name.

2. Preferences — Lets you specify the following items:

Smart Portal User Guide
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o How you want to view the pie chart settings (by percentage (%) or device count).

Indicate if you want to receive alert notifications; the alert notification check box is not checked by
default and must be checked in order to receive alert notifications.

Preferences

Please choose your preferences and click "Apply”' to save:
Pie chart settings

=) Show in percentagel%)

) Fhow in device count

|| AlertMotification

| Apply | | Cancel |

3. Inbox - Lets you view your mail inbox on Reports smart portal; the inbox is where you can view any
messages that may have been sent to you, or to see any off-line reports you requested.

e e

“ou have 10 unread messagels)

[ Subject 'J ] % &

Selection | Subject Message Type Received Date Status
L] Off-line reports are ready. [LET na/arzot I el
L] Cff-line reports are ready. il na/ayr2oi =) -
L] Off-line reports are ready. hail aamarz2o11 =) :
L] Off-line reports are ready. il 02/04:2011 = r
L] Off-line reports are ready. [LET 0a/o4r2011 4
L] Test Announcement [LET avr21r2011 O I
Subject:

Message Type:

Received Date:

4. Logout — lets you logout from the current smart portal session.

5. Related Tools — provides you easy access to related tools that are also used by smart portal users. See
Related Tools (next section) for more details.

Related Tools

The Related Tools option provides access to the following tools:

Smart Portal User Guide
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Hi Scott | E | About | Inboz | Logout Related Tools

Smart Call Home

Cisco Support

Senvice Request Tools  »
RMASSYO Tools »
Bug Search Tool

e Smart Call Home Portal
e Cisco Support
e Service Request Tools
o Service Request Search
o New Service Request
¢ RMA/SVO Tools
o RMA Status
o New RMA Request
e Bug Search Tool

Smart Call Home Portal

Provides access to the Smart Call Home portal, which is located at URL https://tools.cisco.com/sch/

Cisco Support

This related tool provides access to the following support items shown in the graphic below. The Cisco Support

tool is located at the following URL.:

http://www-stagel.cisco.com/cisco/web/support/index.html

Wordwide [change]  Welco
alan]n

cISco Products & Services Support How to Buy Training & Events Partners

Support and Downloads

Product Support

Enter Product Name (e.g Troubleshooting, configuration,
installation, and technical documentation

Security

Optical Networking

Network Management & Automation
Physical Security & Building Systems
Interfaces & Modules

Collaboration (Cisco Quad)

Cisco 108 & NX-OS Software
Universal Gateways & Access Servers

L A

Phones & Video Conferencing

TelePresence (Mdeo Conferencin

Video & Content Delivery
Voice & Unified Communications

...

Data Center & Virtualization

.

Unified Computing & Servers
Application Networking Senices
Storage Networking

.

.

r Smart Portal User Guide
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Service Request Tools
Provides access to the following functions:

e Service Request Search
e New Service Request

Service Request Search

Has a login screen, then the TAC Service Request Tool -- My Requests webpage appears. You are able to
search for service requests (SR's) using a variety of search parameters that are displayed below in the following
graphic:

Support

TAC Service Request Tool -- My Requests

HOME Logged in as: sheeler, Intermal Employes
Search Your Service Requests
TAC Service Request Tool
-- My Requests If this iz your first time using this tool, wou may wish to read the help page before getting started.

Search by Service Request Number

Erter Mumber:

@ Cisco Senice Request Number

O Helpdesh Tracking Humber

Search

FAdwanced Search

Ao* denotes a required field

Search by & Contract Humbar Find Cantract
O FICA D
O Ciseo.com User Mame

Service

Request . Hpen

Status # D Closed

D Fending Customer Response

New Service Request

This page allows you to manually create a new SR request on the TAC Service Request Tool - New Request
window. The SR request starts by entering your Cisco.com ID in the field, which is displayed in the following
graphic.

Smart Portal User Guide
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Support

TAC Service Request Tool -- New Request
HOME o Setup Request @' Describe Problem B Specify Product 0 Fimish

TAC Service Request Tool
== lHew Request

A== denotes a required field.

Cisco.com User ID

Please speaify the Cizoo.com User 10 of the person to be listed & the contact for this senvice request

— o m—  m— —  m  m—

|| Cigon.com Registration and Lo shup

Head help creating a senvice request™ Try these opfions.

= Wiew 3 brief tutorial. (Flagh LY EDF)

Powered by Webfx

RMA/SVO Tools

Provides access to the following RMA/SVO tools:

e RMA Status
e New RMA Request

Hi Scott | l-'é | About | | Logout Related Tools
Smart Call Home
Next Generation Web
Service Request Tools »

RMA Status RMA/SVO Tools »

New RMA Request Bug Search Tool

RMA Status

This page lets you check on the status of an RMA order by providing various search parameters to perform a
search on.

Smart Portal User Guide
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My Cisco Workspace

[ + Add Modules ] [ Change Layout w ] Workspace Language: | English - Worldwide )
SORT - Order Create
Search for a Product or Contract [z Copy An Existing Order [z

) ) o Search for an existing order to copy all or some of its data
Search for customer data by entering one or more of the following search criteria

Order Number
Cisco.com |D LookUp
* Customer Ciscocomd [ | Geco.comID Regstiatin 1
CSCC Tool
© Serial Number Start with Service Request 2

(O Contract
Create a new order on an existing, open Service Request

() site
SR Number

() Site Details
I
View an existing Service Request
TAC Case Collection Troubleshooting Assistance Tool

SORT - Locate Order

Use the drop-down menu below to search for a Service Order. 2]

Search Type: | RMA/Service Order Mumnber + | Date Range : From: [DD-MON-YYYY E|

Search Terms: To: [DD-MON-YYYY E|

Enter date in DD-MON-YYYY format {i.e. 01-JUN-2006)
For best results, please limit the date range used to 1 month or less

Separate multiple values with commas Help on Codes Order Status: [ Al aal

Include Archived  [J[g] ) )

Orders: h Send Results To: | Screen )
| Search | | Clear |

Enter the search parameters you want to perform a search with, and then click the Submit button.

Adding Sort Modules
If your My Cisco Workspace page does not have the sort modules added, then perform the following steps:

My Cisco Workspace

& Add Modules Change Layout w

In the top-left corner of My Cisco Workspace click + Add Modules; the Add Modules window appears.

Smart Portal User Guide
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cisco

Add Modules

Customize Your Experience

GeiHelp | Submit Feedback

See Workspace

All

My Modules

Choose by Role

Admin / Operations
Purchasing / Procurement
Sales / Marketing
Technical /Engr / Arch

Company Management

Products & Services

| 1E2 or Firefox 2 and up are recommended.

Customer Service

Central
Add to My Cisco

oy @ Only available for Workspace
Manage Cusfomer Senice cases for
help with orders, guotes, retumns, deal
support, senvice contracis, profileflogin,
fools access ...

Bookmarks

Add to My Cisco w
3

Already added to
v Menu

Bookmarks allow you fo easilyaccess

your favorite pages from anywhere on

Cisco.com. Bookmark a page using the

"Bookmark This Pag...

How to Buy

Werldwide [change] e

Training & Events

Choose the modules you want Click on a role for module recommendations_ Click “See Workspace” o
see your modules on a single page.

er | Account | Log Out My Cisco

Catalog Language: I English - Worldwide j

Added Devices

— Add to My Cisco w
Already added to
_$ + Menu
Keep frack of all your devices from one

convenient place o access device-
specific integrated support information.

Cisco Support Community

(NetPro)
.@% Only available for Workspac &

Subscribe to Cisco Support Community
feeds fo stay up-to-date on the latest
supportdiscussions...

Available Promotions

Add to My Cisco
ﬁ Only available for Workspace
Lists active promotions for your company
based on couniry, cerification,

specializations, authorization, sales path
and buy metho...

Collaboration Spaces

Add to My Cisco w

-
a_l e
Already added fo

9"9 v Menu

Access your WebEx Connect Spaces.
Collaboration Spaces provides a safe
secure place for Cisco Pariners fo share
documents and mor..

e On the Add Modules, scroll down until you find the Sort modules.

SORT - Locate Order

Locate Order portiet will allow o locate
submitted orders based on various

criteria.

Add to My Cist:n

Only available for Wor

FpEce

SORT- Order Create

Add to My Cisco

=]
v Only available for Workspace

Order Create portdet will initiate the
creation of a new senice order RMA

SORT - Order History

Add to My Cisco

Only available for Workspace

Order History portetis used to find the
orders based on user history and

favorites.

e On both the SORT — Locate Order module and the SORT —Order Create module click Add to My Cisco.

SORT - Locate Order
Already added to

v W
Workspar e

Locate Order pordet will allow to locate
submitted orders based on various

criteria.

SORT - Order Create

Already added to

E‘ v Workspace
v

Order Create portiet will initiate the
creation of a new senice order RMAL

SORT - Order History

Add to My Cisco

Only available for Workspace

Order History porilet is used to find the
orders based on user history and

favorites.

e Both buttons change and now indicate Y Workspace.

r Smart Portal User Guide
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My Cisco Workspace

[ + Add Modules ] [ Change Layout w ] Workspace Language: | English -~ Worldwide =
SORT - Order Create
Search for a Product or Contract [z Copy An Existing Order [z

) ) o Search for an existing order to copy all or some of its data
Search for customer data by entering one or more of the following search criteria
Order Number

Cisco.com |D LookUp
* Customer Cisco.com ID Cisco.com |D Registration
CSCC Tool
© Serial Number Start with Service Request [z
(_) Contract
O site Create a new order on an existing, open Service Request

SR Number
—
View an existing Service Request
TAC Case Collection Troubleshooting Assistance Tool

() Site Details

SORT - Locate Order

Use the drop-down menu below to search for a Service Order. [z

Search Type: | RMA/Service Order Mumber + | Date Range : From: [DD-MON-YYYY E|

Search Terms: To: [DD-MON-YYYY E|

Enter date in DD-MON-YYYY format {i.e. 01-JUN-2006)
For best results, please limit the date range used to 1 month or less

Separate multiple values with commas Help on Codes Order Status: | An ™

Include Archived ([ ) .

Orders: Send Results To: | Screen #|
| Search | | Clear |

e Return to My Cisco Workspace and now both added modules are visible in the workspace.

New RMA Request

This page lets process a new RMA request.

Close Window NIRRT
]
CISCO

Service Order Submit Tool

110 1 .
UHITED STATES: HOLIDAY- JULY 4 Pleaze he advised thet Mandsy,
July 4 is & Legal Holiday in the United States. Mext Business Day Orders
processed on Friday, July 1, will not be delivered until Tuesdsay, July 5.
Premium Order deliveries will not be affected. Please contact the Glabal
Logistics Service Centers @1.800.553.2447 option 4 for further
upcates.

Attention: You do not have access to the 3O Submit toal.

Start Mew Qrder

Cloze Window

Smart Portal User Guide
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Bug Search Tool

The Basic Search option lets you enter a variety of search terms (bug id numbers, product names or version
numbers, error message info, etc.) in one place, the Search field.

To use the Bug Search Tool, perform the following steps:

Tools & Resources

Bug Search

Help | HFeedback

o Wilcome to the new and improved Bug Search Tool. YWe are still in Beta, but have added a lot of features and have more caming. You are always welcome to use Bug
Toolkit and we welcome your feedback. For more employee apprapriate information about this tool, please see our intermal handhook

[ save Search 5 Load Saved Search v 3¢ Clear Search [ Email Gurrent Search

Search For: || | e @

= L Y=Y e MENR R LI =T Tal T T NZ Dl P ey

e Enter the search parameters in the Search field ® to find the bug information you are looking for.

Tools & Resources

Bug Search

Help | HMFeedback

o Wizlcame to the new and improved Bug Search Tool. We are =till in Beta, but have added a lot of features and have mare coming. You are always welcome to use Bug
Toolkit and we welcame your feedback. For more emplovee appropriate infarmation ahout this tool, please see our internal handhook.

EI Save Gearch  [] Load Saved Search » € Clear Search | Email Gurrent Search
Search For: || | 9
Euamples CECIAT0173 Ga00 cwitch 15 101 rojter orash eic
Product Farnily,  Hardware Part (10 »  CIBCO2951-\VikKE
odified Date: Status: Severity: Rating: Support Cases: Bug Type:
Filter: - - - - » Customer¥isible «

e Make a selection from the Product Family drop-down list to activate the Search option. &

Smart Portal User Guide
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Viewing 0 - 25 of 493 results Sort by Relavance & Export Results to Excel (2]

Mo audio and disconnects when SIP trunk calls encounter =1 script CSCto45397
Symptom: Mo way audio and disconnect after 10 seconds. Conditions: Second scriptis
encountered from a call originating on some SIF trunks. Workaround: Mone.

Severity. 2 | Status: Terminated | Updated: Jul 14,2011 | Cases:0 | (m

Symptom:
when using HWIC-1B-U card, customer Fail to dial in ISDM network, The

GETWPN GM with I1SM enabled crashed at crypto-ace
Symptom: GETVPM GM with 1SM enabled crashed at crypto-ace Conditions: 15M VPR engine
enahled while gm keeping re-registered with ks Workaround: Unknown

Severity: 2 | Status: Other | Updated: Jun 10,2013 | Cases:0 | )]

1500 line is working fine

for & Few years with other vendor's router and card,

m

Workaround:

use HWIC-1B-5/T and external NT1, the router can work,

Reventan 15 crash while reassembling ESP packets before decryption
Symptoms: 1ISM-YP M {reventon) crash is ohserved. Conditions: The symptam is observed
while reassembling ESP packets befaore decryption. Warkaround: Disahle 1SM-VPM

Severity. 2 | Status: Fixed | Updated: Apr 14,2013 | Cases6 |

Dretails

i

Known Affected Releases: (1)

HWIC-1B-U layer 1 status is DEACTIWATED 15.10.3)7
Symptom: YWhen using HWIC-18-1 card, custormer fail to dial in IS0R network, The IS0 Known Fixed Releases: 0
line is working fine for a few years with other vendar's router and card. Workaround: use . Mo release planned ta Fix this bug

Severity. 2 | Status: Terminated | Updated: Sep 17,2012 | Cases:1 | 0y @ Product: Cisco 2900 Series Integrated Services Routers

Frame Relay interface stays upddawn with HWIC-2T on c2901 with 131-4 M4 Caormunity Discussions
Symptom: when the warking FR circuitis moved from the Cisca 3725 to a Cisco 2901 in

poweer on state the circuitwill come up for few seconds and then the protocal would go down ...

Severity. 3 | Status: Terminated | Updated: Dec 17,2012 | Cases:1 | )]

Mo Discussions

gl Start Community Discussions@
Self Ip on dialer nat pinging, for ISON

Symptom: Self on the dialer is not pinging when dialer is mapped ta the bri or pri interface.
Remate ip is pinging. Conditions: Mo specific condition as this is happening every time.

e The search results get displayed below the search box.
e The summary of the bug is displayed when the user moves their cursor over a specific bug.

e There is an option to save the bug,® or to start a discussion about the bug.@

e The entire search results can be exported to Excel.@

POD View Functions

This section describes the different functions that affect the behavior of the pod view

The top-right corner on the pod, have several buttons that perform different functions that control how the pod is
displayed. Some of the buttons are conditional and are displayed only under certain conditions:

o Refresh@ _is a “conditional” button that updates information on the pod (e.g. status of My Reports
documents).

o AddaTask@ — allows user to capture relevant on current screen and add additional details and save as
a task.

o Minimize @ — minimizes the associated pod and changes it to a secondary tab.

o  Maximize @ — maximizes the associated pod and minimizes any other corresponding pod to a secondary
tab.

GUI Tips

This section contains tips that will assist you in seeing all the data that is displayed by smart portal Reports, help
maximize your viewing ability and provide cues to what is taking place on the GUI.

Recommended Display Settings
The GUI resolution is designed to be viewed at 1024 x 768 pixels or higher.

Smart Portal User Guide
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Improving Data Visibility

This section provides tips on how to maximize the size and extend the visibility of the presented data. To see
different pod views perform the following steps:

- = = Entitled Company : CISCO SYSTEMS
DashBoard Reports Delta Reports Support Device Diagnostics/ Smart Call Home Inventory : I labDemo
Smart interactions Contracts Miscellaneous Reports Product Alerts

Fventory My Reports

In some case's multiple pod views might have text that is compressed. 1 s
Entitled Company : CISCO SYSTEMS r

DashBoard Reports Delta Reports Support Device Diagnostics/ Smart Call Home Inventory : hson_30

Product Alerts Miscellaneous Reports My Reports Smart Interactions Contracts

Inventory

e To resolve this issue maximize the pod view of the pod that has the compressed text.

Smart Portal User Guide
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Entitied Company  Irwentory Name lance id Upload Date Status
S e kamal_SE_1.5_Dr CSP0001003524  2013-Feb-12 02:0¢ In Progress -
T M e SE15-FLabDevice- CSP0001003738  2013-Feb-11 05:3¢ Success .

SR MultipleProdSE15C TGWSDOD004674 2013-Feb-11 01:5¢ Success
SN e CSCudg0882 TGWSDO00004882 2013-Feb-11 01:4¢ Success

WM & SE15CD4DevSant TGWSDO00004881 2013-Feb-10 20:1¢ Success

TN e SE15-LabDevice- CSP0001003738  2013-Feb-07 17:4€ Success
I TN e SE15CD3-NewRul CSP0001003736  2013-Feb-07 14:37 Success

e SE15CD3-New-RF CSP0001003718  2013-Feb-07 01:07 Success
|._! - M l

SRR e SE1SCDIEXTME  CSP0001003700  2013-Feb-06 09:3( Success
LN SETSCD3NewRPr CSP0001003696  2013-Feb-06 02:3¢ Success
AR . SE15CD3TWsSQA  TGWSDO0004833  2013-Feb-05 01:0¢ Success
MM & SE15QACD3 CSP0001003503  2013-Feb-05 01:02 Success
WSS & SE15-CD3-DevSar TGWSDO00004782 2013-Feb-04 22:4¢ Success
_— . rodCD3D TGWSD 74 2013-Feb-04 22:47 Success
AR & SE15-CSCuc2442 TGWSDO0004872 2013-Feb-03 22:5¢ Success
AR CBCuc24422-tiws TGWSDOD0047682 2013-Feb-03 21:5: Success

e In some instances you may not see all the columns or all the data in the columns, in a double-pod view.
DashBoard = Reports Delta Reports Support Device Diagnostics/ Smart Call Home

Latest Product Alerts To'do List Expiring Coverages

Inventory Processing

| Entitied Company 4 [Inventory Name Upload Date Status
CISCO SYSTEMS tmelabse134_replay TGWSD000069649 2012-0ct-05 05:52:56 PST Success
CISCO SYSTEMS tact CSP0009000672 2012-0ct-16 13:21:51 PST Success
CISCO SYSTEMS Test_BOX_RTP CSP0009000400 2012-Dec-10 20:33:21 PST Success
CISCO SYSTEMS Test_BOX_RTP CSP0009000400 2012-Dec-10 20:28:19 PST Success
CISCO SYSTEMS Test_BOX_RTP CSP0009000400 2012-Dec-10 20:28:15 PST Success
CISCO SYSTEMS Test_BOX_RTP CSP0009000400 2012-Dec-10 20:28:14 PST Success
CISCO SYSTEMS Test_BOX_RTP CSP0009000400 2012-Dec-10 20:15:07 PST Success
CISCO SYSTEMS Test_BOX_RTP CSP0009000400 2012-Dec-10 20:10:01 PST Success
CISCO SYSTEMS Test_BOX_RTP CSP0009000400 2012-Dec-10 20:03:11 PST Success
CISCO SYSTEMS Test_BOX_RTP CSP0009000400 2012-Dec-10 20:03:10 PST Success
CISCO SYSTEMS alertfix2 TGWSD000071650 2012-Oct-04 20:29:50 PST Success
CISCO SYSTEMS Test_BOX_RTP CSP0009000400 2012-Dec-1015:01:38 PST Success

CISCO QYSTEMS AICP INVENTORY CaPNNNANnNang 2017-0et.17 773890 PRT

e To see all the column data, maximize the pod that contains the table data you want to see.

GUI Visual Cues

This section describes the following visual cues that identify what action is taking place on the GUI:
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All Details

D Salect All

General Device Details

|| select an
E Host Mame @ || I
e I s . |

|_| sMMP Location

Contract Details

D Selec all

e Anentry field that has a blue border@' indicates that it is the active field on the GUI (see above and
below graphic).

e An entry field that has a red border@ indicates that data entered in the field is incorrect. A mouse-over
on the field provides additional information regarding what the problem is.

Expiring Coverages

¢ Inthe above graphic, the pie chart icon is outlined in blue,fBI indicating that the pie chart option is the
view selected for the pod view display.

GUI Informational Pop-ups

There are some graphics that have informational pop-ups on the GUI. When you mouse-over those graphic items
additional information about that graphic is displayed in the pop-up.
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Navigation
This section discusses how navigate between tabs, pods, and display different data within the pods:

¢ Navigation between Tabs
e Changing Pod Views
¢ Navigating within a pod

Navigation between Tabs

When you click on a primary tab, two pod views will be displayed in the default view. If you have previously
modified the primary tab view (had only one pod being displayed) then that same pod view will be seen upon
returning to that primary tab. To switch to another pod view, click another primary or secondary tab.

Entitled Company : CISCO SYSTEMS

DashBoard Reports Delta Reports Support Device Diagnostics/ Smart Call Home Inventory : hson_30

Product Alerts Miscellaneous Reports My Reports Smart Interactions

Inventory Contracts

Covered tems

Eupiring coverages of lterms in next 3 maonth
Iterns past Last Day of Support

Mot @uotahle tems

To change pod views follow the directions in the next section.
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Changing Pod Views

To change pod views within a primary tab perform one of the following tasks:

Entitled Company : CISCO SYSTEMS

DashBoard Reports Delta Reports Support Device Diagnostics! Smart Call Home Inventory : My Test CR1

Product Alerts My Reports o Inventory Contracts

Miscellaneous Reports 9 Smart Interactions 6

e Double-click the secondary tab (i.e. My Reports).@ The pod on the left (Miscellaneous Reports)@ will be
removed from the pod view and become a secondary tab, the pod on the right (Smart Interactions)@ will
shift to the left pod location, and the double-clicked secondary tab (My Reports)@ appears in the right
pod location; new locations are shown below.

Entitled Company

DashBoard Reports Delta Reports Support Device Diagnostics! Smart Call Home Inventory : My Tes

Product Alerts contracts Inventory Miscellaneous Reports e

Smart Interactions 6 My Reports 0

e Click the Minimize button @ on a pod to change the pod to a secondary tab (i.e. My Reports); the
remaining Smart Interactions pod expands to the maximize size.
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Entitled Company : CISCO SYSTEMS

DashBoard Reports Delta Reports Support Device Diagnostics! Smart Call Home Inventory : My Test CR1

Product Alerts contracts Inventory My Reports Miscellaneous Reports

Smart interactions

e Click the Maximize button; @ this expands the top of the pod up so that it covers the previously
displayed secondary tabs.

Entitled Company : CISCO SYSTEMS

DashBoard Reports Delta Reports Support Device Diagnostics! Smart Call Home Inventory : My Test CR1

Smart interactions

|

e To see the secondary tabs again click the Restore button @ in the pod, which shows the secondary
tabs again, and only the current pod (i.e. Smart Interactions pod) (see next graphic).

Smart Portal User Guide
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Entitled Company : CISCO SYSTEMS

DashBoard Reports Delta Reports Support Device Diagnostics! Smart Call Home Inventory : My Test CR1

Product Alerts Contracts Inventory My Reports Miscellaneous Reports

Smart Interactions

DashBoard Reports Delta Reports Support o Device Diagnostics/ Smart Call Home

Feedback Documentation

FAQ

»2)In a PSS type contract what functions can each user role perform?

»(2) Once a person is registered as Partner Admin who else can they register?

» (2)What information does a Partner Administrator need to enter in order to register a user?
» 2)What types of user roles are there for PSS?

»2) How is the User Registration Process for AS customers different than TS customers?
»(2) After a Cisco gl the first ¢ Admin is there any situation where a Customer Admin cannot register additional C andfor C Users?
*2)What does the Maintain Registrations function do?

»2) What does the Renotify User function do?

* .2)What does the Maintain Personal Registration function do?

* (2) How marty user functions are there?

» 2) How are different types of users created, in a customer environment?

» (2)Whattasks can a Cisco employee perform?

»(2)Whattasks can a Customer Admin (CA) perform?

e To see pod views associated to other primary tabs, click a different primary tab (i.e. Support);@ the
secondary tabs 1 1 for that primary tab are displayed in the view.

Navigating within a pod

There are several ways to change what is being displayed within a pod when there is more information than can
fit in the current pod view. The navigation methods are conditional because they are displayed only in certain pod
views. The following methods are ways to navigate to different areas of information in the pod view:

e Slide bar

e Scroll knob

Smart Portal User Guide
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Slide Bar

The current view is of a ‘sector’ of data. There are several ways on a slide bar to move forward or backward in the
pod view to see other sectors of data:

Expiring Coverages

To scroll one sector at a time click < to go backwards one sector, click > to go forward one sector

e To scroll more than one sector at a time, click and drag the << >> slide bar. Drag to the left to go
backwards, drag to the right to go forward.

The speed at which you drag to the right or left determines how fast you scroll to the left or right.
Click and drag the slide marker J on the slide bar to go forward or backwards in the display.

2 ° Ele

Note The slide marker - J represents where you are in the total number of items to view. If the marker is to
the far left, then you are near the beginning of the displayed items. If the marker is to the far right, then
you are near the end of the displayed items.

Scroll Knob

Some pod views have a scroll knob 1 (see above graphic) on the right that lets you quickly change the view. The
scroll knob does the following things:
¢ Identifies what sector, current set of records (i.e. 2-11 of 13 contract numbers), you are currently viewing.

e Lets you go quickly to another sector of records by either dragging the red dot in the knob to another
area, or by clicking another area in the scroll knob.

The circle under the scroll knob is called the “Secondary Pie Chart”; ii this item indicates what sector area you
are currently viewing in relationship with all the entire data.
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DashBoard Reports Delta Reports Support Device Diagnostics/ Smart Call Home

Inventory Processing Latest Product Rlerts TodoList

Expiring Coverages

When you change the pod view via any of the methods the following events occur on the display:

e Number range of current records! = being displayed changes.
e Total Records info changes "] to corresponding with the current view.

e The slide markeri-i changes position to reflect where the current record display is in the total number of
records.

Data Privacy

Data Privacy Add on feature allows a user to prevent certain collected sensitive information from being
transmitted to the Cisco back end and from being displayed in the Reports generated on the portal. The Data
Privacy Add on is a module for the CSP-C collector that allows a user to select certain collected data fields to be
replaced with designated dummy data before being sent to the Cisco backend.

The user can select only the IP address and/or hostname for data masking. When the reports are generated and
viewed on the Reports portal the user will see the masked version of the specified data.

)

Note A user will be able to see the actual collected data in offline reports by running a VB macro in Excel,
which will retrieve the actual data thru mapping files. The dummy data in the offline excel report will be
replaced with the actual collected data retrieved from a mapping file, which allows you to see the report
with the actual data. More info on this function can be found in the CSP-C Quick Start Guide.

Types of Data Displays

There are two types of data displays for data:

e Bar Chart
e Data Table

Smart Portal User Guide
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Expiring Coverages

Bar Chart

e The bar chart type display being shown is also outlined in blue, 1’ in the icon tray.
¢ If you mouse-over the bar chart more details will be displayed about the selected item.
e Select one of the areas of the bar chart to see more details.

Expiring Coverages

Data Table

e The data table display being shown is also outlined in blue, 1’3 in the icon tray.
e If you mouse-over the data table more details will be displayed about the selected item.
e Select one of the areas of the data table to see more details.

Common ‘IP List’ Process Flow for Reports Data

There are several data areas within the reports data that use a similar process flow (IP list) when ‘drilling down’
different levels for data in their respective areas. Due to the similarity, the IP list process is covered in a generic
way using one of the data areas as the example, but the IP list process itself applies to all the similar data areas.
An example of this common process can be better understood referencing the graphic below.
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In the graphic below, the Dashboard tab has the “Latest Product Alerts” data area that has the following types of
alerts. The User Guide describes the process of finding what devices are affected by hardware alerts; however,
that IP list process applies to the other remaining alert processes as well. The only thing that changes is the type
of alerts being referenced. The User Guide will, when applicable, describe the process flow for one data area, and
indicate that the description applies to the remaining similar data areas that use the same IP List process flow.

This IP list process flow is the same regardless of the data area. The process is looking for those devices that
have chassis and/or cards that are affected by one of the following data areas, different types of:

e Latest Product Alerts / Expiring Coverages (Dashboard tab)
e Product Alerts / Contracts (Reports tab)

Dashboard

| Latest Product Alerts |
IP List of
——> Affected Chassis
Software Alerts
) ) Productfled(s) — | =
Field Motice Alerts
Software Alerts
PSIRT Alerts Cardfs) — — — — — — — — N _ _
©) Field Notice Alerts
Intellishield Alerts
Contract(s) PSIRT Alerts

Expiring Coverages }_ Intellishield Alerts

Hardware/software Details

Exceptions

= Affected Cards

Device Configuration Details

Product Alert(s) —>
Software Alerts

Confracks) Field Motice Alerts

Hardware Details

The above graphic shows the Latest Product Alerts and Expiring Coverages areas referencing the IP list process
from the Dashboard Tab. The IP list lists all the devices affected by one of the above selected area items. When
a listed device is selected, the IP list process provides access to the above detailed data for the affected chassis
and card, when available.
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Product Alerts
IP List of

Hardwarefsoftware Details

Exceptions

> Affected Chassis
Software Alerts
Field Nofice Alert Productdlertisy —— >
ield Motice Alerts
Software Alerts
FPSIRT Alerts Cardis) = = = = = = = = =
ards) : Field Motice Alerts
Intellishield Alerts |
Contraci(s) ;| FSIRT Alets
: Intellishield Alerts
1
1
1
1

= Affected Cards

Device Configuration Details

Contracts Product Alert(s) —>

Covered tems

Software Alerts

GRS Fiel Nolice s

Uncovered tems

Hardware Details

Expiring coverages of ltems in next 2 month

Iterns past Last Day of Support

The above graphic shows the Reports Tab with the Product Alerts and Contracts areas referencing the IP list
process. The IP list lists all the devices affected by one of the above selected area items. When a listed device is
selected, the IP list process provides access to the above detailed data for the affected chassis and card, when
available.

To see the different pod views that are encountered in the above data areas, start at this IP list location in the
User Guide.

Common Services
This section describes those functions that are used in multiple areas of smart portal Reports, those functions are:

e Filtering Data in the Pod View (Search function)
e Working with Tables
e Miscellaneous

e Export Function

Filtering Data in the Pod View (Search function)
There are several different ways to filter pod views by using the search function:

e Search Criteria Field

e Searching by Hosthame

e Searching by IP Address

e Searching by IP Address Range
e Search by Product ID

e Search by Serial Number
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Search Criteria Field

The search criteria field allows you to filter the number of results that are displayed in the pod view. This function
is available on only selected pod views.

To filter the number of results being displayed, perform the following tasks:

Expiring Coverages

e Onthe pod enter the search parameters in the search criteria field 1'2. Press the enter key or click the
magnifying glass icon to submit the filter request.

Note  An ' (asterisk) is not required at the end of a partial search parameter.

Expiring Coverages

o After the filter submission the pod view displays only those items that meet the filtering search criteria,
(i.e. those contracts containing the number 226).

e To resume back to normal view, with all the entries displayed, remove all text from the search criteria
field, and then click the magnifying glass icon. All the entries are displayed again in the pod view.
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Search Function

Some pod views allow you to quickly find data by using a search function. The combination drop-down list and
search criteria field allows you to filter the number of results that are displayed in the pod view.

You can filter pod views by using one of the following drop-down list items:

e Searching by Hostname
e Searching by IP Address
e Searching by IP Address Range

Searching by Hostname

To filter the data by searching by hostname, perform the following tasks:

* Latest Product Alerts

Product Alert Category > Product Alert Description =
Froduct Alert Details = IP List

Latest Product Alerts between QICYD2(start) and Q2CY10(end].

| Hostname v IS-il? @ |, '
©)

Hosthame @ l% om _Q\';
IP Address rid 4
. IP Address Range o RN
1063.13.133 &
foxcon1-cz-bb-gwl cisco.com N
10.63.11.132 &
foxcon1-c2-bb-sw2 cisco.com S
1063.11.133 & =

e Select Hostname from the drop-down list, @ enter any portion of the hostname you want to filter by in the
search criteria field (i.e. sjc), @ then click the magnifying glass @ to perform the search.

S

Note An* (asterisk/wildcard) is not required at the end of the search term. @
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Y
]

Latest Product Alerts

Praduct Alert Categony > Product Alert Description >
Product Alert Details = IP List

Selections : IR_2_4_LT_1, Hardware Alerts, CISCO CATALYST 3550 SERIES SWil...

Latest Product Alerts between Q3CYO09(start) and Q2CY¥10(end).

[ Hostname | » J |SJC Ip :

sjc5-de3-00b-gwl cisco.com
172.24.19.106

sjc5-rowB0-00b-swl cisco.com
10,23.16.2

sje5-rows1-o0b-sw1 . cisco.com
10,23.16.3

VAR

P — —

| Dizplaying 1 - 3 of 3 total Chassis |

e The search results display only those devices whose hostnames start with “sjc”

Y

Nete The total number of chassis items displayed changed from a total of 15to0 3.1 =

Searching by IP Address
To filter the data by searching by IP Address, perform the following tasks:

Latest Product Alerts - m

Product Alert Category > Product Alert Description =
Froduct Alert Details = IP List

Latest Product Alerts between Q3CY0D9start) and G2CY10(end).

P Adaress (1) | v ]@ L .

ceentl-uk-bb-swi cisco.com @ O e
10.63.13.132 & 1
ccentl-uk-bb-sw2 cisco.com . Y
10.63.13.133 &
foxcont-cz-bb-swl cisco.com O
10.63.11.132 &
foxcon1-cz-bb-sw2 cisco.com &
10.63.11.133 & ™=

o mm mm mm mm mm = o

| Dizplaying 1 - 4 of 15 total Chassis |

e Select IP Address from the drop-down Iist,@ enter any portion of the hostname you want to filter by in
the search criteria field (i.e. 172),@ then click the magnifying glass@ to perform the search.

Y

Note An * (asterisk/wildcard) is not required at the end of the search term.
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Latest Product Alerts 4 =
FProduct Alert Category > Product Aler Description >

Product Alert Detailz = IP List

Selections : IR_2_4_LT_1, Harchware Alerts, CISCO CATALYST 3550 SERIES Sw...

Latest Product Alerts between Q3CYD9(start) and Q2CY10(end).

[ IP Address 'J |1'-"2 |, )
sjc5-de3-oob-gwl cisco.com _\\|
1722418108
slr2-us-gps-swl cisco.com .
172.30.228.4

e Search results contain all IP addresses that contain 172 in any part of IP Address. The search results
display only those devices that have IP addresses starting with 172, no other devices are displayed.

Y

Note The total number of chassis items displayed changed from a total of 15to 2.1 =!

e To see all the devices in the list again, delete the contents of the search criteria field and press the enter
key or click the magnifying glass.

Searching by IP Address Range
To filter the data by searching by IP Address, perform the following tasks:

Latest Product Alerts
Product Alart Catagory = Product Aled Dascription * Product Alert Details » IP List

Selections: IR_2_4_LT_1, Hardware Alerts, CISCO CATALYST 3550 ..

Latest Product Alarts betwaen Q3CY09(start) and QZCyi0(and).

[pmnessnanue@J |1U.63.11.1‘32® | |1n.s1‘z¢.a@

Jabil-hun-bb-5w2 cisco.com @ -
10.63.19.5

laud1x04 ¥vpnsunrise.net
212161.178.47

sje5-de3-00b- gwl ciscacom

¥ &b & J

172.24.19.106
sjc5-rowd0-oob-swi _cisco.com
10.23.16.2 .
L L
e e e e e —_—
1 Dizplaying 7 - 10 of 15 total Chaszsiz |
___________ 4
nete  When the IP Address Range option is selected and additional search criteria field @ is displayed in the
pod.

e Input for both search criteria fields @@ should have complete IP addresses; no wild card characters (*)
are accepted.
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Latest Product Alerts

IP Address Range | » | [10.63.11.132 10.63.11. I ¥.  Invalid IP Address format

Note  If an incorrect IP Address is entered in one of the search criteria fields, then a red border will appear
around the offending search criteria field and a mouse-over of that field will produce a pop-up warning
statement.

Latest Product Alerts

foxgon-cz-bb-swi cisco.com
10.63.11.132

foxcon-c2-bb-sw2 cisco.com
10.63.11.132

foxgon-cz-dis-gw .cisco.com
10.63.24.4

jabil1-hun-bb-sw1 cisco.com
10.63.19.4

e Click the magnifying gIass@ to perform the search.

e The search results display only those devices that have IP addresses that are within the range of the IP
addresses specified in the search criteria fields, no other devices are displayed.

Y
Note The total number of chassis items displayed changed from a total of 15 to0 9. ¢ =!

e To see all the devices in the list again, delete the contents of both search criteria fields and press the
enter key or click the magnifying glass.
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Search by Product ID

To filter the data by searching by Product ID, perform the following tasks:
Expiring Coverages

Contracks » IP List » Chassis Details » Product Alert Details

Selections | YR_24 Dev 1, 2261084, [AMS3-dc-gw2 cisco.com: 10.61.32.70]

Explring coverages between Q3CY10 (start) and Q3CY10 (end)

| Productip (1) + | [Ws-C6 (2) l,{':}

WS-CES13-CL  [PID] @
SMTO552F374 [SN]

WS-CE513-CL [PID]
SHTO552D745 [SN)
WS-CBK-VTT=  [PID] §
SMT05520145 [SN)

B

WS-CBKVTT=  [PID]
SMT05524121  [SN]

B
W b b
[

Click the drop-down list@ choose Product ID.

e Inthe search criteria field@ enter the filter parameter you want to use

Y

Nete  No wild card characters (*) are needed.

e Click the magnifying glass@ to perform the search.

e The results are updated on the pod view, and a summary of how many items are being displayed, of the
search items found, is noted in the bottom-left corner. ¢ =?

Y

Note In this example only devices starting with product id ‘Ws-C6’ are displayed in the search results.
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Search by Serial Number

To filter the data by searching by Serial Number, perform the following tasks:

Expiring Coverages 2

Conteacts » IF List > Chassiz Detallz > Cards

Selections : R_24_Dev_1, 2261084, [AMS3-dc-gw2 cisco.com: 1061 .32.70]

Explring coverages between Q3CY10 (start) and Q3CY10 (end)

| Serial HIII]II}E@:J |SMT0552 @ k{’_")

WS-CB513-CL  [PID] @ o
SMTO552F374 [SN] 3
_ S

WE-CB513-CL  [PID]
SMTO552D745 [SN]

<]

WS-CEK-VTT=  [FID]
SMT05520145  [SN]

[«
L

WS-CEKAVTT=  [FID] N
SMT05524121  (SN] 4
P ] —
I Displaying 1 - 4 of S total cards 1
e e e e e e e e e )

Click the drop-down list@ choose Serial Number.

e Inthe search criteria field @ enter the filter parameter you want to use.

Y

Nete  No wild card characters (*) are needed.

e Click the magnifying glass@ to perform the search.

e The results are updated on the pod view, and a summary of how many items are being displayed, of the
search items found, is noted in the bottom-left corner. ¢ =?

Y

Note In this example only devices starting with serial number ‘SMT0552’ are displayed in the search results.

Working with Tables
There are different functions you can perform with table data:
e Adjust Table Column Widths

® Sort Data in a Table

Adjust Table Column Widths

To adjust the width of a column in a table, perform the following steps:
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Inventory Processing

Entitted Company Inventory Name Appliance Id Upload Date *Shlus
CISCO SYSTEMS hson_30 TGWSE00002890 03Uul2010 24:44:27 € Buccess
CISCO SYSTEMS hson_30 TGWSS00002889 024Julf2010 23.04:05 E Success
CISCO SYSTEMS hson_30 TGWSB800002889 020uV2010 220298 E [
CISCO SYSTEMS hson_30 TGWSS00002888 02/Juli2010 19:56:07 E Success
CISCO SYSTEMS hson_30 TGWSS00002882 020ulf2010 04:39:50 E Success

e Hold the mouse over the column edge; the mouse changes #* to allow column adjustment. Slide the
mouse in the direction you want to move the column.

Imventory Processing

Entitied Compary Irventory Name Appliance Id Upload Date 5, StAlUE
CISCO SYSTEMS hson_30 TGWSS00002830 D30ulr2010 24:44:27 EDT 'ﬁuccass
CISCO SYSTEMS hson_30 TGWSS00002889 02ulr2010 23:04:05 EDT Success
CISCO SYSTEMS hson_30 TGWSS00002889 024Juli2010 22:02:18 EDT

CISCO SYSTEMS hson_30 TGWSS00002888 0ZJulf201019:56:07 EDT Success
CISCO SYSTEMS hson_30 TGWSS00002882 024Julf2010 04:39:50 EDT Success

¢ Release the mouse button when the adjusted column is at the width you want.

Sort Data in a Table
To sort a column in a table, perform the following steps:

Imventory Processing

Entitled Company Inventory Name I_‘l' Appliance Id Upload Date Status
CISCO SYSTEMS szad_41 TGYWSS00002820 250uns2010 02:58:26 EDT Success
CISCO SYSTEMS schellaTest CEP0O00000D142 23uni2010 241814 EDT Success
CISCO SYSTEMS schellaTest CSP0O000000142 220)uni2010 07:38:04 EDT In Progress
CISCO SYSTEMS raa_g2 TGWES00002882 021July2010 04:39:50 EDT Success
CISCO SYSTEMS raa_41 TGWSS00002841 290uns2010 02:52.46 EDT Success
CISCO SYSTEMS raa_20 TGWSS00002820 250uni2010 02:40:18 EDT Success
CISCO SYSTEMS hson_30 TGWSS00002890 03Juli2010 24:44:27 EDT

CISCO SYSTEMS hson_30 TGWS3S00002888 02Uuli2010 19:56:07 EDT Success
CISCO SYSTEMS hson_30 TGWSS00002841 30Juns2010 02:01:07 EDT Success
CISCO SYSTEMS hson_30 TGWSS00002889 021Juls2010 23:04:05 EDT Success

e Click the column header of the column you want to sort, a triangle 13 will appear to the right of the column
header, indicating whether the column is sorted in an ascending order (triangle pointing up), or a
descending order (triangle pointing down).
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Inrventory Processing

imventory Upload Details for past 3

Enfitied Company Inventory Name | a |Appliance Id Upload Date

hgan_30
hson_30

CISCO SYSTEMS
CISCO SYSTEMS
CISCO SYSTEMS
CISCO SYSTEMS
CISCO SYSTEMS
CISCO SYSTEMS
CISCO SYSTEMS
CISCO SYSTEMS
CISCO SYSTEMS
CISCO SYSTEMS

T T T

e To change the sort direction, click the column header again and the sort will change to the opposite

direction.

e To sort data by a different column, perform the same process with a different column.

hson_30
hson_30

raa_20

raa_41

raa_g32

schellaTest

schellaTest
ssad_41

TGWSES00002883
TGWSS00002889
TGWSS00002841
TGWSS00002890
TGYWSE00002820
TGWSS00002841
TGWSS00002882
CSPO00000D142

CSP000000D142

TGWSS00002820

R )

020uli20M0 22:0218 EDT
020ul20M10 23:04:05 EDT
30Lun2010 02:01:07 EDT
032010 24:44:27 EDT
250un2010 02:40:18 EDT
290uns2010 02:52:46 EDT
020ulr201 0 04:39:50 EDT
23uni2010 24:18:14 EOT
220un2010 07:38:04 EDT
250un2010 02:58:26 EDT

Success
Success
Success
Success
Success
Success
Success
In Progress

Success
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Changing the Ending Quarter

This pod uses an ending quarter function that informs the application what period of time to use to gather the
requested expiring coverage data. The current ending quarter is displayed in black text C2 and also noted at the
end of the expiring coverage statement. .}

The Contracts pod is the only place that you can change the ending quarter for the Expiring Coverages report. If
you have drilled down several pod views and want to change the ending quarter you must select Contracts in the
breadcrumb, © and perform the ending quarter change on the Contracts pod.

To change the ending quarter, perform the following tasks:

Expiring Coverages

Selections : CISCO SYSTEMS

QIECY10 @acYI0 | @1cv11 | G!QCY1‘1{E,)

o
Expiting coverages between Q3ICY10 [start) and\QSCYID (end)‘
— -

e Click on the quarter you want to be the new ending quarter, as your mouse hovers over the new quarter
it backlights to a light blue color.

Expiring Coverages

Contracts

Selections : CISCO SYSTEMS

QICY10 | @4cCvI0 | Q1cvd QzZCy11

o, —— = —
Expiting coverages between Q3CWL0 (stark) angd Q2CY11 (end)‘
-

e The pod displays the new ending quarter C and updates the quarter at the end of the expiring coverage
statement. ¢ =1

Export Function > Generate an Offline Report

The export option lets you generate an offline report that is in either an Excel and PDF format. To export a report,
perform the following steps

Smart Portal User Guide
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. Entitled C P REU2 Inventory: Reu2_0623
DashBoard " Reparts =  Defta Reports Support Device Diagnostics/ Smart Call Home - il B e

Miscellaneous Reports My Reports Contracts Product Alerts

Inventory

| Jpep——

e Click the Export button then select either the PDF or XLS option; depending upon which pod you are in
one of the following actions will occur:

o Non-inventory type pod exports will request the report, and notify the user.

o For inventory pod exports, the pod view flips around to display an inventory offline search criteria
form.

Inventory

All Details

|| select all
General Device Details

|| selectall

M Host Name

|¥] 1P Address

|| SHMP Location

Contract Details

[ | select Al

Specify the criteria for the report and click Request Report.

Ee °

Use the scroll bar I to see additional search parameters.

Smart Portal User Guide
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e The pod view flips back to the previous view and a notification is displayed indicating that request is being
processed and will be available at the My Reports pod.

e (o to the My Reports pod view to get the offline report.
Y
Note

Cisco will retain all user generated Reports (Offline, PDF/XLS reports) within 72 hours of viewing or
within 7 days from the date of generation. Therefore, please access the report as soon as possible. You
can request to have this report re-generated at any time.

Smart Portal User Guide
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Dashboard

The Dashboard is accessed by clicking Reports on the PSS Overview page. The Dashboard is selected by default.

Reports Delta Reports Support Device Diagnhostics!/ Smart Call Home

Inventory Processing Latest Product Alerts Expiring Coverages To doList

There are several different Reports data areas in the secondary tabs under the Dashboard tab, they are:

e Expiring Coverages
e Inventory Processing
e Latest Product Alerts
e Todo List

To see information under one of the Reports data areas, click one of the above corresponding secondary tabs.

.::'l's'ég' Smart Portal |5 ; Partner Support Service Hiscott | mrg

UDishboard Reports  DeaReports  Support Device Diagnostics/ Smart Call Home

Inventory Processing Latest Product Alerts

Expiring Coverages - Todo List
€ntitled Company Tasks List

QACY11 | Q4cvit | a@icyiz | ezcvez
e . batvean Q3CY11 (start) and Q3CY11 (end) Title StartDate  Due Date CreatedIn | Status Priority

& Check Lates! 2010-Jul-06 2010-Jul-09 TodoList  InProgress( High
@ EOL for SW1 2010-Julk05 2010-Jul-10 TodoList  InProgress ( High

EOLfor SWF 2010-Jul-0S 2010-Jul-09 Expiring Cov Completed (( High

Add a New Task

1-10 of 14 Entitled Companies

-
-s
| - |_I|_.||

2., *FL.. ACC.. BAM., CIS...
*FA.. AB.. B2N.. CAT.. CN..
Entitled Company

1L

Expiring Coverages Report

This Expiring Coverages pod lists all the contract numbers that are expiring by the quarter shown in black (i.e.
Q2CY11). ] The quarters start from the current quarter out to the next three quarters.

To see information about expiring coverages perform the following steps:

e Onthe Dashboard tab display, click the Expiring Coverages tab; the Expiring Coverages pod appears.

Smart Portal User Guide
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Expiring Coverages

o |f the partner has contracts for more than one entitled company, then the expiring coverages first pod
view displays a list of all the entitled companies associated to the partner.

DashBoard Reports Delta Reports Support Device Diagnostics/ Smart Call Home

Latest Product Alerts Todo List inventory Processing

Expiring Coverages

e Click a specific entitled company; the contracts associated with the selected entitled company are
displayed in the next pod view, within the designated time frame. 71 The name of the selected entitled
company is displayed in the selections field. | a

Smart Portal User Guide
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|
" Expiring Coverages 7
Contracts
Selections : "IR24_DemoParty!
Expiri ges bety Q3CY10 (start) and Q2CY11 (end)
7’ =
Contract Number Chassls and Cards count Percentage
1002019 1 0.05
1032450 2 0.1
1544372 1 0.05
2265624 1" 0.58
2642168 1 0.05
3713579 1 0.05 “
3980607 1 0.05
4009141 1849 98.98 r
P _ -}
¢ | o : ‘

e Inthe data table view,i s the hyperlinks for each Contract Number is visible.
Y
note  If the partner had to select an entitled company before viewing the contracts then the first item the
breadcrumb list is ‘Entitled Company’.‘ﬁjI If the partner’s contract(s) are associated to only one
entitled company then the breadcrumb will instead list ‘Contracts’ @ first.

Expiring Coverages Expiring Coverages

@ Entitled Company * Contracts Contracts @

e Once an entitled company is selected, either manually by the partner if there is more than one, or by
default because there is only one entitled company, the remaining expiring coverage screens are all the
same. The following expiring coverage graphics show a partner with only one entitled company, therefore
the breadcrumb will not have the ‘Entitled Company >’ prefix before Contracts.

A hover over a contract displays a pop-up window, which provides the following details about each expiring
contract:

e Contract Number

e Number of devices (Chassis + Card count)

e Percent of devices (based on contracts and expiring devices)

Smart Portal User Guide
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DashBoard Reports Delta Reports Support Device Diagnostics/ Smart Call Home

Latest Product Alerts TodoList Inventory Processing

Bxpiring Coverages

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I3 indicates what specific item(s) have been selected in each pod (i.e. Cisco Systems).

e The ending quarter that is in use is denoted in black. "] See changing the end quarter for more
information on how to change the ending quarter.

e The slide bar and scroll knob (see red-dashed arrow) indicates where you are currently viewing in the
total number of items.

e The bottom-left corner of this page 1+ provides options to view the data between:
o pie chart
o bar chart (blue border around icon indicates this is the type view shown in pod view)
o data table

To get details about a contract, click on a contract. The contract has a hyperlink to CSCC so the user can query
the contract. A data table view of the contracts shows contract with an underline, indicating the hyperlink
availability (see graphic below).
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F Expiring Comrages - =
Ealifad Comping * Canbrask

Edeclions ;. Sy

Expifing coverdgds Batedah SLOVLE (#am] ard OLIYLE [and)

&

Ciordrack Mumber Chassls amd Cands count Parcertaga
AnroS4ng 1 S0.00
anaie sl 1 %0100

Perform the following steps to see other contracts:

e Click on another adjacent quarter hyperlink to specify a different ending quarter. 3
e You can refine the number of items being displayed by using the search criteria field / search function. i

e Use the slide bar and scroll knob to change where you are currently viewing in the total number of items.

e After using the above methods and viewing other contracts, click on a contract.

After clicking an expiring contract; the IP list pod appears to reveal the list of those devices affected by the
selected expiring contract.

IP List

This pod view lists all IP addresses that have expiring coverage for the selected contract. If card coverage is
expiring, the corresponding IP address is also displayed in this view.
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" Expiring Coverages e
CEnmlod Company > Contracts> IP List )

_____________ —
Selections : CISCO SYSTEMS, 91351567 | Filter

~_ sjepim01-21-swi cisco.com g
5 64.101.52.4

mm@@§ Displaying 1 - 1 of 1 total Chassis

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: 13 indicates what specific item(s) have been selected in each pod (i.e. contract ‘91351587’).
e The expiring coverage time frame for latest product alerts. "J

You can change your search field options by selecting your search option from the drop-down list, which offers
the following views:

¢ Host Name

e |P Address
e |P Address Range
)

Note \When you select the IP Address Range option an additional search field appears, 1 = which allows both a
starting and ending IP address.

Expiring Coverages

Entitled Company = Contracts = IP List

Selections ;. CISCO SYSTEMS, 91351387

Expiring coverages between Q4CY12 (stark] and Q4CY12 (end)

[ IP Address Range | v ]
|

To get more details about a specific device, click the arrow icon to the right of the associated device to obtain
chassis details; the Chassis Details view appears.

Smart Portal User Guide
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Chassis Details

The Chassis Details pod view provides the following detailed information about the chassis and can also provide information about
any expiring coverage for a selected contract. The Chassis Details screen can be reached from different portal routes:
e Contracts Pod

e Inventory Pod

e Product Alerts Pod

e Latest Product Alerts Pod
e Expiring Coverage Pod

Entitled Company > Contracts > IP List> Chassis Details

| Selections : CISCO SYSTEMS, 91351587, [sicpim01-21-sw1 cisco.com: 64.101.524) |

T LR T AT AT AN RS RS TS LR TR T LT
[ Gotrng corarages batvesn Q4023 Gard and Q032 oo | eeandi bt N
Product Family Cisco Catalyst 6500 Series Switches
Product ID WS-C6509-E
Serial Number SMG1223N678
Device Type SWITCH
Vendor Or Model Cisco Catalyst 6509 Switch
Product Description Cat 6509 Chassis, 9slot, 15RU, No Pow Supply, No Fan Tray
Alert Product ID Not Available
Collected Product ID Not Available
Collected Serial Number SMG1223N678
SNMP Location Not Available
Original Inventory Date 2008-0ct-05
Last Inventory Date 2008-Nov-05
Appliance ID CSP0001004738

Smart Call Home Capable Yes

Product Alert(s)

Card(s) C:Z)

Contraci(s)

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I3 indicates what specific item(s) have been selected in each pod (i.e. contract ‘91351587’).
e The expiring coverage time frame for latest product alerts. "J

e The link Lookup CSCC for Uncovered Items will appear only in the Chassis Details pod when a chassis
or the chassis cards are not covered. For more details see Lookup CSCC for Uncovered ltems.

e The Smart Call Home Capable flag with the Yes/No value indicates the following:

o Yes indicates: The particular devices Minimum OS version and Product type match devices at the
following URL.

http://www.cisco.com/web/services/portfolio/product-technical-support/smart-call-supported-
products.html

o No indicates: The particular devices do not match with the product type and minimum OS version for
the above URL.

The Chassis details bottom half shows the following chassis sub-categories.

Y

Nete The IP list / Chassis Details process is a common process that is used numerous times in different pod
views.
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Expiring Coverages s
Entitled Company * Contracts > P List » Chassis Datails

Smart Call Home Capable

Selections : CISCO SYSTEMS, 91351587, [sicphmi -21-sw1 cisco.com : 64.101 52.4]

Expiring covarages batvaan Q4CY12 (start) and Q4CY12 (and)

Vendor Or Model Cisco Catalyst 6509 Switch A
Product Description Cat 6509 Chassis, 9slot, 15RU, No Pow Supply, No Fan Tray '
Alert Product 1D Mot Available

Collected Product ID Mot Available

Collected Serial Number SMG1223IN6TS

SNMP Location Not Available

Original Imnventory Date 2008-0ct-05

Last Imventory Date 2008-Now-05

Appliance ID CSPO0D01004738

Smart Call Home Capable Yes

Product Aleri(s)

=
L &
cardis) K (1) ‘:D
Contract(s) _<
|
Hardware/software Details
4
Exceptions =)
'
Device Configuration Details r
A
il Bl

Y

Note A green checkmark @ indicates that the device / card is affected by the expiring coverage. A mouse-

over the checkmark will provide information about the expiring coverage.

To see more details about the data in the sub-categories, perform the following steps:

Click the Product Alert(s) arrow icon; the Product Alert Details pod appears, and displays the
corresponding product alert details for the selected device.

Click the Card(s) arrow icon; the Card Details pod appears, and displays the corresponding card details
for the selected device.

Click the Contract(s) arrow icon; the Contract Details pod appears, and displays the contract details of
the the selected device.

Click the Hardware/Software Details arrow icon; the HW/SW Details pod appears with the hardware and
software details for the selected device.

Click the Exceptions arrow icon; the Exception Details pod appears with the details listed by exception
type with associated exception details.

Click the Device Configuration Details arrow icon; the Device Details pod appears displaying the
running configuration. There is a drop-down list that lets you view information for other configuration
options: Startup Configuration and Show Commands.

Product Alert Details

This pod view lets you see if the selected chassis has any associated alert information. There are the different
alert types:

Hardware alerts
Software alerts
Field Notice alerts

I pss22
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e PSIRT alerts
e IntelliShield alerts

Hardware Alerts
This pod view lets you see if there are any hardware alerts associated to the selected device.

Expiring Coverages P

Contracts » 1P Ligt > Chassis Datails » Product Alert Datails
il |

Selections : *IR24_DemoParty1, 4003141, [ABBLDG-E01-ATMO1 usaa.com: 17216.114.28]
(e e ™ e e e e .
;.Expldng coverages betveen Q3CY10 (start) and Q2CY11 (end)

W e v e a w w e s e w s e h e e s e v e

| Hardware Alerts | ~ J@

¥ Cisco 1700 series

Alert Definition URL hitpfiwwaw cisco comfen/USiproductsihwiroutersips221/prod_eol_notice0900aecd804447 3 himl
EoLDoS Date 25/MARS2012
EoSale Date 27/MARI2007
EoRFA Date 26/MAR2008
EoSCR Date 250UN2011
EoSWM Date 27/MARF2010

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I3 indicates what specific item(s) have been selected in each pod.
e The expiring coverage time frame for latest product alerts. "]

e To see the alert details, click the triangle to the left of the alert; the alert details are displayed below the
alert.

e To hide the alert details, click the triangle to the left of the alert; the alert details are removed from the
view.

e Click the drop-down list to see the other alerts. @

Software Alerts

This pod view lets you see if there are any software alerts associated to the selected device.

Expiring Coverages

Contracts = IP List = Chassis Dataits * Produck Aler; Datalls

Selections : *IR24_DemoParty1, 4009141, [ABBLOG-EDT-ATMOM usaz.com : 17216114 28]
_l--.--.--.--.--.--.--.--.--.--.--.--.T — ) =

lixpiring coverages between Q3010 (start) and GQ2CY11 (end)

[ Software Alerts | v ] @

¥ End-of-Zale and End-of-Life Announcement for Cisco |05 Software Release 12.3T

Alert Definition URL http vy cisco.comienfUSiprodicollateraliiosswrelpsa8802ps 684 Tipsa 207 /prod_bulletin0900aecd803a0ffe. htrml
EOL Date OFSJUINZ2011
EOE Date 07/JUm2007
EOS Date 07/JUNI2006

This pod view provides the following information/options:

e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I3 indicates what specific item(s) have been selected in each pod.

e The expiring coverage time frame for latest product alerts. "J
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e To see the alert details, click the triangle to the left of the alert; the alert details are displayed below the
alert.

e To hide the alert details, click the triangle to the left of the alert; the alert details are removed from the
view.

e Click the drop-down list to see other alerts. @

Field Notice Alerts

This pod view lets you see if there are any field notice alerts associated to the selected device.
Expiring Coverages LA
Contracts » 1P List > Chasels Datails > Product Alert Details

o — )

lSebdbns: *IR24_DemoParty1, 4009141, [ABBLDG-E01-ATMO1 usaa.com: 17216.114.28]

— e h R e e E e e e E e S—_p—

* Expiri bet: Q3CY10 (start) and Q2CY11 (end)

I o | i s 8

| Field Notice Alerts | v J@

¥ *EXPIRED™ FN# 11391 - Fan not operational in the Cisco 1700

Alert Definition URL hitp:vweww cisco.comipublic/supporttaciin_index html
Vulnerability Potential vulnerable

First Published Date 11/AUG/2000

Last Updated Date 29/AUGS2007

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I3 indicates what specific item(s) have been selected in each pod.
e The expiring coverage time frame for latest product alerts. "J

e To see the alert details, click the triangle to the left of the alert; the alert details are displayed below the
alert.

e To hide the alert details, click the triangle to the left of the alert; the alert details are removed from the
view.

e Click the drop-down list to see other alerts. @

PSIRT Alerts

This pod view lets you see if there are any PSIRT alerts associated to the selected device.

Expiring Coverages il
Contracts » 1P List > Chassis Details > Product Alart Detalls

==—=————Tt o=

ISdedions: *IR24_DemoParty1, 4009141, [ABBLDG-E01-ATMO1 usaa.com: 172.16.114.28]

| psRT Alets | v (1)

¥ Access Point Web-browser Interface Vulnerability

Alert Definition URL hitp:fhwww. cisco.comfen/USIproductsiproducts_security_advisory0 06cd32f.shtml -
Vulnerability Not vuinerable

First Published Date 280JUNI2006

Last Updated Date 20/SEP/2006

» Cisco 10000, uBR10012, uBR7200 Series Devices IPC Vulnerability
» Cisco Catalyst 6000, 6500 and Cisco 7600 series MPLS packet vulnerability
» Cisco Catalyst 6000, 6500 series and Cisco 7600 series NAM (Network Analysis Module) vulnerability

> Cisco 108 Firewall Authentication Proxy for FTP and Telnet Sessions Buffer Overflow "

This pod view provides the following information/options:
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e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.

e Selections: Iz indicates what specific item(s) have been selected in each pod.
e The expiring coverage time frame for latest product alerts. ]

e To see the alert details, click the triangle to the left of the alert; the alert details are displayed below the
alert.

e To hide the alert details, click the triangle to the left of the alert; the alert details are removed from the
view.

e Click the drop-down list to see other alerts. @©

Smart Portal User Guide
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IntelliShield Alerts

This pod view lets you see if there are any IntelliShield alerts associated to the selected device.

Expiring Coverages

I Selections : “F24_DemoParty!, 4009141, [ABBLDG-E01-ATMD1 usaa.com 1?2.16.114.33‘]_I
A BN By EEY Y Y Y EEY EreY Y v -y — — —
b O o e e I HIC AR A -
| Intellishield Alerts |+ (1)
¥ Cisco 108 MGCP Packet Denlal of Service Vulnerability =
Alert Definition URL hiip:Mools. cisco.comisecuritfeentervewalerts? alertld=13866
IAM service home page hitp:ihwnsied cis co.comfentl SiproductsipsBB 3 4iserny_group_hame. htm
Urgency 2 (Unlikely Use)
Credibility 5 {Confirmed)
Severity 3 {Mild Damage)
CVSS value Mot Available, Not Available
CVEID CVE-2007-429
First Published Date 08/ALGI2007
Last Published Date 08/ALGI2007
* Cisco 105 RTP Packet Denial of Service Yulnerability I~

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I3 indicates what specific item(s) have been selected in each pod.
e The expiring coverage time frame for latest product alerts. "]

e To see the alert details, click the triangle to the left of the alert; the alert details are displayed below the
alert.

e To hide the alert details, click the triangle to the left of the alert; the alert details are removed from the
view.

e Click the drop-down list to see other alerts. @
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Cards

This pod view lists all the cards that are in a chassis; those cards that have expiring coverage, for the selected
contract, will have a green checkmark to the right of the card.

Expiring Coverages PR
Entitled Company » Contracts > IP List> Chassis Detalls > Cards
| Selections : CISCO SYSTEMS, 91351587, [sicpim01-21-sw1 cisco.com: 64.101.524] |
. expinK«;vIKgisﬁeJJa—Q}&Iz'(nmi and Q4CY12 (and) |
| Product ID - b
GLC-SX-MM= [Product ID] N 2
— )
FNS12160BR8 [Serial Number] /
GLC-SX-MM=  [ProductID) Q.
FNS12160BSM  [Serial Number] r
GLC-SX-MM= [Product D] N
FNS121608S4 [Serial Number] V
GLC-SX-MM= [Product ID) (N
: =
FNS12160BSX [Serial Number] ¢
GLC-SX-MM=  [ProductID] LN
FNS12160B5K [Serial Number] F74
GLC-SX-MM= [Product ID] N
FNS12160BR2  (Serial Number] 7/&,

Displaying 1 - 6 of 32 total cards

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I3 indicates what specific item(s) have been selected in each pod (i.e. contract ‘91351587).
e The expiring coverage time frame for latest product alerts. "J

e The number of items displayed can be filtered by using the search by Product ID or search by Serial
Number options.

e Click the arrow on the right to obtain card details about the corresponding card;

e Those cards that have expiring coverage will have an associated green checkmark to the right of the
card.

Card Details

This pod view lists all the details about the selected card. This pod view provides the following
information/options:

Smart Portal User Guide
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Expiring Coverages

Entitled Company > Contracks > |IP List > Chassis Details > Cards > Card Details

__________________________________ -
'M:CEOOSYSTBIS. 91351587, [sicpim01-21-8w cisco.com: 64.101.52.4], [GLC-SX-Mh= : FNS121E608R3) |
e o o oo o o e e e e e e e — e e e e e e e e

-——
b — — — — m— — — m— o — —

. Expiring coverages between Q4CY12 (start) and Q4CY12 (end) J

Card Family Mot Available
Product ID GLC-SH-MM=
Serial Number FNE12160BRE
Device Type DEVICES
Alert Product ID Mot Available
Collected Product ID Mot Available
Collected Serial Number FNS12160BRS
Card Description Mot Available
Slot ID Mot Available
Original lmventory Date 2008-0ct-05
Last Inventory Date 2008-Mow-05

Product Alert(s)

Contract(s)

Hardware Details

b b b

e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.

e Selections: I3 indicates what specific item(s) have been selected in each pod (i.e. contract ‘91351587’).
e The expiring coverage time frame for latest product alerts. "J
The Card details bottom half shows the following chassis sub-categories.

e Product Alerts
e Contracts
e Hardware Details
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Product Alert Details
There are three different categories of product alerts:

e Hardware Alerts
e Software Alerts
e Field Notice Alerts

Product Alert Details — Hardware Alerts

This pod view displays all the hardware alerts that are associated to the chassis that has expiring coverage for the
selected contract.

Contracts » IP List > Chassis Datails > Cards » Card Datails » Product Alart Datails

Selections : CISCO SYSTEMS, 2261084, [AMS3-de-gw2 cisco.com: 1061.32.70], (WS-CAC-2500We= : ARTOS11E083]
el il ol ol ol oh ol ol ol o ol ol o NI IS B SIS S S S —

| Hardware Alerts | v j@

¥ Selected Cisco Catalyst 6500 Series Line Cards

Alert Definition URL hity

EolDoS Date 14DECI2014
EoSale Date 15/DEC2009
EoRFA Date 1S/DEC2010
EoSCR Date 15MAR2014
EoSWM Date 1S/DEC2010

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I3 indicates what specific item(s) have been selected in each pod (i.e. contract ‘91351587’).
e The expiring coverage time frame for latest product alerts. "J

e To see the alert details, click the triangle to the left of the alert; the alert details are displayed below the
alert.

e To hide the alert details, click the triangle to the left of the alert; the alert details are removed from the
view.

e Click the drop-down list to see other types of alerts. ®
Y

Note  User should be checking the end dates and ensure that their network is not affected by the information
identified in the alert.
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Product Alert Details — Software Alerts
This pod view displays all the software alerts that are associated to the chassis that has expiring coverage for the
selected contract.

Expiring Coverages A

Contracks » IP List » Chassis Details » Cards > Card Details > Product Alert Details

- Expiring ;..'u?.i :T.g"..:n i;s'cﬁﬁ.'u:} and Q20v1 'I.-(t;nl]- Y

| Software Alerts - J@

¥ End-of-Sale and End-of-Life Announcement for the Cisco 105 Software Releases 12 2(20)EW and 12 2(25)EW for the Cisco Catalyst 4500 Series Supervisor Engine
Alert Deflinition URL ity [ 7

EOL Date 280CTI2013
EOE Date 29/0CTr2009
EOS Date 29/0CTI2008

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: 13 indicates what specific item(s) have been selected in each pod (i.e. contract ‘91351587).
e The expiring coverage time frame for latest product alerts. "J

e To see the alert details, click the triangle to the left of the alert; the alert details are displayed below the
alert.

e To hide the alert details, click the triangle to the left of the alert; the alert details are removed from the
view.
e Click the drop-down list to see other types of alerts. @

Y
Note  User should be checking the end dates and ensure that their network is not affected by the information
identified in the alert.
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Product Alert Details — Field Notice Alerts

This pod view displays all the field notice alerts that are associated to the chassis that has expiring coverage for
the selected contract.

Contracts » IP List > Chassis Details > Cards > Card Details > Product Alert Details

| Field Notice Alents | v (1)

¥ "Expired® FNG62333 - WS-X6724-5FP, WS-X67 48-5F P, WS-X6748-GE-TX WS-F6700-DF CIADFCIBDFCIBNL - Fallyre to properly répair for FNG2139 - Replace via R)

Alert Definition URL hitp Shwves-1a
Vulner abilsty Not wulnerable
Fir st Published Date 22FEB2006
Last Updated Date 28ISEPI2007
¥ A Serial EEPROM Value May Be Configured Incorrectly On Some WS-XB6748-GE-TX Linecards
Rlert Definition URL hitp St méput Jpporttaciin_index hir
Vbt ability Potential vulnerable
Fir st Published Date DHAUGI2004
Last Updated Date 2USEP2005

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I3 indicates what specific item(s) have been selected in each pod (i.e. contract ‘91351587).
e The expiring coverage time frame for latest product alerts. "]

e To see the alert details, click the triangle to the left of the alert; the alert details are displayed below the
alert.

e To hide the alert details, click the triangle to the left of the alert; the alert details are removed from the
view.

e Click the drop-down list to see other types of alerts. @

S
Note  One of the more important pieces of information on this view is the vulnerability field, which indicates if
the selected device has any exposure to the identified alert and how serious the threat is.
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Contract Details

This pod view displays the details for a contract associated to the chassis. If there is more than one contract
associated to the chassis then the drop-down list lets you select and see the details of the other selected
contract(s).

Expiring Coverages I m
‘ Contracts > IP List > Chassis Details > Contract Datails ’
L&hﬂﬂms "IR_24_Dev_1, 2261084, [AMS3-dc-gw2 cisco.com: 10,61.32.70] I
AT BT ST ST =Y AT BT ST ST ST &Y |-
| Expiring coverages between|Q3CYL0 (start) and Q3ICY10 (end) .
Contract Number : i 2261084 @
Service Level
SLA Type BROHNBD
Contract Status ACTIVE
Contract Start Date ZELANSZ003
Contract End Date U011
Install At Site Name CISCOIT PRODUCTION NETWORK AMSTERDAM-AMS
Bill To Naime CISCOIT INTERMNAL GLOBAL PRODUCTION NETWORK
Install At Address KABELWEG 39-47  AMSTERDAM, NOORD-HOLLAMD, 1014BA METHERLANDS
Ship To Address CLIFPER BUILDING, KABELWEG 39-47, AMSTERDAM, 1014 BA, NETHERLANDS
System Contact USA

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I3 indicates what specific item(s) have been selected in each pod (i.e. contract ‘91351587).
e The expiring coverage time frame for latest product alerts. "1
e The view contains various details about the selected chassis contract(s); most important is the contract

end date.

e Click the contract number drop-down list@ to see details of other contracts that might be associated to
the chassis.

Y

Note A chassis can have more than one contract / contract status.

HW/SW Details

This pod view displays the hardware and software details for the selected chassis.

{ Conftracts > IF List > Chassis Details > HW/S'W Datails ’
—————————————————
Edm-n "R_,‘ZIUJWJ 22&1034 [Auss-dc-gnz.dmmn 1031.32?01

E;.,Tn.;g‘m'u.?.;; hateean G daaiu‘;.;..‘u'.n‘d Q?e}ﬁ i.r.‘ui '

Hardware Details

Hardware version Mot Available

Installed Flash 128

Installed Memory 256

Software Details

Boot version Mot Available

Feature Set Mot Available

Software version Mot Available
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)
Note The installed flash memory represents the total flash in the device. If the device contains more than one
flash device, then the installed flash memory is shown as sum of all flash devices.

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: 13 indicates what specific item(s) have been selected in each pod (i.e. contract ‘91351587).
e The expiring coverage time frame for latest product alerts. "J
e The view contains various details about the hardware and software of the selected chassis.

Exception Details

In this view the user sees all the exceptlons related to this one chassis.

Contracts > IP List > Chassis Details > Exception Datails

m CISCO SYSTEMS, 2265624, [SATIT-TPOM-ENC2-S501 usaa.com : 192.168.119.165]

Exception Type s  Exception

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I3 indicates what specific item(s) have been selected in each pod (i.e. contract ‘2265624’).
e The expiring coverage time frame for latest product alerts. "]

e The pod view identifies the type of exception being referenced, and on the right side provides details
about the specific exception.

Device Details — Running Config / Startup Config / Show Command

This pod view allows the user to see the following device configuration details and show command information.
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=Y rs2z 1



I Chapter4 Smart Portal Partner Reports

Expiring Coverages

i ontnoon (1

Running Configuration

Startup Configuration

Show Commands

%5154:46 CET Sat Mov 1 2008

s sragg marn aspeannsns e 6254249 CET Sat Nov 1 2008

upgrade fpd auto

version 12.2

semvice timestamps debug datetime msec localtime show-timezone
semvice timestamps log datetime msec localtime show-timezone
semice password-encryplion

semvice linenumber

semvice counters max age 5

hostname AMS3-de-gw2

boot system flash disk0:s222-adventerprisekd_wan-mz.122-18.8XF 3 bin
boot system flash sup-bootlash:césup22-pk2ev-mz.121-13.E8.bin
logging bufferad 16384 informational

Both Running config and Startup config are similar in format.

This pod view provides the following information/options:

Last item in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.

Selections: 13 indicates what specific item(s) have been selected in each pod (i.e. contract ‘91351587).
The expiring coverage time frame for latest product alerts. "J

The view contains details about the following configuration items:

o Running configuration

o Startup configuration

o Show commands

Use the drop-down list {D to select/view information from the other configuration options: Startup
Configuration and Show Commands.

Expiring Coverages

Show Commands [

Cisco Internetwork Operating System Software
105 (trm) 5222_rp Software (3222_rp-ADVENTERFRISEKS_WAN-M), Wersion 12.2{1 8)5xF 3, RELEASE SOFTWARE {fc1)

IDPROM for backplane #0
(FRU is 'Catalyst 6500 1 3-slot backplane®

MNAKME: "WS-CES1 3", DESCR: "Cisco Systems Catalyst 6500 1 3-slot Chassis System”
PID:W3-CE513 WD, SN TBMOB031694

Mod Ports Card Type Serial Mo.
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The show commands list shows the list of CLI commands for which output is available for that device.

Lookup CSCC for Uncovered Iltems

Clicking the Lookup CSCC for Uncovered Items link will take the uncovered serial no of the chassis, card, or both
and launch the CSCC application with the CSCC log in prompt window.

Y

Note  Cards could have multiple uncovered serial numbers.

CISCO Products & Services Support How to Buy Training & Events
Log In
Choose language of Login: | Englizh E|
Log inte an Existing Account Create /
There are
User Mame relationsh
and find t
Passward

Reqgiste

Forgot your uzer 1D andior password?

After the CSCC login the CSCC screen shows the serial number information. There are two types of serial
number scenarios:

¢ Single Serial Number not under warranty.
e Multiple Serial Number not under warranty.

Single Serial Number

For a single serial number not under warranty you will see the following information.

Smart Portal User Guide
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]
!

0 - EXFIRED CSSP0 e CH_W_COMM_VNOMM_NT_TM o
-
. S

Fl | s EXPIRED CSSPD i HI_MISC TEAM 0 0
A
-

] s EXPIRED SBARS e CHMSCTM 0 0
iy
. -

B EXPIRED CESPD A ——-— 05-Aug-2M2 CH_MISC TM ] 1]
i

Not Covered By Cisco Senvice Contract

Sorialtmber [ | . Yearaety | LastDale |Procuci SO | Product PO Bl Mam nslabec-Al | ngtence | ErocuciON | oy
'_ | ProduetD | fp Humiber ! ! Shatys of Alach | Bumber | pumber o Noree Site Nome | Mumber | Tobumber | = :

-
09-HOYV-2006 Mot Unider :mm“ —““"“ A RS .

Warranty b j—— -

Multiple Serial Number

For multiple serial numbers that are not under warranty you will see the following information..

Not Covered By Cisco Service Contract Action

| e s 1|
Progutp | SR WRELS | ouentty ‘ HostD
— \ .
v Not Under 29-Sep-20
[[] ~ CISCOT206VXR MmN 1 03-AUG-03 7 % waram =munes
Minor Lines [1<< <] |Page(s)1 _u}i>|>>[
| . A
4 Product i | SSBlNUmberf , Dnstoled-At | instonce | Prosuctoy | Eokal
& uto -[SGE Quortiy | HostD | ot | tmber | Tosmemer e
-
[l # NsEd= R 1 LOEC2004 Yot Unger g I e e
At
pa—— [r—
WO v
[] ¢ PAZETX=  swgwsw® 1 E e et Uniec - T e
w N
— [P—
e——
F] ¢ PAFEIX ew— 1 08:N0V-02 | Hot Undor G (N SRR (G (P (TSNS | S—
o ol

Note  |f we have more than 50 uncovered card serial numbers for that chassis, then send only the first 50
uncovered serial numbers from the portal (see graphic below).
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N

Costbpit categeses + 0P List » Chassis Detads

Selections . Uncovered Categories, [SCD-MOFALDSW - 1001 83 25

L ast inverd oy Date 201 3-Jan-01
Appliance ID TGWSDOD00E 1 88
Sanat Call Horme Capabile Vi

Product Alen(s)

Inventory Processing Report

The Inventory Processing Report displays all the inventory uploads that were processed in last 3 months, and
their associated status.

el o o "'%nner Support Service Hiscot | g b | Logout

CIsco

DashBoard = Reports  DeftaReports  Support  Device Diagnostics! Smart Call Home

L]
Expiring Coverages To do List Latest Product Alerts

inventory Processing

Inventory Name Upload Date
reul_25 250unv2010 02:40:18 POT

Us_25 250uni2010 02:33:27 POT Success
VFON_Latest 240unv2010 06:43:41 POT Success
CS20_Latest 240unv2010 06:21:14 POT Success
CS20_June24 240un2010 05:51:21 POT Success
schellaTest 230uns2010 00:18:14 POT Success
Jun_lnvy 220uns2010 07:38.04 POT In Progress
220un2010 06:14.08 POT Success
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Y

Note | the partner has contracts for more than one entitled company, then inventories for all the entitled
companies will be displayed (i.e. Cisco Systems and Quantum Systems). I 4

For each upload performed, the pod view displays the following details:

e Entitled Company

e Inventory Name

e Appliance ID (e.g. Transport Gateway id)

e Upload date

e Status (Success / In progress / Failure / Not Available)

S

Note  User can sort the columns and adjust the column width.
The Uploads pod allows you to perform the following functions:

e Change the Upload settings
e View Upload Validation Details

Uploads Settings

Inventory processing pod by default display uploads that are done in the past 3 months, this is a configurable
value. The user can change this by clicking on settings button in the pod.

N,

Nete  An inventory upload is allowed when the contract requirements have been met.
Inventory Processing o il

Uploads
Inventory Upload Details for past 3 months

Entitled Comparmy A | Imventory Kame Appliance |d Upload Date Status

*IR24_DemoParty TI5-05052010 TGWSDO0002527 05Mayf2010 10:09:41 EDT Success -l
*IR24_DemoParty REZ2-05052010 TGWSDO0002527 05Mayf2010 10:08:18 EDT Success r
*IR24_DemoParty TWIS-5riks TGWS500002514 230unf201021:10:18 EDT Mot Available

*IR24_DemoPartyl USA1-05052010 TGWSDO0002527 05/May2010 10:13:09 EDT Success

*IR24_DemoParty1 TWIS-sriks TGWSDO0002527 19/Mayi2010 14:39:21 EDT Success

*IR24_DemoParty1 UISA1-sriks TGWWSDO0002527 19/Mayi2010 14:39:37 EDT Success

*IR24_DemoParty1 TWIS-sriks TGYWSDO0002527 19/May/2010 16:33:22 EDT Success

*IR24_DemoParty1 TWIS-sriks TGWWSDO0002527 20/Mayi2010 24:56:51 EDT Success

*IR24_DermoParty1 To-Testing TGYWSDO0002527 20/Mayi2010 04:20:01 EDT Success |= |

Settings
{)

To change the upload settings, perform the following steps:

e On the Uploads pod click the Settings button; the pod flips around and allows the user to choose a
different date.

Smart Portal User Guide
[ pss22 "=



Chapter 4 ~ Smart Portal Partner Reports |

Imventory Processing

O&Juns2010

B |y

12 13 14 15 186
19 20 21 22 23
8 27 28029 30

e Specify a new date(s),
e Click Submit; based on date selection, the application refreshes the upload data.

A

Note  As per CSP-C purging policy, inventory data older than 2 years can be removed from database. Hence
date selection should be restricted to past 2 years based on current month.

If the current month is July 2010, the application lets you specify a date between August 2008 and July
2010.

Inventory Processing

Up!

Entitied Company

Appliance Id

Upload Date

Status

"IR24_DemoPartyl
*IR24_DemoPartyt
*IR24_DemoPartyl

"IR24_DemoPartyt
"IR24_DemoPartyl
*IR24_DemoPartyt
*IR24_DemoPartyl
*IR24_DemoParty1
"IR24_DemoPartyt

TWIS-05052010
RE2-05052010
TWIS-sriks
USA1-05052010
TWIS-sriks
USA1-sriks
TWIS-sriks
TWIS-sriks
Tg-Testing

TGWSD00002527
TGWSD00002527
TGWSS00002814
TGWSD00002527
TGWSD00002527
TGWSD00002527
TGWSD00002527
TGWSD00002527
TGWSD00002527

05May/2010 10:09:41 EOT
05May/2010 10:08:18 EDT
230unf2010 21:10:18 EDT
05/May/2010 10:13:09 EDT
19/May/2010 14:39:21 EOT
19/May/2010 14:39:37 EDT
19/May/2010 16:33:22 EDT
20Mayf2010 24:56:51 EOT
20May/2010 04:20:01 EDT

Success
Success

Not Available

Success
Success
Success
Success
Success
Success

e Click the corresponding status of an inventory you want to check; @ the Validation Details pod appears.
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(Uploads > Processing Summary )

Request for Not Processed Device Report in XLS format has been received. You can download this report from Report tab "My

Reports' page.
Entitled Company : FIF SHNSIED JEATET s Number of tems collected : 1697
Irventory Name : & s s Number of items processed : 847
Appliance 1D ; S s e Number of tems not processed : 750
Upload Date Time : 2013-12-05 08:25:50.0 Number of 3rd party items : 0
Completion Date Time : 2013-12-05 08:38:05.0 Number of duplicate items : 26
No. of Managed IP Addresses in seed file : 85 Number of other items : 724
No. of Managed IP Addresses collected : 81
Number of managed IPs not collected : 4

Not Processed Device Report

When a user clicks the Success link on the Inventory Processing pod, the user will see a validation report that is
specific to the selected inventory upload.

N

Note  The report data, displayed in the Processing Summary section, is specific to the selected inventory
upload, and does not consider devices that were processed from any previous uploads that used the
same inventory name. The report displays aggregated device count/device details for the devices that
were in the selected inventory that was performed on the specified date.

This pod view provides the following information/options:

e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.

e The left section of data contains information about which company and inventory were used and chassis
upload statistics.

e The right section of data contains information about the number of items that were collected, how many
were recognized as chassis or cards, and how many were fallout items (not recognized as a chassis or
card).

e Use the breadcrumb € and click Uploads to return to the previous pod view.

When the user clicks on the Not Processed Device Report hyperlink, this generates the Not Processed
Device Report, which is accessible in the My Reports pod.

Data Processing

Processing the collected data and correlating it into the report requires the successful collection of the device
Product ID (PID) and the Serial Number as a minimum. The collector uses the device details in the rules package
to parse the Management Information Base (MIB). If the Serial Number and Product ID information is not
collected properly and cannot be processed, it is reported on the Not Processed Device Report (NPDR). In some
versions of devices, the location of the Serial Number and Product ID’s change and it requires a modification of
the rules package to account for those changes.

An example of this is a device collecting the Product ID and then a Serial Number string, that does not match the
Cisco defined Serial Number format for that device. Devices can also appear on the NPDR Report if the serial
number is not found in the Cisco Database.

Smart Portal User Guide
[ pss22 "=




Chapter 4  Smart Portal Partner Reports

Not Processed Device Report

The Not Processed Devices Report provides information on all devices that were part of the collection but were
not successfully processed and reported in the Smart Portal for various reasons. This report provides details for
the particular inventory. This section explains how to access the report and describes the following report tab
contents:
e Access the Not Processed Device Report
e Not Processed Device Report Tabs
o Summary
o Not Processed
o Not Processed Cards
o About the Report

Access the Not Processed Device Report

To access the Not Processed Device Report, perform the following steps:

Inventory Processing N
Uploads
Inventory Upload Details for past 3 months
Entitled Company & (Inventory Mame |[Appliance 1d LISER_ID IMFORTED_FI... Upload Date Status
Success -l
CISCO SYSTEMS LTD SE17-CLS3 TEWSD000051 - - 201 3-Jun-24 03 Success
CISCO BYETEMS LTD SE17-n114 TEWSDO00051 - - 2013-Jun-24 03 Success
CEC DISCARD sel8_test_invl: CSPO00100544 - - 2013-Aug-01 10 Success F
CSC DISCARD CAP_ W1 CSPO0010047Z - - 201 3-Jul-29 200 Success
CEC DISCARD test_se18_cd2_ CSPO0O010054% - - 2013-Aug-01 10 Success
CEC DISCARD CD4CERPT CEPO00000014 - - 201 3-Jul-25 23 SBuccess
CSC DISCARD CAP_ W1 CsPO00000014 - - 201 3-Jul-29 16 Success o |
Settings

e On the smart portal Reports portal, access the Inventory Processing pod.

e Find the inventory you want to view and click the corresponding Success; the Product Summary pane
appears.

Smart Portal User Guide
=y rss2z 1



I Chapter4 Smart Portal Partner Reports

Inventory Processing

¢ Inthe Product Summary pane click Not Processed Device Report; this generates a report that can be
obtained in the My Reports pod.

My Reports

e

Report Mame Entitled Company v | Irwentory Mame Requested Data Processed Date

*PSS UAT Partnent

||
-]

IPYE Assessment PSEUATEndCustomer 20 3-Aug-21 175838 EDT Mo data available

IPVE Assessment *P5E UAT CBR TestEN-SE14-7 2013-Aug-2117:54:43 EDT Mo data available

IPY6 Assessment

IPVE Azsessment
Medianet Assessment
Eneraywise Assessment

Metrics Repart

*PSE Training
*PES TRAINING PARTMER
*PES TRAINING PARTHER

*P5E TRAINING PARTMER
*P55 TRAINING PARTNER

PS5 Training

Partnerlmventary!
Partnerlnentonyt
Partnerlmventary!

Partnetinventary!

2013-Aug-21 17:56:57 EDT
2013-Aug-2115:04:00 EDT
2013-Aug-21 15:03:57 EDT
2013-Aug-21 15:03:51 EDT
2013-Aug-21 143703 EDT

Mo data available
Mo data available
2013-Aug-21 15:04:03 EDT
2013-Aug-21 15:04:28 EDT
2013-Aug-21 14:39:36 EDT

¢ Go to the My Reports pod, and click the Refresh icon at the top-right corner of the pod.

e Find and click the report generated in the previous step; this downloads the report to your computer and
opens a zip window to allow viewing of the report.

_|xli

You have chosen to open:

a NotProcessedDeviceReport.zip

which is a: WinRAR ZIP archive (16.0 KE)
from: hitps:/ftools-dev.cisco.com

‘What should Firefox do with this file?

© Openwith | WinRARZIP (default -
) Save File

["] Do this autornatically for files like this from now on,

i. 0K |I I Cancel |

e Click OK; a zip application window appears.

I pss22
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'-Q ' v 4l = | Win2ip - NotProcessedDeviceReport.zip _IEIILI
Home Backup Tools Settings Layout Help Upgrade (7]
T8 Incude~ @ ) FTP Upload ~ 4321_,:? T2 | W unzip and Install p &a

=L T Fitter - &% Burn CO/DVD ¥ %L | @ unzip options -
Zip Attach to o 1-Click Unzip . . o select *
Encrypt E-mail = = ComvertZip File | pzip - Unzip Entire WinZip File -
Campress Send Decompress

|selected 1 file, 40KE [Tatal 1 File, 40KE 00 »

e Click the Not Processed Device Report.xIsm file; this opens the Not Processed Device Report file for
viewing.

Not Processed Device Report Tabs

The Not Processed Devices Report is a comprehensive report that provides information on all devices that were
part of the collection but were not successfully processed and reported in the Smart Portal for various reasons.
The Not Processed Device Report has the following report tabs:

e Summary

¢ Not Processed

e Not Processed Cards

e About the Report

Summary

The Summary report provides details about the specific inventory that was used to collect the Not Processed
Device Report data.

Not Processed Devices Report

The Mot Processed Devices Repoart is a comprehensive report that provides information on all devices that were part of the collection but were
not successfully processed and reported inthe Smart Portal for various reazons, This report provides details for the particular inventory
Summary Report

Entitled Company CI5C0 SYSTEMS LTD
Inventory Name SE17-TRELAB-LICS-CDS
Appliance 1D TEWSsDo0o0s144
Report Date 2013-410G-21

Upload Date Time 2013-05-24 23:36:34.0

Unmask Data Privacy Data

Not Processed Chassis
This report includes devices that were not responding for one of the following reasons:

e The chassis in the collection do not yet have processing rules in the Smart Portal backend.

e The chassis in the collection were not processed successfully because of processing error or data
discrepancies in one of the Cisco databases (Installed Base Management or Contract Management).
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Not Processed Chassis
Hosthame | 1P Address | Sytem ObjctiD | System Descrpion. | yyem e mary | ‘Serial NumberMAC Adiress Product D Product Family
W 1361413100 dseo 03002621 Cise0 2600 Series Multisenvice Platforms
e L 136141007232
- ey 13614191011 s SRS20-FE-K5, SRS2OW-FE-K Clsco SR500 Series Secure Routers
- b st 13614191101 diseo SRS20-ADSUI-KD,SRS20W-A Cisen SR SU0Series Secure Routers
P———— 13614191628 s WS.CI9062661  Cisco Catalyst 2950 Seres Switches
‘ 1361416202001
"4 A 1361419061 s (RS-16-LCCRS-U6-LCCA Ciseo Carer RoutingSystem
bobet i 13614131875 tisto WiS-Cas06-E Cisco Catalyst 4500 Series Switches
“ G 1361419066 0 0500100 (1sc0 2600 Series Multiservice Platforms

Not Processed Cards
This report includes cards that are not responding because of one of the following reasons:

e The cards in the collection do not yet have processing rules in the Smart Portal backend.

e The cards in the collection were not processed successfully because of processing error or data
discrepancies in one of the Cisco databases (Installed Base Management or Contract Management).

. Not Processed Cards

2

e Host Name IP Address System Object 1D Manufacturer/ Serial Number/MAC Address Product ID Product Family

4 Vendor Name

5 e . . 1361.41.9123.1.95107 cisco " B NOT-APPLICABLE CRS Cards

6 A . 1361.41.5123.1.95107 cisco o NOT-APPLICABLE CRS Cards

7 ®as . 1.36141.5123.1.95107 cisco «* NOT-APPLICABLE CRS Cards

8 1.36141.5123.1.95107 cisco “ ' NOT-APPLICABLE CRS Cards

9 |4 - A 136141.51231.95107 cisco " X NOT-APPLICABLE CRS Cards

10 ma » LR 1361.41.91231.95107 cisco . ' NOT-APPLICABLE CRS Cards

11 Sadie ' = 136141.536111.24228 cisco T4 AIM-VPN/ERII Advanced Integration Modules (AlMs)
12 i » v " 136141.51231.3430 cisco & CISCOBSIW-G-AKS

13 v = T 1.36141.51231.92128 cisto HWIC-AP-AG-A HWIC-AP-A WAN Interface Cards
W) W] Summary [ Nok ProcessedDevces | Not Processed Cards / Abouk the repart 00 4 B

About the Report

This tab provides a high-level overview of the different tabbed reports in the Not Processed Device Report.
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The Mot Processed Devices Report is a comprehenszive repart that provides information on all devices that were part of the collection but were not

The report iz presented in 3 main tabs. Please referto notes below.

Tab Mame TabSummany & Iretructiore for L=

Summary Sheet Provides essential details about the inventory and party details

Not Processed Chassis
Thiz report would include chassis of fallowing categor that are naot responding.

1 Chassiz in the callection that do not vet have processzing rules in the Smart Portal
backend. However yau can contact Ciszo Technical Sssistance Center [TAC) far any
device-level izzues, that are covered under contract.

2. Chiazsiz in the collection that are not processed successfullyin the Smart Portal
Installed Baze Management & Contract Management reports because of processing
eror of data discrepancies in one of the Cisco databases.

Mot Processed Cards
Thiz report would include cards of following categery that are not responding.

1. Cards in the collection that do not vet have processing rules inthe Smart Portal
backend. However you can contact Cisco Technical fssistance Center [TAC) far any
card-level izsues, that are covered under contract.

2. Cards in the collection that are notrendered in the Smart Partal Installed Baze
Management & Contract Management reports because of processing ermar or data
discrepanciesin one of the Cisco databases.

Latest Product Alerts Report

Alerts information can change when a new upload is processed, or when new alerts are found for currently known
devices. When there is a change in the alerts data, due to one of the above events, the Latest Product Alerts pod

will display the new alert messages.
To see the Latest Product Alerts reports perform the following steps:
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Latest Product Alerts

e If the partner has contracts for more than one entitled company, then a list of all the entitled companies
will appear in the Entitled Companies pod (i.e. Cisco Systems and Quantum Systems).

e Click on the entitled company whose Latest Product Alerts you want to see; the Product Alert Category
pod appears.

Y

Note  If there is more than one entitled company then the first item in the breadcrumb list will be Entitled
Companies; otherwise, the first breadcrumb item will be Product Alert Category (see next graphic).

On the Latest Product Alerts pod view there are different alert categories that you can obtain more details on:
e Hardware alerts
e Software alerts
e PSIRT alerts
o Field alerts
¢ IntelliShield Alerts

Note  The User Guide will use the hardware alerts process path to describe how the user can get more details
about the hardware alerts in the Latest Product Alerts section. Once this process flow has been
explained it can then be applied to the remaining alerts, since the described process flow is common to
all.

See Common ‘IP List’ Process Flow for GUI Data for more details about the common IP list process.
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The Latest Product Alerts pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: 13 indicates what specific item(s) have been selected in each pod.
e The expiring coverage time frame for latest product alerts. "J

S

Note The user can change the ending quarter.

Product Alert Category

Contains a list of all the alerts from the selected Product Alert Category (i.e. hardware alerts).
Latest Product alerts p—

Froduct Alert Category > Product Alert Category

| Selections : *Party_Thas |
r.“.ﬂ_-ﬂ_-'l'.l.._._._._._._
Latest Product Alerts between Q3CY12(start) and Q4Cv12(end).

Hardware Alerts (254) S\
Software Alerts (47 i N
Field Nofice Alerts 21 Sh,
PSIRT Alerts (142) %'L\>
Intellishield Alerts (539) %\)

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I3 indicates what specific item(s) have been selected in each pod.
e The expiring coverage time frame for latest product alerts. "J
To get details about a specific alert perform the following tasks:

e Click the arrow that is associated to the alert type you want more details on; the Product Alert Description
pod appears.

Product Alert Description

Contains a list of all the product alerts that are associated with the previously selected alert types (i.e. hardware
alerts).
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Latest Product Alerts gy

Product Alert Category > Product Alert Categery > Product Alert Description

| Selections : "Party_TMVS, Hmw#lbﬂs_]

I s

4-Port Serial Port Adapter NN
E/ —
APL-Alpha-TC04-12 %>
CISCO 12000 8-PORT OC-3STM-1 ATM LINE CARD %
Cisco 12000 Series 1-Port 10 Gigabit Ethemet and 3-Port and Modular Gigabit Ethemet Line Cards _S%
Cisco 12000 Series 1-Port 10 Gigabit Ethemet and 3-Port and Modular Gigabit Ethemet Line Cards ;>
g

Displaying 1 - 5 of 32 total records

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I indicates what specific item(s) have been selected in each pod.
e The expiring coverage time frame for latest product alerts. "]
For more details regarding a specific alert, perform the following step:

e Click the arrow that is associated to the alert you want more details on; the Product Alert Details pod
appears.

Product Alert Details
This pod contains information about a specific alert and identifies pertinent information;

¢ URL to the actual alert.

e Brief product alert description.

e Avariety of alert notification dates.

e An Affected Devices link to see what devices in the selected inventory are affected by this alert.
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Latest Product Alerts

hitp:itwewew cisco.comfenfUSproducts/wimodules/ps2033prod_eol_notice0900aecd80294 ae4 him|
4-Port Serial Port Adapter

1997-Jul-25

2003-Jul-25

1998-Jul-25

Mot Available

Mot Available
EoExAnnouncement Date 1997-Jul-25
EoNSA Date Mot Available

Affected Devices

Recommmended Products

This pod view provides the following information/options:

e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.

e Selections: I3 indicates what specific item(s) have been selected in each pod.
e The expiring coverage time frame for latest product alerts. "J
For more details regarding what devices are affected by this alert perform the following step:

e Click the Affected Devices arrow; the IP list pod appears.

IP list

The IP list pod displays all those devices in the inventory that are affected by selected alert.

Latest Product Alerts

GRANYCPT1 ritelefonica-data.net
213.140.32152

GRANYCPT1 ritelefonica-data.net

213.140.32.152
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This pod view provides the following information/options:

e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.

e Selections: Iz indicates what specific item(s) have been selected in each pod.
e The expiring coverage time frame for latest product alerts. "J

e You can filter this list using the search function i..} using Hostname, IP Address or IP Address Range
filtering.
To see the alert details for a specific device perform the following steps:

e Click the arrow for that associated device; the chassis details pod is displayed for the selected device.

Chassis Details

The Chassis Details pod view provides the following detailed information about the chassis and can also provide information about
any expiring coverage for a selected contract. The Chassis Details screen can be reached from different portal routes:
e Contracts Pod

e Inventory Pod
e Product Alerts Pod
e Latest Product Alerts Pod

e Expiring Coverage Pod

Product Alart Category » Product Alert Catagory > Product Alart Description > Product Alent Details > 1P List > Chassis Details

u&.??.&a:': .i.‘.u'»&g.'&'q?cviz??«.kﬁa‘q‘.‘cviz‘i‘.‘n;) Lookup CSCC for Uncovered tems |
Ptoduct Family Cisco 7500 Series Routers

Product ID RSP4=

Serial Number 73026389

Device Type BOARD

v»ﬁ{%:o:uoa« Cisco 7513 Router

Product Description *Cisco 7513 Chassis and AC Power Supply

Alert Product 1D Not Available

Collected Product 1D 2RSP4

Collected Serial Number 73026389 ‘
SNMP Location Router de POP, en Ciudad, Pais —
Original Inventory Date 2007-Jan-17

Last Inventory Date 2007-0ct-19

Appliance ID CSP0O001004738

Smart Call Home Capable No

Product Aleri(s)

Card(s) _\[+]

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: 13 indicates what specific item(s) have been selected in each pod.
e The expiring coverage time frame for latest product alerts. "J

e The link Lookup CSCC for Uncovered Items will appear only in the Chassis Details pod when a chassis
or the chassis cards are not covered. For more details see Lookup CSCC for Uncovered ltems.

e The Smart Call Home Capable flag with the Yes/No value indicates the following:

o Yes indicates: The particular devices Minimum OS version and Product type match devices at the
following URL.
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http://www.cisco.com/web/services/portfolio/product-technical-support/smart-call-supported-
products.html

o No indicates: The particular devices do not match with the product type and minimum OS version for
the above URL.

The bottom half of the pod view contains a list of chassis sub-categories, which provides detailed information
about a wide ranging area of data. There are several key sub-categories:

Latest Product Alerts

Product Alert Category * Product Alert Category > Product Alert Description * Product Alen Details » 1P List > Chassis Datails

:m: *Party_TWVS, Hardware Alerts, 4-Port Serial Port Adapter, [GRANYCPT! riteleforica-datan...: 213.14032152) |

::nn Product Alerts betwesn Q3CY12(start) and Q4Cr12(end). _'

L:e..um.-.m:.:.m..-.— B e E——
-
SHMP Location Router de POP, en Ciudad, Pais r
Original Ivventory Date 2007-Jan-17
Last inventory Date 2007-0ct-19
Appliance ID CEPOODT004T38
Smart Call Home Capable Mo
Product Aleri{(s c
ri(s) =
Card(s) I
=
Contract{s) _-
rd
Hardwarefsoftware Details S
4
Exceptions %/
Device Configuration Details :_/
[ - 1

l
This pod view provides the following information/options:

e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.

e Selections: I3 indicates what specific item(s) have been selected in each pod.
e The expiring coverage time frame for latest product alerts. "J
To see more details about the data in the sub-categories, perform the following steps:
e Click the Product Alert(s) arrow icon; the Product Alert Details pod appears, and displays the
corresponding product alert details for the selected device.

e Click the Card(s) arrow icon; the Card Details pod appears, and displays the corresponding product alert
details for the selected device.

e Click the Contract(s) arrow icon; the Contract Details pod appears, and displays the contract details of
the expiring contract for the selected device.

e Click the Hardware/Software Details arrow icon; the HW/SW Details pod appears with the hardware and
software details for the selected device.

e Click the Exceptions arrow icon; the Exception Details pod appears with the details listed by exception
type with associated exception details.

e Click the Device Configuration Details arrow icon; the Device Details pod appears displaying the
running configuration. There is a drop-down list that lets you view information for other configuration
options: Startup Configuration and Show Commands.

Smart Portal User Guide
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Product Alert Details

This pod view lets you see if the selected chassis has any associated alert information.

Latest Product Alerts

( Froduct Alert Categony = Product Alert Description » Product Alert Details » |F List = Chassis Details > Product Alert Details )
____-__-__-___-___-_____ﬂ
Selections : CISCO SYSTEMS, Hardware Aletts, Selected Cisco 3700 Series Rou..., [acr!-nl-wan-gw2 cisco .com : 10.63.3.122] .

| Latest Product Alerts between Q3CTL0(start) and Q3CY10(=nd),
[ Hardware Alerts | v J
Software Alerts
hitg:fMeanan cisc o comfen/USiroductsitmdroutersips2 82prad_eol_notice0900aecd 230444877 html
Field Motice Alerts
2aMMARIZ01 2
FPSIRT Alerts
o 2TIMARIZ00T
Intellizhield Alers
EOHFA Date 2BMMARIZ008
EoSCR Date 285JUMI2011
EoSWM Date Mot Available

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I3 indicates what specific item(s) have been selected in each pod.
e The expiring coverage time frame for latest product alerts. "]
There are several different alert types:

e Hardware alerts

o Software alerts

e Field Notice alerts
e PSIRT alerts

e IntelliShield alerts
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Hardware Alerts

This pod view lets you see if there are any hardware alerts associated to the selected device.

Latest Product Alerts
{ Froduct Alert Categony = Froduct Alert Deseription = Froduct Alert Details = IP List » Chassis Details » Product Alert Details '

rSeIec’[iDns o CISCO SYSTEMS, Hardwware Alerts, Selected Cizco 3700 Series Rou. .., [acr!-nl-wan-gw2 cizco.com : 1063.31 22]J

ILatest Product Alerts between Q2Cv10(start] and Q3Cv10(end) «

[ Hardware Alerts | v K‘D

¥ Cisco 3700 Series

Alert Definition URL hitpitwanie. cisco. comfen/USiprodactsitmeroutersips2 82prod_eol_notice09003ecd20444877 html
EoLDoS Date 25/MAR2012
EoSale Date 2TIMARIZO07
EoRFA Date 26/MMARI2008
EoSCR Date 280JURI2011
EoSWM Date Mot Available

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I3 indicates what specific item(s) have been selected in each pod.
e The time frame for latest product alerts "1 to gather the latest product alerts information.

e To see the alert details, click the triangle to the left of the alert; the alert details are displayed below the
alert.

e To hide the alert details, click the triangle to the left of the alert; the alert details are removed from the
view.

e Click the drop-down list to see other alerts. @

Software Alerts

This pod view lets you see if there are any software alerts associated to the selected device.

Latest Product Alerts

( Product Alert Category > Froduct Alert Description » Product Alert Details » IP List > Chassis Details * Product Alert Details )

........................... =
I Latest Product Alerts between Q3CY10(start) and Q3CY10(end). =

| Software Alerts » ED

¥ End-of-Sale and End-of-Life Announcement for Cisco 108 Software Release 12.3T

Alert Definition URL hitp ffwww cisco.comfenf/USiprodicollateraliiosswrellps 880 2/ps684 Tips5 207 fprod_bulletin0300aecd803a0ffe_him|
EOL Date 07UN2011
EOE Date 07WUUN2007
EOS Date 07JUNZ006

This pod view provides the following information/options:

e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
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e Selections: 13 indicates what specific item(s) have been selected in each pod.
e The expiring coverage time frame for latest product alerts. "J

e To see the alert details, click the triangle to the left of the alert; the alert details are displayed below the
alert.

e To hide the alert details, click the triangle to the left of the alert; the alert details are removed from the
view.

e Click the drop-down list to see other alerts. @

Field Notice Alerts

This pod view lets you see if there are any field notice alerts associated to the selected device.

Field Notice Alerts | v K: }

¥ FN 62573 - Router (AS5350XM, AS5400XM, C180X, C181X, C1841, 1AD2400, C2691, CZ800NM, ©2801, C3725, C3745, C3800, VG224) Unable To Read Compact Flash -

Alert Definition URL

Vulnerability Mot vulnerable
First Published Date 26/APRI2007
Last Updated Date 1 2MARIZ008

hitpfiwasrer cisco.comipublic/supporttacin_indes htm

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I3 indicates what specific item(s) have been selected in each pod.
e The expiring coverage time frame for latest product alerts. 1

e To see the alert details, click the triangle to the left of the alert; the alert details are displayed below the
alert.

e To hide the alert details, click the triangle to the left of the alert; the alert details are removed from view.

e Click the drop-down list to see other alerts. @

PSIRT Alerts

This pod view lets you see if there are any PSIRT alerts associated to the selected device.

I pss22
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Latest Product Alerts

Frodudt Aledt Category » Produdt Alest Description > Product Atent Details > [P List > Chassis Details > Product Alert Details

| Selections | CISCO SYSTEMS, Herdware Alerts, Selected Cisco 3700 Series Rou..., [acr1-nl-wan-gw?2.cisco.com : 10.633122]

.| i e i s et .| (S
-

| Latest Product Alerts betveen Q3CYi0(star) and QICY1O(end). S

[ PSIRT Alerts v j@

l-

¥ Access Point Web-browser Interface Vulnerability

Alert Definition URL http:hww.cisco.com/en/USiproductsiproducts_security_advisory09186a00806¢d321.shiml

Vulnerability Notvulnerable ,,‘
First Published Date 28/JJUN/2006

Last Updated Date 20/SEP/2006

» Cisco 10000, uBR10012, uBR7200 Series Devices IPC Vulnerability

> Cisco Catalyst 6000, 6500 and Cisco 7600 series MPLS packet vulnerability

* Cisco Catalyst 6000, 6500 series and Cisco 7600 series NAM (Network Analysis Module) vulnerability
» Cisco 10S Firewall Authentication Proxy for FTP and Telnet Sessions Buffer Overflow

> Cisco 10S IPS Denial of Service Vulnerability

» Cisco 105 MPLS Forwarding Infrastructure Denial of Service Yulnerability

» Cisco 10S Multicast Virtual Private Network (MVPN) Data Leak

v
B Olaan IAO MAT Oldnnis Aall Santenl Dentnsni Vilnavahilibs AOAALAAANE L)

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: 13 indicates what specific item(s) have been selected in each pod.
e The expiring coverage time frame for latest product alerts. "J

e To see the alert details, click the triangle to the left of the alert; the alert details are displayed below the
alert.

e To hide the alert details, click the triangle to the left of the alert; the alert details are removed from the
view.

e Click the drop-down list to see other alerts. @
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IntelliShield alerts
This pod view lets you see if there are any IntelliShield alerts associated to the selected device.

Latest Product Alerts g 5.

Product Alert Category > Product Alert Description » Product Alert Datails > IP List > Chassis Detalls » Product Alert Details

l'____________________j

Ls*ctm CISCO SYSTEMS, Hardware Alerts, Seiected Cisco 3700 Series Rou (acn-u-wmm,dscom 10.83.3122)

lest Product Alom bct\vcnn Q:ccno(mn) nnd Q3CY10(¢nd) -;

o s m s s ww s e % W % ww o W T Mk oww  we s oww s

| Inteltishield Alerts | v (1)

»

¥ Cisco 10S MGCP Packet Denial of Service Vulnerability —a

Alert Definition URL hitp.ftools.cisco.comisecuritylcenteriviewAlert x?alertid=13866

1AM service home page hitp. w.cisco.com/en/USiproductsips6834iserv_group_home html

Urgency 2 (Unlikely Use)

Credibility 5 (Confirmed)

Severity 3 (Mild Damage)

CVSS value Not Available, Not Available

CVEID CVE-2007-4291

First Published Date 08/AUGI2007

Last Published Date 08/AUG/2007
» Cisco 108 RTP Packet Denial of Service Vulnerability
» HTTP view-source Remote File Viewing Information Disclosure |
M AR b nin AR A AR A AL B amAls Fila Infasmatian Biaalaniiva taasia B

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: 13 indicates what specific item(s) have been selected in each pod.
e The expiring coverage time frame for latest product alerts. "J

e To see the alert details, click the triangle to the left of the alert; the alert details are displayed below the
alert.

e To hide the alert details, click the triangle to the left of the alert; the alert details are removed from the
view.

e Click the drop-down list to see other alerts. @
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Cards

This pod view lists all the cards that are in a chassis that has an alert.

Latest Product Alerts

Product Alert Category > Product Alert Category » Product Alert Description > Product Alert Details » P List > Chassis Details > Cards

qut Product Alerts between Q3CY12(start) and Q4CY12(end). _'

hll’"‘dl’m!l’m l"

1 Product ID v] ot

"hi.ﬁl.s.-?.S-DEI:::.I;"[?’}SEL-EITIIE-)]"""""""""""""" n
20431781 [Serial Number] -
PA-2H [Product ID)]

17843965  [Serial Number]

PA-4T+=  [PraductiD) @
74889963  [Serial Mumber]

PA-A3-OC3SMI  [Product D]
24499098 [Serial Number]

PA-FE-TX  [Product D]
16389433 [Serial Number]

b b b

Displaying 1 - 5 of 18 total cards

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I3 indicates what specific item(s) have been selected in each pod.
e The time frame for latest product alerts "J to gather the latest product alerts information.

Y

Nete  The number of items displayed can be filtered by using the search by Product ID or search by Serial
Number. i

Y

Note A green checkmark @ indicates that the « device / card is affected by the selected alert category. A
mouse-over the checkmark will provide more information about the alert.
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Card Details

This pod view lists the details about the selected card and provides links to the card’s sub-categories.

Latest Product Alerts

Product Alert Category > Product Alet Category > Product Alert Desciiption > Product Alert Details > |P List > Chassis Details > Cards > Card Details
| Selections : *Party_TWS, Hardware Alerts, 4-Port Serial Port Adapter, [GRANYCPT1 ritelefonica-datan...: 213.140.32.152), [MAS-TS00CIs : 20431 ?311-|_|
= Latest Product Alerts between Q3CY12(start) and Q4CY12(end). _l
R = s v — o m— o m— o — r m— h — r e— O —  —
Card Family Mot Available
Product ID MAS-7500CI=
Serial Number 20431781
Device Type ASSEMBLY
Alert Product ID Mot Available
Collected Product ID Mot Available
Collected Serial Number 20431781
Card Description Mot Available
Slot ID Mot Available
Original lrventory Date 2007-Jan-17
Last Imventory Date 2007-0ct19
Product Aler(s) k$>
Caontract(s) _\;
Hardware Details %

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I3 indicates what specific item(s) have been selected in each pod.
e The time frame for latest product alerts "J to gather the latest product alerts information.
e This pod gives the user access to the details in the cards sub-categories:
o Product Alerts, which contain the following alerts:
= Hardware Alerts
= Software Alerts
= Field Notice Alerts
o Contract(s)
o Hardware Details

e Click the arrow on the right for one of the associated sub-categories to obtain details about the
corresponding card; the pod view displays the card’s Product Alert Details, which by default shows the
Hardware Alerts.
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Product Alert Details — Hardware Alerts
This pod view displays all the hardware alerts for the selected card.

Latest Product Alerts =

Product Alerk Categons > Product lar Description * Product Alerd Details = 1P List > Chassis Details » Cards * Card Details * Product Alart Datails
Selections : CISCO SYSTEMS, Hardware Alerts, Cigco Catalyst 6500 Series and..., [chol-bb-gwl cizco.com : 1091 122 212], MAE-SWC-MAM-1 @ SADOESO01KL]
Latest Product Alerts between Q3CY10(start) and ©Q3CY10(end),

[ Hardware Alerts | A J

¥ Cisco Catalyst 6500 Series and Cisco TEOD Series Metwork Analysis Modules 1 and 2 0AS-SWVC-MARM-1 and YWES-5WC-MARM-2)

Alert Definition URL hitpteewaiy cisco.comientUS prodicollateralimodules/ps2706/end_of_life_notice_c51-4931 36.htrml
EolLDoS Date 18JUL2014
EoSale Date 20MULI2008
EoRFA Date 200JULiz2010
EoSCR Date 18/0CTI2013
EoSWM Date Mot Available

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: 13 indicates what specific item(s) have been selected in each pod.
e The time frame for latest product alerts "J to gather the latest product alerts information.

e To see the alert details, click the triangle to the left of the alert; the alert details are displayed below the
alert.

e To hide the alert details, click the triangle to the left of the alert; the alert details are removed from the
view.
e The drop-down Iist@ lets you see the following types of alerts:
o Hardware Alerts
o Software Alerts
o Field Notice Alerts
e Click the drop-down list to see other alerts.
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Product Alert Details — Software Alerts

This pod view displays all the software alerts for the selected card.

Latest Product Alerts Fon

( Froduct Alart Category > Product alerd Dasciption » Product Aled Details » IP List » Chassis Details > Cards > Card Details > Product Alart Datails )

| Software Aleits v ]@
¥ End-oFSale and End-oFLife Announdément for the Cisco 108 Software Réleases 12 2(200EW and 12.2(25)EW for the Cisco Catalys! 4500 Senés Superisor Engine
Abert Definition URL r j 7
EOL Date 2RI0CTIN3

EOE Date 2U0CTI2009
EOS Date Z0CTIZ008

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I indicates what specific item(s) have been selected in each pod.
e The time frame for latest product alerts "1 to gather the latest product alerts information.

e To see the alert details, click the triangle to the left of the alert; the alert details are displayed below the
alert.

e To hide the alert details, click the triangle to the left of the alert; the alert details are removed from the
view.
e The drop-down list@ lets you see the following types of alerts:
o Hardware Alerts
o Software Alerts
o Field Notice Alerts
e Click the drop-down list to see other alerts.
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Product Alert Details — Field Notice Alerts

This pod view displays all the field notice alerts for the selected card.
Latest Product Alerts » =
Froduct Aler Category > Product Alert Desoription » Product Alert Details > IF List » Chassis Details » Cands » Card Details > Product Alert Datails

Seleclions | CIZ00 SYSTEMS, Hardware Alerls, Cisco Cataly'st 6500 Sevies and..., [chiyl -bb-grarl cisoocom 10091 922 212, [WS-54C-NaM-1 | SADIGSMIKL]
Latast Product Alarts batwaen QICTL0(rtart) and QICYL0(and).

[ Field Notice Alerts |+ |

¥ *Expired® FNG2333 - W5-XB7 24-5F P, WE-X67 48-5F P, WE-M6T 48-GE-TX, W5-FET00-DF CIADF CIBDF CIEXL - Fadlure to propedy repair for FNE2130 - Replace via Rb
Alert Definition URL hitp iwwwe-tac cisco comiSuppord_Librangfeld_alertsiing2

Vulnes ability Hotvuinerable
First Pubdished Date THFEBII00G
Last Updated Date JBMBEF200T

¥ ASenal EEPROM Value May Be Configured Incorreclly On Some W3-XET48-0E-TX Linecards
Abert Definition URL hElp et CiS 0 cOmipUBliciSUppOrtEaLin_indax hin

WVisiva abwlity Pobential vulnerable
Fir 51 Pubdishaed Date OHmIGR2004
Last Updated Date 2HBEPI2005

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I3 indicates what specific item(s) have been selected in each pod.
e The time frame for latest product alerts "1 to gather the latest product alerts information.

e To see the alert details, click the triangle to the left of the alert; the alert details are displayed below the
alert.

e To hide the alert details, click the triangle to the left of the alert; the alert details are removed from the
view.
e The drop-down list@ lets you see the following types of alerts:
o Hardware Alerts
o Software Alerts
o Field Notice Alerts
e Click the drop-down list to see other alerts.
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Contract Details

This pod view displays all the contract details for the selected chassis.

f Froduct Alert Cate gory » Froduct Alert Description » Froduct Aler Detailz > P List > Chassiz Details > Contract Details

Selections : CISCO SYSTEMS, Hardwware Alerts, Cizco Catalyst 6500 Series and..., [chgl-bb-gwl ciscocom: 1091 122.212]

Latest Product Alerts between §23CY10(start) and §2CY10(end].

Contract Number : | 3061084 | v @
SMT

Service Level

SLA Type BXAXMNBD

Contract Status ACTIVE

Contract Start Date 2BJANIZ004

Contract End Date FJULz011

Install At Site Name CISCOIT PRODUCTION METWORK CHICAGO BLDG 1

Bill To Name CISCOIT INTERMAL GLOBAL PRODUCTION NETWORK

Install At Address 8735 W HIGGINS RD - 5TE 300, CHICAGD, IL, G0B31, UMITED STATES
Ship To Address 110 NORTECH PARKWAY, SAN JOSE, CA, 95134, UNITED STATES
System Contact LSA

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I3 indicates what specific item(s) have been selected in each pod.
e The time frame for latest product alerts "1 to gather the latest product alerts information.
e The view contains various details about the selected chassis contract(s); most important is the contract
end date.

e Click the contract number drop-down list @ to see details of other contracts that might be associated to
the chassis.

Y

Note A chassis can have more than one contract / contract status.

Smart Portal User Guide
[ pss22 ==



Chapter 4  Smart Portal Partner Reports

HW/SW Details

This pod view displays the hardware and software details for the selected chassis.

Latest Product Alerts

(Pto duct Alert Categony > Product Alert Descriiption > Product Alert Details » IP List » Chassis Details > HW/SW Datal )

Hardware Details

Hardware version Mot Available
Installed Flash 512
Installed Memory 1024
Software Details

Boot version Mot Available
Feature Set Mot Available
Software version Mot Available

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: 13 indicates what specific item(s) have been selected in each pod.
e The time frame for latest product alerts "J to gather the latest product alerts information.
e The view contains various details about the hardware and software of the selected chassis.

)
note  The installed flash memory represents the total flash in the device. If the device contains more than one
flash device, then the installed flash memory is shown as sum of all flash devices.

Exception Details

This pod view displays any exceptions the selected chassis might have.

Latest Product Alerts

Froduct Alert Category * Product Alert Description * Froduct Alerd Details > IP List » Chassiz Details > Exception Datails

Exception Type & | Exception

This pod view provides the following information/options:

e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.

e Selections: I3 indicates what specific item(s) have been selected in each pod.

e The time frame for latest product alerts "J to gather the latest product alerts information.

e The pod view identifies the type of exception being referenced, and on the right side provides details
about the specific exception.

Device Details

This pod view allows the user to see the following device configuration details and show command information.
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Product Alert Category > Product Alert Description > Product Alert Details » IP List > Chassis Details > Davica Datails
Selections : CISCO SYSTEMS, Hardware Alerts, Cisco Catalyst 6500 Series and. .., [chgl-bb-gw cizco.com: 1091 122 212]

Latest Product Alerts between G3CY10(start) and @3Cv10(end).

[ Running Configuration | - J @

Startup Configuration
Shaw Commands 23:57:39 COT Fri Oct 31 2008
et e s g e 23.97:40 COT Fri Oct 31 2008
|
upgrade fpd auto
varsion 12.2
service timestamps debug datetime msec localtime show-timezone
senice timestamps log datetime msec localtime show-timezone
service password-encryption
service linenumber
service internal
service counters max age 9
|
hostname chgl-bh-gwl
|
boot system flash sup-hootdisk s72033-advipsericeskS_wan-mz.122-18.5%F 15 hin
hoot systemn flash diskD:s72033-advipservicesky_wan-mz.122-18.8¥F15.hin

0L

This pod view provides the following information/options:

e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are

hyperlinked and provide a link back to previous pod views.

e Selections: I indicates what specific item(s) have been selected in each pod.

e The time frame for latest product alerts "1 to gather the latest product alerts information.

e The view contains details about the following configuration items:
o Running configuration
o Startup configuration
o Show commands

Y

Note Both Running config and Startup config are similar in format.

e Use the drop-down list@ to select/view information from the other configuration options: Startup

Configuration and Show Commands.

I pss22
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Latest Product Rlerts

Product Ale Categerny * Product Alert Description » Product Aler Detailz > IP List > Chassiz Delailz > Device Datails

Eebm: CISCO SYSTEMS, Harchware Alerts, Cisco Catalyst 6500 Series and..., [chgl-bb-gw1 cisco.com: 1031.12’2.2122
{Latest Product Alerts betveen Q3CY10(star) and Q3CY10(end). |

Show Commands L/ j

show_diag

show_hardware

Cisco Internetwork Operating System Software
105 {tm) 572033_rp Sofware (572033 _rp-ADVIPSERVICESKI_WAN-M), Version 12.2(18)SXF9, RELEASE SOFTWARE (fc1)

show_idprom_all

|IDPROM for backplane #0
(FRU is ‘Catalyst 6500 &-slot backplane’)

show_inventory

NAME: "WS-C6506-E", DESCR: "Cigco Systems Catalyst 6500 g-slot Chassis System”
PID:WS-CBS06-E |, VID: V02, SN: SAL103501RH

[«I-

[EL

S

This pod view provides the following information/options:

e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are

hyperlinked and provide a link back to previous pod views.

e Selections: I3 indicates what specific item(s) have been selected in each pod.

e The time frame for latest product alerts "] to gather the latest product alerts information.

e The view contains details about the following configuration items:
o Running configuration
o Startup configuration
o Show commands

Y

Nete Both Running config and Startup config are similar in format.

e Use the drop-down list@ to select/view information from the other configuration options: Startup

Configuration and Running Configuration.

To do List

The To Do List allows you to add a task, and to review tasks that were previously created.

To do List cs_ 0
Tasks List
Add & Mew Task
Mame ‘ Start Date | Cue Date | Created In | Status | |
EOL for 5¥W Release12.2f 080 Juliz010 09iJuliz010 Expiring Coverages Completed (0%) °
EOL for 8w 12.25 0581Julizo10 10MJul2010 To do List In Progress (51%) °
2

There are different ways to add a task:

e Within the To Do List pod.
e In context, in another pod, using the Add a Task function.
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Add a Task in the To Do list Pod
To add a task, within the To Do List pod, perform the following steps:

Tasks List
Add a NEWTQS?

py i
Mame | Start Date Due Date Created In Status Priarity | |
EOL for W Releasel 2.2{ 05/ Juli2010 Q9 Juli2010 Expiring Coverages Completed (0% High °
ECL for SW12.28 0&iJulf2010 100Jul2010 Todo List In Progress (51%:) Hiah °

e Click Add a New Task; the Task Details pod view appears.

R BT

Tashs List > Task Details

Title |Check Latest Praduct Alerts on CatBs00's |

StartDate  [0BUui2010 |2 DueDate * [0guu2on |4
T e
Priotity High |+ Statug InProgress | v

Cornpleted % ——

Description |Check if Catga00's have any new LPA's since last check.

e Enter the information into the required fields, which are designated by a preceding red asterisk *,
Y
Note Start date cannot be after the Due date; otherwise you will receive an error message.

e Add any other related information in the remaining fields, then click Add; the pod view returns back to
Tasks List which has a green checkmark and message indicating the “Task was successfully added”.

RS - - — — - - - — ]

Tasks List

|24 Task was successfully added.

Add a hew Task

Mame Start Date Cue Date Created In Status Priarity | |
EOL for SW Release1 2.2t 050Jul/2010 0g.u2010 Expiring Coverages Completed (0%:) High °
EOL for 5W 12,25 &t Juliz010 10Muli2010 Todo List In Progress (51%) High o
Check Latest Product Aler 06/ Jul/2010 0a/ulrz010 Todo List In Progress (20%) High o

Add a Task in another Pod

e To add a task from another pod, perform the following steps:

Categories * Product Families * Product ID=s = IP List Tzporks
Add Tazk
Selections | LAMN Switches, Cat3550, WS-C3550-24-SM| Executiv
Ay Exceptio
[ Hostname | v ] | |,
amext-us-ic-swl cisco.com Protocol
112.204 Histary ¢

axtrvl1-us-ic-swl.cisco.com
10.80.23.132
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e Click the Add a Task button; an Add a new Task window appears.

Add a new Task b4

Categories = Product Families = Product IDs = IF

Title * |Verifywith technical teamn. |

Selecti o LAM Swwitch Cat3ssl, WS-C3550 * *
SEEHans HIEHES, ' StartDate © [0&Uul2010 |52 DueDate * [aoiun2010 |2
Hostname L A £

[ J Priority Medium | » Status Mot Started |

amex]-us-ic-swl cisco.cam
Completed % {
172.30112.204 " b ] {5

Description |172.30.112.204 Ask why this device is in this repart.

axtrvl1-us-ic-swl . cisco.com
10.80.23.132

ceentl-uk-mfg-swl cisco.com

10.63.13.134 Add

ceentl-uk-mfg-sw2 cisco.com
106313135

o Enter the information into the required fields, which are designated by a preceding red asterisk *,

e Add any other related information in the remaining fields, then click Add; the following actions occur on
the Add a new Task window:
o A message with a green checkmark indicates that the “Task was successfully added”
o Allthe entry fields have been cleared and are ready for the next task list addition.

| Add a new Task x

|a Task was successtully added.

Title * | |

Priority - Status - |
Completed D % 5

Description

e Click the Close button (X) at the top-right corner to close the window; the view returns back to the To Do
List pod.

Viewing Task Details

To view the details of a task perform the following steps:
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Mame Start Date Due Date Created In

Priority

EQL for 8¥W Release12.25 08Julf2010 095duli2010  Expiring 0 Completed (0%)

)0

ECQL for S 12.25 080Juli2010  10/Juli2010  To do List

werify with technical team.  08Julf2010  095Juli2010  Inventory

InProgress (81%

Mot Started (0%

Medium o

e Inthe To Do list pod, click anywhere on the task entry C to see the details of the task; the Task Details

pod view appears.

Y
Note

Todo List

The 'Tasks List' view will not get refreshed automatically when a new task is added; click the Refresh
button '@' of the 'To Do List' to see the newly added tasks.

o If you modify the task, click Update to update the task list; a success message appears at the top of the

pod view.
To doList

e You can view other records in the task, if available, by clicking the record navigation controls.

e Click the Delete button to delete the current task.

I pss22
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e To return back to the Task List pod, click Task List in the breadcrumb; 2 the pod view returns back to

the Task List.

To do'List L
Tasks List
Add a Mew Task
Mame ‘ Start Date ‘ Due Date | Created In ‘ Status ‘ Pririty ‘
ECL for 5WW Release12.28 Oaiulrz01a Q9ulrz01a Ewpiring Coverages Completed (0% High °
EOL for S 12.25 DaiJuliz010 10iuli2010 Todo List In Progress {51%) High °
Werify with technical team. 0afdulrzaia 09ulrza1a Irentany Mot Started (0% Medium °
Deleting a Task
There are different ways to delete a task:
e From the task list
e Inside the task details
Delete a task from the task list
To delete a task from the task list perform the following steps:
To do List e
Tasks List
AL d NEW | dSHK
Mame Start Date Diue Date Created In Status Priarity | |
EOL for SWW Release12.2¢ 08/uli2010 09/Julf2010 Expiring Coverages Completed (0% High °
EOL for S 12.28 0&LJuli2010 10/iuliz010 To do List In Progress (61%) High °
Check Latest Product Aler 06iJuliZ010 095dulr2010 To do List In Progress (20%) High %

e From the task list click the red-circled X; a successful deletion message appears at the top of the pod

view, and the task is removed from the list.
To do List
Tasks List
Task was successfully deleted.

Add 3 Mew Task

Mame Start Date Diwe Date Created In Status Priority | |
EOL for 8YW Release1 2.2 08Juli2010 09/ Julf2010 Expiring Coverages Completed (0%) High °
EQOL for Svw12.25 05iJuliz01o 10iulizo1o To do List In Progress (91%;) High °
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Delete a task from the Task Details pod

To delete a task from the Task Details pod perform the following steps:

lfodolist

Verify with technical team,

172.30.112.204 Ask why this device is in this report.

e Inthe Task Details pod view, click the Delete button; a successful deletion message appears at the top of
the pod view and the pod view displays the preceding task list item.
Todo List

Update inventory

D9UN2010 |4 100UI2010 |
| Medim |~ | Not started_| +
I i

o If the deleted task was the last task, then the task is deleted and the Tasks List pod appears with no tasks
available.
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To do List
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Reports

The Reports tab is accessed by clicking Reports on the PSS Overview page; click the Reports tab to see the different Reports in
the Reports tab,

There are several different types of reports that are available through the Reports tab:

e Contracts

e |nventory

e Miscellaneous Reports
e Product Alerts

e My Reports
e Smart Interactions

Reports Overview

There are a variety of reports that can be accessed through the Reports primary tab:

DashBoard FREPORSS  DeftaReports  Support Device Diagnostics! Smart Call Home

Product Alerts Miscellaneous Reports My Reports Inventory Contracts Smart Interactions

e Contracts tab has the following reports:
o Covered Items
o Not Covered Items
o Expiring coverages of Items in next 3 month
o Items past Last Day of Support
e Inventory tab has the Inventory reports:
e Miscellaneous Reports tab has the following reports:
o Executive Management Summary Report
o Exceptions Summary Report
o Protocol Access Error Report
o Uncovered Device Report
Product Alerts has the Product Alerts reports:
My Reports contains all the offline reports that were requested from other Report pods.
Smart Interactions provides a consolidated launching interface to access other related tools

Note  For a company that has multiple networks and wants smart portal to aggregate the data into a single
report across the multiple networks, then it is required that each network be collected by a separate
registered collector. There should be no overlap of devices in seed files. The same device should
appear only once, and not appear in data collected from other networks.

Nete  \When you go to the Reports tab for the first time in your login session, you will be asked to select an
inventory. An inventory must be specified to identify what data needs to be used to generate report
data, before viewing any reports. The first step in looking at any of the above Reports is selecting an
inventory

Selecting an Inventory

Selecting an inventory identifies what device data is to be used, when viewing a report. To select an inventory,
perform the following steps:
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= I A

| Entitled Company and Iventory Selection

Entitied Cornpany [ CISCO SYSTEMS |+ ]

Irvertary [ hson_30 |~ ]

|| LR ]

¢ On the Inventory Prompt window (shown above), if there is more than one entitled company then click
the Entitled Company drop down; select the entitled company whose inventory you want to see.

e Once the entitled company has been selected, either manually by the partner or by default if only one
entitled company exists, then smart portal populates the inventory drop-down list with the inventories
associated to the selected entitled company.

e Click the Inventory drop-down list and select an inventory from the list.
e Click Submit; the following actions occur:

o The corresponding inventory data is populated on the pods currently being displayed on the reports
tab.

o In the top-right corner of smart portal Reports, the application displays the name of the entitled
company (i.e. Cisco Systems) and the inventory name that was just selected (i.e. hson_30)

| Inbox I Logout

Entitled Company : CISCO SYSTEMS
Inventory : hson_30

Changing the Inventory

The current inventory can be changed at any time. To change the inventory, perform the following steps:

| Inbox I Logout

Entitled Company : CISCO SYSTEMS
Inventory : hson_30

e In the top-right corner of smart portal Reports click the inventory Change button; the inventory Prompt
window appears.

e Perform the_select an inventory steps.
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Secure Configuration Visibility

A customer company that wants to restrict the visibility of device configuration to the Customer Users of their
company or CBR Users that are registered to their company can restrict their access using the Update
Registrations Function in the SNTC Portal.

Owerview User Registration Common Senices Platform Support
Collector (CSP-C)
This page allows you to update the selected registration
Cisco.com ID User Name Entitled Company (EC) Role Registration Status
sch_test_4070 Sch Last | Customer Administrator _:_l Completed
Customer Administrator
Update Access to Reports: Customer User
CBR User

V! install Base Management related information in all reports
¥ Product Alerts related information in all reports

@F Dewvice Config Information in all reports

| Update ‘ Cancel

The Device Config Information in all reports check box can be unchecked, which will prevent the selected user
from seeing any device configuration information.

Device configuration details include the following items:

¢ Running configuration
e  Startup configuration
e Show commands [all commands]
The visibility to device configuration data can be blocked in two different areas:
e Online reports
¢ Offline inventory report generation

Online Reports

When a user is not authorized to view device configuration data and is on a page that contains device
configuration details, they will see a (Not Accessible) notification (see graphic below).
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Expiring Coverages

Product Aleri(s)

card(s) B

Contract(s)
Hardware/software Details

Exceptions

Offline Inventory Report Generation

Only the offline Inventory report allows access to the device configuration information. When a user that is not
authorized to view device configuration data wants to generate an offline inventory report they will not see the
device configuration related options in the offline report.

Smart Portal User Guide

pss22 1




I Chapter4 Smart Portal Partner Reports

Inventory

Inventory offline search criteria

|| Hardware version
L

Boot Version

e e

|!| Running Configuratian

Imventory offline search criteria

| I
' ) I

: [¥] Startup Configuration 1 @ You do not have access to device configuration details. (1)
1
I |

e T -
[] Exceptians V| Instslled Flazh
Grizfing T o Bl V| Hardwara Varsion
|| =riginal Invertory Date Frm e
« V] Boot Version |
|| Last Inventory Date 1 -
V| Exceptions I v
Device Details: Cards | (=== ==
V| ©riginal Inventary Date i 2|
- =
|| Select Al V] Last Inventory Date JF|
|| category Device Details: Cards
|| Device Tepe ] select all
| | Card Description V| Catagory | v |
| Request Report I Cancel | | Device Type | X
=y
o e . ol
| Regquest Report . Cancel

The above graphic shows two different users accessing the Inventory offline search criteria. The user on the left is
authorized to view device configuration data. The authorized user has access to the device configuration search
criteria.l s

The user on the right is NOT authorized to view device configuration data. The unauthorized user will not have the
device configuration search criteria options be visible.. J The unauthorized user will also have an informational

message ® at the top of the inventory pod indicating that they do not have access to any device configuration
data.

Contracts Report

The Contracts pod gives an overview of contract information for a selected inventory. In the Contracts pod, the
inventory data is classified into the following report categories.

e Covered Items

e Not Covered ltems

e Expiring coverages of items in next 3 months
e |tems past Last Day of Support

S

Nete The User Guide will use the covered items process path to describe how the user can get more details
about the covered items in the Contracts section. Once this process flow has been explained it can then
be applied to the remaining contract areas, since the described process flow is common to all.

See Common ‘IP List’ Process Flow for GUI Data for more details about the common IP list process.

Contract Categories

On the Reports tab, the Contracts pod lists the following types of contract categories, for the selected inventory.
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|
=

Contracts »

Zontrackt categories

Covered tems {0

Mot Covered ftems (187

&

Expiring caverages of tems in next 3 month [{1)]

ltems pastLast Day of Support ()]

Y

Nete The number within the parenthesis indicates the number of devices in that category.
The Contracts pod represents devices, from the inventory, that are in one of the following contract categories:

e Covered Items — devices that have active contract coverage.
e Not Covered Iltems — devices that do not have active contract coverage.

e Expiring coverages of items in the next 3 month — devices that will have contract coverage expiring within
the next 3 months.

e |tems past Last Day of Support — devices that are no longer being provided support by Cisco Systems.
To view the reports listed on the Contracts tab, perform the following steps:

Covered Items Reports:

e Click the arrow icon for the corresponding report you want to view

e Select one of the following options for seeing details about the selected contract category:
o Contracts view — provides a next level summary view; the Active Coverage Contracts pod appears.
o IP Address view — lists all devices in the selected category; the |P list pod appears.

Active Coverage Contracts

This pod displays all the contract numbers that have devices (Chassis / Card) with active coverages.
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Contracts

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.

e The slide bar and scroll knob indicates where you are currently viewing in the total number of items, use
these items to see other items not show in the current view.

To get details about a specific contract perform the following tasks:

e Click the active contract you want more details on; the Categories pod appears.

Y

Note  When you mouse-over the different graphics, you will see an informational pop-up appear over the
graphic.

Categories

For the selected contract, display all categories of chassis [with active coverage] and cards [with active coverage]
along with device count details.

Contracts

This pod view provides the following information/options:

e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.

Smart Portal User Guide
[ pss22 "=




Chapter 4 ~ Smart Portal Partner Reports |

e Selections: I indicates what specific item(s) have been selected in each pod (i.e. contract ‘3843147’).
e Provides info about the number of chassis and cards in the selected contract category.
To get details about a specific category perform the following tasks:

e Click the category you want more details on; the Product Families pod appears.

Y

Note  \When you mouse-over the different graphics, you will see an informational pop-up appear over the
graphic.

Product Families

This pod view displays the product families of Chassis and Cards for all active devices.

Contracts

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: 1 indicates what specific item(s) have been selected in each pod (i.e. contract ‘3843147").
e Use the search criteria field i.i to filter the number of items displayed in the view.

e The current data display type icon (i.e. pie chart) is outlined in blue, change the display type by clicking
one of the other icons.

To get details about a specific product family perform the following tasks:

e Click the product family you want more details on; the Product Families pod appears.

Y
Nete  \When you mouse-over the different graphics, you will see an informational pop-up appear over the
graphic.
PIDs

This pod view displays the PIDs available under selected product family.

Smart Portal User Guide
o2 | rs2z 1



I Chapter4 Smart Portal Partner Reports

Contracts

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I3 indicates what specific item(s) have been selected in each pod (i.e. contract ‘3843147").
e Use the search criteria field i to filter the number of items displayed in the view.

e The current data display type icon (i.e. pie chart) is outlined in blue, change the display type by clicking
one of the other icons.

To get details about a specific PID perform the following tasks:

e Click the PID you want more details on; the IP list pod appears.

Y
Note  \When you mouse-over the different graphics, you will see an informational pop-up appear over the
graphic.
IP list

For the selected Product Family and PID, displays all the devices that have active coverage / contract.

Contracts

IP Address

IP Address Range dintemal

168.0.228.45

ukbp-cswhads01a prod.dic.intemal
1658.0.9.68

ukbp-cswhads01b prod.dic.intemal
168.0.9.69

ukbp-cswhads02a prod.dic.intemal
168.0.9.70

This pod view provides the following information/options:
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[ pss22 g s




Chapter 4 ~ Smart Portal Partner Reports |

e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.

e Selections: I’ indicates what specific item(s) have been selected in each pod (i.e. contract ‘3843147").

e Use the search function£? to filter the number of items displayed in the view by hostname, IP Address or
IP Address Range.

To get details about a specific device that has active coverage / contract, perform the following task:

e The remainder of this section uses the same process flow as the Latest Product Alerts section. To see
the rest of the data flow, for this process, go to Chassis Details.

Y
Noete  See Common ‘IP List’ Process Flow for GUI Data for more details about the common IP list process
that was referenced above.

Inventory Report

Inventory pod displays the details of the devices in the selected inventory. Using the drill down feature, the user
can see different details of a selected device.

There are different views to this pod:

e Category View
e |P Address View

Category View

When the Category view option is selected all categories of chassis and cards are displayed with the device count
details for each category. 1 All cards are classified into one category called “Module”. 7]

To see more details about a specific category, perform the following steps:
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e Click on chassis or card category; the corresponding product family pod view appears for the selected
category.

Y

Note \When you mouse-over the different graphics, you will see an informational pop-up appear over the

graphic. You can also export the inventory related data by clicking Export. 71 For more information go
to Export Function > Generate an Offline Report.

Categories > Product Families

In this view display all product families available for the selected inventory and category.

This pod view provides the following information/options:
e Lastitem in the breadcrumb € indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.
e Selections: I3 indicates what specific item(s) have been selected in each pod.
e Use the search criteria field to filter the number of items displayed in the view.

e The slide bar and scroll knob indicates where you are currently viewing in the total number of items, and
also lets you navigate to different items not displayed in the current view.

e The current data display type icon (i.e. pie chart) is outlined in blue, change the display type by clicking
one of the other icons.

To get details about a specific product family perform the following tasks:

e Click the category you want more details on; the Product IDs pod appears.

Y
Note  When you mouse-over the different graphics, you will see an informational pop-up appear over the
graphic.
Product IDs

In this view display all PIDs available under the selected product family.
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This pod view provides the following information/options:

e Lastitem in the breadcrumb €O indicates name of the current pod view, the preceding names, if any, are
hyperlinked and provide a link back to previous pod views.

e Selections: I3 indicates what specific item(s) have been selected in each pod.
e Use the search criteria field to filter the number of items displayed in the view.

e The slide bar and scroll knob indicates where you are currently viewing in the total number of items, and
also lets you navigate to different items not displayed in the current view.

e The current data display type icon (i.e. pie chart) is outlined in blue, change the display type by clicking
one of the other icons.

To get details about a specific PID perform the following tasks:

e Click the category you want more details on; the IP list pod appears.

~
Note  \When you mouse-over the different graphics, you will see an informational pop-up appear over the
graphic.
IP List

This view displays all “Host Name and IP Addresses combinations” for the selected product family and PID.
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BGL11-ROVWS-00B-C51.cisco.com
10.64.35.4

hgl11-rowl 1-sm-swl cisco.cam
10.64.37.132

hgl11-rowl 1-swil cisco.com
10.64.58.22

hgl11-rowl 2-swl .cisco.com
10.64.58.23

hgl11-rowl 3-sm-swl cisco.com
10.64.38.132

The remainder of this section uses the same process flow as the Latest Product Alerts section. To see the rest of
the data flow, for this process, go to Chassis Detalils.

b Y

Note  See Common ‘IP List’ Process Flow for GUI Data for more details about the common IP list process
that was referenced above.

Export Info

The export option allows you to specify what inventory information you want displayed in this off-line report. To
export selected inventory data, perform the following steps:

Smart Portal User Guide
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Categories

L Category view vJ

Chassis Cards

LAY Zvvachea |190 A0 Festula (100 004

Mo of chassis | 20 Mo of cards : 51

Export

PDF
KLS

e Click Export and select one of the export options (PDF or XLS). An Inventory Off-line search criteria pod

appears.
e There are several categories that have related data options that you can select, the primary categories
are:
e All Details e Device
Details:
Cards
e General e CCM
Device Device
Details Details
e Contract e |P Phone
Details Device
Details
e Device e Product
Details: Alert
Chassis Details

e Check the check boxes of those details you want included in the Inventory off-line report.

S
Note The Ship Date is available in the Inventory offline report criteria. The Ship Date is the device ship date
and this ship date is found under Chassis, Cards, CCM and IP Phone sections.

A Manufacturer/Vendor Name column is also available, only in the offline report. This column displays
the manufacturer name or the vendor name of the devices.

The Category field will display "Uncategorized" for those devices the system is unable to classify.
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e Click Request Report to send the off-line report to the My Reports pod.

Download Device Configuration

In the Off-line report there is an option that lets you download a device configuration. This option lets you view the
Running Config details and Startup Config details. To obtain the Running Config details and Startup Config details
perform the following steps:

Inventory i o

Imrentory offline search criteria

v

Collected Serial Murnber

Serial Murmber

Saftware Version

Feature Set

Installed Merary

Installed Flash

Hardware Wersion

1

N I I I A A

Boot Version

Running Ceonfiguration

<

Startup Configuration
Applicable Show Commands

Exceptions all -

Criginal Inventory Date ..dﬂ

OO0O0 N

Lazt Inventory Drate ..dﬂ

Device Details: Cards

(]

l Request Report Jl Cancel I

e When using the Export Info option in the Inventory pod go to the Device Details: Chassis section.

e Check the configuration check boxes for the details you want to access (Running Configuration and/or
Startup Configuration).

e Click Request Report; the report will be sent to My Reports.

Reports for skunhipa
Report Mame Fiormead Enlied Compsary Imveriony Hame Raguasad Dala Frocessed Dabs
Feanbory R apeait ¥LS KFH IMTERMET Dot M 3-Jan-23 08050 Fanding

e When the My Reports pod has the Inventory Report, open the XLS formatted report.
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[ & B C o E
1
Running Applicable Show
1 | Host Hame = 1P Axlelress = Conligarath . Staniup Configuration [ =
Bl . . - .
3 I T— 1056810 4 Burnining il tart il tail
Bt 105605 Buning Gonify Details Slarup Config Details
4 aswl2 macormada com T
Bl

5 Thewd maciorneda coen 105806 Bunnin il up Config [etail .

e The XLS spread sheet contains the information noted above.
e Click the hyperlink for the respective config details you want to see. A browser displays the details.

o= e e e e e e mm e e mm e e e e e e o mm e = wm w= m

| I i I "

| CISCO Smart Portal

| Startup Configuration details for Device : GCCAMSTC1.ri.telefonica data.net
| Shewe az Plain Teat @

T uSing 7070 out of 12760 bytes

Last configuration change at 18:39:3%1 UTC Fri Sep 28 2007 by veededO:
NVRAR config laat updated at 15:56:43 UTC Tue Oct 9 2007 by cwuser

version 12.

0o service pad

gervice tinestanps debug uptime
service timestoamps log datetime
00 service passvord-encryption

bostname GCCARSTCL

loguing buffered BO0O informational

uo logying conszole

logging trap motifications

logging -

logging .

aaa nevemode )l

sas authentication login default group tacacs+ local

saa authentication login ADEIN group tacacs+ local

asa authentication enable default group tacacs+ enable

854 authorization exec default Qroup tacacs+ if-authenticated
832 aCCOuUNtiIng exec defoult ITAIC-ITOP JTOuUP tacacse

844 ACcouATing commands 0 default STArc-3TOp Groupy tacacse
844 accouAting commands S default ITArc-3TOp Qroup tacacse
aaa accounting commands 1S default ATArc-atop group tacacss
enable pasavord T XXXXXXXX

'

USAIDAE XXXXXXXX DARSVOrd O xxxXXXXX
username xxxxxxxx passvord 0 xxxxxxxx
username XxXXXXXX pazsword T XxXXXXXXX

o spanning-cree
O apanning-tree Vv
ip aubrat-zero

no ip source-route
6o 1p tomd domsin-lookup

e To have the configuration data without the header,I = click Show as Plain Text. @

Taing 778 our of 32768 byres

Lazc configuracion change ac 13:30:31 UTC Fri Sep 28 2007 by weadcodDi
HVRAK conlig last updated at 15:58:43 UTC Tue Oct 9 2007 by ceusers

wersion 12.0

no secvice pad

SErvice tipsstanps debug uptine
service tipestanps log datetime
na service password-encryption
'

hoscoame GOCAHSTCL

'

logging bulfered B000 informacional
o loggying console

logging teap notifications

logging - -

muthencigation login dsfault group tacacs+ local
muthentication login ADMIH group tacaos+ looal
muchencication snable default QUOWpR Tacacs+ shable
muthorization exec defaulc group acs+ if-authenticated
ann sroouating exes default SCArT-ATOp QOUp CASaCsE

ann BEEOUACLRG cownands O default ACEEC-ATOp Group CACAESE
aan gecounting coesmands S default REREC-RTOP group Cacacss
s ccounting comnands 15 default SCACL-SLOp Qroup LACARCEE
enable passward T sxsEanss

'

userpame CXXXXxXxd passuocd 0 xxxxxxCx
USECDMEE CEKKKXNE paszuord O HHKEEXME
USEDMDE CCXKEKXEL passuord T OKNxxxxKK
L

e The data is now displayed without the header, and is now only configuration data.
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Miscellaneous Reports

The Miscellaneous Reports pod allows the user to generate following reports:

e Executive/Management Summary Report (PDF and Excel Versions)
e Sales Opportunity Summary (Excel Version)

e Exceptions Summary Report (PDF and Excel Versions)
e Protocol Access Error Report (PDF and Excel Versions)
e Uncovered Device Report (Excel Version)

e EnergyWise Assessment Report (Excel Version)

e Medianet Assessment Report (Excel Version)

e |Pv6 Assessment Report (PDF Version)

e Installed Application Report (Excel Version)

e History of Past Uploads

Reports List

ExecutiverManagement Summarny FOF LS
Sales Oppounity Summary LS
Exceptions Summary FPDF  XLS
Protocol Access Error Report FOF  ®LS
Lncovered Device Report ®LS
Energyise Azzessment Report HLE
Medianet Assessment Report HLS

IPvE Assessment Report FDF
Installed Application Repart ®LS
History of Fast Uploads

Executive/Management Summary Report

The Executive/Management Summary Report identifies which devices in the network were successfully found,
contacted and had their inventory data collected.

The PDF or XLS version of the Executive Management Summary Report can be requested from the
Miscellaneous Reports pod. The requested version of the report can be accessed from the My Reports pod.
When the Executive Management Summary Report arrives at My Reports, the report provides the following
summary information on the devices in the uploaded inventory:

Smart Portal User Guide
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Smart Portal

Installed Base Alerts and Device
Management Notifications Diagnostics

05 Software Updates

Foundational
‘4 Pillar’

Advance Hardware Replacement

Online Technical Resources

Technical Assistance from TAC

Entitled Company : CISCO SYSTEMS
Inventory : hson_30

Report Name : Executive Management Summary Report

Identifies the entitled company and name of the inventory used for the report.

2 °

Note  The XLS version of Executive Management Summary Report does not display graphs.
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Number of Chassis :

9222

Number of distinct 105 versions used in the network : 255

Devices by Series and Model

Seres

Cisco 12000 Series Routers

Cisco 1700 Series Modular Access Routers

Cisco 2100 Series Wireless LAN Controllers

Cisco 2500 Series Access Servers

Cisco 2500 Series Access Servers

Cisco 2200 Series Access Servers

Cisco 2500 Series Routers

Cisco 2500 Series Routers

Vendor/Model

Cisco 12404 Router

Cisco 1720 Modular Access Router

Cisco 2106 Wireless LAN Controller

Cisco 2511 Access Server

Cisco 2509 Access Server

Cisco 2512 Access Server

Cisco 2514 Router

Cisco 2501 Router

Total

190

e Provides summary of the number of devices in the inventory and how many different IOS versions are

used on those devices.

I pss22
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105 and non-10S Devices By Major Release, Version and Model

Software Major Release Software Feature Pack Vendor / Model Total
3.6.0[00]Copyright Not Available gf;{gnf RS-14-Slot Single-Shell | o

4 D{1a)N2(1) Mot Available Cisco Nexus 5010 Switch 2
Version Not Available EfgﬁﬁjCE 5000 Senvice Control 1
10.3{(17) Not Available Cisco 2511 Access Server 1
11.0{10) Mot Available Cizco 2512 Access Server 1
11.1(4) Mot Available Cizco 2511 Access Server 1
11.2{12) Mot Available Cizco 2511 Access Server 2
11.2{(15a)P Mot Available Cizeo 2511 Access Server 1

e Starts listing all the I0S and non-1OS versions and indicates how many devices use each type 10S.
e List starts with the 10S version that is used most often.

Cisco Devices By Product Series

Device Count %

0 1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16 17 18

Cisco Catalyst 6500 Series Switches[ 2954 ]

Cisco 3800 Series Integrated Services Routers[ 1411 ]
Cisco Catalyst 3750 Series Switches[ 1281 ]

Cisco 2800 Series Integrated Services Routers| 604 |
Cisco 7200 Series Routers[ 295 |

Cisco 7600 Series Routers| 290 ]

Cisco 2600 Series Multiservice Platforms[ 277 |
Cisco Catalyst 3550 Series Switches[ 196 |

Cisco 2100 Series Wireless LAN Controllers[ 190 ]
Cisco Wide Area Application Services (WAAS) Appliances[ 184 ]
Cisco Catalyst 4900 Series Switches[ 141 ]

Cisco 3600 Series Multiservice Platforms[ 138 ]
Cisco Catalyst 3500 Series XL Switches| 125 ]

Cisco 3700 Series Multiservice Access Routers| 104 ]
Cisco 500 Series Content Engines[ 97 ]

Cisco Catalyst 2950 Series Switches| 75 |

Cisco VG200 Series Gateways[ 73 ]

Cisco 2500 Series Access Servers| 64 |

Cisco 7300 Series Content Engines| 59 ]

Cisco Catalyst 2900 Series XL Switches[ 58 ]

Cisco 2500 Series Routers[ 30 ]

Cisco Services Modules| 24 |

Cisco Catalyst 3560-E Series Switches[ 17 ]

Cisco 12000 Series Routers[ 13 ]

Cisco Catalyst 2960 Series Switches[ 11 ]

Cisco AS5300 Series Universal Gateways[ 10 ]
MNetwork Management Services Modules[ 10 ]

Cisco MGX 8800 Series Switches| 7 |

Cisco Carrier Routing System[ 6 |

Cisco Catalyst 3750 Metro Series Switches[ 6]

Cisco Catalyst 3560 Series Switches[ 6 ] —

Cisco Catalyst 2900 Series Switches[ 6 |

Chassis Series

e Lists the devices by product series starting with the series used most often.

Smart Portal User Guide
e rs2z 1



I Chapter4 Smart Portal Partner Reports

Cisco |0S Devices By Version
Device Count % t

12.4(3b) [1767
12. 2{252)550141002

12, Z(IEb) 124
3(10) [91
12. 4(15}T5 a1

12.4(11)72 [91
12, 2(25]SED 85

12.0(5)WC8

12.2(13)T5 [41
12.0(5)WC11 [38
12.2(25)SEC2 [37 L

e Lists the 10S versions, starting with the version that is used most often.

Cisco Non I0S Devices By Version

|>

Device Count %

g8 9 10 11 12 13 14 15 16 17 18 1% 20 21 22 23 24 25 26 20

(=}
—
L]
w
S
w
o
~

Mot Applicable] 1642 ]
8.5(8)[ 1206 ]
5.5.9(336]
8.5(1)[ 317 ]
8.3(1)[69]
6.3(6)[ 44 ]
7.6(3a) 31]
8.4(5)[ 23]
6.3(10)[ 11]
6.3(8)[ 11]
BA4(38]
B.4(6)[ 8]
85(2[71]
3.6.0[00]Copyright[ 6 ]
B.A(L[6]
7.6(2)[5]

8.5(3) 51
B.3(5) 4]
12.2(18)SXF17[ 3]
B8.5(68)[ 3]
4.0(1a)N2(1[ 2]
r2(nzl

8590 2]
74(3)2]
B.l3M2]
Version[ 1]

Non I0S Versions

"""'1\

e Lists the non-lIOS versions, starting with the non-10S version that is used most often.

Sales Opportunity Summary

The PDF or XLS version of this report can be requested from the Miscellaneous Reports pod. The requested
version of the report can be accessed from the My Reports pod. This section covers the following areas:

e Generating the Sales Opportunity Summary Report
e Sales Opportunity Summary Report Content
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Generating the Sales Opportunity Summary Report

This report highlights the most useful data from the collected inventory for your customer’s network and assists
you in assessing revenue opportunities. The data presentation is similar to the KTN (Know the Network).

This offline report is generated from the Miscellaneous pod. To generate a Sales Opportunity Summary report,
perform the following steps:

Miscellaneous Reports

e Click the XLS option for the Sales Opportunity Summary report.

Miscellaneous Reports

¢ Aninformational message appears, indicating the request has been received.
e Goto My Reports to see the Sales Opportunity Summary report.
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My Reports i i
Reports for ibmademao1

Repart Name Format | Entiled Company Iimyentary Narme Requested Date Processed Date

Sales Opportunity Summary LS CISCOBYSTEMS LTD PES17-5WAPFDema 2014-Feb-13 224227 EST  Pending :
Uncovered Device Report A8 CISCOSYSTEME LTD PEE17-SWAPPDemo 2014-Feb-13 221338 EST  J014-Feb-13 2216:26 EST
Uneovered Device Report AL3 SR #t BE1-10_CSPC2_3-patchtest 2014-Feb-1310:58:31 EST  2014-Feb-1310:59:02 EST
Uncovered Device Report ALE BUR UL Wit BE1-10_CSPCZ_d-patchtest 2014-Feb-1310:39:89EST  2014-Feh-1310:40:35 EST

e Find the Sales Opportunity Summary report in the My Reports pod, and then click the corresponding
XLS.

o If the Sales Opportunity Summary report is not visible in My Reports, then you may have to click the
Refresh icon K until the report has been added to the reports list in the My Reports pod.

Sales Opportunity Summary Report Content
The Sales Opportunity Summary offline report contains the following tabs
e Summary
e Collection Summary
e Product Details
e Software Details
e Alerts Details Tab

Summary
The summary tab provides information about the entitled company, nhame of the inventory collection, dates of
when the inventory collection was made and when the Sales Opportunity Summary report was created.

Sales Opportunity Summary

The Sales Opportunity Surnmary Report is a comprehensive report that pravides information on collected inventory.

Entitled Company CISCO SYSTEMS LTD
Collection Name PSS17-5WAPPDemO
Date Report Created  |2014-FEB-13
Collection Date 2014-FEB-11

—[ Summary . Colleckion Summary o Product Detalls o Software Details " Alerts Details 7 T4

Collection Summary

This tab is a summary of all the Cisco devices and devices that are manufactured by other vendors, which were
discovered on the subnets provided during the inventory collection. This spread sheet identifies devices that are
uncovered, past their last day of support or affected by alerts.
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Collection Summary

Them in & Waprurary of § Cipog goaay Bl Becey M nped by o b virals dacmaesd o tha BTSN sl dans thae sy Colsion

Clnen Devicer Al mamvifac e

i iy Cardy Teanl | )
Wil haams " Ve T Devias Menufeciures
W akal wiad Tl Hagmiar [ [T [Tl
s L
U Vi 14 151

e 1 grais | iy | Teaal |
Ciwaiad (eviies [l | =
i § Dot 3 TELE
Crrdsarin Al

L] Deperts (=] T |
Tairas wiih | fink il [ il
TP T T 3 .',1
Lk vty i Pl F i 351 14 HLIY
LDk barpord T amn i i Tl
Vs rrvmrnd| wrsd ek Pand | Fials i .5 fITT
L irvaranl vl Faid L L li :q-f uJ Brfiniiinm

Whal idirrs Uadssrried smean’

Hd i TH 110 Hocera fir
B H :I i I
Fr ] L | LIRe% = Ladl Dite al hiijjpdn
PRET Jch .'ll AR TR B D b
[ im Tl

Product Details

This tab lists the different product families that are categorized into the following areas:
e Routers
e Switches
e Phone and servers
e Those devices that are not recognized will be under the Other pie chart
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Product Details

Product Breakdown

Routers

= Cco 7200

m Clsco 7600

= Cisco 12000

= Cisco7500

Switches

mCassn

=L

Cas00

BCas00

Phones and Servers

mTelePresenc|
[

BuUCE

alnited
Computing

T

Bhbice
Servers

Others

BISE

o Optical Wil

mideo

Blireless

B UNCATEGORI
ZED

Top 10 - Chassisin Network by Product Family

25

20 4

Mo of

Devices 15 7

10 7

E S R A
& &P Y F o ¢
& & s

Product Familyc}n’g

Software Details

This tab provides IOS information in pie chart and table formats. This tab lists the OS version of each device that
was found in the inventory. The software details indicate various service related info, whether they have a

Device Type Yolume

Phones & Servers 30
Switches 157
Routers 14
Others 63

Mote: Only Cisco hardware is reported.

maintenance release available, and if they have any software exceptions.

I pss22
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|Software Details]

108 Snapshot

PILH

mNot Found

0% Version

No of Devices

LDo$ Announced Devices

Eo$ Devices

EoE Devices

Note: Only Cisco Routers & Switches are reported

LDoS Announced

EoS

EoE

EoSCR

LDos

Last Date of Support (Eol) Announcement Date

End of Sale Date

End of Engineering (S¥) or End of Maintenance Releases

End of H¥Y Service Contract Renewal Date

Last Date of Suppaort (Eol)

EoSCR Devices

LDoS Devices

Release

SW Exceptions

10512.0(31)56

10512.0(33)51

10512 1(20)EALa

10512 1(26)E3

10512, 2(18)5HD 7|

10512, 2(18)5HEL

10512, 2(18)57F1.

o N I N el L e

olom|o|o|ale|as

olom|o|o|ale|a|s

=RE=ar=1 =1 =R E=A = =1 =]

=RE=ar=1 =1 =R = = =1 =]

ololo|lofa|alwals

ololo|e|ae|ala|a]s

olololofo|alm|=|e

I
[
[
10512.1{27h)EL
f
[
[
L

10512, 2(18)5HFL

Alerts Details Tab

This tab provides information about various types of alerts, and provides the following info about those alerts:

e Total number of alerts found
e Unique alerts that were found in the network
e The total devices that were affected by the identified alerts.
¢ Displays a confidence level for the psirt alerts.

|Alerts Details

Alerts Total Alerts found in entire Network Unigue Alerts found in the Network Total Devices Affected | Confidence Level
HW EOX 113 25 113|MA
S EOK 2 1 2| M
FI 3 1 1S
PSIRT 349 41 21[vulnerable: 35
Potentially

“ulnerable: 314
Total to match: 349

Exceptions Summary Report

471

48

21

[

The Exceptions Summary Report identifies those devices that were successfully found in the network and had
their inventory data collected but have a specific exception noted.

The PDF or XLS version of the Exceptions Summary Report can be requested from the Miscellaneous Reports

pod. The requested version of the report can be accessed from the My Reports pod. When the Exceptions

Summary Report arrives at My Reports, the report identifies the specific exception that is associated with each
device that occurred during the inventory processing. Some of the exceptions include:

¢ Duplicate host name
e Duplicate IP address
e Insufficient memory
e Special OS release

r Smart Portal User Guide
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e Interim OS release
e Maintenance OS release
e Early deployment OS

The Exceptions Summary Report provides the following summary information on the devices in the uploaded
inventory:

Smart Portal

Installed Base  Alerts and Device
Management Notifications Diagnostics

Advance Hardware Replacement

Online Technical Resaurces

Technical Assistance from TAC

Entitled Company : CISCO SYSTEMS
Inventory : hson_30

Report Name : Exceptions Summary Report

¢ Identifies the entitled company and name of the inventory used for the report.
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Summary
Exception Device Count
Device is running a general deployment image g
Drevice is running @ maintenance release image 350
Device is running an early deployment image 1831
Duplicate hostname found 28157583,2815780 1
Duplicate hostname found 2815784, 2815782 1
Duplicate hostname found 2815868,2815866 1

Duplicate hostname found

2815870,2815866,2815868 1
Duplicate hostname found 1
2815871,2815866,2815868,2815870

Duplicate hostname found 1

2815873,2815866,2815868,2615870,2815871

e Provides a summary of the types of exceptions that were encountered, and how many devices in the

inventory encountered them.

Device is running a general
deployment image

Device is running a general
deployment image

Device is running an early
deployment image

Device is running a maintenance

Host Name IP Address Device Type Vendor f Model Product ID F Wersion ersion
2500-1 1722148133 | ROUTER Cisco 2514 Router CISCo2514 Mot Available 12.124)
72000 172215525 ASSEMBLY Cisco 7204 Router CISCOT204 Not Available 12.2(28)
sbef-swiciseo.com o) ynpgg132 | SWITCH Sf;;? Catalyst3750- g c475048PS5 | Not Available 12.2(25)SED1
S Switch
abe2-bb- 10816413 SWITCH Cisco Catalyst 3750- | e c3750G-125-5 | Not Avallable 12.2(44)5E2 s
gw1.cisco.com 24F5 Switch release image

Inventory Date

05/MNOV/2008

03/MNOVI2008

e Lists each device that encountered an exception, indicates the type exception that was encountered, and

provides other device details.
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Protocol Access Error Report

The Protocol Access Error Report lists those devices that were identified in the network (that is, were discovered
or identified in a customer seed file) but provided incomplete inventory data due to an access protocol error.

N,

Note  Only devices that have access protocol problems, when the collection process tries to obtain device
inventory information, are included in the Incomplete Inventory Report. Devices for which the inventory
was collected are excluded from this report and are instead displayed in the Executive/Management
Summary Report.

Details about the access protocol difficulties that the collector encountered while collecting the inventory
are included as part of the inventory upload. Some examples of the problems are listed below:

¢ Ping: Unverified

e Telnet: Unrecognized login prompt

e SSH: SSH not enabled on socket 22

¢ Telnet: Invalid TACACS username or password

o SSHNEW: Device not reachable or protocol disabled

e Telnet: Missing enable password

e Telnet: Missing telnet password

e Telnet: Telnet connection failed

e Telnet: Telnet connection dropped

¢ SNMP: SNMP connection to <IP Address> failed, or the connection timed-out

N,

Nete  This report was previously referred to as the Incomplete Inventory report.

The PDF or XLS version of the Protocol Access Error Report can be requested from the Miscellaneous Reports
pod. The requested version of the report can be accessed from the My Reports pod. When the Protocol Access
Error Report arrives at My Reports, the report provides details about the technical difficulties that occurred when
trying to access the device. Smart portal reports uses the following protocols are the protocols to access and then
collect the inventory data for a device:

e Simple Network Management Protocol (SNMP)
e Telnet
e Secure Shell (SSH) Protocol

The Protocol Access Error Report provides the following summary information on the devices in the uploaded
inventory:

Smart Portal User Guide
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Smart Portal
Installed Base Alerts and Device
Management Matifications Diagnostics
05 Software Updates
Advance Hardware Replacement
Online Technical Resources
Technical Assistance from TAC
Entitied Company : CISCO SYSTEMS
Inventory Name : hson_30
Report Name : Protocol Access Error Report
Summary
SSH NEW SSH HTTPS Ping Telnet SNMP HTTP
o 41 67 i 45 5 &7
¢ ldentifies the entitled company and name of the inventory used for the report.
¢ |dentifies the different types of protocols encountered and the number of each type.
Host Kame [P Address Deilee Type Irvvenkory Date O0H New BEH HTTPE Fing Tenet ENMP HTTR
50002 2475 Chastls TN et P %m
Diisabled
‘Wrong Rend Communizy
fmiia BRI Chasds TN Srnghizing 3
LCVPME03D 72 Chassls 18GUNIND Enabie Faled
A 10.200.80.70 Chazsls 1BGUNIND llmrPSE-ILFH M'FTMLHE
A 043813174 Chazsls 18GUNIND llmrPSE-ILFH M'FTMLHE
e Lists the information noted above for each specific device that encountered protocol errors.
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Uncovered Device Report

The Uncovered Device Report provides device information that is based upon recognition success and Last Day
of Support. The XLS version of this report can be requested from the Miscellaneous Reports pod. The requested
version of the report can be accessed from the My Reports pod.

This section explains how to access the report and describes the following report tab contents:

e Summary
e Charts
e Uncovered Items

e Items Past Last Day of Support
e Overdue and Expiring items in 30/60/90 days

e Product Summary
e Glossary

Access the Uncovered Device Report

To access the Uncovered Device Report, perform the following steps:

Miscellaneous Reports

Reports List

ExecutiveiManagement Summary

Sales Oppodunity Summary

Exceptions Summany
FProtocol Access Error Repart

Lincovered Device Report
Energywize Assessment Report
Medianet Assessment Repart
IPvE Assessment Report
Installed Application Report

History of Fast Uploads

= ===

FOF  HLS
HLS

FOF  HLS
FOF  XLS
HLS

LS
LS
PDF

HLS

e On the smart portal Reports portal, access the Miscellaneous Reports pod.

¢ Onthe Uncovered Device Report click the corresponding XLS; this generates the XLS version of the
Uncovered Device Report, which is available in My Reports.

Reports for ibrademod

Report Name Farrmat

Lincovered Device HEE@

Entitled Cormpary Irventory Marme Reguested Dale Processed Dale
CISCO SYSTEMS LTI TestAlerts 2013-Jun-24 11993 201 3-Jun-24 11:19:4

e Open the My Reports pod, and click the XLS that is associated to the Uncovered Device Report; an unzip

window appears.

PSS 2.2
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[ Opening UncoveredDeviceReportzip @
Youw have chosen to open:
g UncoveredDeviceReport.zip

wihich is a: WinRAR TP archive
from: hitps/ftools-stage.cisco.com

What should Firefos: do with ths file?

@ Openwith | WinRARZIP (default) -

Sae File

[7] Do thiz gutornstically for files like this from now an,

Ok Cancel
Loy

e Click OK; the zip file application opens.

ﬁ UncoveredDeviceRepmt zip - WinRAR (evaluation cﬁp},i

File ommands  Tools Favontes Options: Helg

= JeN) MENERTET 30

Add  EdractTo  Test View Delete Find Wizard Info

B 4%

VirusScan Comment

m % UncoveredDeviceReportaip - ZIP archive, unpacked size 110,388 bytes

>

[ Name Size Packed Type Modified CRC32
- File folder
Lf;':]UDR Report.xlsm 110,389 106,236 Microsoft Excel M.,  6/24/2013 11:1., 6CFCSDEA

e Click the UDR_Report.xIsm file to see the details of the Uncovered Device Report.

Uncovered Device Report Tabs

The Uncovered Device Report identifies items on your customer's network that are not covered by a Cisco

Service contract.

The Uncovered Device Report has the following Report tabs:

e Summary
e Charts

e Uncovered ltems

e |tems Past Last Day of Support

e Overdue and Expiring items in 30/60/90 days
e Product Summary

e Glossary
Summary

The Summary tab provides a high-level overview of all Product level metrics that is based upon recognition

success and Last Day of Support (LDoS) composition.
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Summary

Partner

Customer

Inventory Name
Date Report Created

Collected Dates

2014-FEB-13

SE1-10_CEPC2_3-patch test

2013-DEC-0B{CSPO001007331)

Unrnask Data Privacy Data

The Summary tab provides a high-level overview of all Product level metrics that is hased upon recognition success and Last Day of Suppaort (LDoS) compaosition.

Category Chassis Cards Call Managers IP Phones Telepresence
Last Day of Support: Past 17 17 1] 1] 1] 0 M
Last Day of Support: Within 12 Months 2 13 1] 1] 1] 0 17
L ast Day of Support: Between 13 and 24 Months 2 hi] 1] 1] 1] 2 9
Unigue lterns Found (Recognized + Mot Recognized) 109 280 1 a 0 12 402
Unique [tems Covered by a Service Contract 7 35 1 1] 1] 0 83
Unigue Items Covered by Contracts visible to this us 17 29 1 0 0 0 7
Active 42 Ell 1 0 0 0 74
Owerdue 7 g 0 0 0 1 15
Expiring in 30 days 2 5] 0 0 0 0 5}
Expiring in B0 days 21 4 0 0 0 0 25
Expiring in 90 days 0 0 0 0 0 0 0
Unique ltems Uncovered 44 90 1] 1] 1] 8 142
Unigue lterns Recognized (Covered+UnCovered+Mot Se 98 195 1 a 0 11 305
Unigue Items Mot Recognized 11 g5 a a a 1 97

In the Summary tab the “Unique Items Uncovered” row has a total of 142, which is the same total as the
Uncovered Items number noted below in the Contracts pod.

Contract categories

Covered ltems
Uncoverad lems
Explring coverages of lems in nex 3 month

Iterns past Last Day of Support

83

(143

0)

(0)

Smart Portal User Guide

I pss22




Chapter 4  Smart Portal Partner Reports |

Charts

The Charts tab offers a graphical overview of key collection driven data.
[Charts |

The Charts tab offers a graphical overview of key collection driven data.

Chassis Recognition Rate % 100 Chassis Recognition Rate
Chassis Recognized 103

Chassis Not Recognized 1]

Total Chassis Count 103 0%

—

100%

oChassis Recognized o Chassis Mot Recognized

Chassis Coverage Composition

Cowered Chassis 3 Chassis Coverage Composition
Quotable Uncov. Chassis 94
Mot Quotable Uncov. Chassis 1] o
Mot Recognized Chassis 1]
Tatal Chassis Count 103 0
P 9 A )
.

OCovered Chassiz OQuotable Uncov. Chasse

oMot Duotable Uncow. Chassis mHot Recognized Chassis
IPPhone Recognition Rate % 0 IPPhonhe Recognition Rate
IPPhone Recognized 0
IPPhone Mot Recognized 0 0%
Total IPPhone Count 0

olPPhone Recognized olPPhone Mot Recognized

Telepresence Recoghnition Rate

Telepresence Recognition R 0
TF Recognized a %
TP Mot Recognized 0
Total TP Count 0

oTF Recognized  oTF Hot Recognized
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UCS Recognition Rate
UCS Recognition Rate % 0
LICS Recognized 0 o
LICS Mot Recognized 0
Total UCS Count 0
oUCs Recognized  @UCS Mot Recognized
Last Date of Support (LDoS) Last Date of Support
LDaS within x months Past 12 1324 28
Chassis a 2 1 2
Cards a a a 2
IP Phones 0 1] 1]
Call Managers 0 1] 1]
Telepresence Devices 0 1] 1] 1.5
LICS Devices 0 1] 1] - 9
c
S 1
o
o
§ s
b=
An iterm count of recognized chassis, cards, com, ipphone, 000O0O00D ] 00000
ise, telepresence and ucs where LDaS is relatively imminent 0
Past 12 13-24
Refer to the BChassis
Products Tah DCards
for cormplete details =IP Phones
) . mCall Managers
Time Period (months) mTelepresence Devices
mUCE Devicas

Uncovered Items

The Uncovered Items tab lists Chassis, CCM, IPPHONE, Tele Presence, UCS and ISE that were found on the
discovered network. These items are currently not under a service contract, but a service contract can be
purchased for them.

Uncovered Items

Service Level Pce List - Effec 013:N0V-10

are

Actions ' Quote: To export the recognized equipment for quoting within CSCC, complete the foliowing actions
Click the Populate Quote Template button Al quotable fems on ths tab will be placed into the CSCC Quoting Template
- For best results, open the Quoting Template and fill in the Site information, Target Contract Number (for 2ems to be added to an existing contract), Serice Level, Begin Date and End Date
Log into CSCC and upload the Quoting Template
u Attach: Present the quote to the customer and then obtan permission to convert the quote nto an order

Populate Quote Template-Serviceable I @

- The rrenimum information required to generate 3 quote is: 2 Serial Nimmwer- '
Site ID and Service Duration The Quating Template wil prefil in the SN and PID

Host Name /
ID | IPAddress | SysName | Serial Number Product I ltem Type Product Family | Ship Date LDoS Service Level | Service Price Comment

y y v y M v v v | 8x5xNBD ~| (US List Price USD) * v
1 1841-118 1841-118.yourdo FTXIIBWIFE  CISCO1841 CHASSIS 1800 200-AUG-2 016-0CT-31 PSUT 179
R 184118 1841118 yourdo 35927507 W21 CARD WANAN A00-AUG2 0140EC3 Serce level and Senice prce nol avadable
3 Routeet?0!  Router1?0t  S40763713 HWIC-1ADSL= CARD WANLAN 217N Senice level and Senice price not avalable
1 Router1701  Router1701  FOCOBDSORE3  WIC-1ADSL= CARD WANLAN 214NOV-0 Semce level and Senvice poce not avadable
5 (530 (5350 cisco comMXIIART  ASSISKMBEL-210V  CHASSIS S0 N7-APRD PSUT 510
3 0530 05350 cisco conJAENIIBYHH  ASS-0FCACE!  CARD B0 2007-NOV:AD 018FEB Sece level and Semce pece not wvadable

)

note  Clicking the Populate Quote Template button® places All quotable items on this tab and the
Uncovered Cards tab, into the CSCC tool. The CSCCQuoteEstimateTemplate.xls file is placed on
your desktop and is shown in the next graphic.
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Populate Quote Template

The CSCCQuoteEstimateTemplate.xls file contains the serial number and item name of each quotable item.

H.f). ~ s ( uoteEstimateTerr
_ Home Insert Page layout Formulas Data Review View Developer
Cut . v H B |
# Cu Arial 0 AN T o] W T Wnap Tea Genenal . rﬁ S | Normal 8ad
43 Copy ~ 23
BI U~ =" DA EEE EE HMmegeacenters § - % v @R Condtioml Forma  Good Neutral

F Format Painter

Clipboard 0 Font " Alignment ‘ Number . Stytes

Formatting * as Table ~

£2 v f«| CAT1025RKIR
A B C .D E F " G . _H_ |

-lmommoa lmmmnqmmE'semmem ]mm ]uanwe ]smc%mwmw ]
CATI025RKIR WS-C3560-48PS-S
FDO1127Y2R2 WS-C3560-48PS-S
FDO1150Y682 WS-C3560-24PS-S
CAT1050NJ20 WS-C3560-48PS-S
CAT1050NJ2A WS-C3560.48PS.S

» ¥ | csce Qoute 9 el

Items Past Last Day of Support

This tab lists all the Items that are past the Last Date of Support. A service contract cannot be purchased for

these items.

Items past Last Date of Support

This tab lists all ltems past Last Date of Support. Service Contract cannot be purchased for these items. Suggested Replacement products and Service Level are included

* The Replacement Product Price and the Senice Level Price are meant ta he used as ‘guides’ only. For actual Replacement Product and Senvice Level pricing refer to the ordening tools

Prices are subject to change without notice. This information is only a5 current as the last update. Cisco reserves the right to add, change, improve or discartinue any program from the price guide.
Product Price 2013-NOY-10

Service Level F2013-NOY-10

CISC02691-RPS  CHASSIS y 012-MAR-31 CISCO2951/KB 200,00

b LR gl O CI3C03620 CHASSIS 3600 2008-DEC-31 CISCO3624 PSUT 1544
i o wiv Tl e v CI3C03748 CHASSIS 5700 002-JUL31 2012-MAR-31 CISCO3645 PSUT s

i d ! =, CISCO2610XM-16TCHASSIS 2600 M05-AUGT 2012MAR-3T CISCO2911/K3 8500 PSUT sy
3 ' ! o= CISCO2610:M- 18T CHASSIS 2600 005-AUG-1T 2012-MAR-3T CISCO2911/K3 605,00 PSUT 8
L e Mt (30 CIZCO2610M- 18T CHASSIS 2600 2004-DEC-10 2012-MAR-31 CISCO2911/KE 895,00 PSUT 58

i i o i Tl e v CI3C03748 CHASSIS 5700 002-JUL31 2012-MAR-31 CISCO39daMKE 300000 PSUT 032
= = ki WE-CI560-24-5M) CHASSIS (35860 2003-0CT-08 2011-MAY-31 W3-CI560V2-4T3-5 2500 PSUT y!

Overdue and Expiring items in 30/60/90 days

The Overdue and Expiring items tab lists Chassis, CCM, IPPHONE, Tele Presence, UCS and ISE that were

found on the discovered network. These items are not under a service contract but a service contract can
potentially be purchased for them.
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Overdue and Expiring items in 30/60/90 days

The Overdue and Expiring items tah lists Chassis, CCM, [PPHONE, Tele Presence, UCS and ISE that were found on the discovered network. These items are not under a service contract but a service cantract can patertially be
The tiata listed below has been recognized and can be uploaded to CSCC via the Quating Template. Further validations may be perfarmed within CSCC

* The Service Level Price is meant to be used as a 'guide’ only. For actual Service Level pricing refer to the ordenng tools

Prices are subject to change without notice. This Infarmation is only as current as of the |ast update. Cisco reserves the right to add, change, imprave or discontinug any program from the price guide

Contract Numbers displayed in the table are existing contracts with Overdue status or Expiring in 30/60/90 days

Service Level Price [2013-NOV-10

1 The minimum informeafion required to generate a quote is: a Serial Number, Contract Number,
Site ID and Service Duration. The Quating Template will prefilin the SN and PID.

Host Hame / Product Contract
D IP Address SysName Serial Number ProductID Item Type | Family | Ship Date LDoS Number | Service Level|  Service Price Expiring in (days)
BufiuBD | (US List Price USD) *
1 ASRIRARI0GE CARD ASRIK Z00G-DECDT MG-mar-3t Querdue
L CISCO2OM-SECHE  CHASSIS  Z900IR 2010-NOY43 PEuT o Overdug
g PWR-2901-81-A0= CARD H00IER Overdug
[ HWIC-43HDSL CARD WANLAN  2010-DEC13 2016-DEC-3 Overdug
b HWIC-2FE CARD WANLAN  2010-DEC-13 Overdug
b HWIC-4T1E CARD WANLAN  2010-DEC-13 Ouerdug

Product Summary

The Products Summary tab provides a comprehensive list of all PIDs that were discovered. The Column "Total
Count" describes a total count of all the "Covered + Uncovered" items, including any fallout items.

Product Summary

The Products Summary tab provides a comprehensive list of all PIDs that were discovered.
The Column "Total Count" describes total count of "Covered + Uncavered" items including any fallout items.

m Note: Due 1o limitations with the discavery process and netwark settings, this report may not represent all items on the netwark.
m Resolve: Conduct a reconciliation of the listed item quantities against a physical inventory, Cisco contract recards and invoices.

AMYPNEPILPLUS  2013-12-31 1
AR-APTIIIAG-AKD  2018-07-31 1

Product ID ‘ LDoS  (Total Count| Uncovered Count
160C4E-POS/OPT  2015-03-31 11 1
10C768-POS-5R= A g
5-10GBE= 2018-07-31 A
AM-CUE 2015-09-30 1 ]

]
i

Glossary

The Glossary tab provides a list with brief definitions of the specialized terms and abbreviations used in the
Uncovered Device Report.

I pss22
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Glossary

The Glossary tah provides a list with brief definitions of the specialized terms and ahbreviations used in the Uncovered Device Report.

Comment

Contract Number

Expiring in 30 days

Expiring in 60 days

Expiring in 90 days

Host Name

UCS devices

This field will contain additional details regarding the item which will vary depending on the tab

Existing Contracts associated with the devices with Overdue status or Expiring in 30/80/90 days
Count of devices whase Cisco semice contract will expire in 30 days. Subset of the "Unique lterms Covered.” This
term appears as a camment on the Overdue and Expiring ltems tab.

Count of devices whase Cisco sendce contract will expire in B0 days. Subset of the "Unique ltems Covered.” This
term appears as a comment on the Overdue and Expiring fterms tab.

Count of devices whose Cisco semvice contract will expire in 90 days. Subset of the "Unique Items Covered.” This
term appears as a comment on the Cverdue and Expiring fterms tab.

Assigned name for @ particular device that is part of a computer network. If a Host Name is assigned, it will be
displayed in the UDR; otherwise the IP Address will be displayed in this column

Key Term | Definition ~|  Tah Locationis) of Key Term ~
Active Count of devices that are covered under a Cisco senvice contract, Subset of the "Unigue Items Covered Summary

Charts showing the total count of devices by the number of items covered, uncovered and quatable | uncovered
Coverage Composition and not quotable, and not recognized. Separate Charts are created for chassis, IP Phones, TelePresence and Charts

Uncovered [tems
Overdue and Expiring Items

Overdue and Expiring Items
Summary

Summary

summary

Uncaovered ltems

Past LDOS
Overdue and Expiring Items
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EnergyWise Assessment Report

The Energywise Assessment Report is a Cisco Discovery Service (CDS) report that enables companies to
measure and manage the power consumption of their network infrastructure and network-attached devices,
thereby helping companies to reduce their power usage. The XLS version of this report can be requested from the
Miscellaneous Reports pod. The requested version of the report can be accessed from the My Reports pod.

To access an Energywise Assessment Report, perform the following steps:

Miscellaneous Reports - =

Repaorts List

Executiveianagement Summary FOF  XLS
Sales Opportunity Sumimary HLE
Exceptions Summary FOF  XLS
FProtocol Access Errar Repaort FDF XLS
Uncovered Device Report HLS
Energywize Assessment Report HLS
Medianet Assessment Report HLE

IPvE Assessment Report FDF
Installed Application Repart HLS
History of Past Uploads

e In the Miscellaneous Reports pod click the corresponding XLS hyperlink for the Energywise Assessment
Report; an info box appears when your requested report is available in the My Reports pod.

L You have a new Message in your INBOX!

¢ Go to the My Reports pod.

MyReports —

Reports for sch_test_4075

Repart Mame Format Entitled Campany Inventary Mame Requested Date FProcessed Date

IPvE Assessment FDF SO EIE & BE19_SR_conn_3_iny 2013-8ep-25 20:46:91 EDT 2013-5ep-25 2004718 EDT
Energyise Assessment HLS . | Y S SE19_SR_conn_3_inv 2013-Sep-25 20:46:46 EDT FPending
Execulive/Management Summany FDF S AR TCIE S My TestCRI1 2013-5ep-25 175426 EDT 2013-5ep-2517.54.12 EDT
Uncovered Device Report HLE . | Y o Wy TestCRA 2013-Sep-2517:54:18 EDT 2013-8ep-2517:55:41 EDT

e Click the Refresh button to refresh the list of available reports that can be viewed.

MyReports

Reports for sch_test_4075

Report Name Format Entitled Campany Inventary Mame Reguested Date Frocessed Date

EnergyviVise Assessment HLS . et - SE19_5R_conn_3_inv 2013-5ep-25 20:96:45 EDT  2013-8ep-25 20:58:14 EDOT
IPvE Assessment FOF ] SE19_SR_conn_3_inv 2013-Sep-25 20:46:51 EDT 201 3-Sep-25 2004718 EDT
EnergyiVise Assessment HLE . 1t Ld SE19_5R_conn_3_inv 2013-5ep-25 2004646 EDT  2013-Sep-25 2004726 EDT
Executive/Management Sumr PDF " by Test CR1 2013-Sep-2517:54:26 EDT 201 3-Sep-2517:5412 EDT
Uncovered Device Report HLS . i - iy Test CR1 2013-5ep-25 175418 EDT  2013-Sep-2517:55:41 EDT
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e Click the Energywise Assessment Report’s corresponding XLS hyperlink; the Opening
EnergywiseAssessment.zip window appears.

Opening EnergyWiseAssessment.zip il

You have chosen to open:
@ EnergyWiseAssessment.zip
which is a: WinZip File
frome https://tools-stage. cisco.com
rWhat should Firefox do with this file?

= | Open with | winZip (defautt) =|
= Save File

[” Do this automatically for files like this from now on.

OK I Cancel

e Select the Open With radio button, and then click OK; the file is downloaded and the WinZip window
opens with the Energywise_Assessment_Report .xlIsx file inside.

' t) Al — | WinZip - EnergyWiseAssessment.zip _IEllil
Harne Eackup Tooals Settings Layout Help Upgrade '.@'
d S Induder | = £ FTP Upload - Q* 32 | W Unzip and Install o &a
L s £ )
“=h T Filter - 3 Burn CO/DVD 4, 2k, £ Unzip Options ~ Pl
Lip Attach to o 1-Click Unzip . . o Qpen Select | *
Encrypt E-rnail = =0 Comeert Jip File Unzip - Unzip Entire Windip File Witk + -
Campress Send Decompress Wieu

51,048

4| | H

|selected 1 file, S2KE [Total 1 File, 52KE 00

e Double-click the Energywise_Assessment_Report.xIsx file to open the file; the
Energywise_Assessment_Report.xIsx file opens.

The Energywise Assessment Report has the following three spread sheets:

e Summary Spread Sheet
e EnergyWise Spread Sheet
e Glossary Spread Sheet

Summary Spread Sheet

The Summary spread sheet contains an overview of the EnergyWise report, and identifies information about the
network the data was gathered from.
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EnergyWise Summary

Energy consumption is a fundamental concern of most organizations, In response to rising energy costs, government directives, and environmental concerns, b
controlling their energy usage. Cisco EnergyWise enables companies to measure and manage the power consumption of network infrastructure and netwark-at
consumption ta realize increased cost savings, and potentially affecting any powered device, Cisco EnergyWise encompasses a highly intelligent network-base
and control energy between management applications and endpoints, The netwark discovers Cisco EnergyWise manageable devices and enables the monitori

CISCO SYSTEMS INC - CREDIT CARD
CISCO SYSTEMS LTD
SE1-10 CSPC2-3_RC2-2_WorkStation DEFALLTCP
C5PO0O1007257
- SE1-10_CSPC2-3_RC2-2_WorkStation_DEFAULTCP
Date Report Created December 11, 2013
Collection Date 2013-12-04

Unmask IP Address

S

Nete  The “Unmask IP Address’ function is available in the current report; see Unmask Hostnames and IP
Addresses in Off-line Reports for more details

EnergyWise Spread Sheet

The EnergyWise spread sheet contains details about each device found in the network and their EnergyWise
capability.

Cisco Discovery Service
EnergyWise Profile

Assessment Summary

Device D Product Farnily Serial Mumber
Cisco Catalyst Express 520 Series Switches 12.2(39)EX1 Unzupported
Cisco Aironet 1200 Series 12.3(23)A5 Unsupported
Cisco Catalyst 3500 Series HL Switches 12.0(5)WwC3h Unsupported
Cisco Catalyst 3560 Series Switches 12,2(25)5EE2 Unsupported
Cisco 1800 Series Integrated Services Routers 12.4(22)T Unsupported

The device id is the IP address of the device, and the Recommended OS Version is the OS version that is
recommended to potentially make the device EnergyWise Capable.

Glossary Spread Sheet

The Glossary spread sheet contains terms and associated definitions for each column that is in the EnergyWise
spread sheet. The definitions describe the meaning of the data that is associated to each respective EnergyWise

column.

Key Term Definition

Device ID Unigue identifier assigned to a found record within a netwark collection.

Product Family Grouping of similar Cisco Product Models.

Serial Mumber Unigue, identifying number or group of numbers and letters assigned to an individual piece of hardware or software, A
0S Version Current 05 version running on the device

Recommended 0§ Version |[Recommended 05 version needed that will potentially make the device Energy'Wisze Capahle

EnergyWise Capability Informs whether the Device is Capable, Mot Capable( Hardware Incapable, Software Incapable ), Unsupported

Capahle: Device is EnergyWise capable,

Hardware Incapable: The hardware installed does not support EnergyWise,

Software Incapable: The software the device is running does not support Energy'Wise,
Unzupported : Product is unsupported.
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Medianet Assessment Report

Medianet is an intelligent network that has an end-to-end architecture that provides a media-optimized network.
The Medianet Assessment Report is a Cisco Discovery Service (CDS) report that provides comprehensive
lifecycle service offerings that help customers better prepare, deploy, manage, and service multimedia network
capabilities. The XLS version of this report can be requested from the Miscellaneous Reports pod. The requested
version of the report can be accessed from the My Reports pod.

To access a Medianet Assessment Report, perform the following steps:

Miscellaneous Reports ye—
Repaorts List

ExgcutiveiManagement Summary FOF  HLS
Sales Opportunity Summary HLE
Exceptions Summany FOF XLS
FProtocol Access Errar Repaort FDF XLS
Uncovered Device Report HLS
Energywize Assessment Report HLS
mMedianet Assessment Report HLE

IPvE Assessment Report FDF
Installed Application Repart HLS
History of Past Uploads

¢ In the Miscellaneous Reports pod click the corresponding XLS hyperlink for the Medianet Assessment
Report; an info box appears when your requested report is available in the My Reports pod.

L You have a new Message in your INBOX!

¢ Go to the My Reports pod.

My Reports

Reports for skeeler
Refresh

Format Entitled Company

Report Mame

IPVE Assessment FDF
Medianet Assessment HLS
Energywise Assessment  ELS
Metrics Report HS

*PES TRAIMING PARTNER
P55 TRAIMING PARTHNER
*PES TRAIMING PARTNER
P55 TRAIMNING PARTHNER

Inventary Name

Fartnerinventoryl
FPartnernventaryt
Fartnerinventoryl

Pattnetlnventary

Reguested Date

2013-Aug-21 15:04:00 EDT
2013-Aug-21 15:03:57 EDT
2013-Aug-21 15:03:51 EDOT
2013-Aug-21 14:37:03 EDT

Processed Date
Mo data available
2013-Aug-21 15:04:03 EDT
2013-Aug-21 15:04:28 EDT
2013-Aug-21 14:39:36 EOT

e Click the Refresh button to refresh the list of available reports that can be viewed.

Format| Entitted Company

My Reports
Reports for skeeler
Report Mame
IPVE Assessment FDF
Medianet Assessment HLE
Energywise Assessment  XLE
Metrics Report HLE

*PSS TRAINING PARTMER
*PSS TRAIMNING PARTNER
*PES TRAIMNING PARTHMER
*PSS TRAIMING PARTMER

Inventory Mame

Fartnerinventoryl
Fartnernventanyt
Fartnerinventoryl

Fartnernventaryl

Reguested Date

2013-Aug-21 15:04:00 EDT
2013-Aug-21 15:03:57 EDT
2013-Aug-21 15:03:51 EDT
2013-Aug-21 14:37:03 EDT

Processed Date
Mo data available
2013-Aug-21 15:04:03 EDT
2013-Aug-21 15:04:28 EDOT
2013-Aug-21 14:39:36 EOT
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e Click the Medianet Assessment Report’s corresponding XL S hyperlink; the Opening
MedianetAssessment.zip window appears.

Opening MedianetAssessment.zip il

You have chosen to open:
@ MedianetAssessment.zip
which is a: WinZip File
from: https://tocks-stage-wass. cisco.com

- 'What should Firefox do with this file?

= Open with | winZip (defautt) =|
= Save File

[” Do this automatically for files like this from now on.

OK I Cancel

e Select the Open With radio button, and then click OK; the file is downloaded and the WinZip window
opens with the Medianet_Assessment_Report.xlIsx file inside.

' t) Al — || winZip - MedianetAssessment.zip _|EI|£|
Harne Backup Tooals Settings Layout Help Upgrade '.@:i"
d S Induder | = £ FTP Upload - Q* 32 | & Unzip and Install e 7 Dels
L s £ )
“=h T Filter - Burn 0/DiD *h =% Unzip Options + P g pen
A
Lip Attach to o 1-Click Unzip . . o Qpen Select *
Encrypt E-rnail = =0 Comert Jip File Unzip - Unzip Entire Windip File With - | Mew
Campress Send Cecompress Wieu Editing

T arm

L Medianet_a

Selected 1 file, 131KB [Total 1 File, 131KE 00 »

e Double-click the Medianet_Assessment_Report.xIsx file to open the file; the
Medianet_Assessment_Report.xIsx file opens.

The Medianet Assessment Report has the following spread sheets:

e Summary Spread Sheet

e Medianet Profile Data Spread Sheet

e Medianet Profile Introduction Spread Sheet

e Glossary Spread Sheet

e Cisco Legal and Copyright Info Spread Sheet

Summary Spread Sheet

The Summary spread sheet contains an overview of the Medianet and the Assessment Report, and identifies
information about the network the data was gathered from.

Smart Portal User Guide
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Medianet Profile Report Summary

Armedianet is an irtelligent network optimized for rich media. 1t is an end-to-end architecture for a media-optimized network comprising advanced, intelligent technologies and
Custorners are evaling from their existing network architectures to Cisco® capabilities for medianet architecture deployments to enable them to deliver & mare visual, social,
- cost effectively along with the necessary senices they need to support the increasing number of rich-media applications on their enterprise netwaorks.

R Partner CISCO SYSTEMS INC - CREDIT CARD
: '|,Cl|stu|rler CISCO SYSTEMS LTD
Inventory Name SE1-10_CSPC2-3_RC2-2_WorkStation_DEFAULTCP Unmask IP Address
4 Appliance D CSPO00LANTZST
= Collection Name SE1-10_CSPC2-3_RC2-2_WarkStation_DEFAULTCP
* Date Report Created 2013-12-1121:27:41
1 Collection Date 2013-12-0400:00:00

Note  The “Unmask IP Address’ function is available in the current report; see Unmask Hostnames and IP
Addresses in Off-line Reports for more details

Medianet Profile Data Spread Sheet
This spread sheet has several areas of data that it represents:

e Summary Chart

Summary Chart

reQUﬁﬁﬂ\gcﬁxsnher i - Medianet

— . ble devi
analysis = 22% - - e
l p )

Medianet

Software

Incapable
Devices = 8%

Medianet

Hardware

Incapable
Devices = 46%

Medianet capable devices & Medianet Hardware Incapable Devices & Medianet SoNMware Incapable Dewvices

® Devices requiring further analysis

e Assessment Summary
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Assessment Summary

Medianet Profile Summary Number of Devices %% of Total Devices

Devices that are currently Medianet capable; 40 23.53
kardw are, saftw are and feature upgrades are nat

required.

Devices that are primarily hardw are incapableta © Eld 46,47
support Medianet and require hardw are upgrade.

Devices that are primarily software incapableta © 147 g8.24
support Medianet and require softw are upgrade.

Devices that are primarily feature incapable to r [ild 0o
support Medianet and require feature

configuration.

Devices far which assessment was unable ta r ar’ 2176

determine Medianet support,

Cortact your Cizoo account of service beam to
obtain migration recommendations for Medianet.

e Device Migration Recommendations

Device Migration Recommendations

User Assigned Placein  User Selected
Device I Ezisting Hardware Existing Software Network [PIN) Foeus Area Recommended Hardware Recommended Software

Ciszo T200 Seties Routers 123061

1. T Siaftw are migration

"l and software package P

Cisco Catalyst 4500 Series Switches Hlone None Mone
Ciscn Aironet 1200 Series hlore Mone Mone
Cisco Catalyst 6500 Series Switches Hlone None Mone

Feature Configuration Recommendation
and Guide

recommendation for hardw are platiorm

Hone

Mane

Hone

N,

nete  The device id is the IP address of the device, and the “Unmask Data Privacy Data” function is not
available in the current reports. Users need to manually perform the unmasking.

Medianet Profile Introduction Spread Sheet

This spread sheet contains information about Medianet and its capabilities and how the Medianet Profile helps

organizations integrate their Cisco hardware devices and software applications into a rich-media network.

Medianet Profile Introduction

Cizco® Medianet capabilities extend the boundary of networks to the endpoints, craating tight integ
applications delivered over avariety of endpeints. Cisco endpeoints are equipped with the Media Se
conziztently take advartage of intelligent network services that improve video sxperence and gua
. The netwaork to become media-aware o that the network canintelligently apply critical netw ork ge

Rich-media applications to become network-aware, enabkling them to dynamically adapt to netwe

tighter netweork integration

Cizco Metworking Capakilities for Medianet provides: capakilities acress a range of netweork and end
optimize nech-media applications. Teday’s Cizco Metworking Capabilities for Medianet focuzes on red
the video experience. The capakilitie: alse provide much improved visikility inte the netweork te ace

wideo, and data on the network.

The Cisco Discovery Service Medianet Profile helps organizations ensure the svccessful migration tor
in order to realize the full valus of avideo technelogy inveastment. Medianet Profile aszesses the reac
infraztructure and provides prepare and plan recoemmendation: drawing from Cisco best practices.
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Glossary Spread Sheet

The Glossary spread sheet contains terms and associated definitions for most of the columns in the Device
Migration Recommendations section of the Medianet Profile Data spread sheet.

Key Term Definition

Device |D Unigue identifier assigned to o found record within a network collection.
Exdisting Hardware Harchware found in the network during the discowvery.

Existing Software 23 Wersion currently running in the discovered Hardware.

Fecommended Hardware  Hardware recommended to make device Medianet Capable.

Recommended Software 25 Wersion upgrade to make device Medianet Capable.
Different partions of the netwoaork play different roles in an owverall end-to-end

User Assigned PIN Branch, Endpoint or Enterprise WARN.

User Selected Focus Area The focus area determines what features a customer wanits to enable. Exom

Feature REecommendation  Specific feature configuration recommendation for the device.

Cisco Legal and Copyright Info Spread Sheet

This spread sheet contains legal information about Cisco copyrights and the information presented in the
Medianet product.
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IPv6 Assessment Report
This provides information on the following areas:

e |IPv6 Assessment Report Access
e |Pv6 Assessment Report Components

IPv6 Assessment Report Access

IPVv6 is the solution to the growing shortage of IPv4 addresses, and the IPv6 Assessment Report is a Cisco
Discovery Service (CDS) report that evaluates the customer’s network and assesses their devices IPv6
readiness.

To access an IPv6 Assessment Report, perform the following steps:

T ———
Repaorts List
Executive/Managerment Surmmary FOF  HLS
Sales Opportunity Summany #LS
Exceptions Summany FOF XLS
FProtocol Access Error Repart FDF XLS
Lncovered Device Report HLE
Energyise Assessment Report HLE
mMedianet Assessment Repart ®LS
IPvE Aszessment Report FDF
Installed Application Report HLE
Histary of Fast Uploads

¢ Inthe Miscellaneous Reports pod click the Reports List pane appears.

¢ Inthe Miscellaneous Reports pod click the corresponding XLS hyperlink for the IPv6 Assessment
Report; an info box appears when your requested report is available in the My Reports pod.

o
L You have a new Message in your INBOX!
e (o to the My Reports pod.
My Reports REp——
Reports for sch_test_4075

Report Matrne Format | Entitled Company Inventary Marne Reguested Date Processed Date
EnergyviVise Assessment HLS SEEL L TEI LRI B s SE19_5R_conn_3_inv 2013-5ep-25 20:96:45 EDT  2013-8ep-25 20:58:14 EDOT
IPvE Assessment FOF v - 1t o 1 | SE19_SR_conn_3_inv 2013-Sep-25 20:46:51 EDT 201 3-Sep-25 2004718 EDT
Energyitise Assessment KLS PRI WRIBRES S NESIA IES, SE19_SR_conn_3_inv 2013-5ep-25 20046:46 EDT  2013-Sep-25 2004726 EDT
Executive/Management Sumr PDF v - 1t o 1 | by Test CR1 2013-5ep-2517:54:26 EDT 201 3-Sep-2517:541 2 EDT
Uncovered Device Report KLS PRI WRIBRS S S Es by Test CR1 2013-5ep-25 175418 EDT  2013-Sep-2517:55:41 EDT

e Click the Refresh button to refresh the list of available reports that can be viewed.
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Opening IP¥bAssessment.zip ll

You have chosen to open:
:;E IPv6Assessment.zip
which is a: WinZip File
frome https://took-stage.cisco.com

r'What should Firefox do with this file?

 gpen vt

= Save File

WinZip (default) |

[~ Do this automatically for files like this from now on.

0K I Cancel

e Select the Open With radio button, and then click OK; the file is downloaded and the WinZip window
opens with the IPv6_Assessment_Report.pdf file inside.

_-;l ' v Al — | winZip - IPvEAssessment.zip _II:Ilil
Harne Eackup Tooals Settings Layout Help Upgrade '.@"
' Include - Eﬂﬂ ) FTP Upload - e | N Unzip and Install i ﬁﬁ

ﬁ.cL "fﬂ '

T Filter = &5 Burn C0/DWD L = 43 Urizip Options = Y
Zip Attach to 1-Click  Unzip COpen select

Encrypt Ernail = =L Comeert Jip File Unzip - Unzip Entire Windip File Witk + -
Campress Send Cecampress Wieu

Modified =

L | H

|selected 1 file, 95KE |Total 1 File, 95KE 00 »

o Double-click the IPv6_Assessment_Report.pdf file to open the file; the IPv6_Assessment_Report.pdf
file opens.

IPv6 Assessment Report Components

The IPv6 Assessment Report PDF file contains the following information:
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e es —
Smart
Capabiiites

Software Updates

Founcationd |
Capabllities

Oniine Technical
Resources

Alert
Reporting

Advance Hardware
Replacement

PaltnerAcceésto
CiscoTAC

Report: iPv6 Assessment Report

Partner: - =«

Customer: -

L R B SR U )

ARARE Mg T N e

Inventory Name: se19_SR_conn_Hot-fix

Appliance ID: csprooo1005743

Collector Name: SE19_SR_conn_Hot-fix

Date Report Created: 09/26/2013

Collection Date: 09/18/2013

—
Device
Diagnostics

Smart
Interactions

¢ Identifies the partner and associated customer from whom the inventory information was obtained.

IPvE Profile :

ml M w [

3780 08/26/2013 05:13:23

This report provides an assessment summary of devices in the network by categorizing them into

following:

- |PvG-Capable Devices
- Devices Not IPv6-Capable

- Devices requinng Software/Memory Upgrades for IPvE Capability

- Devices requining Further Analysis for IPvE Capability

Scorecard Summary

Category

Device Count

% of Total Count

1. IPvE Capanle

0

0.0

2. NOT Capable

3

714

3 Iras Upgrade [Software OSFaature Set or 10
DFmJFlasn =

38

4. Furiher Analysis Required

28

£9.04

TOTAL

42

100%

I pss22
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Device Summary Table

Product Name

Product Type

Device Count

% of Total Count

AT2S11-RJ Clsco 2500 S2nes ACCESS Senvers 3 T.14

CISCO2651 Clsco 2600 Senes Mulsanvice PLaforms 2 4.76

CISCO2E11 Clsco 2500 S2nes Integrated Jarvices 2 476
Routars

CISCO2021/K9 Clsco 2900 Sanes Integrated Sarvicas 2 4.7E
Routars

WE-C3580-24P5-5 Clsco Catalyst 3550 Seres Switches 2 4.76

[-0532-07 Clsco Calalyst 2550 Serles Swiiches 1 2.38

AIR-APT131G-P-KS Clsco Alronet 1130 AG Senes 1 238

ASRI002 Clsco ASR 1000 Series Aggregation 1 238
Services Roulers

AZRI004 Clsco ASR 1000 S2ries Aggragation 1 238
Services Routers

CISCOIT01-K3 Clsco 1700 Seres Modular Access Routers | 1 2.38

CISCOMTS1 Cleco 1700 Senas Modular Accass Routers | 1 238

CISCO1E41 Clsco 1500 Series Integrated Sarvices 1 238
Routars

CISCO2E20 Clsco 2600 Series Mulsenvice Platforms 1 238

CISCO2E21 Clsco 2500 Series Mulsenvice Platforms 1 2.38

CISCO2E01 Clsco 2500 Series Integrated Sarvices 1 238
Routars

CISCO2ES51 Clsco 2500 Series Integrated Sarvices 1 238
Routsrs

CISCo2811/Ke Clsco 2900 Z2nes Integrated Sarvices 1 238
Routars

CISCO2851/Ke Clsco 2900 Z2nes Integrated Sarvices 1 238
Roubars

CISCO3620 Claco 3500 Senes Mutsanvice Plaforms 1 238

CRI-16-LCC Clsco Carmear Routing System 1 .38

CRE-4-CH Clsco Camer Routing System 1 .38

Ci5-Ca216-KG Clsco MIDS 9200 Serles MuRliayer Swiches |1 .38

UCSa0-16 U FXID-KI Clsco Unified Communications 500 Senes 1 238
for Smal Business

UC520-32UHEFX0-KI Clsco Unified Communications 500 Senes 1 238
for Small Business

W5-C2040-8TF-5 Clsco Catalyst 2540 Serles Switches 1 2.38

WE-C2550G-24-F1 Clsco Calalyst 2550 Serles Swiiches 1 2.38

WS-C2050-24PC-L Clsco Calalyst 2550 Serles Swiiches 1 2.38

WES-C2050-24TC-L Clsco Calalyst 2550 Serles Swiiches 1 2.38

WE5-C3E50E-24TD-E Clsco Catalyst 3850-F Senes Switches 1 238

W5-CIT50-24TS-5 Clsco Catalyst 3750 Series Switches 1 2.38

W5-CITSDE-LEPD-EF Clsco Catalyst 3750 Senes Switches 1 238

WE-CITI0GE-24WE-525 Clsco Catalyst 3750 Seres Switches 1 .38

WE-CITI0E-LEPSE-5 Clsco Catalyst 3750 Seres Switches 1 .38

WE-C4503 Clsco Catalyst 4500 Seres Switches 1 .38

WS-C4503-E Clsco Catalyst 4500 Seres Switches 1 238

W5-C5508 Clsco Catalyst G200 Seres Switches 1 .38

e This portion of the report summarizes those areas that require additional analysis in order for the
customer network to be able to support IPv6-based services. The devices are categorized into the

following areas:

o Devices that are IPv6 capable.
o Devices that are NOT IPv6 capable
o Those that require upgrades and what version they need to upgrade.

o Those that require further analysis.
The next set of tables list the devices in the four previous categories.
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IPv6 Profile 3780 09/26/2013 05:13:23

Devices IPvE Capable
Device Name

Product Type Product Name 08 Version

Devices NOT capable of supporting IPve

Device Name Product Type Product Name 08 Version

172.20.106.140 Clsco Catalyst 2050 Serles Switches WS-C2a50G-24-E1 12.1{Z2jEA1Z

17221.34.19 Clsco Alronet 1130 AG Sanes AIR-AP1131G-F-K3 12.40106)A

152 168.96.142 Clseo Catalyst 2040 Serles Switches WS-CIR40-5TF-5 12.1{Z2)EAG

Devices Require Software or Memory Upgrade

Device Name Product Type Product Name 05 Version

172 16.141.41 Clsco 2500 Series Access Senvars ASZ511-R 12.05)T

172.15.142.158 Clsco 2500 Series Access Senvers ASZ511-R 12.1{5]T12

172.20.106.32 Clsco Catalyst 3750 Serles Switches WE-CITSOG-SEPE-5 12.2(53)5E2

17221.4.39 Clsco Catalyst 4500 Serles Switches WI-C4503-E 12254561

172.23.126.211 Clsco 2500 Seres Acoess Senvers ASZ511-R 12427

192 168.96.103 Clgea Catalyst 3750 Senles Switches WE-CITS0-24T5-5 12.2(25)5EE3

192 168.06.56 Clseo Catalyst 3550 Serles Switches WE-CIE550-24P5-5 12 3{P5)SEE2

192 168.96.71 Clseo Catalyst 3550 Serles Switches WS-C3560-24P5-5 12 2{25)SEE2

152 168.90.114 Clseo Catalyst 2060 Serles Switches WE-C2960-24TC-L 12.3{50)5E

102 168.00.2 Clseo Catalyst 3750 Serles Switches WE-CITSDE-4BPD-EF 12.2{25)SEE2

Devices Require Further Analysis

Dievice Name Product Type Product Name 085 Version

17215.104.14 Clseo Camier Routing System CRS-16LCC 3.5.4[Defau]

172 15.140.40 Clsen 2500 Seres Mulsarvics Plafforms | CISCO2621 12.1§27)

172.16.141.217 Clsco 2500 Series MuSservics Plafforms | CISCO2E51 127

172 16.141.218 Clsco 2500 Series MuSservics Plafforms | CISCO2651 12 2{17a)

17216.141.53 Clsco 2500 Series Mulservice Plaforms | CISCO2620 12.2{1)

17216.51.114 Clseo 3500 Series Mulfservice Plaforms | CISCO3620 12TIRKA

172.20.106.109 Ciseo Catalyst 4500 Serles Switches WI-C4503 12,325 EWA14

172.20.106.33 Clsco Catalyst 2050 Serles Switches WI-C2850-24PC-L 12 2{44)5E6

172 20.70.67 Clsea 2500 Series Integrated Services CISCO2EE1 12.4{12c)
Routars

172.21.142.123 Clseo Camier Routing System CRS-4-CH 4.2 4[Defau]

172.21.142.215 Clseo Catalyst 3750 Serles Switches WE-CITS0G-24WS-525 15.4Z)SE2

17221.34.20 Clseo Catalyst 3550-E Series Switches WE-CISEDE-MTDE 12 HS1)SE2

17221421 Clsco 2900 Series Integrated Sarvicss CISCO951KS 154112
Routars

7M.z Clsea ASR 1000 Sarles Aggregation ASRIDOZ 12 2{FIHNFEZ
Senices Rowers

172.21.34.23 Clsen 2900 Series Integrated Sarvicas CISCO0Z1KD 1514712
ROUtars

17221.34.24 Clsco 2300 Series Integrated Sarvices CISCO221KS 150114
Routers

172.21.34.53 Clsca Catalyst 2350 Serles Switches D-DE34-07 12.2{53)5E1

17221.34.57 Clsco 2900 Series Integrated Sarvices CISCOT1KS 15.004)M1
Routars

17223 164.71 Clsen ASR 1000 Sarkas Aggragation ASRIDM 15218
Sevices ROUErs

17223 183.245 Clsco MDS 5200 Serles MuRllayer Swiches | DS-Co216-K9 3.3(5)

17225.121.162 Clseo Unifled Communications 500 Serles | UCS20-16U-4FXO-KD 12.4{11)XWE
for Smal Business

1722512118 Clgea 2800 Senec Integrated Sarvicas CISCO2E0M 12.4{3)
Routars

152 163.96.172 Clseo 2500 Series Integrated Sarvicas CISCO2E11 12.314)T7
Routers

152 163.96.178 Clsea Unifled Communlcations 500 Serles | UCS20-32U-8FXO-KD 12.4{11)5WE
for Smal Business

182 163.96.64 Cisco Catalyst 5500 Serles Switches W3-C5509 12 2{33)5XI5

182 163.90.102 Clsco 1700 Seres Modular Access Routers | CISCOI7S1 12.325)

192 163.00.115 Clsen 1700 Serias Modular Aceass Routers | CISCO1TI-KD 12.4425)

192 163.05.118 Clsen 1800 Serias Integrated Sarvieas cl=Co1841 12.4{1g)
Routers

Smart Portal User Guide

I pss22




Chapter 4 ~ Smart Portal Partner Reports |

Installed Application Report
This section covers the following areas:

e Generating the Installed Application Report
¢ Installed Application Report Content

Generating the Installed Application Report

The Installed Application Report is a . This offline report is generated from the Miscellaneous pod. To generate an
Installed Application Report, perform the following steps:

Miscellaneous Reports

e Click the XLS option for the Sales Opportunity Summary report.

Miscellaneous Heports

¢ Aninformational message appears, indicating the request has been received.

Smart Portal User Guide
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e Goto My Reports to see the Sales Opportunity Summary report.

My Reports P
Reports for ibmademo1

Repart Mame Farmat Entitled Compary Irantony Marme Reguested Date Pracessed Date

Installed Application Report #LS CISCO SYSTEMS LTD PSE17-SWAPPDemo 2014-Feb-13 231 49EST  2014-Feb-13 233201 EST |2

Sales Opportunity Summary #LE CISCO SYSTEMS LTD PEE17-SWAPPDemo 2014-Feb-13 224227 EST  2014-Feb-13 224558 EST

Uncovered Device Report #LS CISCO SYSTEMS LTD PSE17-SWAPPDemo 2014-Feb-13 221338 EST  2014-Feb-13 22:16:26 EST

Uncovered Device Report aLE et Lo BE1-10_CBPCI_3-patchtest 2014-Feb-1310:98:31 EST  2014-Feh-1310:49:02 EET

Uncovered Device Report ALS . L # SE1-10_CEPCZ_d-patchtest 2014-Feb-1310:39.55EST  2014-Feb-1310:40:35 EST |

¢ Find the Installed Application Report in the My Reports pod, and then click the corresponding XLS.
e |If the Installed Application Report is not visible in My Reports, then you may have to click the Refresh
icon H until the report has been added to the reports list in the My Reports pod.

Installed Application Report Content

e The Installed Application offline report contains the following tabs
e Summary

e |Installed Applications

e About the Report

Summary

The Installed Applications Report provides details about applications are installed on devices that were collected
in the uploaded Inventory.

Installed Application Report

The Installed Applications Report provides information on applications installed on devices that were collected in the uploaded Inventory, The contents of
this report are based on the software applications installed and collected as of the upload date and time which appears below,

Summary

Entitled Company CISCO SYSTEMS LTD

Inventory Name FS517-SWAPPDemo

Appliance ID CSPO001007685 i

Report Date 2014-FEB-13 Wl Wt (e et
Upload Date Time 2014-02-11 18:18:54

Installed Applications

Contents of the Installed Applications tab are based on software applications installed and collected as of the
upload date and time, which appears on the Summary tab. Details about each application include the IP Address,
the name and version of the application, the location where it is installed, Serial number, PID, install and latest run
time. You can use this information for planning upgrades and supporting the software currently installed.

About the report

Provides information about what data is available in the different tabs associated to the Installed Application
Report.

History of Past Uploads

Provides a history of all the past uploads that have been performed:
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Miscellaneous Reports ” L

Reports List = Upload History

MONTH |.ﬂppliallce (TGWSS0000284 1) | Appliance (TGWSS00002888) |Appliallce (TGWSS00002889) | Appliance {TGWSS00002890) |

JUL, 2010 02uLz010 02AULr2010 23:04:05 EDT, 03JuLz010
020ULr2010 22:02:18 EDT

JUN, 2010 30JUNZ010
WAY, 2010
AFR, 2010
MAR, 2010
FEB, 2010
JAN, 2010
DEC, 2009
NOY, 2009
QCT, 2009
SEP, 2009

A

Unmask Hostnames and IP Addresses in Off-line Reports

This section describes the process for unmasking hostnames and IP Addresses on certain offline reports
(EnergyWise Assessment Report, and Medianet Assessment Report). The masking of sensitive customer data is
performed on the CSPC device. The unmasking process for the following CSPC DPA-based versions are
described:

e CSPC 2.1 and 2.2 Based DPA Collection
e CSPC 2.3 Based DPA Collection

CSPC 2.1 and 2.2 Based DPA Collection

This section describes the process of unmasking the Hostnames and IP Addresses in Off-line reports CSPC 2.1
and 2.2 based DPA collection. To unmask the hostnames and IP addresses, perform the following steps:

il e Poral) . Partner Support Service HKamaiacamnen | gy | Anout” | b | Logous

Entitied Company & inventory is not selected P

Device Diagnostics/ Smart Call Home

Miscellaneous Reports My Reports

Contract categories

@ Entitied Company =
Entitled Company and lnventory Selection
Please select one of the 4 selection criteria below to lookup Entitied Cormpany (optional)
Entitied Company v Y
S
Entiied Company [ e |
Inventory | SE1-10_CSPC2-3_RC5_dpacp v
-

T

e Go to the smart portal Reports, and then select an entitled company and Inventory name.
e Click Submit.
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IICII'Slélt;' mart Porte , Partner Suppon Service Hi Kamalakannan | 7} Inbox | Logout

Entitled Company :
Inventory : SE1-10_CSPC2-3_RCS_dpacp

DashBoard Reports Delta Reports Support Device Diagnostics/ Smart Call Home

Miscellaneous Reports

e Open the Miscellaneous Reports pod,
Y
Note  Both of the following reports from the Miscellaneous Reports pod use the same unmask procedure:
o EnergyWise Assessment Report

o Medianet Assessment Report

e Click the corresponding XLS for either the EnergyWise Assessment Report, or the Medianet Assessment
Report. The selected report is generated and is available in the My Reports pod.

Product Alerts Inventory Summary Inventory Contracts Smart Interactions

My Reports Miscellaneous Reports

1y n
o Enlitied Comp_ Inveniory Nam  Requested D& Processed Dale
MedianetAssessmen R SE1-10_CSPC 2013Dect1 ; 20130611 2(
Energy¥ise Assessment  XLS AMNIE W SE1-10_CSPC 2013-Dec-11:
NotProcessed Device Report 1.8 MR M SE1-10_CSPC 2013.D06-11”

NotProcessed Device Report XL8 MR R W SE1_10-CSPC 2013:Dec-10
Iewentory Report U8 AR M SE110_CSPC 2013-Dec-09
NotProcessed Device Repot XL§ MM W SE1-10_CSPC 2013:Dec-09
Inventory InsightRepot. X8 AMAE M SE110_CSPC 2013.De¢-09
NotProcessed Device Repot XL8 AP se1_10_CD5, 2013-Dec-09 ( 2013-Dec-09 01
NotProcessed Device Report X.8 A B W 8E1-10_CSPC 2013-Dec-08 2013-Dec-08 21

¢ Go to the My Reports pod and find the previously generated report.
e Click the report’s corresponding XLS to open the report.
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Medianet Profile Report Summary

A medianet is an intelligent network optimized for rich media. It is an end-to-end architecture for 3 media-optimized network comprising advanced, intelligent technologies and devices in a platform optimized for the delivery of rich-r
Customers are evohing from their existing network architectures to Cisco® capabilities for medianet architecture deployments to enable them to deliver a more visual, social, personal, and interactive experience to end users
- cost effectively along with the necessary services they need to support the increasing number of rich-media applications on their enterprise networks.

& Downloads
dpa_hostmap

| dpa_ipmap

- Libraries
¥| Documents
d"- Music
| Plictures
E Videos

m

1% Computer
& System (C)
@ CD Drive E)airtt v 4 n

- _Extel Filler (") -

File name:

] Open File(s) =
r W Yol [z g
Lttw)wl b « Systern (C) » dpamask - | +4 ||| Search dpamask R
o|  Organize »  Newfolder =+ 0 @
&l RecentPlaces = Name Date modified Type

DAD DEL CIRCULO CATOLICO DE OBREROS DE BURGOS

Unmask IP Address I(D

Unrmask Data Privacy Data 0

@ o

Cildpamak\dpa_hottmap bt
Ciidpamarkidpa ipmap bxt

4 »
FAIMTL T annee (2 1

e On the Summary worksheet click Unmask IP Address O
e Click Browse, ® and then select the mapping files,@ which was created on and downloaded from the

CSPC.
Y

Nete Select BOTH mapping files (dpa_hostmap, and dpa_iptmap).

e Click Submit. @

e Now the user will see the unmasked IP addresses and hostnames in the report.
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CSPC 2.3 Based DPA Collection

The unmask process for the CSP-C 2.3 based DPA collection is identical to the previous unmask process for the
CSPC 2.1 and 2.2 Based DPA Collection, except for the last step, which is selecting the DPA map file. With

CSPC 2.3 you are selecting only one map file @ instead of two map files. See next graphic for the map file
selection process.

A 8

Medianet Profile Report Summary

A medianet is an intelligent network optimized for rich media. It is an end-to-end architecture for a media-optimized network comprising advanced, intelligent technologies and devices in a platform optimized for the delivery of rich-t

Customers are evolving from their existing netwark architectures to Cisco® capabilities for medianet architecture deployments to enable them to deliver a more visual, social, personal, and interactive experience to end users
— cost effectively along with the necessary serices they need to support the increasing number of rich-media applications on their enterprise networks:

] Open File(s) @ S S
pe I DE PIEDAD DEL CIRCULO CATOLICO DE OBREROS DE BURGOS
« System (C:) » dpamask v |4 Search dpamask pel
(A ¥ v : Unmask IP Address @
Organize *  New folder =~ A @
. . - Unmask Data Privacy Data X
aﬂ Microsoft Excel i Dittaicdied ype

. CurrentMappinglnfo @ 12/1/201310:15..  TextDoc
" Favorites

@ o Cridpamask\CurrentMappingInfo.txt
B Desktop . owse

< Recent Places

& Downloads

9 Libraries
DOty Submit Remove Cancel
Y u
@' Music Hep
i Pictures
B videns bl < i C

File name: v | Excel Filer (*5d) -7

e On the Summary worksheet click Unmask IP Address @

e Click Browse, © and then select the map file,@ which was created on and downloaded from the CSPC.

S
Note  The selected map file in CSPC 2.3 is the CurrentMappinglInfo.txt file.

e Click Submit. @

¢ Now the user will see the unmasked IP addresses and hostnames in the report.

Product Alerts Report

Product Alerts pod provides details for the following type alerts reports:

e Hardware alerts

e Software alerts

e PSIRT alerts

e IntelliShield Alerts

N,

Note The User Guide will use the hardware alerts process path to describe how the user can get more details
about the hardware alerts in the Latest Product Alerts section. Once this process flow has been

explained it can then be applied to the remaining alerts, since the described process flow is common to
all.

See Common ‘IP List’ Process Flow for GUI Data for more details about the common IP list process.

Categories

Displays all the categories of affected chassis and affected cards and indicates their device count details. All
cards are classified into one category called “Modules”.
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To see details about specific type alert, perform the following steps:

Product Alerts

Categories

@ Request for PDF report has been received . A notification mail will be sent once report is available for download in My Reports View.

Hardware Alerts  (4638) O]
&
Software Alerts  (4337) %
Field Notice Alerts  (5845) NG
7
PsittAlerts  (6715) =S
oy
Intellishield Aletts (G708 S
A
Export

PDF [\
ALS

© 1992-2010 Ci

stems, Inc. All rights reserved.

e You can obtain a PDF or XLS version of an alert report, by using the export function.
e When the report has been generated go to My Reports pod to see the report.

Product Alerts ~_0
Categories
Hardware Alarts  (14378) %
Software Alerts  (4377) _ S
/4
Field Motice Alets  (8248) _ O
/4
Psirt Alerts  (B808) _ S
7
Intellishield Alerts (5802 LN
i
Export

e To see inline details of an alert type, click the corresponding arrow for the type alert you want details
about; the corresponding Product Alert Description pod appears.

Product Alert Description

The pod view displays all the alerts associated to the selected alert type. To see details about a specific product
alert perform the following steps:

Smart Portal User Guide
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Product Alerts g
Categories » Product Alert Description
Selections . Hardware Alerts
G500 yeo!
SELECTIVE CISCO CATALYST 6500100100 LIME CARDS, GIGABIT ETHERMNET LINE CARDS, POWER SUFPFLIES, AMND POVWER EMNTRY MODLULE %%
CISCO CATALYST 8500 SERIES SUPERYISOR EMNGIME 14, SWITCH FABRIC MODULE 1, CATALYST 6503, 6506, & 6509 SUPERVISOR ENGINE 1A-2GE WIRING CLOSET .. %
Selected Cisco Catahest 6500 Series Line Cards S
|
Cigeo Catalyst 6500 Series/TE00 Series Supervizor Engine ¥20-3A and CEFT20 Distributed Forwarding Engine DFC3A %‘>
CISCO CATALYST 8500 SERIES SUPERYISOR EMGIME 14, SWITCH FABRIC MODULE 1, CATALYST 6503, 6506, & 6509 SUPERVISOR ENGINE 1A-2GE WIRING CLOSET .. %
Selected Cisco Catahyst 6500 Series Distributed Forwarding Cards S
7
CISCO FLEXWAN MODULE USE WITH THE CISCO 7600 SERIES ROUTERS AMD CATALYST. 6500 SERIES SWITCHES %
SELECTIVE CISCO CATALYST 650010/100 LINE CARDS, GIGABIT ETHERMET LINE CARDS, POWER SUPPLIES, AND POVWER ENTRY MODULE %
EMD-OF-5ALE AMD EMD-OF-LIFE ANNOUNCEMENT FOR CATALYST 6500 YW3-+6416-GE-MT AND CATALYST 6500 36 PORT BUNDLES %
Displaying 1 - 9 of 27 total records _

e Use the search criteria field to filter the number of items displayed in the view.

e Select the corresponding product alert arrow to get product alert details.

Product Alert Details

This pod contains information about a specific alert and identifies pertinent information;

¢ URL to the actual alert.

e Brief product alert description.

e Avariety of alert notification dates.

e An Affected Devices link to see what devices in the selected inventory are affected by this alert.

Product Alerts

Categories = Froduct Alert Description = Product Alert Details

Selections . Hardware Alerts, Selected Cisco Catalyst 6500 5.

Product Alert Definition URL hitp:ihaenew cisco comienilUSipradicollateraliswitchesips5718/psT 08/e0l_c51_5058455 him!

Product Alert Description Selected Cisco Catalyst 6500 Series Line Cards

EoSale Date 18/DECI2008

EoLDoS Date T4DECI2014

EoRFA Date 18/DECI2010

EoSCR Date 1aMmAR2014

EoSWM Date 18/DECI2010

EcExAnnouncement Date 1SDEC 003

EoNSA Date 18/DECI2010

Affected Devices %}

Category Wiew
IP Address View

Contains product alert details relative to the selected product alert and provides a link to see that devices in EC
network are affected by this product alert. You have the following viewing options to see what devices are
affected by this product alert:

e Category View
e |IP Address View

Smart Portal User Guide
[ pss22 =N



Chapter 4 ~ Smart Portal Partner Reports |

Categories

For the selected alert, displays all categories of chassis and cards along with device count details that are
affected by the alert.

Product Alerts

To get details about a specific category perform the following tasks:

e Click the category you want more details on; the Product Families pod appears.

Y

Note  \When you mouse-over the different graphics, you will see an informational pop-up (i.e., category,
percentage, count) appear over the graphic.

Product Families

This pod view displays the product families of Chassis or Cards for all active devices that are affected by the alert.

Product Alerts

To get details about a specific product family perform the following tasks:

e Click the product family you want more details on; the Product IDs pod appears.

Y

Note \When you mouse-over the different graphics, you will see an informational pop-up (i.e., product family,
device count, percentage,) appear over the graphic.

Product IDs (PID's)

This pod view displays the PIDs available under selected product family that are affected by the alert.

Smart Portal User Guide
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Product Alerts

To get details about a specific PID perform the following tasks:

e Click the PID you want more details on; the IP list pod appears.

b Y

Note \When you mouse-over the different graphics, you will see an informational pop-up (i.e., product ID,
device count, percentage,) appear over the graphic.

IP list

For the selected Product Family and PID, displays all the devices that are affected by the alert.

Product Alerts

cuo02-swi.cisco.com
64.101.20.7

hkg1-10-gwl cisco.com
641041024

lwer01-01-sw1 cisco.com
64.100.64.5

From the IP list pod, the next step goes through the IP list process, which allows you to find specific details about
the selected device.

N

Note  See Common ‘IP List’ Process Flow for GUI Data for more details about the common IP list process.

My Reports

All user requests for XLS & PDF version of the report files will be displayed in My Reports Pod lists.

Smart Portal User Guide
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Y
Note  Only reports generated on the Reports tab are seen on this My Reports pod. Cisco may retain the
offline report for up to 8 days, but might remove it earlier due to space constraints; therefore please

To access the previously requested reports perform the following steps:

access the report as soon as possible. You can request to have this report re-generated at any time.

My Reports o L

ﬁ There are no offline reports available.

S
Note  This pod does not have an auto-refresh feature and will not display reports generated after user login;
therefore, to see the most recent list of offline reports, you need to click the Refresh button.

If no reports are available the above pod view will be seen.

Reports for pss_se_test_3301

Report Mame Farmat Entitled Campany Inventary Mame Reguested Date

Protocaol Access Errar Report EDE CISCO SYSTEMS hson_30 2011-Aug-21 21:04:06 CDT
Exceptions Summary FDF CISCO SYSTEMS hson_30 2011-Aug-21 21:04:01 CDT
Executive/Management Summary  PDF CISCO SYSTEMS hson_30 2011-Aug-21 21:03:54 CDT

Processed Date

2011-Aug-21 21:04:08 COT
2011-Aug-21 21:04:112 COT
2011-Aug-21 21:03:58 COT

If reports are available they will be listed in the My Reports pod view in the format seen above.
Click on the report you want to see, and follow the ensuing prompts to view the report.

File Download x|

Do you want to open or save this file?

Mame: ExecutiveManagement Summary. zip
Type: WinZip File

From: tools-stage.cisco.com

Open ] [ Save ] [ Cancel

YWhile files from the Internet can be uzeful, some files can potentially
harm your computer. [F you do nat truzt the source, do not open or
zave this file. What's the rizk?

Click either Open or Save to continue processing of the report.
If saving the file, designate the location at the save prompt.
To open the report, perform the following steps:

r Smart Portal User Guide
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521KB of MyReportsController. htm from tools-stage

f )

¢

MyReportsController, btm From tools-stage, cisco,com
Estimated kime left Mok known (Opened so Far S21KE)

Download ko Temporary Folder
Transfer rate: 260KE!3ec

[] Cloze this dislog box when download completes

Cancel

o After the report has finished loading, click Open.

) WinZip - ExecutiveManagement Summary|1]-zip

File Actions Wiew Jobs Options Help
- B | — = , . F , . F i T.k [ 1 p r“l_;\':ﬁ.
: sl . =7 . o ﬁ . ..._1 @ -l‘g A E=ls
Mew Open Favorites Add Extract Mail Encrypk Wi Checkout Wizard Wigw Style
L Mame Tvpe Madified Size  Ratio Packed Path
?EExecutiveManagement.PDF Adobe Acro... 772010 3:01 PM 1,047,715 37% 664,338
£ 3
Selected 0O files, O bytes Total 1 File, 1,024KE ®0

e Use WinZip to open the file to a specified location.

Smart Interactions
Smart Interactions has the following different aspects associated to it:

e Provides reports that are associated to the inventoried devices.
e Provides integration between the inventoried devices and other external service tools.

For integration with other service tools, when a user logs in to smart portal, Smart Interaction provides a
consolidated launching interface to access other related tools, and avoids having the user log into multiple tools
websites.

When providing reports, lets the user view information associated to inventoried devices in the install base. For a
given device in the inventory, a user will be able to see service request (SR) cases and its associated details.
Similarly if RMA is initiated from an SR case, then RMA details will also be displayed.

The functions for Smart Interactions can be broadly classified into the following major areas:

Smart Portal User Guide
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e Service Requests — lets user view SR reports per device, per contract, and per entittement company
(EC).

e RMA orders — RMA number lookup is provided by cross launching the RMA tool.

e Bug Reports — full bug details are provided by cross launching the Bug Search tool or using launch
option.

Smart Interactions provides a centralized way to access the following service tools that fit in these major areas:

e TSRT for SR management

e SVO tool for RMA management

e Bug search tool for bug searching
e Software Downloads

¢ Notification Services

Service Requests

The service requests (SR's) displayed in the Smart Interactions pod are SR's that were created manually by the
user. There are several options regarding how you can view the various SR data provided by Smart Interactions.
You can view the data in the following ways:

e By SR number

e By Contract

e By Device
e All (EC level)
Y

Note The SR Report has Inventory Data/Contract Data/SR/RMA/Bug info all in a single report.

View SR’s by SR Number

This section of the Smart Interactions information describes how to view SR data by different categories. To view
by SR number, perform the following steps:

Entitied Comparry : KPN INTERNET
Deita Reports Support Device Diagnostics!/ Smart Call Home Inventory : abde_SI3

Miscellancous Report Wy Reports Inventory

SR Tie Smm> Status Cvaaeﬁ on ' LastUpdate On  RMA Bug ID HostName | IP Address PID Device Serial Numt, Contract Numb
817163279 %PM_SCP-SP- 3 Solutio 2011-Mar-16 184 2011-Mar-20 184 6251-2asw0. 10.58.0.44 WS-C650%E SMG1021NKGS 2482650

@

e Inthe Categories drop-down Iist,@ select By SR Number.
e Enter an SR number, and then click Submit; the SR number data is displayed.
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Y

Note You must enter an SR number in order to see any entries; wildcards cannot be used.

Support

TAC Service Request Tool -- My Requests

Click the hyperlinked SR number (i.e., 617163279)@ and the TSRT window opens with the full details of
the selected SR.

Logged in as: gkeeler Internal Employes

HOME
TAC Service Request Tool — Service Request Details 617163279
My Refllleﬂs Us=e the tolloving links to queckly navigate to a section of this reguest
Service Redquest History
Service Reguest Updates
Clage Service Reguest
Bookmark this Page |
Service Request Review
Cisco Service Raqueast
Helpdesk Tracking Humber
Service Request Title %PM_SCP.SP.2.LCP_FWW_ERR_INFORM
e The SR number (i.e., 617163279)1 1 is displayed in the Service Request Review area.
H J
View SR’s by Contract Number
To view the SR data by Contract Number, perform the following steps:
Smart Interactions Sepam——
Categories | | By Contract Mumber |+ Filter
Select | Contract Mumber | Contract Type | Expiry Date
L
L 2482655 MSET 2011-Jun-30 00:00:00 CDT
L1 2482648 MSOS 2011-Jun-30 00:00:00 CDT
L 2482653 MSOP 2011-Jun-30 00:00:00 CDT
L1 35897649 MSOE 2011-Jun-30 00:00:00 CDT
Export
e Inthe Categories drop-down list, @ select By Contract Number, and then click Submit; a list of all the
contracts associated to the entitled company the user is affiliated with.
Smart Portal User Guide
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Smart Interactions REp——
Categories : [By(:omract Number M | | [ submic | Filter
Select | Contract Mumber | Contract Type | Expiry Date

(V]

[] 2482655 NEST 2011-Jun-3000:00:00 COT

[] 2482608 NSOS 2011-Jun-30 00:00:00 GOT

[ 2482653 NSOP 2011-Jun-3000:00:00 COT

|| 3580769 NSOE 2011-Jun-30 00:00:00 COT

Export

e Check the check box of a contract that you want more information on, and then click the Submit button;
the window displays all the SR's that are associated previously selected contract.

" Smart Interactions i
Categorles . By Contract Number || [ | submie | Filter
SR Title Severit Status Created On LastUpdate On RMA Bug ID HostName | IP Address PID Device Serial Numi| Contract Numb
R - |
E§17|§327g: %PM_SCP-SP- 3 Solutio 2011-Mar-1618:4 2011-Mar-2918:4 625t-2aswl. 10.58.0.44 WS-CB509E SMG1021NKGS 2482650
e : -———

: 1719151 :WSGSOQ-Suph 2 Custor 2011-Mar-1308:.0 2011-Apb051011§3743§77l noidasfsa.cc 10.40.254.2 WS-C6509 SALO8239FS2 2482650

. 2 C M)

Eggmggngvcoos noinbc 3 Close 2011-Mar-11 11:4 2011-Apr-01 13:5¢ citywestwar 10.254.1282 CISC0O3845 FHKO0943F24X 2482650
Export

e To see more details on the defect click a hyperlinked SR number i1 and the TSRT window opens with
the full details of the selected SR.

e To see more details on the RMA data click a hyperlinked RMA number 1= and the TSRT window opens
with the full details of the selected SR.

View SR’s by Device

To view the SR data by device, perform the following steps:

Smart Interactions SR
1
Categories | Device | v ] | | [ Submit J Filter
Select | Host Mame IP Address Product ID Serial Number Contract Numbi Bugs
U SJESFSB.corp.adobe.com 153.32.2117 WS5-CB509-1300AC SCA0422004G 2482650 Launch r‘_
SJA10SA corp.adobe.com 10.8.52.30 WS-CA506 FOX07T15005L 2482655 Launch -
N SJA105C.comp.adobe.com 10.8.52.32 WS-C4506 FOX07180054 2482655 aunch
L ©) (@ Launcn
U SJA155A corp.adobe.com 10.8.92.30 WS-C4506 FOX072100H5 2482655 Launch
[ | virginia-swa.corp.adobe.com 10.32112.2 WS-C3560-48PS-8 CATO906N1LD 2482655 Launch
O SEAQASC.sea.adobe.com 10.48.80.12 WS-C4506 FOX091800TJ 2482655 aunch
|| barcelona-wan.eur.adobe.com 10.254128.10 C3T45-VPN/KS JMK0822L35K 2482653 Launch
0 mum-swa.corp.adobe.com 10.42.20.2 WS-C3750-24FP5-8 CAT1018ROM3 2482650 Launch
Al
Export

e Inthe Categories drop-down list, @ select By Device, and then click Submit; the list of all devices is
displayed.

e Click the Launch button, @ which opens up the Bug Search Tool window that displays any bugs that
might be associated to the selected Product ID (PID) (i.e., CISCO3725).@
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Bug Search Tool

Help | Feedback
Search Bugs

P £c1sC03725 (B)

| Filter | | [ = | [ |
_________________________ 4
Bug 1D - Headline c;';ﬁ:;‘;’ Status Severity Rating
EP CSCsd04015 SDSP went into a bad state due 1o call not discannecting prop 4 Terminated 2 A
éb CSCsc192 -EGW sends dtmfin band while it is configured o support only 27 Fixed 3
:b :IEC-}g:.-‘[DIJD-iV.BQN.BD modem connects 41k orless speed on Nil-HD-2% Terminated 3
Eb 1‘.9699:3‘1!15-:CCME cuts MOH to H323 if X*FER happens before XTO-parly Terminated 4
El CSCehd48206 -E}?ds crash at skphoneGetAddrinfo 2 Terminated 3
E" CSCec36008 -iPDorvolce guality with E1R2 non-compelled and ds0-group Terminated 3
i o o 0 0 0 0 0 0 0 0 0 0 0 0
0 u: 0 0 0 0 0 0 0 0 0 0 0 0
¥ C5Ceh07035 <105 CFB & Transcoder dont register with CM randormly 3 Terminated 3
EP ( ECe[DSHZ-gZCME SIP MW relay router should have redundant setup Terminated B
ED CECIngBB4s5 - i?outer crashing at policymap_print_configured Terminated 1
P CSCepB134 -Elncorrectcall icon for authenticated phones in Secure SRST Terminated 3
gb“._:_,.t“_zfgl._:p.l_-_iLl_Q wi MQC drops packets queue 1 Terminated 3 v
Export Allto Excel | (1) Total Records :334

e The Bug Search Tool lists all the bugs that are associated to the specified PID C1sco3725.®

e To get more details on one of the bugs, click one of the hyperlinked defects in the Bug ID column. i..i
The Bug Search Tool lets you perform the following tasks:

e Filter the data shown in the window, by using the filter tools. 1

e Get more data about a particular defect, by clicking a specific Bug ID number. :..:

o Export the list of all the defects to Excel, by clicking the Export All to Excel button. ®

View SR’s by All (EC Level)

This option lets you view all the SR's by entitled company (EC). To view the SR data by All (EC Level), perform
the following steps:

Smart Interactions

Categories : All |v | H Submit ] Filter
SR a | Title | Severity | Slatu5| Created On | Last Update On |RMA | Bug IT | Host Name IF Address ‘ FID | Device Serial Mumber | Contract Mumber
617113811 YCQOS8noin 3 Close 2011-bar-1111 2011-Apr-01 13:5 citywestwan.e 102541282 CISC038: FHKOI43F24% 2482650
617163278 %PM_SCP-5 3 Solutic 2011-Mar-1618 2011-Mar-29 18:¢ B25t-2asw021 10.58.0.44 WE-CEA0! SMGT021MKGT 2482650
617191515 wsBa03-Sup, 2 Custo 2011-Mar-1908 2011-Apr-058 1011 3743877 noidasfsa.cor 10.40.254.2 WWE-CES0! BALDB239FE2 2482650
Export

e Inthe Categories drop-down list, @ select All, and then click Submit; the list of all SR's that are
associated to the entitled company are displayed.

e Click the Launch button, ©) which opens up the Bug Search Tool window that displays any bugs that
might be associated to the selected Product ID (PID) (i.e., CISCO3725).®
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[ |
RMA Order Status

When a hyperlinked RMA number is clicked, smart portal connects to the following RMA/Service Order Status
Tool. The following important items are shown on the RMA page:

e RMA Number that had the hyperlink (i.e., 83743877).14

e The SR number associated to the RMA request (i.e., 617191515). i} SR number contains a hyperlink
that will provide more details about the SR

RMA/Service Order Status Tool
Wigw Qrder Holds Wiew Order Motes View Line Detail Wiew Senal Nymber View Enfitlement Quicomes
:_ I Detailed v || GMT v || wiew Audit Trail || View Audit Trail With Holds |
[ Top | Header | Premivm Info | Replacement Parts | Retum Pas | Battom | | Query |
Service Order Header
RMA/Service Order | 83743877 Status Closed
Humk Create Time - 19-MAR-2011 15:07 (GMT +5.5 [ T
et reate Hime ( ) Requested Ship Date 18-MAR-2011
Service Request 3| 17191515 : Service Contract Number 2482650 : NSSP-24x7 x4 Network Optimization Serice, 2457 x4
Humber asrrmrrmmm e
Header PRM SERVICE-US RMA Owner
Transaction Type
Ship Te Ship To Addiess Acknowledgment Contact
Infarmation ABCXYZ SYSTEMS CPRID/CCO ID: navekot
ABCXYZ SYSTEMS, LIMITED. Contact: Nave Kotsman
4444 BROADWAY Phone: 9196008888
NYC, NY mail: navekol @a CXyZ.com
[SITE ID-911561911] Originator

e Additional RMA data can be viewed by using a tools cross launch, which uses the Related Tools option
on the smart portal toolbar.

Bug Search Tool
Information about bugs can be obtained the following ways:

e The information can be provided by clicking the Launch hyperlink in the View SR’s by Device window.
e Launch the Bug Search Tool from the Related Tools section of the smart portal toolbar.

Tools Cross Launch
You can launch external tools for Smart Interactions from the Related Tools section of the smart portal toolbar.

The Related Tools option provides access to the following tools:

ascon | g | mout | | Logout

Smart Call Home
Next Generation Web

Service Request Tools »
RMA/SVO Tools »
Bug Search Tool
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Delta Reports

The Delta Reports tab is accessed by clicking Reports on the PSS Overview page; click the Delta Reports tab to see the
different Reports in the Delta Reports pod,

Delta Reports tab contains multiple pods which compute the changes in the network, alerts based on dates
provided by user. Also contracts Delta report compares the devices with Cisco InstallBase and reports the
differences.

When a user clicks on the Delta Reports tab, if an Inventory is not selected, the Inventory selection box will be
displayed to select EC and Inventory.

DashBoard  Reports | Delta Repa §"  Support Device Diagnostics! Smart Call Home

'lfhfefiiory Delta Repori. Product Alerts Delta My Reports

The Delta Reports tab includes:

¢ Inventory Delta Report view / pod
e Product Alerts Delta view / pod
¢ My Reports view / pod

Inventory Delta Report

This report computes changes (Adds and Deletes) in the network by comparing the validated devices in the
current aggregated and previous aggregated inventories. If any devices are not validated, (i.e. without a validated
serial number or PID), those devices are not considered for comparison. Devices that are not validated will be
reported under the “SN Not validated” category. Any device that exists in both the aggregations (based on the
start date and end date provided) will be reported under the category “Unchanged”.

Inventory Delta report can be generated using either “Automatic” or “Manual” options. The automatic option allows
the user to select Network Snapshot One and Network Snapshot Two dates. Based on the selected dates, the
application automatically displays the corresponding uploads and computes the delta. When the user selects the
Manual option, the application displays all the inventory uploads in Snapshot One and Snapshot Two.

The user needs to select an inventory upload from snapshot one and snapshot two for comparison. Add and
Delete statuses are always computed with respect to snapshot two. Like automatic, Manual optional also displays
the Added, Deleted, SN Not validated and Unchanged details in the report.

To generate an Inventory Delta Report perform the following steps:
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Inventory Delta Report

e Specify either the automatic or manual option.
Inventory Delta Report

074uliz010 |

e Specify the Network Snapshot One and Network Snapshot Two dates.
e Click Submit; the Delta View pod view appears.
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Inventory Delta Report

e The report shows the Network Snapshot One and Network Snapshot Two and the differences between
them.

e You can click either of the Network Snapshot items for more details.

e Clicking a category displays the IP list of all the devices in that selected category.
Inventory Delta Report

ukhi-clbhads01b
1722023114

ukbp-clhcec01a
17220145234

ukhp-clbcec01h
172.201145.235

ukhbp-clbcscOla
172.2017.226

ukbp-clbescdih
172.2017.227

e Select any device in the IP list to obtain more details.
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Inventory Delta Report f_0

Delta Wiew = |P List = Chassis Details

Selections : Automatic, [Snapshot one : 01/Juni2010 : SN Mot Yalidated)], [ukbi-clbhads0a: 172.20.231 13]

Product Family Cisco ¢S5 11500 Series Content Services Switches @|;
Validated PID 5511503
Validated Serial Number Mat Available
Device Type Mot Available
Vendor Or Model Cisco CES 11403 Content Services Switch
Product Description “Cisca 11803 Cantent Services Switch SCM-2GE HD
Original Product ID Mot Available
Original Serial Number Mot Availahle
SHMP Location URBILA_CakiCv4a
Original Inventory Date Mot Available
Last Inventory Date Mot Availahle
Product Alert(s) S
7
Cardis) S
7
Contractis) _ S
7
Hardwareisofteare Details A\ B

e See any previous IP list section to obtain more details about the IP list / Affected Chassis — Card process.

Nete The green checkmark on the right side indicates matched criteria. (i.e. added / deleted / unchanged / sn
not validated, based on context).

Note  The User Guide will use the hardware alerts process path to describe how the user can get more details
about the hardware alerts in the Latest Product Alerts section. Once this process flow has been

explained it can then be applied to the remaining alerts, since the described process flow is common to
all.

See Common ‘IP List’ Process Flow for GUI Data for more details about the common IP list process.

Product Alerts Delta Report

Alerts delta report, computes alert changes in the inventory based on the start and end dates provided by user.
Any device alert that is associated with the inventory, after the selected start date but before the selected end
date, is considered as an “Add”. An alert can be added to inventory when:

e A new device is added to the inventory after the selected start date and affected by at least one alert.

e There could be new alerts for the inventory during the selected time period.

This report also displays the alerts that are not changed during the selected time period. If an alert is associated
with the inventory before the start date, it will be considered as an “Unchanged” alert.

Product Alerts Delta pod displays the following 5 alert categories:
e Hardware Alerts
e Software Alerts
e Field Notice Alerts
e PSIRT Alerts
e IntelliShield Alerts
To obtain one of the above delta reports perform the following steps:
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Product Alerts Delta

e Enter the Snapshot One and Snapshot Two dates.
Product Alerts Delta

01 ayr2010 (4 OF duli2010 |4

e Click Submit.
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Product Alerts Defta

Select One |

Hardware Alerts
Software Alerts [:%
Field Matice Alerts
PEIRT Alerts
Intellishield Alerts

e Select a report type to generate; the application processes the request.

Product Alerts Delta

e When the processing is completed, the report results are displayed.
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Product Alerts Delta

Intellishield Alerts | v

e You can perform one of the following options:

o Select another alert type from the drop-down list; the system processes the request and displays the
product alert delta for the selected alert type.

o Click the graphic to see the next level of detail; the associated Product Alert Description pod appears.
Product Alerts Defta

Apache-Based Weh Servers mod_status Module Cross-Site Scripting Wulnerability

Ciscao CallManager and Ciscao |08 SIP Packet Denial of Service and Arhitrary Code Execution Yulnerahility
Cisco Catalyst Operating System and Cisco 105 Metwork Analysis Module SMMP Spoofing Yulnerability
Cisco 105 Facsimile Request Processing Denial of Service Vulnerability

Cisco 105 H.323 Packet Handling Denial of Service Yulnerability

Cigco 105 MGCP Packet Denial of Service Vulnerability

Cisco 105 Multiple Protocal Label Switching Denial of Service Wulnerahility

Cisco 108 RTP Packet Denial of Semvice Yulnerability

Cisco 105 SIP Packet Handling Denial of Service Yulnerahbility

e Use the search criteria field to filter the number of items displayed in the view.
e Click the arrow for corresponding data you want more info on; the Product Alert Details pod appears.
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Product Alerts Delta p—

Froduct Alert Categories = Froduct Alert Description * Product Alert Details

Selections : [Irtelishield Alerts : AddediChanged | 01 May2010 : 07 uli201 0], Apache-BasedWeb Servers mod_s. ..

Product Alert Definition URL hitp:itools cisco.comisecuritycenteriviewAlert xYaledid=14907
IAM service home page http:iiwanewy cisco.comiend)Siproducts/psE834/serv_group_home html
Product Alert Description Apache-Based Web Servers mod_status Module Cross-Site Scripting Vulnerahility
Urgency 1 (Weakness Found)
Credibility 4 {Canfirmed)
Severity 3 (Mild Damage)
CVSS value Mot Available, Mot Available
CVEID CWE-2007-6388
First Published Date O8/0AM2008
Last Published Date 2¥MAY2008
Affected Devices B
e Click the Affected Devices arrow; the IP list pod appears.
Product Alerts Delta —
Froduct Alert Categories = Product Alert Description * Product Alert Detailzs = IP List
Selections : [Intelishield Alerts : AddediChanged | 01 Mayi201 0 07201 0], Apache-Bazed YWebh Servers mod_s...
Hostname | v ] | |, :
UKBP-CRX¥PT204RTD01 B.prod.dic.internal =
=
196.12.6.45 i
UIKBP-D3AC4503A prod. ukb internal NS
172.20.108.180 4
UKBP-D3AC4503B. prod.ukb.internal [
172,20.108.181 i
LIKBP-D30S4506A prod.ukb.internal N
172.20.108.189 4
LIKBP-D3DS45068 . prod.ukb.internal G
172.20.108.190 &
UKBP-D3MM4503A. prod. ukh.internal G
172.20.109.4 & =
Dizplaying 1 - & of 328 total Chassis

e Use the search function to filter the number of items displayed in the view by hostname, IP Address or IP
Address Range.

e See any previous IP list section to obtain more details about the IP list / Affected Chassis — Card process.

Y

Nete See Common ‘IP List Process Flow for GUI Data for more details about the common IP list process.
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My Reports

All user requests for XLS & PDF version of the report files are displayed in My Reports Pod lists.
S

Note Only reports generated on the Delta Reports tab are seen on this My Reports
To access the previously requested reports perform the following steps:
My Reports L o

0 There are no offine reports available.

¢ If no reports are available the above pod view will be seen.

My Reports

Reports for sch_test_2535

Report Mame Forrmat Entitled Company Irventary Mame Requested Date Processed Date
Inventory Delta Report HLE *Party_REL2 Reul_0623 08/JUL2010 015710 EDT 08JUL2010 015715 ECT
Product Alerts Delta Report PDF *Party_RELI2 Reuz 0623 Q8JULI2010 01:55:49 EDT Pending

e Click the Refresh button to refresh/update the current view; if reports are available they will be listed in
the My Reports pod view in the format seen above.

Reports for sch_test_2535

Report Mame Format Entitied Company Inventary Mame Reguested Date Processed Date
Inventary Delta Report HLS *Party_RELIZ2 Feuz_ 0623 0aJuL201001:57:10 EDT 08JUL2010 01:57:15 EDT
Product Alerts Delta Report PDF *Party_RELIZ2 Feu2_ 0623 0a3JULZ201001:55:49 EDT 08JUL2010 01:57:30 EDT

e Click on the report you want to see and follow the ensuing prompts to view the report.
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Support

Support tab allows users to view and download the smart portal help documents. This tab also contains FAQs for
the most commonly seen issues in smart portal. The support tab also allows the user to provide feedback as well.

DashBoard Reports Delta Reports m Device Diagnostics/ Smart Call Home

FAQ Feedback Documentation

Support Tab includes the following items:

e Documentation Pod
e FAQ Pod
e Feedback Pod

Documentation/Link

This section identifies what information is contained in the Documentation/Link pod, and explains how to access
the related data.

Documentation/Link

Document Mame Link

PSS Release Motes Launch
Smart Portal U=er Guide Launch
Device Diagnostic User Guide Launch
Support Contact Information Launch
FS5 Support Community Launch
P35S Partner Central wehsite Launch

To access the information identified under the Documentation Name column click the corresponding Launch
hyperlink, under the Link column. Clicking Launch links you to the associated documentation.

FAQ

FAQ pod contains frequently asked questions. Based on the need, the smart portal team can post questions with
resolution steps, users can also post questions. The smart portal team will answer user questions at the earliest,
but currently there is no fixed timeframe set for providing the resolution to user questions.

The following items are a few of the categories identified for FAQs.
e User Registration
e Reports

e Other
To see an FAQ perform the following steps:
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FAQ

FAQ List

Category [ Reports v]

¥ (2 How do | go back to a previously viewed page?
Llse the bread crumb, which identifies the path used to get to the current page. You can select any previously viewed page, which is displayed in blue.
¥ ([ 2)What does the information in the Selections: line represent?
The selections data identifies which specific device, or associated part (chassis or card), has its details being represented in the pod view.
» [ ?2)What are the items (.e. Dashboard, Reponts, Delta Reports and Suppor), under the Cisco logo, referred ta?
» (2 What are the items associated to a prirmary tab referred to?
*.2)\What is the viewable area of a secondary tab called?
B 2) How do | make a pod view the anly view being displayed?
»(?)How do | change the pod view so that | can see the other viewable pods?
» (2 How do | display info frorn one of the secondary tabs?
» ?)How do | change a pod sothat itis no longer displayed, and changes back to just a secondary tab?
*2)What is the little dot over the slide bar at the bottom represent?
* . 2)How can | change what iters are being displayed in the view?
» (2 How can | get rore details about an item being displayed in the pod?

P ?)\What s the obiect called above the Total Records section?

e Click the drop-down list and select a category.
e Each row contains one question.

e To see the FAQ detalils, click the triangle to the left of the FAQ); the FAQ details are displayed below the
FAQ.

e To hide the FAQ details, click the triangle to the left of the FAQ; the FAQ details are removed from the
view.

e Click the drop-down list to see other FAQ categories.

Feedback

This pod allows the user to provide feedback on the smart portal. The feedback form has the following input fields.

e Name

e Role in the company (optional)

e Location (optional)

e Preferred contact (list box to select either Phone / mail).
e Feedback (multi-line input box).
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Feedback

e Enter the required information and any optional information, and then click Submit; the feedback data is
sent to the smart portal team.
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Application Error Messages

There are several error messages that are generated by the smart portal web application. Most of the errors
which are specific to some operation / action in the pod, will display error messages in the pod. You will error
messages in the following situations:

e Connection Error:

Connecton Error

It appears the zervice or connection to Cisco backend is unavailable ar timmed out,

- If wou want to retry vour previous request, press 'Cancel’ and then retry,

- Otherwize, please check that vour commputer has network connectivity and then
click "Cantinue' to reload the application.

- If the problern persists, please email ask-smart-servicesi@cisco, com

l Continue ]l Cancel ]

This connection error occurs either from the server dropping the connection, or losing the connection to
the Cisco Backend. The reason for the connection drop could be due to a heavy load on the server;
since a retry is not performed automatically user must perform one of the following options:
o Click Continue to replace the application.
o Click Cancel then retry the request.
o If problem continues, contact support via email at ask-smart-services@cisco.com.

e  Application Error:

Application Error

f There was an error in processing your request, Please retry your request again,
If the problem persists please contact ask-smart-services@cisco.com

Ok

This error indicates that there is a problem with the application on the Cisco Backend. Click OK to

perform a retry, if retry does not work, then another option is to contact support via email at ask-smart-
services@cisco.com.

Y

Note  The error could be localized to a specific pod view, and not necessarily the whole GUI, functions in
another pod could still be functional. Try functions in another pod view to see if the error is with only
the current pod view or with the whole GUI.

e Session Expired:

If there is inactivity for a certain period of time the session will be expired, as per Cisco security policy.
User will return to the login page and re-enter their login credentials.
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