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Verified publisher: CISCO SYSTEMS, INC.
File origin: Hard drive on this computer
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ﬂ Cizco FindIT - Installation Wizard

Welcome to the Installation Wizard for Cisco
FindIT

The Installation Wizard wil install Cisco FindIT on your
computer,

Please save any work in progress and dose open browser
closed automatically during the installation process.
To continue, dick Next.

WARNING: This program is protected by copyright law and
international treaties.

—O

windows before installation. Any open browser windows will be

17 Cisco FindIT - Installation Wizard

License Agreement

Please read the following license agreement carefully.

End User License Agreement

IMPORTANT: PLEASE READ THIS END USER LICENSE AGREEMENT CAREFULLY.
DOWNLOADING, INSTALLING OR USING CISCO OR CISCO-SUFPLIED
SOFTWARE CONSTITUTES ACCEPTANCE OF THIS AGREEMENT.

CTSCO SYSTEMS, INC. OR ITS SUBSIDIARY LICENSING THE SOFTWARE INSTEAD OF
CTSCO SYSTEMS, INC. ("CTSCO") IS WILLING TO LICENSE ITS SOFTWARE TO YOU
ONLY UPON THE CONDITION THAT YOU ACCEPT ALL OF THE TERMS CONTAINED
TN THIS END USER LICENSE AGREEMENT PLUS ANY ADDITIONAL LIMITATIONS ON
‘THE LICENSE SET FORTH IN A SUPPLEMENTAL LICENSE AGREEMENT

I@ 1 accept the terms in the license agreement Print
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Ready to Install the Program

The wizard is ready to begin instalation.
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Click Install to begin the installation. . T —
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i ELECTION 2016 | NEWS WEATHER o [continue to this website
dewces to Cian, Cocy doss nafietan the mfowmation There is a problem with this website’s security certificate. =
(not recommended)]]2
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confidentiality terms in your original software
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lifecyde reports and notifications feature, you agree to
these terms and certify that you are the ovmer or
authorized user of the devices discovered by FindIT.
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Usemame:

= 10 N .
A m [LOQ In]% % §! %p LI I:l'- Access Point Setup Wizard o [NeXt]% % él ‘l’:!'Ll I:I'-
1=

"OH M| A HOIE AMX| DR AR Crcne—— P

Thank you for choosing Cisco Wireless Access Point. This setup wizard wil nelp you install your
Configuration
L|
n HO| LtEFEfLICE

Access Point
IP Address

single Point Setup

Time Seftings
7\ o= Dsviss Passora

Al
Radio 1(2.4 GHz)

el x==
ST Bk Al 712 2TE A8

Network Name Mote: This Setup Wizard provides simplified options to help you quickly get your access point up and

= S = g o running. If there is any option or capability that you do not see uhile running the setup wizard, click

Ol EJ—I_I‘ %l'gt CIsco |== |—| EI‘. Wireless Security the leaming link provided on many of the setup wizard pages

VLAN ID

Radio 2 (5 GHz)

Network Name
Wireless Secunty
VLANID ™ Glick Next to continue
e 5 N e |

Access Point Setup Wizard o [Dynamic IP Address
(DHCP)

‘Welcome & Configure Device - IP Address

Contiguration ‘Selact aither Dynamic or Static IP address for your device. ( Recommend ed)] %

1P Address. I-@ Dynamic IP Address (DHCP) (Remmmended)l—e 22|35 LI EI-
Static 1P Address =2"" -

Single Point Setup

Time Settings Static IP Address: 92 lm— ,— ,T
‘Subnet Mask; 255 5 P
o © Nextls 3Lct

A

IP 248 $502 PAsin
VLAN 1D

Radio2 (561 @  Leam more about the different connection types éII 2 E [Static 1P Address]%
Network Name . T =
‘ — © =252 % =e=o P EEE
Wireless Securty
o 3
=

1
Device Password 255 | [
Radio 1 (2.4 GHz) Default Gataway: ,T ) lm—
Network Name DNs: ,_ .
—

Wireless Security
Secondary DNS (optional)

VLANID ¥ Click Next to continue
< > Back

fz" o2

Firefox 3! Internet Explorer0jj A= CiscoFindIT7} E2}2X9o| AEX JAu}t Ol
AFO|EHLO| LEEtLET Chrome, Safari 9 CiscoFindIT O Z2|#H 0| MO M= HEo| Eof
LIEFEf LT
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Access Point Setup Wizard

o[Do not Enable Single

Device Password ) Join an Existing Cluster

Radio 1 (2.4 GHz) Exdisting Cluster Name:

AP Location:

Network Name

Welcome Single Point Setup - Set A Cluster
~ . -
- A cluster provides a single point of administration and lets you view, deploy, configure, and secure:
Configuration the wireless network as @ single enity, rather than as a series of separale wireless devices.
+ IP Address 1 New Cluster Name
Recommended for a new deployment environment
Single Point Setup New Cluster Name
Time Seftings AP Location

Recommended for adding new vireless access points to the existing deployment envir

© Nextl=

/) 79| Cisco WAP131
WAP 1312 B X|F %8

23LLL

eless Security

or if you prefer to configure each device

X etx| sz o] HAE

HAEEL

. indwidualy.
VLANTD @  Leam more about single point setup
Radio 2 (5 GHz)
Network Name
Wireless Security
VLAN ID v Cli
Click Next to continue
< > Back
: g omTET T
Access Point Setup Wizard Uruguay
US Virgin Istands
USA (Alaska)
Welcome Configure Device - § Hgi Eﬁfz"u".‘s:) Istands)
i Enter the time zone, date o USA (Central)
Configuration USA (Eastern)
v IF Address Time Zone: USA (Paciic)
+ Single Point Setup Vanuatu
Set System Time Vatican City

'Wake Islands

Device Fassuord Wallls & Futana Isiands

Time Settings Venezucla 6

O #taol gixiof M3t
MZHHE Meystu|ct.

=

< >

NTP Server 1
Western Samoa
Radio 112.4 GHz) NTP Server 2- Windward Islands
Yemen
Network Name NTP Server 3 Zaire (Kasai)
NTP Server 4 Zaire (Kinshasa)
Wireless Security ©  Loam more about Zﬁm; N v
VLANID
Radio 2 (5 GHz)
Network Name
Wireless Security
VLAN ID M Gl
Click Next to continue
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Access Point Setup Wizard

‘Welcome:
Configuration

v IP Address

+ Single Setup

Time Settings

Device Password

Radio 1 (2.4 GHz)

Network Name

reless Security
VLAN ID

Radio 2 (5 GHz)
Network Name
Wireless Security
VLAN ID

< >

Configure Device - Set System Date And Time
Enter the time zone, date and time.

Time Zone: [usa (Pacinc)

Set System Time: letwork Time Protocol (NTI
© Manually

NTP Server 1 0.ciscosb pool ntp.org

NTP Server 2 1.ciscosb pool.ntp.org

TP Server 3 2.ciscosb.pool nip.org

NTP Server 4 3.ciscosb pool ntp.org

@  Leam more abouttime settings

Click Next to continue

Back [ Next |

Access Point Setup Wizard

Welcome

Configuration

v IP Address

+ Single Point Setup

v Time Settings

Radio 1 (2.4 GHz)
Network Name
Wireless Security
VLAN ID

Radio 2 (5 GHz)
Network Name
Wireless Security
VLAN 1D

< >

Confiigure Device - Set Password

The administrative password protects your access point from unauthorized access. For security
reasons, you sheuld change the access point password from its default settings. Please write this
password down for future reference

Enter a new device password:

New password needs at least & characters composed of lower and upper case leflers as well as
numbers/symbals by default

New Passurord

Confirm Fassword:

Password Strength Meter: [IIIITIIIT | Stong

Password Complexity: Enable
@  Leam more about passwords

Click Next to continue

Back | Next |

B war 7y

o [Network Time Protocol
(NTP)]E St

© INextl= 2213t

N2 23g 45082
T SE YsLCH

o [New Password]of| &5
ALt

@ [Confirm Password]0j|
ASE CHA| L= Ct

@ INext]z 2213y
"Radio1 4 - B2
HEYD 02 HY
LbEHELITH

T =
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Radio 1 M

WAPO| = +

L 5 749l BHrle BE(2.4 GHz % 5GHZ)0| Z#E0f Y1, 24242 SN
WAPS| ¢2tg $tL|Ct Radio 18 BIX 7448 C}2, Radio 22 F4IEL

.

o [Network Name (SSID)]0j|
SSDE =gt

Access Point Setup Wizard

‘Welcome Configure Radio 1 - Name Your Wireless Network
The name of your wirelese network, known as an SSID, identifies your network o that wireless
Configuration devices can find it
V1P Address Enter aname for your wireless network: e [Next] _s % g! 'CZ!' LI I:}-_

 single Point Setup

Metwork Name (SSID) osb

v Time Settings For example: MyNetwork
 Davice Password

Radio 1 (2.4 GHz) @  Leam more about network names

VLAN ID

Radio 2 (5 GHz)

" Click Next to continue

Access Point Setup Wizard

€ [Best security (WPA2
Personal - AES)]2

‘Welcome Configure Radio 1 - Secure Your Network
c Select your network security strength. .
Zastc}

est Security (WPA2 Personal - AES) = e .

¥ IP Address TOrTETY Wptter that support this option
Older wireless devices might not support this option

 Single Point Setup

etter Security (WPAMWPA2 Personal - TKIPAES) = =
+ Time Settings Recommended for older wireless computers and devices that might not support WPA2, o E ?_}' 9' = ?J E—1 %}' LI EI'.

 Device Password o Security (Not recommended)

Radio 1(2.4 GHz) S
il [P O Nextlz 23

 Network Name characters

= i [IITI0 st
Wireless Security [4Kim7fg2sjto] = |11 rong

Show Key as Clear Text

VLAN ID
@  Leam more about your network bpeopi
Radio 2 (5 GHz)
Network Name a

" Click Next to continug

Fo|
ZE WAPZF 27Ke] B4 EE8 7HALD U= A2 OFELICH WAP121, WAP321 E+=
WAPS512 At83ta fl= d20l= "3-4Radio 2 714" 2 U ELIC}

WAP 71

Ovian s Y=g

Access Point Setup Wizard

‘Welcome Configure Radio 1 - Assign The VLAN ID For Your Wireless Network 7 H M [[ E OH A A
A
By default. the VLAN D assigned to the management interface for your access point is 1, which is I - =2 0o 0“ |- I- - ﬂ —_
Configuration also the default untagged VLAN ID. If the management VLAN I is the same as the: VLAN 1D
assigned to your wireless network, then the wireless clients associated with this specific wireless f— = oO|& =
Vv IP Address network can administer this device. If needed, an access control list (ACL) can be crealed to disable A OI_I E = —|—| OI_I‘ J.:F E_l

administration from wireless clients.,

i et Enter a VLAN ID for your wireless network OI_| E.I J.L‘" 0 | ﬁO'" Xl Xo-l El_| VLAN
+ Device Password VLANID. Range: 1-4004) IDE 1 OI:I [_l El.

v single Point Setup

N Q Learn more about vian ids
Radio 1 (2.4 GHz)
@ iNexls 223
+ Wireless Sacurity 6
T "Radio 2 M - 2M
Radio 2 (5 GHz)
g

¥ Click Next o continue

@ ‘1=7=08 e zo
LEt Lt
o=

'Radio 2 A

Radio 2§ /dgtL|Ct.

Access Point Setup Wizard

o [Network Name (SSID)]oj|
SSDE Y=g}

‘Welcome Configure Radio 2 - Name Your Wireless Network
The name of your wireless netvork, known as an SSID, identiies your network so that wireless
Configuration devices canfind it
v IP Address Enter @ name for your wireless network: e [Next] = JAz2IskL|C
= =219 -

v single Paint Setup
Metwork Name (SSID):
v Time Settings For example: MyMetwor

V Device Password

Radio 1(2.4 GHz) ®  Leam more about network names
V Network Name

v Wireless Securty

v VLANID

Radio 2 (5 GHz)

VLANID ¥ Click Next to continue

—O
—
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Access Point Setup Wizard

‘Welcome

.

~
Select your netwiork securly strength

Configure Radio 2 - Secure Your Network

 IP Address

v single Point Setup
v Time Settings

+ Device Password
Radio 1 (2.4 GHz)
+ Network Name
 Wireless Security
v VLANID

Radio 2(5 GHz)
 Network Name

VLANID

< >

“ Click Next to continue

Best Security (WPA2 Personal - AES)
ers and devices that support this option
Older wireless devices might not support this option

1O Better Security (WPAMWPA2 Personal - TKIP/AES)
Recommended for older wireless computers and devices that might not support WPA2

(O No Security (Not recommended)

Enter a security key with 8-03
characters

strong

Show Key as Clear Text

Leamn more about vour netwark s

Access Point Setup Wizard

Welcome:
Configuration

v IP Address
 Single Point Satup
 Time Setlings

+ Device Password
Radio 1(2.4 GHz)
 Network Name

v Wireless Security
Vv VLANID

Radio 2 (5 GHz)
 Network Name

 Wireless Security

I
< >

Configure Radio 2 - Assign The VLAN ID For Your Wireless Network

By default, the VLAN ID assigned to the management interface for your access paint is 1, which is
also the default untagged VLAN ID . If the management VLAN ID is the same as the VLAN ID
assigned to your wireless network, then the wireless clients associated with this speciiic wireless
netviork can administer this device_ If needed, an access control list (AGL) can be created to disable
administration from wireless clients,

Enter a VLAN ID for your wireless network:

VLAN ID:

) Leam more about vian ids

Click Next to continue

e [Best Security (WPA2
Personal - AES)]2
SaigLct

"ZES BY Y- AAE
HEHT HY" ol

LtEHEf LI CF.

WAP 71

 3-5 | ENSREERE

ZE|2 ZLE(Captive Portal)2 0|83t AXE HEIE ARt 4 MEA=E

= - —
1SS MOFRE QU0 M2 & 5 ASLCH

Access Point Setup Wizard

Enable Captive Portal - Create Your Guest Network
‘Welcome: A P [Next] = =g|st Ll EI‘
Configuration Use Captive Portal to set up a guest network. which means that wireless users need to be =2 27+ -
authenticated before they can access the Intemet. For example, a hotel can create a guest network
v IP Address to redirect new wireless users to a page for authentication

+ single Point Setup

ALE HEHIE Y93tn
Do you want to create your guest network now?
M| %o9 [Nol2 2
+ Device Password
191 0|X|2| "3-6 4%
stol"oz Al HL|Ct.

o M

Radio 1 (2.4 GHz)

© No, thanks.
 Network Name @  Leam more aboul capiive portal quest networks

+ Wireless Security

+ VLAN ID

Radio 2 (5 GHz)

+ Network Name

¥ Wireless Security a
 VLANID ¥ Click Next to continue

< > Back Ned |

Access Point Setup Wizard

© A2= y=qas

. -y -

Welcome o Enable Captive Portal - Name Your Guest Network HH xl OI‘_Iﬂ_xI' OI'_|_ [Rad'o 1 ]
Your guest network needs a new name, known, SID. The name identifies your guest network

Configuration 50 that wireless users can find it [Radlo 2]

 IP Address Enter a name for your guest network:

Cl
- ._
+ Single Point Sefup E‘ E! -él; LI EI‘
Radio:

v Time Setings

- o [Guest Network Name]oj|
Radio 1 (2.4 GHz) For example: MyGuestNetwol
+ Metwork Name SSD% g -r‘-l1l 3;!' |_| |:I-_

+ Wireless Security @  Leam more about network names

+ VLAN ID =
Radio 2 (5 GHz) o [NeXt]E
+ Network Name e
+ Wireless Security

v VLAN 1D " Click Next to continue

< > Back.

+ Device Password
Guest Network name:

Zeguch
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Access Point Setup Wizard

‘Welcome

c

Enable Captive Portal - Secure Your Guest N
Select your network security strength

 IP Address

+ single Point Setup
v Time Settings

v Davice Password
Radio 1(2.4 GHz)
 Network Name
 Wireless Security
v VLANID

Radio 2 (5 GHz)
 Network Name

v Wireless Security
v VLANID

< >

est Security (WPA2 Personal - AES)
ters and devices that support this option.
Older wireless devices might not support this option

) Better Security (WPAMWPA2 Personal - TKIPTAES)
Recommended for older wireless computers and devices that might not support WPA2

O No Security (Not recommended)

Enter a securty key with 8-63
characters

guest 8Zas5bd|

Show Key as Clear Text

" Click Next to continue

Access Point Setup Wizard

‘Welcome
Configuration

v IP Address
 Single Point Setup
v Time Settings
 Device Password
Radio 1 (2.4 GHz)
 Network Name

v Wireless Security
v VLANID

Radio 2 (5 GHz)
 Network Name
 Wireless Security

¥ VLANID
< B

A Enable Captive Portal - Assign The VLAN ID

We strongly recommend that you assign different VLAN ID for your guest network than the
management VLAN ID. By doing that, your quest will hiave no access to your private network.

Enter a VLAN ID for your guest network:

VLAN ID:

@ Learn more about vian ids

Y Click Next to continue

Access Point Setup Wizard

‘Welcome
Configuration

V IP Address

v single Point Setup
v Time Setlings
 Device Password
Radio 1 (2.4 GHz)
+ Network Name
 Wireless Security
¥ VLANID

Radio 2 (5 GHz)

+ Network Name

V Wireless Security
v VLANID

< >

" Enable Captive Portal - Enable Redirect URL

Ifyou enabie a redirect URL, when new wireless users have completed the authentication process,
they can be redirected to an altemate startup page:

[] Enable Redirect URL

Redirect URL :
@  Leammore about redirect uris

b Click Next to continue

@ [Best Security (WPA2
Personal - AES)]E

S8 gLich

A zel
HAE HER3 VLAN ID=
H|=L|A VLAN IDQ} Z2}of
etL|Ct. A AE SSID2}
H|=L|A SSID7} 2= =3t
VLAN 40] 908t 0|5
HES0l Satolpt=S0l
&

Nz sig + 9

@ Next1z 8L
A~E HEYA 208
ojz0| BN AZXE ¥

HO|X|2 2|C|=Mdotl o

[Enable Redirect URL]S

285t URLE et

B war 7y

Access Point Setup Wizard

Welcome
Configuration

v IP Address

v Single Point Setup
¥ Time Settings

V Device Password
Radio 1 (2.4 GHz)

+ Network Name

V Wireless Security
v VLANID

Radio 2 (5 GHz)

v Network Name

v Wireless Security

+ VLAN ID
< >

M 5o
=28 =0l
= AEStL O|F MTHAM WAPOA gstetLtt.
(1 EEEERVEREEEE
N Summary - Confirm Your Settings éll‘?_l -°;F LI EI‘_

Security Key: AKIm7igasito
VLAN ID: 1 ()

Radio 2 (5 GHz)

Network Name (SSID).  ciscosh_5Ghz

Network Security Type: ~ WPA2 Personal - AES

Security Key: 4KIm7lg2sito
VLAN 1D 1

Captive Portal (Guest Network) Summary
‘Guest Network Radio: Radio 1
Network Name (SSID): ciscosb-guest
Network Security Type: 'WPA2 Perzonal - AES
Securty Key: ques1 8Zassbd
‘Verification: Guest v
‘Redirect URL: NA

< >

Click Submit to enable settings on your Cisco Wireless Access Point

Access Point Setup Wizard

Welcome
Configuration

v IP Address

+ Single Paint Satup
 Time Settings

+ Device Password
Radio 1 (2.4 GHz)
 Network Name
+ Wireless Security
v VLANID

Radio 2 (5 GHz)

+ Network Name
 Wireless Security
¥ VLANID

< >

Device Setup Complete

KB congratuistions, your access point has been set up successtully We strongly recommend tha: &
you save these settings by writing them down or by copying and pasting them into a text documen
Youwill need these setlings Iater when you add other wireless computers or devices 1o your
network.

Cluster Name: ciScosb-cluster
Radio 1{2.4 GHz)
Network Name (SSID): ciscosb b
Metwaork Security Type: WPA2 Personal - AES \/
‘Security Key: 4KImTTg2silo
Radio 2 (5 GHz)
Metwork Name (SSID) ciscosh
Netwark Security Type: WPA2 Personal - AES
Security Key: 4KImTTg2sjlo d
< >

™~ Glick Finish to close this wizard

| |
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