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New and Changed Information
The following tables provide an overview of the significant changes to this guide for this release. The tables
do not provide an exhaustive list of all changes made to the guide or of the new features up to this release.

Table 1: New Features and Changed Behavior in Cisco APIC Release 6.0 (4)

Where DocumentedDescriptionFeature or Change

N/AThis document has no changes from
the previous release.

N/A

Table 2: New Features and Changed Behavior in Cisco APIC Release 6.0 (3)

Where DocumentedDescriptionFeature or Change

N/AThis document has no changes from
the previous release.

N/A

Table 3: New Features and Changed Information for Cisco APIC Release 6.0(2)

Where DocumentedDescriptionFeature

Bringing up the CiscoAPICCluster
Using the GUI

Beginningwith CiscoAPIC release
6.0(2), the initial cluster set up and
bootstrapping procedure has been
simplified with the addition of GUI
screen(s) for bringing up the APIC
cluster. The APIC Cluster
Bringup GUI supports virtual and
physical APIC platforms.
Connectivity between out-of-band
and the CIMC is now mandatory.

NewGUI for bringing up the APIC
cluster
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Table 4: New Features and Changed Information for Cisco APIC Release 6.0(1)

Where DocumentedDescriptionFeature

About Cisco Nexus 9000 Switch
Secure Erase

Cisco Nexus 9000 switches utilize
persistent storage to maintain
system software images, switch
configuration, software logs, and
operational history. Each of these
areas can contain user-specific
information such as details on
network architecture and design,
and potential target vectors for
would-be attackers. The secure
erase feature enables you
comprehensively to erase this
information, which you can do
when you return a switch with
return merchandise authorization
(RMA), upgrade or replace a
switch, or decommission a system
that has reached its end-of-life.

Cisco Nexus 9000 switch secure
erase
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