L4-L7 Service Basic Workflow

* Layer 4-Layer 7 Service, on page 1

Layer 4-Layer 7 Service

Cisco DCNM Release 11.3(1) introduces the ability to insert Layer 4-Layer 7 (L4-L7) service devices in a
data center fabric, and also enables selectively redirecting traffic to these service devices. You can add a
service node, create route peering between the service node and the service leaf switch, and then selectively
redirect traffic to these service nodes.

You can also watch a video that demonstrates how to orchestrate a L4-L7 Service Appliance with a VXLAN
Fabric in a data center managed by Cisco DCNM. This demo covers provisioning, defining of service policies,
and monitoring of redirected flows. For information, see Video: Service Redirection in Cisco DCNM.

Service Node

You have to create an external fabric and specify that a service node resides in that external fabric during
service node creation. DCNM does not auto-detect or discover any service node. You also have to specify
the service node name, type, and form factor. The name of the service node has to be unique within a fabric.
The service node is attached to a leaf, border leaf, border spine, or a border super spine. Starting from Cisco
DCNM Release 11.4(1), the service node can be attached to a vPC border gateway also. DCNM does not
define a new switch role for a service leaf.

DCNM manages the switches that are attached to a service node. DCNM also manages the interfaces of these
attached switches. Ensure that the interfaces to which the service node is attached to are in trunk mode and
do not belong to any interface group. The L4-L7 service will not change its mode. In case the attached switches
are forming a vPC pair, the name of the attached switch is a combination of both switches.

Route Peering

Route peering creates service networks. DCNM supports both static route and eBGP-based dynamic route
peering options. After you specify the service network and select the peering policy for the tenant, DCNM
automatically creates the service network under the specified tenant. Note that the terms, tenant and VRF,
will be used interchangeably in this guide. If you select a route peering and click Deploy in the Service Nodes
window, the L4-L7 service deploys the corresponding service network and VRF configuration to the leaf that
is attached to the service node. Click Preview to review both the peering and service network configuration.

The automatically created service network will also be listed on the Control > Fabrics> Networ ks window.
You can view and edit the corresponding config parameters in the Networ ks window. However, you cannot
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delete the service network. Deletion of service networks is handled automatically during the service route
peering deletion process. There can be multiple route peerings defined per tenant/VRF.

Service Policy

From DCNM 11.5(1), you can define service policies with any or arbitrary network and associate it with L3
routed interface on border switches. For more information, see PBR Support on WAN Interfaces of Border
Switches. The L4-L7 service does not create any VRF or network other than the service networks that are
defined during route peering. When you define the service policy between the created networks, the source
and destination network can be a subnet, an individual IP address or the networks that are defined in the
Control > Fabrics > Networks window. For intra-tenant firewall, one-arm and two-arm load balancer, the
L4-L7 service in DCNM uses Policy-Based Routing (PBR) for service insertion. The inter-tenant firewall
does not have a service policy. You only need to create a service node and route peering for inter-tenant
firewall.

As the source and destination network can be attached or deployed independent of service policy deployment,
the tenant/ VRF-related service policy configuration is only attached or pushed to the switch that is attached
to the service node, and the source and destination network is updated with the service policy-related
configuration. You can preview and confirm the generated configuration. By default, the service policy is
defined but is not enabled or attached. You have to enable or attach the service policy to activate it.

The service configuration that is related to the source and destination network will be auto-processed when
the source and destination networks are to be attached, or auto-updated in case the networks are already
attached or deployed. By default, DCNM will collect statistics every 5 minutes and store it in ElasticSearch
for aggregation and analysis. Click the graph line under Statsin the Service Policy tab of the Service Nodes
window to view the historical time-based statistics. By default, the statistics are stored for a maximum of 7
days.

The service insertion is effective only on the flows to be created. There is no impact on any existing flows.
Deletion of a network is not allowed in case an enabled service policy is associated with that network.

The L4-L7 service integration is built on top of the easy fabric policy enforcement. Use the fabric builder to
create a VXLAN EVPN fabric and then import Cisco Nexus 9000 Series switches into the fabric with
pre-defined fabric policies.

MSD Support

Starting from Cisco DCNM Release 11.4(1), this feature supports Multi-Site Domains (MSD). Select the
MSD member fabric from the DCNM fabric scope selector, create a service node (for example, firewall, or
load balancer), attach the service node to the switch in the selected MSD member fabric, define the route
peering and service policies, and deploy relevant configurations on the selected MSD member fabric. For
more information on the procedure to configure Layer 4-Layer 7 service, refer Configuring Layer 4-Layer 7
Service, on page 7.

RBAC Support

Starting from Cisco DCNM Release 11.4(1), the Layer 4-Layer 7 Service supports Role-Based Access Control
(RBAC) along with fabric access mode.

The admin, stager, and operator, are pre-defined roles in DCNM. The table given below lists the various
operations that each role can perform.

L4-L7 Service Operation | Service Node Route Peering Service Policy

CrestdUpdateDdadImport | admin admin, stager admin, stager

. L4-L7 Service Basic Workflow



| L4-L7 Service Basic Workflow

Layer 4-Layer 7 Service .

L4-L7 Service Operation

Service Node

Route Peering

Service Policy

List/Export admin, stager, operator | admin, stager, operator | admin, stager, operator
Attach/Detach NA admin, stager admin, stager
Deploy NA admin (blocked if fabric |admin (blocked if fabric
is in fabric monitor or is in fabric monitor or
read-only mode) read-only mode)
Preview/Deployment NA admin, stager, operator | admin, stager, operator
History
S
Note

If a fabric is in fabric monitor or read-only mode, an admin cannot deploy the route peering or service policy.
Also, the icon to delete the service node is not displayed if the external fabric where the service node is located
is in fabric Monitor Mode. Remove the fabric from the fabric Monitor Mode to display the icon to delete the
service node. This icon will be shown only to users with admin role access.

The Layer 4-Layer 7 Service windows are displayed based on the logged-in user’s role and reflect the actions
that the user is allowed to perform. Example screenshots of the Service Nodes window for an admin, stager,
and operator role are as given below:

Figure 1: Admin role

Service Nodes EEO +
FW2 PHYSICAL -
. ¥/ C 1 + 1 +
FIREWALL Route Peering Service Policy
Senvice Policy  Route Peering O | Attach | Detach | Preview | Deploy | History  E E | W
Policy Name Route Peering Status \S/::'CE Source Network Destination VRF zsf“”a:"” Next Hop IP Reverse Next Hop IP Reverse Enabled  Stats  Action
etwort
policy1 RP-1 In-Sync @ sales ClientNet Sales ServerNet2 192.168.12.12 12.1.1.12 Yes - /
Figure 2: Stager role
Service Nodes E O
FW2 PHYSICAL R
v | JE 1 + 1 +
FIREWALL Route Peering Service Policy
Senvice Policy  Route Peering O  Attach | Detach | Preview Histoy E E W
Policy Name Route Peering Status oouree Source Network Destination VRF ¢ pesineion Next Hop IP Reverse Next Hop IP Reverse Enabled ~ Stats  Action
w
policyl RP- n-Sync @ Sales ClientNet Sales ServerNet2 192.168.12.12 121112 Yes - /
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Figure 3: Operator role

Service Nodes E O

FW2 PHYSICAL
1 1

FIREWALL Route Peering Service Policy

Service Policy  Route Peering O | Preview | History | =

s Destinati
@  Policy Name Route Peering Status & oue® Source Network Destination VRF oo Next Hop IP Reverse Next Hop IP Reverse Enabled  Stats  Action
VRF Network
etwort

policy1 RP-1 In-Sync @ sales ClientNet Sales ServerNet2 192.168.12.12 1210102 Yes [ ]

PBR Support on WAN Interfaces of Border Switches

In Cisco DCNM Release 11.4(1) and earlier releases, you have to manually associate a service policy with a
specific switch interface by using a freeform configuration template to specify ‘any’ source or destination
network during service policy creation. Starting from Cisco DCNM Release 11.5(1), you can specify an
arbitrary network, that has not been defined in the top-down configuration, as a source or destination network
in the service policy. This helps in streamlining policy enforcement for north-south traffic. The DCNM UI
lists out routed Layer-3 interfaces of all border switches, standalone or vPC, that have a VRF association.
You can then choose the required interface that has to be associated with the defined policy. The border
switches include border leaf, border spine, border super spine and border gateway. There can be multiple
interface associations. For example, multiple L3 interfaces, subinterfaces, and port-channels, can be selected
for one border switch. You can also select multiple border switches for interface association. DCNM filters
out the subinterfaces of Layer 3 port-channel as PBR is not supported with Layer 3 port-channel subinterfaces.
For information, see NX-OS Unicast Routing Configuration Guide.

Depending on the policy direction, the border switch and interface association for ‘any’ or arbitrary network
may not be needed. For example, for a forwarding policy, the border switch and interface input or route-map
association is not needed for ‘any’ or arbitrary destination network. For a reversed policy, the border switch
and interface or route-map association is not needed for ‘any’ or arbitrary source network.

When the policy with ‘any’ or arbitrary network is attached, the policy related CLIs are generated and associated
with the selected L3 routed interfaces of the border switches. The deployment of that policy pushes the CLIs
to the selected border switches. The deployment history will include the corresponding entries and can be
quickly accessed using VREF filtering. The service policy stats diagram includes the PBR stats of route maps
that are associated with the selected L3 routed interfaces of the border switches.

Static Route

On Cisco DCNM Release 11.4(1) and earlier releases, static routes are deployed only on the service leaf
switches when static route peering is used. Starting from Cisco DCNM Release 11.5(1), the Layer 4-Layer 7
Service pushes static routes on all VTEPs, including service leaf switches, where the VRF being referenced
in the static route is attached. This expedites service node failover with static routes.

Guidelines and Limitations for Layer 4-Layer 7 Service

» [ 4-L7 service in DCNM does not manage or provision service nodes, such as firewall and load balancer.

» The L4-L7 service feature is supported only on the VXLAN BGP EVPN fabrics with the
Easy Fabric_11 1 template.

* The service policies defined in this feature leverage Policy-Based Routing (PBR). Refer Nexus 9000
Series NX-OS Unicast Routing Configuration Guide for PBR related configuration, constraints, and so
on.
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* This feature supports Cisco Nexus 9300-EX and 9300-FX platform switches as leaf, border leaf, border
spine, border super spine, and border gateway switches.

* Configurations involving intra-tenant and inter-tenant firewall for L3 networks, and one-arm and two-arm
deployed load balancers, are supported.

* The existing DCNM topology view is also leveraged to display redirected flows associated with the
switches that the service node is attached to, and to locate specific redirected flows.

* From Cisco DCNM Release 11.5(1), one-arm Virtual Network Function is supported.

* From Cisco DCNM Release 11.5(1), Layer 4-Layer 7 Service REST APIs are accessible via DCNM
packaged REST API documentation. For more information, refer Cisco DCNM REST API Reference
Guide, Release 11.5(1).

* Load sharing is not supported.

» This feature creates, updates, and deletes the service network, as required. Service networks cannot be
created or deleted from the Control > Fabrics > Networ ks window.

Types of Layer 4—Layer 7 Service Devices

The L4-L7 service in Cisco DCNM supports any vendors service node attachments. Typical service node
types that are deployed in a data center are Firewalls, Load Balancers, and other Layer-4 to Layer-7 products.

Examples of supported Firewall vendors are Cisco Systems, Palo Alto Networks, Fortinet, Check Point
Software Technologies, and others.

Examples of supported Load Balancer vendors are F5 Networks, Citrix Systems, A10 Networks, and others.

Note that these example lists are meant to serve as examples and not intended to be exhaustive lists. The
L4-L7 service attachment is generic and applies to any vendors service node.

Configuring Fabric Settings for Layer 4-Layer 7 Service

Certain fabric settings have to be configured to enable L4-L7 service functionality. To configure these settings,
click Fabric Settings under Actionsin the Fabric Builder window.
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The Edit Fabric window is displayed. Click Advanced. Select the Enable Policy-Based Routing (PBR)
checkbox to enable routing of packets based on the specified policy.

Edit Fabric X

* Fabric Name :

* Fabric Template : | Easy_Fabric_11_1 v
General Replication vPC Protocols Advanced Resources Manageability Bootstrap Configuration Backup
* Power Supply Mode |ps-redundant Y | @ Default Power Supply Mode For The Fabric

v @ Fabric Wide CoPP Policy. Customized CoPP policy should be

* -
t
CaRP Profils |stric provided when ‘manual’ is selected

Brownfield Overlay Network Name

Format | Auto_Net VNISSVNISS_VLANSSVLAN_| @ Generated network name should be < 64 characters

Enable VXLAN OAM @
Enable Tenant DHCP @
Enable NX-API (2]
Enable NX-API on HTTP
I Enable Policy-Based Routing (PBR) ;ﬂ
Enable Strict Config Compliance | _ @

@ Switch Cleanup Without Reload

* . E . v
Greenfield Cleanup Option |Disable When PreserveConfig=no
Enable Precision Time Protocol (PTP) || @
PTP Source Loopback Id @ (Min:0, Max:1023)
. @ Muitiple Independent PTP Clocking Subdomains
PTP Domain Id - e :
on a Single Network (Min:0, Max:127)
Enable MPLS Handoff || @
Unifstiay MPLS Loorbackid @ Used for VXLAN to MPLS SR/LDP Handoff
deray Copbac (Min:0, Max:1023)
Enable Default Queuing Policies [ | @
NOK Alasid ©anla Dlntfacm &) Oueuina Palicy for all 99vy -FX -FX -FX?

Now, click Resources. Specify a VLAN range in the Service Network VL AN Range field. This is a per
switch overlay service network VLAN range. The minimum allowed value is 2 and the maximum allowed
value is 3967. Also, specify a value for the Route Map Sequence Number Range field. The minimum
allowed value is 1 and the maximum allowed value is 65535. Click Save and Deploy to deploy the updated
configuration.

. L4-L7 Service Basic Workflow



L4-L7 Service Basic Workflow

Edit Fabric

* Fabric Name :

* Fabric Template : | Easy_Fabric_11_1

Configuring Layer 4-Layer 7 Service .

General Replication vPC Protocols Resources Manageability Bootstrap Configuration Backup
e B e
Underlay VTEP L°°pba°l§ IPvé @ Typically Loopback1 IPv6 Address Range
ange

Underlay Anycast Loopback IPv6
Range

Underlay Subnet IPv6 Range

BGP Router ID Range for IPv6

@ Anycast Loopback IPv6 Address Range

@ IPv6 Address range to assign Numbered and Peer Link SVI IPs

@

Underlay
* Layer 2 VXLAN VNI Range | 30000-49000 @ Overlay Network Identifier Range (Min:1, Max:16777214)

* Layer 3 VXLAN VNI Range | 50000-59000 @ Overlay VRF Identifier Range (Min:1, Max:16777214)
* Network VLAN Range | 2300-2999 @ Per Switch Overlay Network VLAN Range (Min:2, Max:3967)
* VRF VLAN Range | 2000-2299 @ Per Switch Overlay VRF VLAN Range (Min:2, Max:3967)
* Subinterface Dot1q Range | 2-511 @ Per Border Dot1q Range For VRF Lite Connectivity (Min:2, Max:511)
* VRF Lite Deployment |Manual v @ VREF Lite Inter-Fabric Connection Deployment Options

* VRF Lite Subnet IP Range | 10.33.0.0/16 @ Address range to assign P2P Interfabric Connections

* VRF Lite Subnet Mask | 30 @ (Min:8, Max:31)

* Service Network VLAN Range | 3000-3199 @ Per Switch Overiay Service Network VLAN Range (Min:2, Max:3967)

* Route Map Sequence Number Range | 1-65535 @ (Min:1, Max:65535)

a3

Configuring Layer 4-Layer 7 Service

To launch the L4-L7 Service, or the Elastic Service, on the Cisco DCNM Web UlI, choose
Control>Fabrics>Services.

The Service Nodes window is displayed. Select a valid switch fabric to display or define the service nodes,
route peerings, and service policies, in that fabric.

X il Data Center Network Manager SCOPE:| Evanet O Em

Service Nodes

Service nodes cannot be defined for selected fabric scope. Select a valid fabric scope. Spine

In a valid fabric scope, you can define

Service Node
Onboard a service device such as a firewall or load balancer. Specify service node name, type, and interface attachment

details

Leaf Leaf

HostA Host B
Load Balancer Firewall

\)

Note From Cisco DCNM Release 11.5(1), service nodes, route peering, and service policies updated within the last
15 minutes are highlighted.

The L4-L7 service configuration procedure consists of the following steps:
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Create Service Node

To create a service node, click the + icon at the top right of the Service Nodes window to display the New

Service Nodes window.
X by Data Center Network hManager e e v A © e o
Service Nodes E E O
" ASA1 PHYSIGAL = 7 1 s 2 n
PREA: Raute Feering Service Policy
LB1 PHYSICAL i 7 1 2 I

LOAD BALANCER

The New Service Nodes window has three steps, Create Service Node, Create Route Peering and Create
Service Policy.

The Create Service Node window has two sections - Create Service Node and Switch Attachment, followed
by a Link Template drop-down list. You can select service link trunk, service link port channel trunk
and service_link vpc from this drop-down list..

Figure 4: Example: Link Template - service_link_trunk

X s Data Center Network Manager CelEeS v sin 2
New Service Nodes X
o Create Service Node Create Service Node
* Senvice Nade Name @ * Type
test Firewall
Create Route Peering * Form Factor
Physical
Crasta Poliicy Switch Attachment
e T e Faorc  Senice Noce Inarface ©
Ext 110
* Attached Switch © * Attached Switch Interface ©
es-leaf3
Lk Tempiste

service_link_trunk

General Parameters  Advanced

MTU @ SPEED @
jumbo Auto
Trunk Allowed Vians © Enable BPDU Guard @
none no
Enable Port Type Fest © Enabie nerfece O
Next
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Xl Data Center Network Manager e ] o O ocmn @
New Service Nodes X
@ Create Service Node Create Service Node
* S Nt Nae © *1yee
test Firewall
Create Route Peering * Form Factor
Physical
N Switch Attachment
Create Policy
*# Extemal Faoric: * Service Node Interface @
Ext 110
* Attached Switch © * Attached Switch Interface @
es-leaf3
ik ompte
service_link_trunk
General Parameters Advanced
‘Source Interface Description © Destination Interface Description ©
‘Source Interface Freeform Config @ Destination Interface Freeform Config @
4 4
Figure 5: Example: Link Template - service_link_port_channel_trunk
Xl Data Center Network Manager cEc TN ) O o i

New Service Nodes X

Create Service Node

* Senice Node Narme @ * Type

o Create Service Node

LB1 Load Balancer

* Form Factor

Create

Physical

Switch Attachment

* External Fabric * Senvice Node Interface @

Ext 1/5

* Attached Switch () * Attached Switch Interface @

es-leaf1 Port-channel501

Link Template

service_link_port_channel_trunk

Port Channel Mode @ Enable BPDU Guard

active true
MU @ Trunk Allowed Vians &
jumbo none

Port Channel Description () Freeform Config ()

Enable Pert Type Fast (O Enable Port Channel ©
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Figure 6: Example: Link Template - service_link_vpc
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X il Data Center Network Manager i o x admin ¥
New Service Nodes X
@ Create Senvice Node Create Service Node
test Firewall
Create * Form Factor
Physical
Switch Attachment
* Extemal Fadric: * Senvice Node Interface ©
Ext 110
es-leaf1 ~ es-leaf2 vPC1
service_link_vpc
Figure 7: Example: Type - Virtual Network Function
s‘
Note From DCNM Release 11.5(1), one-arm Virtual Network Function is supported.
X il Data Center Network Manager SCOPE: | fabi v admin £F
New Service Nodes X

Create Service Node

* Serico Node Name ©

@ Create Service Node
VNF1
Create Route Peering * Form Factor

Virtual

Switch Attachment

Create Policy N
External Fabric

External_Fabric

* Attached Swich ©

es-leaf1 ~ es-leaf2

Link Template

service_link_vpc

* Typo

Virtual Network Function

* Senvice Node Interface ©

G1N1

* Atached Switch Inerface @

vPC1

The fields in the Create Service Node window are as given below. It is mandatory to fill the fields marked
with an asterisk. For more information on the fields in this window, hover over the i icon.

Create Service Node

Service Node Name - Enter a name for the service node. The name can have alphanumeric, underscore, or
dash characters.
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Type - Select Firewall or Load Balancer.

Form Factor - Select Physical or Virtual.

Switch Attachment

External Fabric - Specify the external fabric.

Service Node I nterface - Specify the service node interface.
Attached Switch- Select a switch from the drop-down list.

Attached Switch Interface - Select the interface from the drop-down list. In case the vPC pair is selected
from the Attached L eaf Switch drop-down list, the vPC channel will be shown in the Attached L eaf Switch
I nterface drop-down list. Otherwise, the port-channel and interfaces with trunk mode are shown in the
Attached L eaf Switch Interface drop-down list.

Link Template - Select the service link_trunk, service link port channel trunk, or the service link vpc
template. For more information on template fields, refer Templates.

Now, click Next. A pop-up window is displayed stating that a new service node has been created successfully
and the Create Route Peering window is displayed.

Create Route Peering

The fields that appear in the Create Route Peering window depend on the type of deployment chosen in the
Create Service Node window. Depending on the type chosen (Firewall or Load Balancer), the types of
deployments are Intra-Tenant Firewall, Inter-Tenant Firewall, One-Arm load balancer and Two-Arm load
balancer.

\}

Note Deletion of service network is not allowed on the Control > Fabrics > Networ ks window.
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Example: Intra-Tenant Firewall Deployment

Xl Data Center Network Manager s~ . ED 5
New Service Nodes X
(V) create Service Node Pr— * oapoyment
T test Intra-Tenant Firewall

Inside Network

*VRE * Natwork Type

© Create Route Peering

MyVRF_50000 Inside Network

etwiork *Van D

Propose
* Sorvico Natwork Tompéto

Service_Network_Universal

General Parameters  Advanced

* 1Py Gatewsy/NetVask © 1Pu6 Gateway/Prefix ©

Vien Neme © Interface Description

Outside Network

*VRE * Network Tye
MyVRF_50000 Outside Network
ervice Network *Van D

Propose

# Service Network Templare

Service_Network_Universa

General Parameters  Advanced

* 1Py Gatewsy/NewVask © 1Pv6 Gateway/Prefix ©

Vian Name © Intorfaco Description

Next Hop Section

* Next Hop IP Address © Next Hop IP Address for Reverse Traffic ©

- €D

The fields in the Create Route Peering window for an Intra-Tenant Firewall deployment are as given below.
It is mandatory to fill the fields marked with an asterisk. For more information on the fields in this window,
hover over the i icon.

Peering Name - Specify a name for the peering. The name can have alphanumeric, underscore, or dash
characters.

Deployment - Select Intra-Tenant Firewall.

Inside Network

VRF - Specify the VRF.

Network Type - Select Inside Network.

Service Network - Specify the name of the service network.

Vlan ID - Specify the VLAN ID. Valid IDs range from 2 to 3967. Click Propose to retrieve a value from the
pre-defined service network VL AN range pool.

Service Network Template - Select the Service Network Universal template from the drop-down list. For
more information on the template fields, refer Templates.
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Outside Network

VREF - Specify the VRF.

Network Type - Select Outside Network.

Service Network - Specify the name of the service network.

Vlan ID - Specify the VLAN ID. Valid IDs range from 2 to 3967. Click Propose to retrieve a value from the
pre-defined service network VLAN range pool.

Service Network Template - Select the Service Network Universal template from the drop-down list. For
more information on the template fields, refer Templates.

Next Hop Section

Next Hop I P Address- Specify the next-hop IP address. This is the [P/VIP of the service node used for traffic
redirection.

Next Hop | P Address for Rever se Traffic - Specify the next-hop IP address for reverse traffic. This is the
IP/VIP of the service node used for traffic redirection.
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Example: Inter-Tenant Firewall Deployment

Peering Option - Static Peering, Inside Network Peering Template - service_static_route, Qutside Network
Peering Template - service_static_route

Al Bertar Neihd Mansnes SCOPE:  Everes v
XKl ata Center Network Manage admin £

New Service Nodes

@) Create Route Peering

The fields in the Create Route Peering window for an Inter-Tenant Firewall deployment are as given below.
It is mandatory to fill the fields marked with an asterisk.

Peering Name - Specify a name for the peering. The name can have alphanumeric, underscore, or dash
characters.

Deployment - Select Inter-Tenant Firewall.

Peering Option - Select Static Peering or eBGP Dynamic Peering.
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Inside Network

VREF - Select a VRF from the drop-down list..

Network Type - Select Inside Network.

Service Network - Select a service network name from the drop-down list.

Vlan ID - Specify the VLAN ID. Valid IDs range from 2 to 3967. Click Propose to retrieve a value from the
pre-defined service network VLAN range pool.

Service Network Template - Select the Service Network Universal template from the drop-down list. For
more information on the template fields, refer Templates.

Peering Template - Select service_static_route or service_ebgp_route from the drop-down list. For more
information on the template fields, refer Templates.

Outside Network

VRF - Select a VRF from the drop-down list..

Network Type - Select Outside Network.

Service Network - Select a service network name from the drop-down list.

Vlan ID - Specify the VLAN ID. Valid IDs range from 2 to 3967. Click Propose to retrieve a value from the
pre-defined service network VLAN range pool.

Service Network Template - Select the Service Network Universal template from the drop-down list. For
more information on the template fields, refer Templates.

Peering Template - Select service static_route or service _ebgp route from the drop-down list. For more
information on the template fields, refer Templates.
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Example: One-Arm Mode Load Balancer

Xl Data Center Network Manag scope o

New Service Nodes X

ervice Node

@) Create Route Peering

The fields in the Create Route Peering window for a One-Arm Mode load balancer deployment are as given
below. It is mandatory to fill the fields marked with an asterisk.

Peering Name - Specify a name for the peering. The name can have alphanumeric, underscore, or dash
characters.

Deployment - Select One-Arm Mode.

Peering Option - Select Static Peering or eBGP Dynamic Peering.

First Arm

VRF - Select a VRF from the drop-down list..

Network Type - Select First Arm.

Service Network - Select a service network name from the drop-down list.

Vlan ID - Specify the VLAN ID. Valid IDs range from 2 to 3967. Click Propose to retrieve a value from the
pre-defined service network VLAN range pool.

Service Networ k Template - Select the Service Network Universal template from the drop-down list. For
more information on the template fields, refer Templates.

Peering Template - Select service static route or service ebgp route from the drop-down list. For more
information on the template fields, refer Templates.

Next Hop | P Address for Reverse Traffic - Specify the next-hop IP address for reverse traffic.
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Example: Two-Arm Mode Load Balancer

Xl Data Center Network Manager SCOPE: | Everost v] &4 @ amn B3
New Service Nodes X
(¢) Create Service Node * Peering Name © * Deployment

Two-Arm Mode

* posing Opton ©

@ Create Route Peering Static Peering
First Arm
VR * Netvrk Type
First Arm
# Sorvca Networe *Van 0
Propose
* Sorvca Notwork Tompiaro
Service_Network_Universal
General Parameters Advanced
* IPva Gateway/NetMask O 1PV Gateway/Prefix ©
Vian Name @ Interface Description
Pesring Tempite
service_static_route
Second Arm
* R # Network Type
Second Arm
# Sence Network *Vian 1D
Propose
* Senice Network Tomplate
Service_Network_Universal
General Parameters Advanced
* IPvé Gateway/NetMask O IPV6 Gateway/Prefix O
Vian Name @ interface Description

Next Hop Section

# Next Hop IP Adcress for Revers Traffc

-

The fields in the Create Route Peering window for a Two-Arm Mode load balancer deployment are as given
below. It is mandatory to fill the fields marked with an asterisk.

Peering Name - Specify a name for the peering. The name can have alphanumeric, underscore, or dash
characters.

Deployment - Select Two-Arm Mode.

Peering Option - Select Static Peering or eBGP Dynamic Peering.

First Arm
VREF - Select a VRF from the drop-down list..
Network Type - Select First Arm.

Service Network - Select a service network name from the drop-down list.
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Vlan ID - Specify the VLAN ID. Valid IDs range from 2 to 3967. Click Propose to retrieve a value from the
pre-defined service network VLAN range pool.

Service Network Template - Select the Service Network Universal template from the drop-down list. For
more information on the template fields, refer Templates.

Peering Template - Select service static_route or service ebgp route from the drop-down list. For more
information on the template fields, refer Templates.

Second Arm

VRF - Select a VRF from the drop-down list..

Network Type - Select Second Arm.

Service Network - Specify the name of the service network.

Vlan ID - Specify the VLAN ID. Valid IDs range from 2 to 3967. Click Propose to retrieve a value from the
pre-defined service network VLAN range pool.

Service Network Template - Select the Service Network Universal template from the drop-down list. For
more information on the template fields, refer Templates.

Next Hop Section
Next Hop | P Address for Reverse Traffic - Specify the next-hop IP address for reverse traffic.
Now, click Next. The Create Policy window is displayed.

Example: One-Arm Virtual Network Function

Xl Data Center Network Manager oceE rat M samin 33

New Service Nodes X

(V) Create Service Node “Pecrng ame © e
d One-Arm Mode

@ Create Route Peering
One Arm

Create Policy
MyVRF_50000 One Arm

»»»»»»»

al_Fabric:VNF1:G1/1:RP-1
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General Parameters Advanced

Routing Tag ®

12345

Peering Template

service_static_route

Static Routes /A @

12.12.12.12, 123.1.1.2

* Next Hop IP Address for Reverse Traffic ®

123.1.1.2

The fields in the Create Route Peering window for a One-Arm Mode Virtual Network Function deployment
are as given below. It is mandatory to fill the fields marked with an asterisk.

Peering Name - Specify a name for the peering. The name can have alphanumeric, underscore, or dash
characters.

Deployment - Select One-Arm Mode.

Peering Option - Select Static Peering or eBGP Dynamic Peering.
OneArm

VRF - Select a VRF from the drop-down list..

Network Type - Select One Arm.

Service Network - Select a service network name from the drop-down list.

Vlan ID - Specify the VLAN ID. Valid IDs range from 2 to 3967. Click Propose to retrieve a value from the
pre-defined service network VLAN range pool.

Service Network Template - Select the Service Network Universal template from the drop-down list. For
more information on the template fields, refer Templates.

| Pv4 Gateway/Netmask - Specify the IPv4 gateway and netmask.

Peering Template - Select service_static_route or service _ebgp route from the drop-down list. For more
information on the template fields, refer Templates.

Next Hop IP Addressfor Reverse Traffic - Specify the next-hop IP address for reverse traffic.
Now, click Next. The Create Policy window is displayed.
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Create Service Policy

The Create Policy window is displayed as given below.

Xl Data Center Network Manager SCOPE: | fabt v admin T

New Service Nodes X

V) Create Service Node * pesing ams ©

@ Create Route Peering

nnnnnnn

The fields in the Create Policy window are as given below. It is mandatory to fill the fields marked with an
asterisk.

Policy Name - Specify a name for the policy.

Peering Name - Select a peering option from the drop-down list.

Source VRF Name - Select a source VRF from the drop-down list.
Destination VRF Name - Select a destination VRF from the drop-down list.
Source Network - Select an IP address from the drop-down list.

Destination Network - Select an IP address from the drop-down list.

Reverse Next Hop | P Address - The reverse next-hop IP address is displayed.

Policy Template Name - Select a template from the drop-down list. For more information on the template
fields, refer Templates.

General Parameters

Protocol - Select a protocol from the drop-down list. The options are icmp, ip, tcp, and udp.

Source Port - Specify a source port number. In case the ip protocol is selected, this value is ignored.
Destination Port - Specify a destination port number. In case the ip protocol is selected, this value is ignored.

Starting from Cisco DCNM Release 11.4(1), the Advanced tab has been introduced. The options in this tab
allow you to customize the matched traffic redirection. For example, you can specify matched traffic to be
redirected using PBR, or for matched traffic to bypass a firewall and use routing table rules instead, or you
can specify that any matched traffic has to be dropped. You can choose to override the route map match
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Templates

Templates .

sequence number for prioritization. You can also customize the ACL name, however ensure that the ACL
name that you specify is unique and the same name is not used for another ACL. If you do not specify the
route map match sequence number or ACL name, the sequence number will be auto-populated, as in Cisco
DCNM Release 11.3(1), from the designated resource pool and the ACL name will be auto-generated based
on 5-tuples. For more information on the fields in the Advanced tab, refer Templates.

Click Create. The service policy is created.

\)

Note

of any regular network that is used in a service policy is also not allowed.

Deletion of any service network in Top-Down provisioning that is used by Services is not allowed. Deletion

Service Node Link Templates

service_link_trunk
General Parameterstab
MTU - Specifies the MTU for the interface. By default, this is set to jumbo.

SPEED - Specifies the speed of the interface. By default, this is set to Auto. You can change it to 100Mb,
1Gb, 10GB, 25Gb, 40Gb, or 100Gb, as required.

Trunk Allowed Vlans - Specify 'none',' all' or VLAN ranges. By default, none is specified.

Enable BPDU Guard - Specify an option from the drop-down list. The available options are true, false or
no.

Enable Port Type Fast - Select the checkbox to enable spanning tree edge port behavior. By default, this is
enabled.

Enable I nterface - Uncheck the checkbox to disable the interface. By default, the interface is enabled.
Advanced tab

Sour ce I nterface Description - Enter a description for the source interface.

Destination Interface Description - Enter a description for the destination interface.

Sour ce I nterface Freeform Config - Enter any addition CLI for the source interface.

Destination Interface Freeform Config - Enter any addition CLI for the destination interface.

service_link_port_channel_trunk
Port Channel Mode - Select a port channel mode from the drop-down list. By default, active is specified.

Enable BPDU Guard - Specify an option from the drop-down list. The available options are true, false or
no.

MTU - Specifies the MTU for the interface. By default, this is set to jumbo.
Trunk Allowed Vlans - Specify 'none',' all' or VLAN ranges. By default, none is specified.

Port Channel Description - Enter a description for the port channel.
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Freeform Config - Specify the required freeform configuration CLIs.

Enable Port Type Fast - Select the checkbox to enable spanning tree edge port behavior. By default, this is
enabled.

Enable Port Channel - Select the checkbox to enable the port channel. By default, this is enabled.

service_link_vpe

This template has no specifiable parameters.
Route Peering Service Network Template

Service_Network_Universal

General Parameterstab

| Pv4 Gateway/Netmask - Specify the gateway IP address and mask of the service network.
I Pv6 Gateway/Prefix - Specify the gateway IPv6 address and prefix of the service network.
Vlan Name - Specify a name for the VLAN.

I nterface Description - Enter a description for the interface

Advanced tab

Routing Tag - Specify a routing tag. Valid values range from 0 to 4294967295.

Route Peering Templates

service_static_route

Enter the static routes in the Static Routes field. You can enter one static route per line.

service_ehgp_route

General Parameterstab

Neighbor 1Pv4 - Specify the IPv4 address of the neighbor.

L oopback 1P - Specify the IP address of the loopback.

Advanced tab

Neighbor 1Pv6 - Specify the IPv6 address of the neighbor.

L oopback 1Pv6 - Specify the IPv6 address of the loopback.

Route-Map TAG - Specify route-map tag that is associated with the interface ID.
I nterface Description - Enter a description for the interface.

Local ASN - Specify a local ASN to override the system ASN.

Advertise Host Routes - Select the checkbox to enable advertisement of /32 and /128 routes to edge routers.

Enable I nterface - Uncheck the checkbox to disable the interface. By default, the interface is enabled.
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Service Policy Template

service_pbr

General Parameterstab

Protocol - Select a protocol from the drop-down list. The options are icmp, ip, tcp, and udp.

Source port - Specify a source port number. In case the ip protocol is selected, this value is ignored.
Destination port - Specify a destination port number. In case the ip protocol is selected, this value is ignored.
Advanced tab

Route Map Action - Select an action from the drop-down list. The options are permit or deny. If you select
permit, the matched traffic is redirected based on the next-hop option and the defined policy. If you select
deny, the traffic is routed based on the routing table rules.

Next Hop Option - Specify an option for the next-hop. The options are none, drop-on-fail, and drop.If you
select none, the matched traffic is redirected based on the defined PBR rules. If you select drop-on-fail, the
matched traffic is dropped if the specified next hop is not reachable. If you select drop, the matched traffic
is dropped.

ACL Name- Specify a name for the generated access control list (ACL). If not specified, this is auto-generated.

ACL Namefor reversed traffic - Specify a name for the ACL that is generated for reversed traffic. If not
specified, this is auto-generated.

Route map match number - Specify a route map match number. A valid value ranges from 1 to 65535. If
not specified, a route map match sequence number will be retrieved from the predefined resource pool. This
number is associated with the name of the ACL.

Route map match number for reversed traffic - Specify a route map match number for reversed traffic. A
valid value ranges from 1 to 65535. If not specified, a route map match sequence number will be retrieved
from the predefined resource pool. This number is associated with the name of the ACL that has been generated
for reversed traffic.

You can also customize the templates based on specific requirements. For more information on templates,
refer Template Library.

Adding a Route Peering

To add a route peering from the Cisco DCNM Web UI, perform the following steps:

Procedure

Step 1 Click the Add Route Peering icon on the Service Nodes window.

Xl Data Center Network Manager g M il £
Service Nodes EEQO +
Add Route Peering.
) SN-1 PHYSICAL §/E 1 + 1 +
P

FIREWALL Route Peering

Step 2 The Add Route Peering window is displayed.
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. Adding a Service Policy

X

tees Data Center Network Manager

Add Route Peering

Service Node

Senice Noda Name

ISN-1
Switch Attachment

Exmal Fabric

| ext-fab1

Atacned Swich terince
| Ethemet1/9

* Pasring Nems ©

RP-2

Inside Network

e
* Seice Newort.

* Senvice Newark Tempaie

Service_Network_Universal

General Parameters

* Pt GotawayNotltask O

ian Name @

< et oo 1 acorsss ©

Outside Network

s

* Sanico Notwork Tompite

Service_Network_Universal

General Parameters

IPva Gy Naak ©

Naxt oo 2 Agcress o Raveres Trac ©

Specify the required parameters and click Add. For more information on specific fields, hover over the i icon.

SCOPE: fab-2 v

Form Facior

I Physical

Sanvics Nads Type

Atached Swich
ILEAF-5

Senics Neds inersce.

1g0-0

unk Temoate:

| service_link_trunk

Shaw more.....

* Dapiayment

Intra-Tenant Firewall

* Notwork Tipe

Inside Network

#vanip

Advanced

B CatewaylProti O

Irtetace Descripton

* Network Tvpe
Outside Network

Advanced

4 A @ amn G

X

Adding a Service Policy

To add a service policy from the Cisco DCNM Web U, perform the following steps:

Procedure

Step 1 Click the Add Service Palicy icon on the Service Nodes window.

Xl

aisco. Data Center Network Manager

Service Nodes

SN-1 PHYSICAL —
> §/C 1 +
FIREWALL Route Peering

SCOPE:  fab2 v

1 +

Senvice Policy

A A O wmn B3

EEO+
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Deleting a Service Node .

Step 2 The Add Service Policy window is displayed.

ip any

# Desinaton Por

any

Specify the required parameters and click Add. For more information on specific fields, hover over the i icon.

X il Data Center Network Manager R /& A @
Add Service Policy
Service Node
Senee Noge Nae Senics Node Type Fom Facer
| sN-1 | Firewall | Physical
Switch Attachment
‘External Fabric ‘Senvice Noe Interface Avached Switch
| ext-fabl 1g0-0 | LEAF-5
Atiached Switch Interface. Link Tempiate
| Ethemnet1/9 | service_link_trunk
Show more...
Route Peering
“Peering Name: Depolyment Atached Fabxic Name
IRP-1 | Intra-Tenant Firewall | fab-2
Fatric ame Preing Opton Senvice Networe Tempiste
| ext-fab1 | None I
Service_Network_Universal
Traffic. Reutes Template
1161.1.12 1162.1.1.2 -
Show more...,
* Policy Name @ Peering Name.
$P-2 RP-1
* Sautea VR Hlama * Dastinaton Vi ama
vrf_blue vri_blue
* Souee Ketworc O * Destrston Netwerc @
Next Ho P Address Reverse Next Hop IP Address 162.1.1.2
161.1.1.2
Poiicy Tempiate Name
senvice_pbr
General Parameters  Advanced
*Prtocal O * SacePot O

admin L3

X

Deleting a Service Node

To delete a service node from the Cisco DCNM Web Ul, perform the following steps:

Procedure

Step 1 Click the Delete Service Node icon on the Service Nodes window.
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. Editing a Service Node

X bl Data Center Network Manager SCOPE: | fab2 v A L @ amn
Service Nodes EEO +
) SN-1 PHYSICAL §/C 1 + 1 +
FIREWALL Route Peering Senice Policy

Step 2 A pop-up window comes up to confirm if the node has to be deleted. Click Delete.

Note Ensure that the service node that has to be deleted has no route peering or service policies
associated with it. In case there are service policies or route peering associated with the service
node, the deletion is blocked with a warning indicating that any route peering or service policies
associated with the service node have to be removed before deleting the service node.

Editing a Service Node

To edit a service node from the Cisco DCNM Web UI, perform the following steps:

Procedure

Step 1 Click the Edit Service Nodeicon on the Service Nodes window.

X b Data Center Network Manager SCOPE: | fab2 v & A @ amn
Service Nodes EEQO+
SN-1 PHYSICAL §/C 1 + 1 +
FIREWALL Route Peering Senvice Policy

Step 2 The Edit Service Node window is displayed.

X bl Data Center Network Manager o feb-2 v A b 0wy
Edit Service Node X
Sonicaodo Naro Sonica Nodo Ty

ISN-1 | Firewall

* Form Faor

Physical

Switch Attachment

Exiora Fabic Senica Not Interface

| ext-fab1 1g0-0
Atachad Swteh Atocred Swtch nartaco
| LEAF-5 | Ethernet1/9
ik Templta
service_link_trunk
General Parameters  Advanced
L) seEED ©
jumbo Auto
Tranc Al Vins © Enatle BPOU Guars ©
none no
Enetse Port Typs Fast © Enatle narece ©
Save

Make the required changes and click Save.
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Refreshing the Service Policy and Route Peering List

To refresh the list of service policies or route peerings that is displayed in the Service Nodes window, click

the Refresh icon O that appears in the Service Policy tab or the Route Peering tab.

Xl Data Center Network Manager T M Gl L2
Service Nodes EEO +
SN-1 PHYSICAL —
. §/C 1 + 1 +
FIREWALL Re Peering ‘
S Policy  Route Peering O | Attach | Detach Hstoy E E &
. N Source - Destination "
Policy Name Route Peering Status Source Network Destination VRF Next Hop IP Reverse Next Hop IP Reverse Enabled Stats Action
VRF Network
SP-1 RP-1 None vrf_blue 64.1.1.11/32 vrf_blue 66.1.1.161/32 161.1.1.2 162.1.1.2 Yes w - /

Refreshing a Specific Service Policy or Route Peering
From Cisco DCNM Release 11.5(1), click the Refresh icon that appears under the Action column to refresh

a specific service policy or route peering.

Attaching a Service Policy or a Route Peering

To attach a specific service policy or route peering from a switch, select the checkbox next to the required

service policy or route peering and click Attach.

)

From Cisco DCNM Release 11.5(1), bulk attachment, detachment, preview and deployment of route peering

Note
and service policies is supported and they are limited up to 10 route-peerings or 10 service policies only.
X luile Data Center Network Manager SCOPE: | fab-2 Y. amn 3
Service Nodes EEO +
. SN-1 PHYSICAL i /G ,‘ #® T I
FIREWA! Route Py Senvice
Service Policy  Route Peering (9] i\:m P ) Hstoy EE &
Policy Name Route Peering Status 3:‘;”:5 Source Network Destination VRF z::::‘::“ Next Hop IP Reverse Next Hop IP Reverse Enabled Stats  Action
Sp-1 RP-1 None vri_blue 641.1.11/32 vrf_blue 66.1.1.161/32 161.1.1.2 162.1.1.2 Yes bad @ P

Detaching a Service Policy or a Route Peering

To detach a specific service policy or route peering from a switch, select the checkbox next to the required
service policy or route peering and click Detach.
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‘aiseo’ Data Center Network Manager
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SCOPE:  fan2 v & A @ amn B
Service Nodes EEO +

SN-1 PHYSICAL _

v §/C 1 + 1 +
FIREWALL Route Peering Service Policy

Service Policy  Route Peering [e] AnacnPreview Deploy Histoy E E = W&
Policy Name = Route Peering ©  Status - ‘5,;:’“ Source Network Destination VRF z::::‘"‘ - NextHopIP - Reverse Next Hop IP - Reverse Enabled -  Stats Action
SP-1 RP-1 None vrf_blue 64.1.1.11/32 wif_blue 66.1.1.161/32 161.1.1.2 162.1.1.2 Yes w o)

Preview a Service Policy or a Route Peering

To display the preview of a service policy or a route peering from the Cisco DCNM Web Ul, perform the

following steps:

Procedure

Step 1

X

bl
cisco

Data Center Network Manager

Select a service policy or route peering checkbox and click Preview on the Service Nodes window.

SCOPE: | fab-2 v & A @ wmn @
Service Nodes EEO +
SN-1 PHYSICAL —
. §/C 1 + 1 +
FIREWALL Route Peering Service Policy
Service Policy  Route Peering O | Attach DeiachDep\uy Hstoy E E W
Destinodi
Policy Name = Route Peering :  Status 3;:"”  Source Network - Destination VRF Niﬁ:ﬁ"’" < NextHoplP - Reverse NextHopIP = ReverseEnabled -  Stats Action
SP-1 RP-1 Pending @ wi_blue 64.1.1.11/32 wvrf_blue 66.1.1.161/32 161.1.1.2 162.1.1.2 Yes v w7

A Preview Service Policy or a Preview Route Peering window is displayed.

X

Data Center Network Manager

Preview Service Policy

Network

VRF net_inside
interface loopback2
vrf member sales
ip address 30.1.2.2/32 tag 12345
no shutdown
router bgp 65531
vrf sales
neighbor 130.1.2.2
remote-as 65529
update-source loopback2
ebgp-multihop 5
address-family ipv4 unicast
send-community both
route-map extcon-rmap-filter out
configure terminal
interface ethernet1/42.2
mtu 9216

ip policy route-map rm_sales_ethernet1/42.2
ip access-list acl_sales_any_22.1.1.1/24_tcp_any_443
10 permit tep any 22.1.1.1/24 eq 443
route-map rm_sales permit 1
match ip address acl_sales_any_22.1.1.1/24_tcp_any_443
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Deploying a Service Policy or a Route Peering .

Select a specific switch, network, or VRF from the respective drop-down lists to display the service policies

Step 2
or route peerings for specific switches, networks, and VRFs. Click Close to close the window.

Deploying a Service Policy or a Route Peering
To deploy a service policy or a route peering from the Cisco DCNM Web UI, perform the following steps:

Procedure

Select a service policy or route peering checkbox and click Deploy on the Service Nodes window.

SCOPE: fab-2 v A A O oadmn B

Step 1

X b Data Center Network Manager
Service Nodes EEQO+

SN-1 PHYSICAL —

v i/ 1 + 1 +
FIREWALL Route Peering Senvice Policy

Service Policy  Route Peering O | Attach | Detach PvevlewH\smry EE ®
Policy Name Route Peering Status ‘S,:z"* Source Network Destination VRF z:z::i“’" Next Hop IP Reverse Next Hop IP Reverse Enabled Stats  Action
SP-1 RP-1 In-Sync ®  urf_blue 64.1.1.11/32 vrf_blue 66.1.1.161/32 161.1.1.2 162.1.1.2 Yes v e /

A pop-up window is displayed asking for confirmation to deploy.
SCOPE: fab-2 v A A @ odmn O

Xl

cisco

Data Center Network Manager

Deploy Service Policy

Deploying for policy,
sP-1

Proceed by clicking Deploy

Cancel Deploy

Step 2 Click Deploy.

Viewing Deployment History

To view deployment history of the switches and networks that are involved in the selected service policy or
route peering, click History in the Service Policy tab or the Route Peering tab. The Deployment History

Service Policy or the Deployment History Route Peering window is displayed.
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Viewing Deployment History

Xtk Data Center Network Manager s6oPE: 2 v alal @ amyo

Service Nodes EEO +

SN-1 PHYSICAL a
@ §/C 1 + 1 +
FIREWALL Routs Pesring Senvios Polcy
Servce Palicy  Route Peering O Atach Detach Preview | Deploy ]
D atie
PolicyNeme < RoutePeering = Status - oS . ciwes Netwnik & Destination VRF = oo eyt Hop p - Hop P - . stts Action
RF Network
SP-1 RP-1 hSyne @ i bie 64.1.1.11/32 wif_blue: 66.1.1.161/32 161.1.1.2 162..1.2 Yes w oa)

Information such as the name of the network, VRF, and switch, status, status details, and time of execution
is displayed.

X bl Data Center Network Manager v & A @ wmn oo

Deployment History Service Policy

Fiter for policy resources
Network Name + VRF © Switch Name = Status - Status Details = Execution Time
rf_sharks BGW-SP2 SUCCESS vrf context vrf_sharks 2020-07-02 23:50:54
vrf_sharks BGW-SP2 SUCCESS route-map rm_vrf_sha. 2020-07-02 23:46:53
vrf_sharks BGW-SP2 SuccEss interface Vian2012 2020-07-02 23:46:53
vrf_sharks BGW-SP2 SUCGESS foute-map rm_vrf_sha... 2020-07-02 23:46:52
rf_sharks BGW-SP2 SUGCCESS route-map rm_vrf_sha... 2020-07-02 23:46:52
rf_sharks BGW-SP2 SUCCESS foute-map rm_vrf_sha... 2020-07-02 23:46:51
vrf_sharks BGW-SP2 SUCCESS ip access-list acl_vrf_s... 2020-07-02 23:46:51
Vri_sharks BGW-SP2 SUCCESS p access-list acl_vrf_s.. 2020-07-02 23:46:50
rf_sharks BGW-SP2 SUCCESS fouter bgp 65500 2020-07-02 23:46:49
wrf_sharks BGW-SP2 SUCCESS rf context vrf_sharks 2020-07-02 23:46:48
vrf_sharks BGW-SP2 SUCCESS configure profile vrf_sh... 2020-07-02 23:46:35

vrf_sharks BGW-SP2 SUCCESS route-map fabric-rma... 2020-07-02 23:46:35

Close

The first line in the list of CLIs is displayed in the Status Details column. This provides a peak into the
deployed configuration. Hover over the i icon next to the Status Details field in each row to display more
information.
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Viewing Deployment History .

X duth Data Center Network Manager SCOPE: | fab2 A A O «nno

Status Details, BGW-SP2

Network Name: Switch Name BGW-SP2 ‘Execution Time 2020-07-02 23:50:54
Config Detail - Config Status - Error Message +
Deployment History Service Policy e e
Sy [ no ip multicast muitipath s...  SUCCESS
Al ‘ Al exit SUCCESS
Network Name VRF © Switch Name : Ste
vrf_sharks BGW-SP2 SUCCESS vrf context vrf_sharks @ 2020-07-02 23:50:54 {
vrf_sharks BGW-SP2 SUCCESS route-map rm_vrf_sha... @  2020-07-02 23:46:53
vrf_sharks BGW-SP2 SUCCESS interface Vian2012 @ 2020-07-02 23:46:53
wrt_sharks BGW-SP2 SUCCESS route-mep m_vif_sha.. @  2020-07-02 23:46:52
wrt_sharks BGW-SP2 SUCCESS route-map m_vif_sha.. @  2020-07-02 23:46:52
rf_sharks BGW-SP2 SUCCESS route-map rm_vrf_sha @ 2020-07-02 23:46:51
vrf_sharks BGW-SP2 SUCCESS ip access-listacLvif_s.. @  2020-07-02 23:46:51
wit_sharks BGW-5P2 SUCCESS ip access-listacl vif_s.. @  2020-07-02 23:46:50
rf_sharks BGW-SP2 SUCCESS router bgp 65500 @ 2020-07-02 23:46:49
vrf_sharks BGW-SP2 SUCCESS if context vrf_sharks @ 2020-07-02 23:46:48
vrf_sharks BGW-SP2 SUCGESS configure profile vrf_sh.. @  2020-07-02 23:46:35
wrt_sharks BGW-SP2 SUCCESS route-map fabric-rma.. @ 2020-07-02 23:46:35

Close

SCOPE: fab-2 A A O amn B

Deployment History Service Policy

Al S Fiter for policy resources
v B Switch Name + Status - Status Details - Execution Time +
BGW-SP2 sharks BGW-SP2 SUCCESS vrf context vrf_sharks 2020-07-02 23:50:54

LEAF-7 sharks BGW-5P2 success route-map rm_vf_sha... 2020-07-02 23:46:53

= .
BGW-SP1 o) BGW-SP2 SUCCESS interface VIan2012 2020-07-02 23:46:53

LEAF-8
sharks BGW-SP2 SUCCESS route-map rm_vrf_sha. 2020-07-02 23:46:52

- ~._sharks BGW-SP2 SUCCESS route-map rm_vrf_sha 2020-07-02 23:46:52
vrf_sharks BGW-SP2 SUCCESS route-map rm_vrf_sha... 2020-07-02 23:46:51
vrf_sharks BGW-SP2 SUCCESS ip access-list acl_vrf_s... 2020-07-02 23:46:51
rf_sharks BGW-SP2 SUCCESS ip access-list acl_vrf_s... 2020-07-02 23:46:50
vrf_sharks BGW-SP2 SUCCESS router bgp 65500 2020-07-02 23:46:49
wrf_sharks BGW-SP2 SUCCESs rf context vrf_sharks 2020-07-02 23:46:48
rf_sharks BGW-SP2 SUCCESS configure profile vrf_sh... 2020-07-02 23:46:35

vrf_sharks BGW-SP2 SUCCESS route-map fabric-rma. 2020-07-02 23:46:35

Select a network from the Network dropdown list to display information for the selected network.
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Exporting a Service Policy or a Route Peering Table

X el Data Center Network Manager SCOPE: | fab2 v A A @ amn i

Deployment History Service Policy

Swicn

Al R Filter for polcy resources

Network Name. VRF - Switct Status Details Execution Time =

vrf_sharks BGW- None it context vrf_sharks 2020-07-02 23:50:54

MyNetwork_30003

vrf_sharks BGW- interface Vian2012 2020-07-02 23:46:53

sn-2301
vrf_sharks BGW- route-map rm_vrf_sha.. 2020-07-02 23:46:52

$n-2300
vrf_sharks BGW-_. route-map rm_vrf_sha... 2020-07-02 23:46:52
vrf_sharks BGW-SP2 SUCCESS route-map rm_vrf_sha... 2020-07-02 23:46:51
wrf_sharks BGW-SP2 SUCCESS ip access-list acl_vri_s. 2020-07-02 23:46:51
vrf_sharks BGW-SP2 SUCCESS ip access-list acl_vrf_s... 2020-07-02 23:46:50
vrf_sharks BGW-SP2 SUCGESS fouter bgp 65500 2020-07-02 23:46:49
rf_sharks BGW-SP2 SUCCESS vrf context vrf_sharks 2020-07-02 23:46:48
vrf_sharks BGW-SP2 SUCCESS configure profile vrf_sh... 2020-07-02 23:46:35

rf_sharks BGW-SP2 SUCCESS route-map fabric-rma... 2020-07-02 23:46:35

Close

Select the Filter for policy resources checkbox to display only policy-related deployments such as ACLs,
route maps and associated CLIs. This checkbox is available only in the Deployment History Service Policy
window.

' Data Center Network Manager SCOPE:  fab-2 v A A @ amn

Deployment History Service Policy

Swien
Al ) r for policy resources

Network Name VRF ¢ Switch Name - Status Status Details Execution Time

vrf_sharks BGW-SP2 SUCCESS interface Vian2012 @ 2020-07-02 23:46:53

vrf_sharks BGW-SP2 SUCCESS route-map rm_vrf_sha.. @  2020-07-02 23:46:52

Exporting a Service Policy or a Route Peering Table

To export the service policy or route peering information as an Excel file, click the Export icon on the Service
Nodes window. Click the Export icon on the Service Policy tab to export information about the service
policies. Click the Export icon on the Route Peering tab to export information about the route peerings.

X b Data Center Network Manager SCOPE: | fab2 v A A @ eimn 3

Service Nodes EEO +

SN-1 PHYSICAL —
N §/E 1 + 1 +
FIREWALL Route Peering Service Policy
Service Policy  Route Peering O | Attach | Detach Preview Deploy History = E W
Destingé
Policy Name Route Peering Status - 5::’” Source Network Destination VRF N:z::"" Next Hop IP Reverse Next Hop IP - Reverse Enabled Stats  Action
SP-1 RP-1 In-Sync @  vrf_blue 64.1.1.11/32 wrf_blue 66.1.1.161/32 161.1.1.2 162.1.1.2 Yes v e
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Importing a Service Policy or a Route Peering Table .

Importing a Service Policy or a Route Peering Table

To import service policy or route peering information as an Excel file, click the Import icon on the Service
Nodes window. Click the Import icon on the Service Policy tab to export information about the service
policies. Click the Import icon on the Route Peering tab to export information about the route peerings.

X b Data Center Network Manager eCR fab-2 v A A @ wmng
Service Nodes EEO+
SN-1 PHYSICAL —
v §/C 1 + 1 +
FIREWALL Route Peering Service Policy
Service Policy  Route Peering O | Attach | Detach Preview 'Deploy Histoy E E = W
Policy Name Route Peering Status ‘S,;:M Source Network Destination VRF zz::x"’" Next Hop IP Reverse Next Hop IP Reverse Enabled Stats  Action
sp-1 RP-1 nSyc @ vibe 64111132 vii_blue 66.1.1.161/32 161.1.1.2 162.1.1.2 Yes “ a0

Deleting a Service Policy

To delete a service policy from the Cisco DCNM Web Ul, perform the following steps:

Procedure

Step 1 Select the service policy that has to be deleted by clicking the checkbox that is next to the name of the policy,
and then click the Delete icon on the Service Nodes window.

X b Data Center Network Manager SCOPE: | fab-2 v A A @ amn oy
Service Nodes EEO +
SN-1 PHYSICAL —
v §/C 1 + 1 +
FIREWALL Route Peering Senice Policy
Service Policy ~ Route Peering O | Attach ' Detach Preview Deploy Histoy E E =W
Policy Name Route Peering Status ‘S,:z"” Source Network Destination VRF z::::i"’" Next Hop IP Reverse Next Hop IP Reverse Enabled Stats  Action
SP-1 RP-1 In-Sync @  wi_blue 64.1.1.11/32 vrf_blue 66.1.1.161/32 161.1.1.2 162.1.1.2 Yes w7

Step 2 A pop-up window is displayed asking for confirmation to delete. Click Delete. In case the service policy that
has to be deleted is attached, the pop-up window indicates that the service policy has to be detached by using
the toggle in the Action column, and deploying the changes (removing the policy) before it can be deleted.

X bl Data Center Network Manager SCOPE: | fab-2 v A A @ wmn 3

Service Policy Delete

Selected service policy are attached. To delete,
« Detach the policy from actions column
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. Deleting a Route Peering

Deleting a Route Peering

To delete a route peering from the Cisco DCNM Web Ul, perform the following steps:

Procedure

peering, and then click the Delete icon on the Service Nodes window.

X b Data Center Network Manager
Service Nodes
SN-1 PHYSICAL
v v/ E
FIREWALL
Service Policy  Route Peering
Peering Name Deployment Peering Option Status
RP-1 IntraTenantFW. None In-Sync

1 +

Route Peering

Service Network One. Service Network Two
VRF Network Name Gateway [P VRF

@ vii_blue sn-2300 161.1.1.1/24 vrf_blue sn-2301

Network Name Gateway IP

162.1.1.1/24  161.1.1.2

Select the route peering that has to be deleted by clicking the checkbox that is next to the name of the route

SCOPE: fab-2 v A A O oadmn B
EEO+
1 +
Service Policy

O | Atach | Detach Preview 'Deploy History E E W

Next Hop IP Reverse Next Hop IP Last Update Action

162.1.1.2 07/02/2020, (5 /'

A pop-up window is displayed asking for confirmation to delete. Click Delete. In case the route peering that

has to be deleted is attached or if the service policy associated with the route peering is active, the pop-up
window indicates that the peering has to be detached by using the toggle in the Action column, deploy the
changes (remove the policy), and delete the service policy associated with the route peering before the route

peering can be deleted.

X b Data Center Network Manager

Route Peering Delete

Selected route peering are either attached or mapped to service policy.
To delete,

« Detach the peering from actions column

« Delete service policy before deleting route peering

Cancel

SCOPE: fab-2 v A AL @ admn {3

Viewing Service Policy Information

In the Service Nodes window, the Service Policy tab displays information about the configured service

policies.

X b Data Center Network Manager

Service Nodes

SN-1 PHYSICAL

v W/ C
FIREWALL
Service Policy ~ Route Peering
. . Source
Policy Name Route Peering Status pris
SP-1 RP-1 In-Sync @ vii_blue

Route Peering
- Destination
Source Network Destination VRF Nework Next Hop IP
64.1.1.11/32 vrf_blue 66.1.1.161/32 161.1.1.2

SCOPE: fab-2 v A A @ admn {3
EEO+
1 +
Senvice Policy

O | Attach  Detach Hstoy E E W

Reverse Next Hop IP Reverse Enabled Stats  Action

162.1.1.2 Yes w a /
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Table 1: Service Policy Table Field and Description

Viewing Service Policy Information .

Field

Description

Policy Name

Displays the name of the policy.

Route Peering

Displays the route peering name given for the peering
configuration. Click the specified peering name to
display route peering information.

Status

Displays the status of the service policy.

Source VRF

Displays the Virtual Routing and Forwarding (VRF)
source.

Source Network

Displays the source network.

Destination VRF Displays the destination VRF.
Destination Network Displays the destination network.

Next Hop IP Displays the next-hop IP address.
Reverse Next Hop IP Displays the reverse next-hop IP address.

Reverse Enabled

Displays if reverse next-hop is enabled or not.

Route Map Action Displays the specified route map action.

Next Hop Option Displays the specified next hop option.

Last Updated Displays the time at which the service policy was last
updated.

Stats Click the graph line to display cumulative statistics

for a policy in a specified time range. For more
information, refer Stats.
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L4-L7 Service Basic Workflow |

Field

Description

Action

Use the toggle to enable/attach or disable/detach the
service policy. When the service policy is attached or
enabled, the corresponding policies are applied to the
VRF (tenant), source, and destination networks.

Action

@ /

Click to enable

The toggle turns blue in color when the service policy
is attached or enabled.

Action
- 7/
Click the Edit icon to edit the service policy.

Edit Service Policy

o= /

Stats

In the Service Nodes window, the Service Policy tab displays statistical information about the configured
service policies. Select a time range for which the statistics should be displayed from the Time Range
drop-down box. You can select the date from the calendar displayed on the window and the time by clicking
select time at the bottom right corner of the window. You can also display statistics from the last 15 minutes,
1 hour, 6 hours, 1 day, and 1 week. Select the required time range and click Apply. Select a switch for which
the statistics should be displayed from the Switch drop-down list. The statistics are then displayed for the
selected switch in the specified time range. Starting from Cisco DCNM Release 11.4(1), you can click Clear
Stats to reset the statistics for a specific policy on all involved switches. If multiple policies are sharing the
same route map, then the statistics of other policies are also impacted.

. L4-L7 Service Basic Workflow



| L4-L7 Service Basic Workflow

Viewing Route Peering Information .

X el Data Center Network Manager SCOPE: | fab2 v A A @ amn s

Cumulative Statistics for service policy, SP-1

Time Range.

~
{ Ju110.2020]11:18 - Jul 10.2020 [ 12:18 v | Clear Stats

80000000

Fri Jul 10 2020 11:47:00 GMT+0530 (india Standard Time)
aci_uvrf_blue_64.1.1.11/32_66.1.1.161/32_ip_any_any (vrf_blue_MyNetwork_30026): 60101616

60000000

20000000

o
4il10,11:20 4l10,11:30 10, 11:40 4l 10,11:50 J010,1200 410,120
@ acl_vif_blue 6. @ acl_uf_bue_6.

Close

Viewing Route Peering Information

In the Service Nodeswindow, click Route Peering. The Route Peering tab displays route peering information.

X b Data Center Network Manager SCOPE: | fab-2 v A A @ amn 3
Service Nodes EEO +
SN-1 PHYSICAL —
. §/C 1 + 1 +
FIREWALL Route Peering Sevice Polcy
Service Policy  Route Peering O | Attach | Detach oy Hstoy EE W
Service Network One Senvice Network Two
Peering Name Deployment Peering Option Status Next Hop IP Reverse Next Hop IP Last Update Action
VRF Network Name Gateway IP  VRF Network Name Gateway IP
RP-1 IntraTenantFW None In-Sync 0] vrf_blue sn-2300 161.1.1.1/24 vrf_blue sn-2301 162.1.1.1/24 161.1.1.2 162.1.1.2 07/02/2020, e} 7/

Table 2: Route Peering Table Field and Description

Field Description

Peering Name Displays the defined peering name.

Deployment Displays the deployment - One-Arm mode or
Two-Arm mode.

Peering Option Displays the peering option - Static or eBGP Dynamic
peering.

Status Displays the status of the route peering.

Service Network VRF Displays the service network VRF.

Service Network Name Displays the name of the service network.

Service Network Gateway IP Displays the gateway IP of the service network VRF.

Next Hop IP Displays the next-hop IP address.

Reverse Next Hop IP Displays the reverse next-hop IP address.
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Field Description

Last Updated Displays the time at which the route peering was last
updated.

Action Use the toggle to enable/attach or disable/detach the

route peering. When the route peering is enabled, the
service networks defined in that route peering will be
attached to the service leaf.

Action

® /

Click to enable

The toggle turns blue in color when the route peering
is attached or enabled.

Action

- /
Click the Edit icon to edit the route peering.
Action
Edit Route Peering

® /

Service Node Backup and Restore

You can back up data at the service node level by clicking the Export icon E to export data about the service
nodes to an excel file. Data regarding all the service nodes, the respective route peerings and service policy,

is exported.

You can also restore the service node level data by clicking the Import icon E to import data about the

service nodes from an excel file.

X il Data Center Network Manager
Service Nodes
SN-1 PHYSICAL

FIREWALL

Service Policy  Route Peering

Policy Name Route Peering Status

SP-1 RP-1 In-Sync @

SCOPE: | fab2 v admin {3

EElo +

1 + 1 +

Route Peering Senvice Policy

O | Attach | Detach Hstoy E E W&

Destination

Destination VRF Next Hop IP Reverse Next Hop IP Reverse Enabled Stats  Action

Network

66.1.1.161/32 161.1.1.2 162.1.1.2 Yes e

You can also export data for a specific service node by clicking the Export icon [= located next to the Edit

Service Node icon.

. L4-L7 Service Basic Workflow



L4-L7 Service Basic Workflow

Fabric Backup and Restore .

X +dudb Data Center Network Manager SCOPE: | fab2 M adnin £
Service Nodes EEO+
SN-1 PHYSICAL —
: e s -
FIREWALL Route Peering Service Policy
Service Policy  Route Peering O ' Attach | Detach Hsoy B E W

s Destinati
Policy Name Route Peering Status V;:'“ Source Network Destination VRF N:M:k"’" Next Hop IP Reverse Next Hop IP Reverse Enabled Stats Action

SP-1 RP-1 In-Sync @ vri_blue 64.1.1.11/32 vif_blue 66.1.1.161/32 161.1.1.2 162.1.1.2 Yes v ) /

Fabric Backup and Restore

During easy fabric and parent MSD fabric backup, the service node connections, route peering and service
policy configurations, such as composed ACL and route-map, are saved as part of the fabric, VRF and the
tenant network intent. However, the definitions of service node, route peering and service policy are not saved.
We recommend backing up the service data by clicking the Export icon at the service node level from the
Control > Services window. While restoring easy fabrics and parent MSD fabrics, the service data can be
restored by clicking the Import icon at the service node level from the Control > Services window. The
service node connections, route peering and service policy configuration will be restored along with the
associated fabric, VRF and the tenant network intent.

Brownfield Migration

Audit History

During brownfield migration, the L4-L7 service configuration, such as ACLs and route-maps associated with
networks and VRFs, are captured in the switch freeform policy linked to the tenant network and the VRF
profile. No service node, route peering, or service policy is auto-generated as a result of brownfield migration.
If you want to apply a new service policy to the same tenant network or VRF, remove the captured freeform
configuration and configuration compliance will then generate the required CLIs that you can deploy later.

From Cisco DCNM Release 11.5(1), click the Audit icon on the Service Nodes window to display the Audit
History window.

X e Data Center Network Manager $GORE:| fabl . s @ anin 3

Service Nodes BEEEOQO+

B
]
g.

The Audit Logs table in the Audit History window displays information about all the actions that have been
performed. Audit logs are generated when the following actions are performed:

* Creation of service nodes, route peering and service policies

* Deletion of service nodes, route peering and service policies

» Update of service nodes, route peering and service policies

* Attachment and detachment of route peering and service policies

» Deployment of route peering and service policies
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. Audit History

This audit log is saved with the name of the user who has performed the action, the role of the user, the action
taken, the entity on which the action was performed, details about the action, the status, and the time at which
the action was performed.

To perform a search in each column, click the search icon in the required column and enter the search string.
To display more information about each row, click the + icon next to the user name.

Audit History

)

Audit Logs O 297om E

12/11/2020, 15:47:33

U
User Name :T' Action taken Entity Details Status Time
ole

[[]  admin Admin SenviceNodeCreate FW1 :fab; face:vPC1 1Seri Success 12/11/2020, 15:46:46
fab1 vPC1 es-leafl ~ es-leaf2
service_link_vpc External_Fabric Physical

G111 Fw1 Firewall

To export the data on this window to an Excel file, click the Export icon.

Audit History i X
Audit Logs O st =R o3

09/30/2020, 09:16:51

To selectively hide or show fields from the Audit Logs table, click the gear icon that is located next to the
export icon to select the fields that have to be displayed in the Audit Logs table.

To delete older audit reports, click the icon, specify the maximum retained dates and confirm deletion. Note
that only users with the admin role can delete audit log entries.

To display the latest audit log, click the Refresh icon that is located above the Audit Logs table.
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