
Caveats in Cisco IOS XE Release 3.18.9SP

This chapter describes open and resolved severity 1 and 2 caveats and select severity 3 caveats:

• The "Open Caveats" sections list open caveats that apply to the current release and may apply to previous
releases. A caveat that is open for a prior release and is still unresolved applies to all future releases until
it is resolved.

• The "Resolved Caveats" sections list caveats resolved in a specific release, but open in previous releases.

The bug IDs are sorted alphanumerically.

The Caveats section includes the bug ID and a short description of the bug. For details on the symptoms,
conditions, and workaround for a specific caveat you must use the Bug Search Tool.

Note

• Open Caveats – Cisco IOS XE Release 3.18.9SP, on page 1
• Resolved Caveats – Cisco IOS XE Release 3.18.9SP, on page 1

Open Caveats – Cisco IOS XE Release 3.18.9SP
There are no open caveats in this release.

Resolved Caveats – Cisco IOS XE Release 3.18.9SP
DescriptionCaveat ID Number

PPPoE VSA tags get overwritten at each PPPoE IACSCvu78801
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https://bst.cloudapps.cisco.com/bugsearch/bug/CSCvu78801
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