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A P P E N D I X B

Test Hardware and Software

The network hardware and software components used in the CPwE IDMZ testing are listed in Table B-1. 
Rockwell Automation software versions are listed in Table B-2.

Table B-1 Network Hardware and Software

Role Product SW Version Notes

Core switch Catalyst 9400 17.6.1 Virtual Switching System (VSS)

Core switch Catalyst 9500 17.6.1 Virtual Switching System (VSS)

Distribution switch Catalyst  9300 17.6.1 Switch stack

Access switch Cisco IE 2000, IE4000, Stratix 5700 15.2(8)E1

Access switch Cisco IE 3x00, Stratix 5800 17.6.1

Firewall Firepower 2130 FTD 7.0 Active and Standby

Firewall Management Firepower Management Center 7.0

Identity Services Engine (ISE) Cisco ISE VM 2.7 Patch 1 Distributed ISE

Client Microsoft Windows laptop Windows 7

Table B-2 Rockwell Automation Software

Product Version

FactoryTalk Historian Site Edition  7.01

FactoryTalk Service Platform  6.21 (CPR 9 SR 12)

FactoryTalk Activation Manager  4.06 

FactoryTalk Historian to Historian Interface  3.10.01

FactoryTalk AssetCentre  11.00

FactoryTalk View Site Edition  12.00

 FactoryTalk Link (aka RSLinx Enterprise)  6.21 (CPR 9 SR 12)

RSLinx Classic  4.21

 ThinManager  12.00
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