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     [bookmark: pgfId-1010303][bookmark: 19731]New and Changed Information
      
      
 
     
 
 
     [bookmark: pgfId-1010498]This chapter describes new or was changed content in this document by software release number. 
 
     [bookmark: pgfId-1010499]To find additional information, go to the following locations on Cisco.com:
 
     
     	 [bookmark: pgfId-1010501] Configuration Guides 
 
     	 [bookmark: pgfId-1010503] Release Notes 
 
    
 
     [bookmark: pgfId-1010558]
 
     
      
      
        
        	
          
          [bookmark: pgfId-1010507]Feature
         
  
        	
          
          [bookmark: pgfId-1010509]Description
         
  
        	
          
          [bookmark: pgfId-1010511]Changed in R
         
 
          
          [bookmark: pgfId-1011305]elease
         
  
        	
          
          [bookmark: pgfId-1010513]Where Documented
         
  
       
 
        
        	 [bookmark: pgfId-1011241]Class Based Weighted Fair Queuing
  
        	 [bookmark: pgfId-1011243]Added configuration chapter for Class Based Weighted Fair Queuing
  
        	 [bookmark: pgfId-1011245]4.2(1)SV1(4)
  
        	 [bookmark: pgfId-1011247]Chapter 6, “Configuring Class Based Weighted Fair Queueing”
  
       
 
        
        	 [bookmark: pgfId-1010515]Configuration limits.
  
        	 [bookmark: pgfId-1010517]Added configuration limits for QoS policy-maps, QoS class-maps, and QoS interfaces.
  
        	 [bookmark: pgfId-1010519]4.0(4)SV1(2)
  
        	 
  
       
 
      
     
 
    
 
   
 
  
 
  
   
   
   
    
     [bookmark: pgfId-1010246]Preface
      
      
 
     
 
 
     [bookmark: pgfId-1088442]The Quality of Service (QoS) Configuration document describes the features that are used to prevent traffic congestion, and provides procedures to configure these features.
 
     
      [bookmark: pgfId-1086425][bookmark: 47830]Audience
 
      [bookmark: pgfId-1086426]This guide is for network administrators with the following experience and knowledge:
 
      
      	 [bookmark: pgfId-1086427]An understanding of virtualization 
 
      	 [bookmark: pgfId-1086428]Using VMware tools to configure a vswitch
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1086429]Note Knowledge of VMware vNetwork Distributed Switch is not a prerequisite.

      
     

     
 
    
 
     
      [bookmark: pgfId-1073347][bookmark: 68863]Organization
 
      [bookmark: pgfId-1073379]This publication is organized as follows:
 
      [bookmark: pgfId-1078887]
 
      
       
       
         
         	
           
           [bookmark: pgfId-1078493]Chapter
          
  
         	
           
           [bookmark: pgfId-1078495]Description
          
  
        
 
         
         	 [bookmark: pgfId-1078500]Chapter 1, “Overview”
  
         	 [bookmark: pgfId-1078502]Provides an overview of QoS features and lists supported RFPs.
  
        
 
         
         	 [bookmark: pgfId-1078514]Chapter 2, “Configuring QoS Classification”
  
         	 [bookmark: pgfId-1078516]Describes how to classify network traffic.
  
        
 
         
         	 [bookmark: pgfId-1078521]Chapter 3, “Configuring QoS Marking Policies”
  
         	 [bookmark: pgfId-1078523]Describes how to mark network traffic.
  
        
 
         
         	 [bookmark: pgfId-1078535]Chapter 4, “Configuring QoS Policing”
  
         	 [bookmark: pgfId-1078537]Describes how to police network traffic.
  
        
 
         
         	 [bookmark: pgfId-1078552]Chapter 5, “Monitoring QoS Statistics”
  
         	 [bookmark: pgfId-1078554]Describes how to enable and view QoS statistics.
  
        
 
         
         	 [bookmark: pgfId-1089108]Chapter 6, “Configuring Class Based Weighted Fair Queueing”
  
         	 [bookmark: pgfId-1089110]Describes how to configure Class Based Weighted Fair Queuing.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1085291]Provides the DSCP and precedence values used in QoS class maps and policy maps.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1078815]Provides information about limitations in configuring QoS.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1073380][bookmark: 42361]Document Conventions
 
      [bookmark: pgfId-1010538]This publication uses the following conventions:
 
      [bookmark: pgfId-1081999]Command descriptions use these conventions:
 
      
       
       
         
         	  
  
         	  [bookmark: pgfId-1076956]Commands and keywords are in boldface.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1076960]Arguments for which you supply values are in italics.
  
        
 
         
         	 [bookmark: pgfId-1076962]{ }
  
         	 [bookmark: pgfId-1076964]Elements in braces are required choices.
  
        
 
         
         	 [bookmark: pgfId-1076966][ ]
  
         	 [bookmark: pgfId-1076968]Elements in square brackets are optional.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1076972]Alternative, mutually exclusive elements are separated by vertical bars.
  
        
 
       
      
 
     
 
      [bookmark: pgfId-1076999]Screen examples use these conventions:
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1076976]screen font
          
  
         	  [bookmark: pgfId-1076978]Terminal sessions and information that the switch displays are in screen font.
  
        
 
         
         	
           
           [bookmark: pgfId-1076980]
            boldface screen font 
          
  
         	 [bookmark: pgfId-1076982]Information that you must enter is in boldface screen font.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1076986]Arguments for which you supply values are in italic screen font.
  
        
 
         
         	 [bookmark: pgfId-1076988]< >
  
         	 [bookmark: pgfId-1076990]Nonprinting characters, such as passwords, are in angle brackets.
  
        
 
         
         	 [bookmark: pgfId-1076992][ ]
  
         	 [bookmark: pgfId-1076994]Default responses to system prompts are in square brackets.
  
        
 
         
         	 [bookmark: pgfId-1076996]!, #
  
         	 [bookmark: pgfId-1076998]An exclamation point (!) or number sign (#) at the beginning of a line of code indicates a comment line.
  
        
 
       
      
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1085376]Note Means reader take note. Notes contain helpful suggestions or references to material not covered in the manual.

      
     

     
 
      
       
     
 
     
 
     
      [bookmark: pgfId-1085377]
      Caution Means 
      reader be careful. In this situation, you might do something that could result in equipment damage or loss of data.
       
       
 
      

     
 
    
 
     
      [bookmark: pgfId-1086574][bookmark: 49045]Recommended Reading
 
      [bookmark: pgfId-1086575]Before configuring this feature in the Cisco Nexus 1000V, we recommend that you read and become familiar with the following documentation:
 
      
      	 [bookmark: pgfId-1086579] Cisco Nexus 1000V Getting Started Guide, Release 4.2(1)SV1(5.1) 
 
      	 [bookmark: pgfId-1086583] Cisco Nexus 1000V Port Profile Configuration Guide, Release 4.2(1)SV1(5.1) 
 
      	 [bookmark: pgfId-1088689] Cisco VN-Link: Virtualization-Aware Networking white paper
 
     
 
    
 
   
 
  
 
  
   
   
   
    
     [bookmark: pgfId-1067603][bookmark: 77991]Overview
      
      
 
     
 
 
     [bookmark: pgfId-1056595]This chapter describes the quality of service (QoS) features that you can use on Cisco Nexus 1000V to prevent traffic congestion in your network.
 
   
 
    
     [bookmark: pgfId-1090107][bookmark: 41817][bookmark: 60410]Information About Quality of Service 
 
     [bookmark: pgfId-1091709]You can use QoS to provide the most desirable flow of traffic through a network. QoS allows you to classify your network traffic, police and prioritize the traffic flow, and provide congestion avoidance. Traffic is processed based on how you classify it and the QoS policies that you put in place.
 
     [bookmark: pgfId-1091738]You can implement a QoS policy using the following steps: 
 
     command. For more information, see Chapter2, “Configuring QoS Classification”
 
     command. A traffic policy defines how specific traffic is to be acted upon to improve the quality of service. For more information, see Chapter3, “Configuring QoS Marking Policies”
 
     command. For more information, see the “Creating Ingress and Egress Policies” section.[image: ]
 
     [bookmark: pgfId-1080703] 4.[image: ] Police the traffic. For more information, see Chapter4, “Configuring QoS Policing”
 
   
 
    
     [bookmark: pgfId-1059328][bookmark: 35517][bookmark: 65866]Traffic Classification and Marking
 
      describes these processes.
 
     [bookmark: pgfId-1081764]
 
     
      
       
        [bookmark: pgfId-1081733]Table 1-1 [bookmark: 62996]Traffic Classification and Traffic Marking 
 
       
      
        
        	
          
          [bookmark: pgfId-1081741]QoS Method
         
  
        	
          
          [bookmark: pgfId-1081743]Description
         
  
        	
          
          [bookmark: pgfId-1081745]Command
         
  
        	
          
          [bookmark: pgfId-1081747]Mechanism
         
  
       
 
        
        	 [bookmark: pgfId-1081749]Traffic Classification
  
        	 [bookmark: pgfId-1081751]Groups network traffic based on defined criteria. 
  
        	 
  
        	 [bookmark: pgfId-1081755]class maps
  
       
 
        
        	 [bookmark: pgfId-1081757]Traffic Marking
  
        	 [bookmark: pgfId-1081759]Modifies traffic attributes by class. 
  
        	 
  
        	 [bookmark: pgfId-1081763]policy maps
  
       
 
      
     
 
    
 
     
      [bookmark: pgfId-1059348][bookmark: 64300]Traffic Classification
 
      [bookmark: pgfId-1088743]Traffic classification allows you to organize traffic (packets) into traffic classes or categories on the basis of whether the traffic matches the criteria you specify. The values used to classify traffic are called match criteria. When you define a traffic class, you can specify multiple match criteria, you can choose to not match on a particular criterion, or you can determine the traffic class by matching any or all criteria. For more information, see Chapter2, “Configuring QoS Classification”
 
    
 
     
      [bookmark: pgfId-1059329][bookmark: 90990]Traffic Marking
 
      [bookmark: pgfId-1088830]Marking is the process of assigning a priority and involves setting the fields, such as class of service or DSCP, in a packet. The traffic is then marked accordingly as it comes into the device on an ingress interface. The markings are used to treat the traffic as it leaves the device on the egress interface. For more information about configuring marking, see Chapter3, “Configuring QoS Marking Policies”
 
    
 
   
 
    
     [bookmark: pgfId-1059331][bookmark: 78336][bookmark: 43689]Policing
 
     [bookmark: pgfId-1092899]Policing is the monitoring of data rates for a particular class of traffic. The Cisco Nexus 1000V can also monitor associated burst sizes. 
 
     [bookmark: pgfId-1092902]Three conditions, are determined by the policer depending on the data rate parameters supplied: conform, exceed, or violate. You can configure only one action for each condition. When the data rate exceeds the user-supplied values, packets are either marked down or dropped. 
 
     [bookmark: pgfId-1092583]You can define single-rate or dual-rate policers. Single-rate policers monitor the specified committed information rate (CIR) of traffic. Dual-rate policers monitor both CIR and peak information rate (PIR) of traffic.
 
     [bookmark: pgfId-1092915]For more information about configuring policing, see Chapter4, “Configuring QoS Policing”
 
   
 
    
     [bookmark: pgfId-1057510][bookmark: 25466]QoS Commands 
 
     .
 
     [bookmark: pgfId-1057870]
 
     
      
       
        [bookmark: pgfId-1083252]Table 1-2 [bookmark: 96509]QoS Configuration Commands
 
       
      
        
        	
          
          [bookmark: pgfId-1083260]Global Configuration Commands
         
  
        	
          
          [bookmark: pgfId-1084753]Class Map QoS Configuration
         
 
          
          [bookmark: pgfId-1084792]Command
         
  
        	
          
          [bookmark: pgfId-1084955]Policy Map QoS Configuration
         
 
          
          [bookmark: pgfId-1084956]Command
         
  
        	
          
          [bookmark: pgfId-1083262]Interface or 
          
 Port Profile Configuration Command
         
  
        	
          
          [bookmark: pgfId-1083264]Policy Map Class QoS Configuration Command
         
  
        	
          
          [bookmark: pgfId-1083266]Description
         
  
       
 
        
        	 
  
        	 [bookmark: pgfId-1084755]—
  
        	 [bookmark: pgfId-1090423]—
  
        	 [bookmark: pgfId-1083270]—
  
        	 [bookmark: pgfId-1083272]—
  
        	 that represents a class of traffic.
  
       
 
        
        	 
  
        	 [bookmark: pgfId-1084757]—
  
        	 [bookmark: pgfId-1084903]—
  
        	 [bookmark: pgfId-1083278]—
  
        	 [bookmark: pgfId-1083280]—
  
        	 that represents a mapping from one set of field values to another set of field values. You can reference a table map from a policy map.
  
       
 
        
        	 
  
        	 [bookmark: pgfId-1084759]—
  
        	 [bookmark: pgfId-1084905]—
  
        	 [bookmark: pgfId-1083286]—
  
        	 [bookmark: pgfId-1083288]—
  
        	 that represents a set of policies to be applied to a set of class maps. Policy maps can reference table maps.
  
       
 
        
        	 [bookmark: pgfId-1083292]—
  
        	 [bookmark: pgfId-1084761]—
  
        	 [bookmark: pgfId-1084907]—
  
        	 
  
        	 [bookmark: pgfId-1083296]—
  
        	 [bookmark: pgfId-1083298]Applies a specified policy map to input or output packets on interfaces configured as follows:
 
          
          	 [bookmark: pgfId-1086397]inherited from a port-profile1 
 
          	 [bookmark: pgfId-1086387]port-channel 
 
          	 [bookmark: pgfId-1086536]Ethernet
 
          	 [bookmark: pgfId-1086545]VEthernet
 
         
  
       
 
        
        	 [bookmark: pgfId-1083304]—
  
        	 [bookmark: pgfId-1084763]—
  
        	 [bookmark: pgfId-1084909]—
  
        	 [bookmark: pgfId-1083306]—
  
        	 
  
        	 [bookmark: pgfId-1083310]Defines the action to take regarding packet data rates.
  
       
 
        
        	 [bookmark: pgfId-1084847]—
  
        	 
  
        	 [bookmark: pgfId-1084911]—
  
        	 [bookmark: pgfId-1084851]—
  
        	 [bookmark: pgfId-1084853]—
  
        	 [bookmark: pgfId-1084855]Defines the criteria for a class map.
  
       
 
        
        	 [bookmark: pgfId-1084837]—
  
        	 [bookmark: pgfId-1084839]—
  
        	 
  
        	 [bookmark: pgfId-1084841]—
  
        	 [bookmark: pgfId-1084843]—
  
        	 [bookmark: pgfId-1084845]Defines the packet header values for a policy map.
  
       
 
      
     
 
    
 
     
     
       
       	 1.[bookmark: pgfId-1086448]For information about port profiles, see the Cisco Nexus 1000V Port Profile Configuration Guide, Release 4.2(1)SV1(5.1).
 1.[bookmark: pgfId-1086448]For information about port profiles, see the Cisco Nexus 1000V Port Profile Configuration Guide, Release 4.2(1)SV1(5.1).
  
      
 
     
    
 
   
 
    
     [bookmark: pgfId-1058161][bookmark: 58944]QoS Statistics
 
     [bookmark: pgfId-1063524]Statistics are maintained [bookmark: marker-1078017]for each policy, class action, and match criteria per interface. For information about monitoring QoS statistics, see Chapter5, “Monitoring QoS Statistics”
 
   
 
    
     [bookmark: pgfId-1063253][bookmark: 21408]Default QoS Behavior
 
     [bookmark: pgfId-1063245]QoS has no default behavior. Policing and prioritization of traffic are only implemented when you apply a policy map to an interface. The only exception is that, by default, the CoS value for control and packet VLAN traffic is set to 6. This value can be overridden with an explicit QoS policy that is configured on the interface that carries the control and packet VLAN traffic.
 
     [bookmark: pgfId-1086624]However, when designing your QoS and ACL policies, note that access control lists (ACLs) that are referenced within a QoS policy are processed as follows as part of the QoS policy:
 
     
     	 [bookmark: pgfId-1086645]QoS ingress processing follows ACL processing. 
 
     	 [bookmark: pgfId-1086655]QoS egress processing precedes ACL egress processing. 
 
    
 
   
 
    
     [bookmark: pgfId-1081974][bookmark: 55555]Supported RFCs
 
      lists RFCs that are supported by QoS.
 
     [bookmark: pgfId-1082111]
 
     
      
       
        [bookmark: pgfId-1082187]Table 1-3 [bookmark: 97522]Supported RFCs 
 
       
      
        
        	
          
          [bookmark: pgfId-1082191]Number
         
  
        	
          
          [bookmark: pgfId-1082193]Title
         
  
       
 
        
        	 
  
        	 [bookmark: pgfId-1082223]Architecture for Differentiated Services
  
       
 
        
        	 
  
        	 [bookmark: pgfId-1082227]A Single Rate Three Color Marker
  
       
 
        
        	 
  
        	 [bookmark: pgfId-1082231]A Dual Rate Three Color Marker
  
       
 
        
        	 
  
        	 [bookmark: pgfId-1082235]Management Information Base for the Differentiated Services Architecture
  
       
 
        
        	 
  
        	 [bookmark: pgfId-1083855]RTP: A Transport Protocol for Real-Time Applications
  
       
 
      
     
 
    
 
     [bookmark: pgfId-1082088]
 
   
 
    
     [bookmark: pgfId-1085793][bookmark: 74014]High Availability Requirements for QoS Features
 
     [bookmark: pgfId-1085794]QoS recovers its previous state after a software restart, and it is able to switch over from the active supervisor to the standby supervisor without a loss of state.
 
   
 
  
 
  
   
   
   
    
     [bookmark: pgfId-1114388][bookmark: 25629]Configuring QoS Classification 
      
      
 
     
 
 
     [bookmark: pgfId-1057276]This chapter describes how to create and map classes of traffic for QoS on Cisco Nexus 1000V.
 
   
 
    
     [bookmark: pgfId-1086999][bookmark: 77608]Information About Traffic Classes [bookmark: marker-1125544]
 
     [bookmark: pgfId-1132366]Traffic classes are categories of traffic (packets) that are grouped on the basis of similarity. Such groups of traffic are called class maps. Classifying network traffic allows you to enable a quality of service (QoS) strategy in your network.
 
     [bookmark: pgfId-1132370]Figure 2-1 shows the criteria that you use to classify network traffic.
 
     [bookmark: pgfId-1132372]Figure 2-1 [bookmark: 92095]Criteria for Classifying Network Traffic 
 
     [bookmark: pgfId-1132402]
 
     
     [image: ] 
    
 
     [bookmark: pgfId-1132404]Identifying and categorizing network traffic into traffic classes (that is, classifying packets) enables you to handle different types of traffic by separating network traffic into different categories. 
 
     [bookmark: pgfId-1132405]Classifying network traffic allows you to see the kinds of traffic you have and treat some types of traffic differently than others. Identifying and organizing network traffic allows you to allocate network resources to deliver the best performance for each type of traffic. 
 
     [bookmark: pgfId-1132406]You can place network traffic with a specific IP precedence into one traffic class, while you place traffic with a specific differentiated services code point (DSCP) value into another traffic class. Each traffic class can be given a different QoS treatment, which you configure in a policy map later. 
 
     . You can match the criteria to your traffic as follows:
 
     
     	 [bookmark: pgfId-1125821]Matching all 
 
     	 [bookmark: pgfId-1125822]Matching or not matching one 
 
     	 [bookmark: pgfId-1125823]Matching or not matching multiple 
 
     	 [bookmark: pgfId-1125788]Matching or not matching another class map
 
    
 
     [bookmark: pgfId-1125646]Some of the criteria used in traffic class maps relates only [bookmark: marker-1125645]to one direction of traffic—either ingress or egress. For example, the internal label QoS group has no meaning on ingress traffic because it has not yet been assigned a value. 
 
     [bookmark: pgfId-1125648]Traffic that fails to match any traffic class in a[bookmark: marker-1125647] QoS policy map is assigned to a default class of traffic called class-default. The class-default can be referenced in a QoS policy map to select this unmatched traffic.
 
      lists and describes the allowable criteria used for mapping traffic classes. 
 
     [bookmark: pgfId-1104026]
 
     
      
       
        [bookmark: pgfId-1103975]Table 2-1 [bookmark: 63345]Traffic Class Criteria 
 
       
      
        
        	
          
          [bookmark: pgfId-1103979]Class Criteria
         
  
        	
          
          [bookmark: pgfId-1103981]Description
         
  
       
 
        
        	 [bookmark: pgfId-1109867]Co[bookmark: marker-1118740]S
  
        	 [bookmark: pgfId-1109869]Class [bookmark: marker-1118745]of service (CoS) field in the IEEE 802.1Q header.
  
       
 
        
        	 [bookmark: pgfId-1103987]IP preced[bookmark: marker-1118746]ence
  
        	 [bookmark: pgfId-1103989]Precedence value within the type of service (ToS) [bookmark: marker-1118741][bookmark: marker-1138255]byte of the IP header.
  [bookmark: pgfId-1129340]The IP precedence values are shown in the “IP Precedence Values” section.
  
       
 
        
        	 [bookmark: pgfId-1103991]Differentiated Services [bookmark: marker-1118742]Code Point (DSCP)
  
        	 [bookmark: pgfId-1103993]DSCP [bookmark: marker-1118747]value within the DIffServ field of the IP header. 
  [bookmark: pgfId-1129308]The standard DSCP values are listed in the “Commonly Used DSCP Values” section.
  
       
 
        
        	 [bookmark: pgfId-1109928]QoS group
  
        	 [bookmark: pgfId-1109930]Locally [bookmark: marker-1118748]significant QoS values that can be manipulated and matched within the system. The range is from 0 to 126.
  
       
 
        
        	 [bookmark: pgfId-1109948]Discard class
  
        	 [bookmark: pgfId-1109950]Locally significant values that can be matched and manipulated [bookmark: marker-1118749]within the system. The range is from 0 to 63.
  
       
 
        
        	 [bookmark: pgfId-1109961]A[bookmark: marker-1118750]CL
  
        	 [bookmark: pgfId-1109963]IP access control list (ACL) [bookmark: marker-1118743]or MAC ACL name.
  [bookmark: pgfId-1142066]If you configure the class to match-all and ACL used as match-criteria, then no other match criteria, except the packet length, can be specified.
  [bookmark: pgfId-1142067]If you configure the class to match-any and ACL used as match-criteria, then you can match ACLs and any other match criteria also.
  
       
 
        
        	 [bookmark: pgfId-1104007]Packet length
  
        	 [bookmark: pgfId-1104009]Size range of Layer 3 packet lengths.
  
       
 
        
        	 [bookmark: pgfId-1104015]IP RT[bookmark: marker-1118754]P
  
        	 [bookmark: pgfId-1104017][bookmark: marker-1118744]Applications that are using the Real-time Transport Protocol (RTP) are identified by UDP port number range.
  
       
 
        
        	 [bookmark: pgfId-1104023]Class map
  
        	 [bookmark: pgfId-1104025]Criteria that are specified in a named class-map object.
  
       
 
      
     
 
    
 
   
 
    
     [bookmark: pgfId-1087128][bookmark: 42959]Prerequisites for Classification 
 
     [bookmark: pgfId-1065012]Classification has the following prerequisites:
 
     
     	 [bookmark: pgfId-1065110]You are logged in to the CLI in EXEC mode.
 
    
 
   
 
    
     [bookmark: pgfId-1131438][bookmark: 60324]Guidelines and Limitations [bookmark: marker-1131444]
 
     [bookmark: pgfId-1131440]Classification has the following guidelines and limitations:
 
     
     	 [bookmark: pgfId-1131441]You can specify a maximum of 32 match criteria in a class map.
 
     	 [bookmark: pgfId-1093171]You can configure a maximum of 64 classes for use in a single policy map, if no policers are configured.
 
     	 [bookmark: pgfId-1106649]When you match on an ACL, the only other match that you can specify is the Layer 3 packet length in a match-all class.
 
     	 [bookmark: pgfId-1093188]You can classify traffic on Layer 2 ports based on the port policy of the incoming packet. 
 
    
 
   
 
    
     [bookmark: pgfId-1057336][bookmark: 94331]Classifying Traffic
 
     [bookmark: pgfId-1057337]This section describes how to classify traffic.
 
     
      [bookmark: pgfId-1133932][bookmark: 55054]Classifying ACL Traffic 
 
      [bookmark: pgfId-1133934]You can classify traffic by [bookmark: marker-1133933]matching packets based on existing access control lists (ACLs). 
 
    
 
     
      [bookmark: pgfId-1133935]BEFORE YOU BEGIN
 
      [bookmark: pgfId-1125352]Before beginning this procedure, you must know or do the following:
 
      
      	 [bookmark: pgfId-1125353][bookmark: marker-1126379]QoS does not use the permit-deny functions of ACLs. The  permit and  deny ACL keywords are ignored when matching.
 
      	 [bookmark: pgfId-1126392]QoS does not support the  not form of this command.
 
      	 [bookmark: pgfId-1142096]If you configure the class to match-all and ACL used as match-criteria, then no other match criteria, except the packet length, can be specified.
 
      	 [bookmark: pgfId-1142097]If you configure the class to match-any and ACL used as match-criteria, then you can match ACLs and any other match criteria also.
 
      	 [bookmark: pgfId-1126371]You are logged in to the CLI in EXEC mode.
 
      	 [bookmark: pgfId-1126426]Tunneled IP packets are not matched unless the tunneling protocol is also IP, and then the match applies to the outer IP header and not the encapsulated IP header.
 
     
 
    
 
     
      [bookmark: pgfId-1125329]SUMMARY STEPS
 
      
 
      
 
      
 
      
 
      
 
    
 
     
      [bookmark: pgfId-1066172]DETAILED STEPS
 
      [bookmark: pgfId-1096631]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1096600]Command
          
  
         	
           
           [bookmark: pgfId-1096602]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1096604]Step 1
  
         	 
  [bookmark: pgfId-1096607]
  
  [bookmark: pgfId-1096609]n1000v# config t
  [bookmark: pgfId-1096610]n1000v(config)#
  
         	 [bookmark: pgfId-1096612]Places you into global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1096614]Step 2
  
         	 
  [bookmark: pgfId-1096617]
  
  [bookmark: pgfId-1133923]n1000v(config)# class-map class_acl
  [bookmark: pgfId-1096619]n1000v(config-cmap_qos)#
  
         	 [bookmark: pgfId-1136829]Places you into class map QoS configuration mode for the specified class map and configures and saves the map name in the running configuration. 
  argument is an alphabetic string that can be up to 40 case-insensitive characters long, including hyphen (-) and underscore (_) characters.
  
        
 
         
         	 [bookmark: pgfId-1096623]Step 3
  
         	 
  [bookmark: pgfId-1096626]
  
  [bookmark: pgfId-1096628]n1000v(config-cmap-qos)# match access-group name my_acl
  
         	 [bookmark: pgfId-1096630]Configures and saves the access group to match for this class in the running configuration. 
 keywords are ignored when matching the ACL.
 form of this command is not supported.
  
        
 
         
         	 [bookmark: pgfId-1126456]Step 4
  
         	 
  [bookmark: pgfId-1126469]
  
  [bookmark: pgfId-1126483]n1000v(config-cmap-qos)# show class-map class_acl1
  
         	 [bookmark: pgfId-1126460]Displays the class map configuration.
  
        
 
         
         	 [bookmark: pgfId-1126617]Step 5
  
         	 
  [bookmark: pgfId-1126620]
  
 
           
           [bookmark: pgfId-1133887]n1000v(config-cmap-qos)# 
            copy running-config startup-config 
          
  
         	 [bookmark: pgfId-1126627](Optional) Saves the running configuration persistently through reboots and restarts by copying it to the startup configuration.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1057361][bookmark: 37860]Classifying DSCP Traffic
 
      [bookmark: pgfId-1065608]You can classify [bookmark: marker-1118764]traffic based on the DSCP value in the [bookmark: marker-1118767]DiffServ field of the IP header. The standard DSCP values are found in the “DSCP and Precedence Values” section.
 
      [bookmark: pgfId-1133867]
 
      
       
     
 
     
 
     [bookmark: pgfId-1133868]Note Tunneled IP packets are not matched unless the tunneling protocol is also IP, and then the match applies to the outer IP header and not the encapsulated IP header. 

      
     

     
 
    
 
     
      [bookmark: pgfId-1089557]SUMMARY STEPS
 
      
 
      
 
      
 
      
 
      
 
    
 
     
      [bookmark: pgfId-1057373]`DETAILED STEPS
 
      [bookmark: pgfId-1096709]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1112121]Command
          
  
         	
           
           [bookmark: pgfId-1112123]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1112125]Step 1
  
         	 
  [bookmark: pgfId-1112128]
  
  [bookmark: pgfId-1133855]n1000v# config t
  [bookmark: pgfId-1133752]n1000v(config)#
  
         	 [bookmark: pgfId-1112133]Places you into global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1112135]Step 2
  
         	 
  [bookmark: pgfId-1112138]
  
  [bookmark: pgfId-1112140]n1000v(config)# class-map class_dscp
  [bookmark: pgfId-1134038]n1000v(config-cmap-qos)#
  
         	 [bookmark: pgfId-1136951]Places you into class map QoS configuration mode for the specified class map and configures and saves the map name in the running configuration. 
  argument is an alphabetic string that can be up to 40 case-insensitive characters long, including hyphen (-) and underscore (_) characters.
  
        
 
         
         	 [bookmark: pgfId-1112153]Step 3
  
         	 
  [bookmark: pgfId-1112156]
  
  [bookmark: pgfId-1112158]n1000v(config-cmap-qos)# match dscp af21, af32
  
         	 . The standard DSCP values are listed in the “DSCP and Precedence Values” section.
  keyword to match on values that do not match the specified range.
  
        
 
         
         	 [bookmark: pgfId-1126891]Step 4
  
         	 
  [bookmark: pgfId-1126894]
  
  [bookmark: pgfId-1126896]n1000v(config-cmap-qos)# show class-map class_dscp
  
         	 [bookmark: pgfId-1126898]Displays the class map configuration.
  
        
 
         
         	 [bookmark: pgfId-1126900]Step 5
  
         	 
  [bookmark: pgfId-1126903]
  
 
           
           [bookmark: pgfId-1133811]n1000v(config-cmap-qos)# copy running-config startup-config
          
  
         	 [bookmark: pgfId-1126910](Optional) Saves the running configuration persistently through reboots and restarts by copying it to the startup configuration.
  
        
 
       
      
 
     
 
      [bookmark: pgfId-1110752]
 
    
 
     
      [bookmark: pgfId-1118789][bookmark: 58156]Configuring IP Precedence Classification
 
      [bookmark: pgfId-1118791]You can classify traffic based on the [bookmark: marker-1118797]precedence value in the type of service (ToS) byte field of the IP header. Precedence values can be found in the “DSCP and Precedence Values” section.
 
      [bookmark: pgfId-1133785]
 
      
       
     
 
     
 
     [bookmark: pgfId-1133786]Note Tunneled IP packets are not matched unless the tunneling protocol is also IP, and then the match applies to the outer IP header and not the encapsulated IP header. 

      
     

     
 
    
 
     
      [bookmark: pgfId-1111078]SUMMARY STEPS
 
      
 
      
 
      
 
      
 
      
 
    
 
     
      [bookmark: pgfId-1111086]`DETAILED STEPS
 
      [bookmark: pgfId-1111142]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1111098]Command
          
  
         	
           
           [bookmark: pgfId-1111100]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1111102]Step 1
  
         	 
  [bookmark: pgfId-1111105]
  
  [bookmark: pgfId-1133733]n1000v# config t
  [bookmark: pgfId-1111107]n1000v(config)#
  
         	 [bookmark: pgfId-1111110]Places you into global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1111112]Step 2
  
         	 
  [bookmark: pgfId-1111115]
  
  [bookmark: pgfId-1133718]n1000v(config)# class-map class_ip_precedence
  [bookmark: pgfId-1111117]n1000v(config-cmap-qos)#
  
         	 [bookmark: pgfId-1137015]Places you into class map QoS configuration mode for the specified class map and configures and saves the map name in the running configuration. 
  argument is an alphabetic string that can be up to 40 case-insensitive characters long, including hyphen (-) and underscore (_) characters.
  
        
 
         
         	 [bookmark: pgfId-1111121]Step 3
  
         	 
  [bookmark: pgfId-1111124]
  
  [bookmark: pgfId-1111126]n1000v(config-cmap-qos)# match precedence 1-2, 5-7
  
         	 keyword to match on values that do not match the specified range.
  
        
 
         
         	 [bookmark: pgfId-1126946]Step 4
  
         	 
  [bookmark: pgfId-1126949]
  [bookmark: pgfId-1126950]Example:
  [bookmark: pgfId-1126951]n1000v(config-cmap-qos)# show class-map class_ip_precedence
  
         	 [bookmark: pgfId-1126953]Displays the class map configuration.
  
        
 
         
         	 [bookmark: pgfId-1126955]Step 5
  
         	 
  [bookmark: pgfId-1126958]
  
 
           
           [bookmark: pgfId-1133694]n1000v(config-cmap-qos)# copy running-config startup-config
          
  
         	 [bookmark: pgfId-1126965](Optional) Saves the running configuration persistently through reboots and restarts by copying it to the startup configuration.
  
        
 
       
      
 
     
 
      [bookmark: pgfId-1111145]
 
    
 
     
      [bookmark: pgfId-1067759][bookmark: 19309]Configuring QoS Group Classification
 
      command as described in the “Creating a QoS Group Policy” section. 
 
      
       
     
 
     
 
     [bookmark: pgfId-1078377]Note You match on the QoS [bookmark: marker-1118802][bookmark: marker-1118803]group only in egress policies because its value is undefined until you set it in an ingress policy.

      
     

     
 
    
 
     
      [bookmark: pgfId-1078381]SUMMARY STEPS
 
      
 
      
 
      
 
      
 
      
 
    
 
     
      [bookmark: pgfId-1078389]DETAILED STEPS
 
      [bookmark: pgfId-1096844]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1096813]Command
          
  
         	
           
           [bookmark: pgfId-1096815]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1096817]Step 1
  
         	 
  [bookmark: pgfId-1096820]
  
  [bookmark: pgfId-1133678]n1000v# config t
  [bookmark: pgfId-1096822]n1000v(config)#
  
         	 [bookmark: pgfId-1096825]Places you into global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1096827]Step 2
  
         	 
  [bookmark: pgfId-1096830]
  
  [bookmark: pgfId-1096832]n1000v(config)# class-map class_qos_group
  [bookmark: pgfId-1128176]n1000v(config-cmap-qos)#
  
         	 [bookmark: pgfId-1137062]Places you into class map QoS configuration mode for the specified class map and configures and saves the map name in the running configuration. 
  argument is an alphabetic string that can be up to 40 case-insensitive characters long, including hyphen (-) and underscore (_) characters.
  
        
 
         
         	 [bookmark: pgfId-1096836]Step 3
  
         	 
  [bookmark: pgfId-1096839]
  
  [bookmark: pgfId-1096841]n1000v(config-cmap-qos)# match qos-group 4, 80-90
  
         	 keyword to match on values that do not match the specified range.
  
        
 
         
         	 [bookmark: pgfId-1128025]Step 4
  
         	 
  [bookmark: pgfId-1128028]
  [bookmark: pgfId-1128029]Example:
  [bookmark: pgfId-1128030]n1000v(config-cmap-qos)# show class-map class_qos_group
  
         	 [bookmark: pgfId-1128032]Displays the class map configuration for the specified traffic class name.
  
        
 
         
         	 [bookmark: pgfId-1128034]Step 5
  
         	 
  [bookmark: pgfId-1128037]
  
 
           
           [bookmark: pgfId-1128039]n1000v(config-cmap-qos)# copy running-config startup-config
          
  
         	 [bookmark: pgfId-1128044](Optional) Saves the running configuration persistently through reboots and restarts by copying it to the startup configuration.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1067760][bookmark: 63774]Configuring Discard Class Classification
 
      command as described in the “Creating a Discard Class Policy” section.
 
      
       
     
 
     
 
     [bookmark: pgfId-1078545]Note You match on the discard [bookmark: marker-1118805]class only in egress policies because its value is undefined until you set it in an ingress policy.

      
     

     
 
    
 
     
      [bookmark: pgfId-1078549]SUMMARY STEPS
 
      
 
      
 
      
 
      
 
      
 
    
 
     
      [bookmark: pgfId-1078557]DETAILED STEPS
 
      [bookmark: pgfId-1096912]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1096881]Command
          
  
         	
           
           [bookmark: pgfId-1096883]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1096885]Step 1
  
         	 
  [bookmark: pgfId-1096888]
  
  [bookmark: pgfId-1096890]n1000v# config t
  [bookmark: pgfId-1096891]n1000v(config)#
  
         	 [bookmark: pgfId-1096893]Places you into global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1096895]Step 2
  
         	 ] class_map_name
  [bookmark: pgfId-1096898]
  
  [bookmark: pgfId-1096900]n1000v(config)# class-map class_discard_class
  [bookmark: pgfId-1128290]n1000v(config-cmap-qos)#
  
         	 [bookmark: pgfId-1137111]Places you into class map QoS configuration mode for the specified class map and configures and saves the map name in the running configuration. 
  argument is an alphabetic string that can be up to 40 case-insensitive characters long, including hyphen (-) and underscore (_) characters.
  
        
 
         
         	 [bookmark: pgfId-1096904]Step 3
  
         	 
  [bookmark: pgfId-1096907]
  
  [bookmark: pgfId-1096909]n1000v(config-cmap-qos)# match discard-class 4, 60-62
  [bookmark: pgfId-1128319]n1000v(config-cmap-qos)#
  
         	 keyword to match on values that do not match the specified range.
  
        
 
         
         	 [bookmark: pgfId-1128210]Step 4
  
         	 
  [bookmark: pgfId-1128213]
  [bookmark: pgfId-1128214]Example:
  [bookmark: pgfId-1128215]n1000v(config-cmap-qos)# show class-map class_discard_class
  [bookmark: pgfId-1128261]n1000v(config-cmap-qos)#
  
         	 [bookmark: pgfId-1128217]Displays the specified class map configuration.
  
        
 
         
         	 [bookmark: pgfId-1128219]Step 5
  
         	 
  [bookmark: pgfId-1128222]
  
 
           
           [bookmark: pgfId-1128224]n1000v(config-cmap-qos)# copy running-config startup-config
          
  
         	 [bookmark: pgfId-1128228](Optional) Saves the running configuration persistently through reboots and restarts by copying it to the startup configuration.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1128384][bookmark: 85796]Configuring Layer 3 Packet Length Classification
 
      [bookmark: pgfId-1078862]You can classify Layer[bookmark: marker-1118806] 3 traffic based on various packet lengths.
 
      
       
     
 
     
 
     [bookmark: pgfId-1078864]Note This feature is designed for IP packets only.

      
     

     
 
    
 
     
      [bookmark: pgfId-1078868]SUMMARY STEPS
 
      
 
      
 
      
 
      
 
      
 
    
 
     
      [bookmark: pgfId-1078876]DETAILED STEPS
 
      [bookmark: pgfId-1097116]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1097085]Command
          
  
         	
           
           [bookmark: pgfId-1097087]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1097089]Step 1
  
         	 
  [bookmark: pgfId-1097092]
  
  [bookmark: pgfId-1097094]n1000v# config t
  [bookmark: pgfId-1097095]n1000v(config)#
  
         	 [bookmark: pgfId-1097097]Places you into global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1097099]Step 2
  
         	 
  [bookmark: pgfId-1097102]
  
  [bookmark: pgfId-1097104]n1000v(config)# class-map class_packet_length
  
         	 [bookmark: pgfId-1137158]Places you into class map QoS configuration mode for the specified class map and configures and saves the map name in the running configuration. 
  argument is an alphabetic string that can be up to 40 case-insensitive characters long, including hyphen (-) and underscore (_) characters.
  
        
 
         
         	 [bookmark: pgfId-1097108]Step 3
  
         	 
  [bookmark: pgfId-1097111]
  
  [bookmark: pgfId-1097113]n1000v(config-cmap-qos)# match packet length 2000
  
         	 keyword to match on values that do not match the specified range.
  
        
 
         
         	 [bookmark: pgfId-1128428]Step 4
  
         	 
  [bookmark: pgfId-1128431]
  [bookmark: pgfId-1128432]Example:
  [bookmark: pgfId-1128433]n1000v(config-cmap-qos)# show class-map class_packet_length
  [bookmark: pgfId-1128434]n1000v(config-cmap-qos)#
  
         	 [bookmark: pgfId-1128436]Displays the specified class map configuration.
  
        
 
         
         	 [bookmark: pgfId-1128438]Step 5
  
         	 
  [bookmark: pgfId-1128441]
  
 
           
           [bookmark: pgfId-1128443]n1000v(config-cmap-qos)# copy running-config startup-config
          
  
         	 [bookmark: pgfId-1128447](Optional) Saves the running configuration persistently through reboots and restarts by copying it to the startup configuration.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1067764][bookmark: 78421]Configuring CoS Classification
 
      [bookmark: pgfId-1078965]You can classify traffic based on the [bookmark: marker-1118824]class of service (CoS) in the IEEE 802.1Q header. This 3-bit field is defined in IEEE 802.1p to support QoS traffic classes. CoS is encoded in the high order 3 bits of the VLAN ID Tag field and is referred to as user_priority.
 
    
 
     
      [bookmark: pgfId-1078971]SUMMARY STEPS
 
      
 
      
 
      
 
      
 
      
 
    
 
     
      [bookmark: pgfId-1078979]DETAILED STEPS
 
      [bookmark: pgfId-1097184]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1097153]Command
          
  
         	
           
           [bookmark: pgfId-1097155]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1097157]Step 1
  
         	 
  [bookmark: pgfId-1097160]
  
  [bookmark: pgfId-1097162]n1000v# config t
  [bookmark: pgfId-1097163]n1000v(config)#
  
         	 [bookmark: pgfId-1097165]Places you into global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1097167]Step 2
  
         	 
  [bookmark: pgfId-1097170]
  
  [bookmark: pgfId-1097172]n1000v(config)# class-map class_cos
  
         	 [bookmark: pgfId-1137206]Places you into class map QoS configuration mode for the specified class map and configures and saves the map name in the running configuration. 
  argument is an alphabetic string that can be up to 40 case-insensitive characters long, including hyphen (-) and underscore (_) characters.
  
        
 
         
         	 [bookmark: pgfId-1097176]Step 3
  
         	 
  [bookmark: pgfId-1097179]
  
  [bookmark: pgfId-1097181]n1000v(config-cmap-qos)# match cos 4, 5-6
  
         	 keyword to match on values that do not match the specified range.
  
        
 
         
         	 [bookmark: pgfId-1128521]Step 4
  
         	 
  [bookmark: pgfId-1128524]
  [bookmark: pgfId-1128525]Example:
  [bookmark: pgfId-1128526]n1000v(config-cmap-qos)# show class-map class_cos
  [bookmark: pgfId-1128527]n1000v(config-cmap-qos)#
  
         	 [bookmark: pgfId-1128529]Displays the specified class map configuration.
  
        
 
         
         	 [bookmark: pgfId-1128531]Step 5
  
         	 
  [bookmark: pgfId-1128534]
  
 
           
           [bookmark: pgfId-1128536]n1000v(config-cmap-qos)# copy running-config startup-config
          
  
         	 [bookmark: pgfId-1128540](Optional) Saves the running configuration persistently through reboots and restarts by copying it to the startup configuration.
  
        
 
       
      
 
     
 
      [bookmark: pgfId-1097187]
 
    
 
     
      [bookmark: pgfId-1067765][bookmark: 70598]Configuring IP RTP Classification
 
      . Although RTP does not use a common TCP or UDP port, you typically configure RTP to use ports 16384 to 32767. UDP communications use an even port and the next higher odd port is used for RTP Control Protocol (RTCP) communications. 
 
      [bookmark: pgfId-1088934]You can configure classification based on [bookmark: marker-1118827]UDP port ranges, which are likely to target applications using RTP.
 
    
 
     
      [bookmark: pgfId-1079068]SUMMARY STEPS
 
      
 
      
 
      
 
      
 
      
 
    
 
     
      [bookmark: pgfId-1079076]DETAILED STEPS
 
      [bookmark: pgfId-1097252]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1097221]Command
          
  
         	
           
           [bookmark: pgfId-1097223]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1097225]Step 1
  
         	 
  [bookmark: pgfId-1097228]
  
  [bookmark: pgfId-1097230]n1000v# config t
  [bookmark: pgfId-1097231]n1000v(config)#
  
         	 [bookmark: pgfId-1097233]Places you into global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1097235]Step 2
  
         	 
  [bookmark: pgfId-1097238]
  
  [bookmark: pgfId-1097240]n1000v(config)# class-map class_rtp
  [bookmark: pgfId-1128630]n1000v(config-cmap-qos)#
  
         	 [bookmark: pgfId-1137283]Places you into class map QoS configuration mode for the specified class map and configures and saves the map name in the running configuration. 
  argument is an alphabetic string that can be up to 40 case-insensitive characters long, including hyphen (-) and underscore (_) characters.
  
        
 
         
         	 [bookmark: pgfId-1097244]Step 3
  
         	 
  [bookmark: pgfId-1097247]
  
  [bookmark: pgfId-1097249]n1000v(config-cmap-qos)# match ip rtp 2000-2100, 4000-4100
  
         	 keyword to match on values that do not match the specified range.
  
        
 
         
         	 [bookmark: pgfId-1128594]Step 4
  
         	 
  [bookmark: pgfId-1128597]
  [bookmark: pgfId-1128598]Example:
  [bookmark: pgfId-1128599]n1000v(config-cmap-qos)# show class-map class_rtp
  
         	 [bookmark: pgfId-1128602]Displays the specified class map configuration.
  
        
 
         
         	 [bookmark: pgfId-1128604]Step 5
  
         	 
  [bookmark: pgfId-1128607]
  
 
           
           [bookmark: pgfId-1128609]n1000v(config-cmap-qos)# copy running-config startup-config
          
  
         	 [bookmark: pgfId-1128613](Optional) Saves the running configuration persistently through reboots and restarts by copying it to the startup configuration.
  
        
 
       
      
 
     
 
      [bookmark: pgfId-1097255]
 
    
 
     
      [bookmark: pgfId-1067767][bookmark: 56865]Configuring Class Map Classification [bookmark: marker-1131410]
 
      [bookmark: pgfId-1079266]You can classify traffic based on the match criteria in another class map. 
 
    
 
     
      [bookmark: pgfId-1131491]BEFORE YOU BEGIN
 
      [bookmark: pgfId-1079268]Before beginning this procedure, you must know or do the following:
 
      
      	 [bookmark: pgfId-1131633]The referenced class map must be created prior to its reference.
 
      	 [bookmark: pgfId-1131516]You can reference the same class map in multiple policies.
 
      	 [bookmark: pgfId-1091254]You can configure only one level of nesting of class maps. You cannot reference a class map that references another class map.
 
      	 [bookmark: pgfId-1081318]Before you delete a referenced class map, you should delete all references to that class map.
 
      	 [bookmark: pgfId-1131625]To perform a logical OR with the class map that is specified in the  match class-map command, use the  match-any keyword. The  match-any or  match-all specification of the matched class map is ignored.
 
      	 [bookmark: pgfId-1131626]To perform a logical AND with the class map that is specified in the  match class-map command, use the  match-all keyword. The  match-any or  match-all specification of the matched class map is ignored.
 
     
 
    
 
     
      [bookmark: pgfId-1079272]SUMMARY STEPS
 
      
 
      
 
      
 
      
 
      
 
    
 
     
      [bookmark: pgfId-1079280]DETAILED STEPS
 
      [bookmark: pgfId-1097320]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1097289]Command
          
  
         	
           
           [bookmark: pgfId-1097291]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1097293]Step 1
  
         	 
  [bookmark: pgfId-1097296]
  
  [bookmark: pgfId-1097298]n1000v# config t
  [bookmark: pgfId-1097299]n1000v(config)#
  
         	 [bookmark: pgfId-1097301]Places you into global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1097303]Step 2
  
         	 
  [bookmark: pgfId-1097306]
  
  [bookmark: pgfId-1097308]n1000v(config)# class-map class_class_map
  [bookmark: pgfId-1134319]n1000v(config-cmap-qos)#
  
         	 [bookmark: pgfId-1137330]Places you into class map QoS configuration mode for the specified class map and configures and saves the map name in the running configuration. 
  argument is an alphabetic string that can be up to 40 case-insensitive characters long, including hyphen (-) and underscore (_) characters.
  
        
 
         
         	 [bookmark: pgfId-1097312]Step 3
  
         	 
  [bookmark: pgfId-1097315]
  
  [bookmark: pgfId-1097317]n1000v(config-cmap-qos)# match class-map class_map3
  
         	 keyword to match on values that do not match the specified range.
  
        
 
         
         	 [bookmark: pgfId-1128654]Step 4
  
         	 
  [bookmark: pgfId-1128657]
  
  [bookmark: pgfId-1128659]n1000v(config-cmap-qos)# show class-map class_class_map
  
         	 [bookmark: pgfId-1128662]Displays the specified class map configuration.
  
        
 
         
         	 [bookmark: pgfId-1128664]Step 5
  
         	 
  [bookmark: pgfId-1128667]
  
 
           
           [bookmark: pgfId-1128669]n1000v(config-cmap-qos)# copy running-config startup-config
          
  
         	 [bookmark: pgfId-1128673](Optional) Saves the running configuration persistently through reboots and restarts by copying it to the startup configuration.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1097453][bookmark: 24596][bookmark: 23778][bookmark: 48831]Verifying the Classification Configuration [bookmark: marker-1131450]
 
     [bookmark: pgfId-1097454]To verify the classification configuration, use the commands in the following table:
 
     [bookmark: pgfId-1127409]
 
     
      
      
        
        	
          
          [bookmark: pgfId-1127401]Command
         
  
        	
          
          [bookmark: pgfId-1127403]Description
         
  
       
 
        
        	 [bookmark: marker-1127405]
  
        	 [bookmark: pgfId-1127408]Displays the class map configuration for all class maps or for a specified class map.
  
       
 
        
        	 
  
        	 [bookmark: pgfId-1137648]Displays all IPv4 access control lists (ACLs) or a specific IPv4 ACL.
  
       
 
      
     
 
    
 
   
 
    
     [bookmark: pgfId-1062610][bookmark: 34507]Configuration Example for QoS Classification[bookmark: marker-1131396]
 
     [bookmark: pgfId-1088147]This example shows how to configure classification for the class map named cmap1, which matches DSCP traffic AF21 and AF32:
 
    
     [bookmark: pgfId-1130428]n1000v(config)# class-map type qos match-all cmap1
    

    
     [bookmark: pgfId-1130429]n1000v(config-cmap-qos)# match dscp af21 af32
    

    
     [bookmark: pgfId-1130430]n1000v(config-cmap-qos)# exit
    

    
     [bookmark: pgfId-1088180]n1000v(config)# 
    

   
 
    
     [bookmark: pgfId-1132240][bookmark: 99022]Feature History for QoS Classification
 
     [bookmark: pgfId-1132241]This section provides the QoS Classification release history.
 
     [bookmark: pgfId-1132255]
 
     
      
      
        
        	
          
          [bookmark: pgfId-1132244]Feature Name
         
  
        	
          
          [bookmark: pgfId-1132246]Releases
         
  
        	
          
          [bookmark: pgfId-1132248]Feature Information
         
  
       
 
        
        	 [bookmark: pgfId-1132250]QoS Classification
  
        	 [bookmark: pgfId-1132252]4.0
  
        	 [bookmark: pgfId-1132254]This feature was introduced.
  
       
 
      
     
 
    
 
    
     [bookmark: pgfId-1132232]
    

   
 
  
 
  
   
   
   
    
     [bookmark: pgfId-1056821][bookmark: 49079][bookmark: 65688]Configuring QoS Marking Policies 
      
      
 
     
 
 
     [bookmark: pgfId-1056823]This chapter describes how to configure QoS marking policies on Cisco Nexus 1000V to prioritize network traffic.
 
   
 
    
     [bookmark: pgfId-1068644][bookmark: 77608]Information About Policy Maps [bookmark: marker-1105463]
 
     [bookmark: pgfId-1068645]Policy maps prioritize network traffic by class. You create policy maps to define how to treat each class of traffic so that it is prioritized for the best quality of service.
 
     [bookmark: pgfId-1122231]Marking is the process of marking packets, that is, changing one of the following in the packet for QoS purposes:
 
     
     	 [bookmark: pgfId-1122232]Differentiated services code point (DSCP)
 
     	 [bookmark: pgfId-1122233]Precedence 
 
     	 [bookmark: pgfId-1122234]CoS 
 
    
 
     [bookmark: pgfId-1122235]You can map a traffic class to a DSCP, which is an indicator of the service level for a specified frame. The DSCP value ranges from 0 to 63, and the default is 0. A DSCP value of 46 is disallowed.
 
     [bookmark: pgfId-1122236]Service policies are specified using policy maps. Policy maps provide an ordered mapping of class maps to service levels. You can specify multiple class maps within a policy map, and map a class map to a high, medium, or low service level. The default priority is low. The policy map name is restricted to 63 alphanumeric characters.
 
     [bookmark: pgfId-1122237]The order of the class maps within a policy map is important to determine the order in which the frame is compared to class maps. The first matching class map has the corresponding priority marked in the frame.
 
     [bookmark: pgfId-1122238]Figure 3-1 Packet Fields Available for Marking
 
     [bookmark: pgfId-1122265]
 
     
     [image: ] 
    
 
     [bookmark: pgfId-1122267]Marking is the setting of QoS information that is related to a packet. You can set the value of standard QoS fields IP precedence, DSCP and Class of Service (CoS), and internal labels that can be used in subsequent actions such as policing. 
 
     [bookmark: pgfId-1106266]Once your traffic classes are defined, you can reference them in the policy map where you also define how they should be marked. We recommend that you keep the policy simple by using no more than four classes.
 
     .
 
     [bookmark: pgfId-1059395]
 
     
      
       
        [bookmark: pgfId-1059421]Table 3-1 [bookmark: 11625]Fields That Can be Marked 
 
       
      
        
        	
          
          [bookmark: pgfId-1059425]Field
         
  
        	
          
          [bookmark: pgfId-1059427]Description
         
  
       
 
        
        	 [bookmark: pgfId-1059437]DSCP
  
        	 [bookmark: pgfId-1059439]Layer 3 differentiated services code point (DSCP).
 [bookmark: pgfId-1089555]Note If [bookmark: marker-1097215]you mark DSCP, you cannot mark Discard Class.
  
       
 
        
        	 [bookmark: pgfId-1059441]IP precedence
  
        	 [bookmark: pgfId-1059443]Layer 3 IP precedence.
 [bookmark: pgfId-1083509]Note [bookmark: marker-1083559]IP precedence uses only the lower 3 bits of the type of service (ToS) field. The device overwrites the first 3 bits of the ToS field to 0. 
  
       
 
        
        	 [bookmark: pgfId-1059445]CoS
  
        	 [bookmark: pgfId-1059447]Layer 2 [bookmark: marker-1097218]class of service (CoS).
  
       
 
        
        	 [bookmark: pgfId-1089489]QoS group
  
        	 The range is from 0 to 126.
  
       
 
        
        	 [bookmark: pgfId-1089493]Discard class
  
        	 The range is from 0 to 63.
 [bookmark: pgfId-1089496]Note If you mark Discard Class, you cannot mark DSCP.
  
       
 
        
        	 [bookmark: pgfId-1063103]Ingress and egress ports
  
        	 [bookmark: pgfId-1063105]The marking applies to [bookmark: marker-1097221]incoming or outgoing packets.
  
       
 
      
     
 
    
 
     [bookmark: pgfId-1056917]For a single class, you can set operations on any two out of the following five fields: CoS, IP Precedence, DSCP, QoS Group, and Discard Class.
 
     [bookmark: pgfId-1123660]Unless noted as a restriction, you can mark both incoming and outgoing packets.
 
   
 
    
     [bookmark: pgfId-1056920][bookmark: 42959]Prerequisites for QoS Marking Policies
 
     [bookmark: pgfId-1056921]Marking has the following prerequisites:
 
     
     	 [bookmark: pgfId-1059242]You must have already classified your network traffic. For more information, see the “Configuring QoS Classification” section.
 
     	 [bookmark: pgfId-1059243]You are already logged in to the CLI in EXEC mode.
 
    
 
   
 
    
     [bookmark: pgfId-1056933][bookmark: 60324]Guidelines and Limitations
 
     [bookmark: pgfId-1056934]QoS policies have the following guidelines and limitations:[bookmark: marker-1097222]
 
     
     	 [bookmark: pgfId-1073164]The  set cos command is applicable only to 802.1Q interfaces. So, although you can use the  set cos command on an ingress interface, the setting is only applied if a packet eventually egresses an 802.1Q compliant interface.
 
     	 [bookmark: pgfId-1123810]For a single class, you can set operations on any two out of the following five fields: CoS, IP Precedence, DSCP, QoS Group, and Discard Class.
 
     	 [bookmark: pgfId-1110868]You can only use the  set qos-group command in ingress policies.
 
     	 [bookmark: pgfId-1073866]You can only use the  set discard-class command in ingress policies.
 
     	 [bookmark: pgfId-1122017]When designing your QoS and access control list (ACL) policies, note that ACLs referenced within a QoS policy are processed as follows as part of the QoS policy:
 
    
 
     [bookmark: pgfId-1122018]–[image: ] QoS ingress processing follows ACL processing. 
 
     [bookmark: pgfId-1122019]–[image: ] QoS egress processing precedes ACL egress processing. 
 
   
 
    
     [bookmark: pgfId-1056936][bookmark: 94331]Creating QoS Marking Policies
 
     [bookmark: pgfId-1058686]This section describes how to create QoS policies for the Cisco Nexus 1000V:
 
     
     	 [bookmark: pgfId-1058456]Creating a DSCP Policy
 
     	 [bookmark: pgfId-1058827]Creating an IP Precedence Policy
 
     	 [bookmark: pgfId-1058866]Creating a Class of Service Policy
 
     	 [bookmark: pgfId-1058870]Creating a QoS Group Policy 
 
     	 [bookmark: pgfId-1058887]Creating a Discard Class Policy
 
     	 [bookmark: pgfId-1122131]Creating Ingress and Egress Policies
 
     	 [bookmark: pgfId-1062997]Marking the Port DSCP
 
    
 
     
      [bookmark: pgfId-1079818][bookmark: 41850]Creating a DSCP Policy [bookmark: marker-1108219]
 
      [bookmark: pgfId-1110932]You can create a policy that marks the DSCP value in the IP header packet to prioritize traffic in a particular class. 
 
    
 
     
      [bookmark: pgfId-1110910]BEFORE YOU BEGIN
 
      [bookmark: pgfId-1110911]Before beginning this procedure, you must know or do the following:
 
      
      	 [bookmark: pgfId-1110912]DSCP is described in  RFC 2475 .
 
      	 [bookmark: pgfId-1110913]You are logged in to the CLI in EXEC mode.
 
      	 [bookmark: pgfId-1113047]If you use DSCP marking, you cannot use Discard Class marking (see the “Creating a Discard Class Policy” section).
 
      	 [bookmark: pgfId-1110914]You can mark the DSCP field as a numeric value between 0 and 63 or as one of the commonly used values listed in the “DSCP and Precedence Values” section. 
 
     
 
    
 
     
      [bookmark: pgfId-1113339]SUMMARY STEPS
 
      
 
      
 
      } 
 
      
 
      
 
      
 
    
 
     
      [bookmark: pgfId-1081121]DETAILED STEPS
 
      [bookmark: pgfId-1080538]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1080468]Command
          
  
         	
           
           [bookmark: pgfId-1080470]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1080472]Step 1
  
         	 
  [bookmark: pgfId-1080475]
  
  [bookmark: pgfId-1080477]n1000v# config t
  [bookmark: pgfId-1080478]n1000v(config)#
  
         	 [bookmark: pgfId-1080480]Places you into global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1080482]Step 2
  
         	 
  [bookmark: pgfId-1080485]
  
  [bookmark: pgfId-1080487]n1000v(config)# policy-map policy1
  [bookmark: pgfId-1080488]n1000v(config-pmap-qos)#
  
         	 [bookmark: pgfId-1106757]Places you into policy map QoS configuration mode for the specified policy map and configures the map name in the running configuration. 
  argument is an alphabetic string that can be up to 40 case-insensitive characters long, including hyphen (-) and underscore (_) characters.
  
        
 
         
         	 [bookmark: pgfId-1080492]Step 3
  
         	 } 
  [bookmark: pgfId-1080495]
  
  [bookmark: pgfId-1080497]n1000v(config-pmap)# class class1
  
         	 and enters policy-map class QoS configuration mode for the specified class map. By default, the class is added to the end of the policy map. Changes are saved in the running configuration.
  keyword to select all traffic that is not currently matched by classes in the policy map.
  
        
 
         
         	 [bookmark: pgfId-1080502]Step 4
  
         	 
  [bookmark: pgfId-1080505]
  
  [bookmark: pgfId-1080507]n1000v(config-pmap-c-qos)# set dscp af31
  
         	 [bookmark: pgfId-1080510]Defines the DSCP value that should be used in all IP headers for the specified class and saves it in the running configuration.
  [bookmark: pgfId-1107882]You can use a numeric value from 1 to 60 or one of the standard values from the “DSCP and Precedence Values” section.
  [bookmark: pgfId-1107638]In this example, the standard value of af31 is used.
  
        
 
         
         	 [bookmark: pgfId-1106380]Step 5
  
         	 
  [bookmark: pgfId-1106458]
 
           
           [bookmark: pgfId-1106521]Example:
           
 n1000v(config-pmap-c-qos)# show policy-map policy1
          
  
         	 [bookmark: pgfId-1106384]Displays the policy map configuration for the specified map name. 
  
        
 
         
         	 [bookmark: pgfId-1106665]Step 6
  
         	 
  [bookmark: pgfId-1108276]
  
 
           
           [bookmark: pgfId-1108278]n1000v(config-pmap-c-qos)# copy running-config startup-config
          
  
         	 [bookmark: pgfId-1108283](Optional) Saves the running configuration persistently through reboots and restarts by copying it to the startup configuration.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1070363][bookmark: 12027]Creating an IP Precedence Policy [bookmark: marker-1108067]
 
      [bookmark: pgfId-1084591]You can mark IP Precedence to give priority to all packets in a particular traffic class. 
 
    
 
     
      [bookmark: pgfId-1110387]BEFORE YOU BEGIN
 
      [bookmark: pgfId-1110388]Before beginning this procedure, you must know or do the following:
 
      
      	 [bookmark: pgfId-1110390]You are logged in to the CLI in EXEC mode.
 
      	 [bookmark: pgfId-1090422] Table 3-2  lists the  RFC 791 precedence values from least to most important.
 
     
 
      [bookmark: pgfId-1090472]
 
      
       
        
         [bookmark: pgfId-1090429]Table 3-2 [bookmark: 21470]Precedence Values 
 
        
       
         
         	
           
           [bookmark: pgfId-1090433]Value
          
  
         	
           
           [bookmark: pgfId-1090435]Description
          
  
        
 
         
         	 [bookmark: pgfId-1090441]000 (0)
  
         	 [bookmark: pgfId-1090443]Routine or Best Effort
  
        
 
         
         	 [bookmark: pgfId-1090445]001 (1)
  
         	 [bookmark: pgfId-1090447]Priority 
  
        
 
         
         	 [bookmark: pgfId-1090449]010 (2)
  
         	 [bookmark: pgfId-1090451]Immediate
  
        
 
         
         	 [bookmark: pgfId-1090453]011 (3)
  
         	 [bookmark: pgfId-1113030]Flash (mainly used for voice signaling or for video)
  
        
 
         
         	 [bookmark: pgfId-1090457]100 (4)
  
         	 [bookmark: pgfId-1090459]Flash Override 
  
        
 
         
         	 [bookmark: pgfId-1090461]101 (5)
  
         	 [bookmark: pgfId-1090463]Critical (mainly used for voice RTP)
  
        
 
         
         	 [bookmark: pgfId-1090465]110 (6)
  
         	 [bookmark: pgfId-1090467]Internet
  
        
 
         
         	 [bookmark: pgfId-1090469]111 (7)
  
         	 [bookmark: pgfId-1090471]Network 
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1070365]SUMMARY STEPS
 
      
 
      
 
      }
 
      
 
      
 
      
 
    
 
     
      [bookmark: pgfId-1082954]DETAILED STEPS
 
      [bookmark: pgfId-1076554]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1076501]Command
          
  
         	
           
           [bookmark: pgfId-1076503]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1076505]Step 1
  
         	 
  [bookmark: pgfId-1076508]
  
  [bookmark: pgfId-1076510]n1000v# config t
  [bookmark: pgfId-1076511]n1000v(config)#
  
         	 [bookmark: pgfId-1076513]Places you into global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1076515]Step 2
  
         	 
  [bookmark: pgfId-1076518]
  
  [bookmark: pgfId-1076520]n1000v(config)# policy-map policy1
  [bookmark: pgfId-1076521]n1000v(config-pmap-qos)#
  
         	 [bookmark: pgfId-1127112]Places you into policy map QoS configuration mode for the specified policy map and configures the map name in the running configuration. 
  argument is an alphabetic string that can be up to 40 case-insensitive characters long, including hyphen (-) and underscore (_) characters.
  
        
 
         
         	 [bookmark: pgfId-1076525]Step 3
  
         	 } 
  [bookmark: pgfId-1076528]
  
  [bookmark: pgfId-1076530]n1000v(config-pmap-qos)# class class1
  
         	 and enters policy-map class QoS configuration mode for the specified class map. By default, the class is added to the end of the policy map. Changes are saved in the running configuration.
  keyword to select all traffic that is not currently matched by classes in the policy map.
  
        
 
         
         	 [bookmark: pgfId-1076535]Step 4
  
         	 
  [bookmark: pgfId-1076538]
  
  [bookmark: pgfId-1076540]n1000v(config-pmap-c-qos)# set precedence 3
  
         	 [bookmark: pgfId-1109078]Adds the precedence value that should be used in all packets for the specified traffic class. The change is saved in the running configuration.
  .
  
        
 
         
         	 [bookmark: pgfId-1108447]Step 5
  
         	 
  [bookmark: pgfId-1108450]
 
           
           [bookmark: pgfId-1108451]Example:
           
 n1000v(config-pmap-c-qos)# show policy-map policy1
          
  
         	 [bookmark: pgfId-1108454]Displays the policy map configuration for the specified map name.
  
        
 
         
         	 [bookmark: pgfId-1108377]Step 6
  
         	 
  [bookmark: pgfId-1108380]
  
 
           
           [bookmark: pgfId-1108382]n1000v(config-pmap-c-qos)# copy running-config startup-config
          
  
         	 [bookmark: pgfId-1108387](Optional) Saves the running configuration persistently through reboots and restarts by copying it to the startup configuration.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1070168][bookmark: 88088]Creating a Class of Service Policy [bookmark: marker-1109560]
 
      [bookmark: pgfId-1070169]You can mark the CoS field in the IEEE 802.1Q header for all traffic in a specific class. If you mark this field in an ingress or egress policy, it will only be set when a packet egresses an IEEE 802.1Q-capable interface. 
 
    
 
     
      [bookmark: pgfId-1110440]BEFORE YOU BEGIN
 
      [bookmark: pgfId-1110441]Before beginning this procedure, you must know or do the following:
 
      
      	 [bookmark: pgfId-1110443]You are logged in to the CLI in EXEC mode.
 
      	 [bookmark: pgfId-1110631]You can set CoS in ingress and egress policies.
 
     
 
    
 
     
      [bookmark: pgfId-1084618]SUMMARY STEPS
 
      
 
      
 
      } 
 
      
 
      
 
      
 
    
 
     
      [bookmark: pgfId-1066188]DETAILED STEPS
 
      [bookmark: pgfId-1076644]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1076591]Command
          
  
         	
           
           [bookmark: pgfId-1076593]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1076595]Step 1
  
         	 
  [bookmark: pgfId-1076598]
  
  [bookmark: pgfId-1076600]n1000v# config t
  [bookmark: pgfId-1076601]n1000v(config)#
  
         	 [bookmark: pgfId-1076603]Places you into global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1076605]Step 2
  
         	 
  [bookmark: pgfId-1076608]
  
  [bookmark: pgfId-1076610]n1000v(config)# policy-map policy1
  [bookmark: pgfId-1076611]n1000v(config-pmap-qos)#
  
         	 [bookmark: pgfId-1127128]Places you into policy map QoS configuration mode for the specified policy map and configures the map name in the running configuration. 
  argument is an alphabetic string that can be up to 40 case-insensitive characters long, including hyphen (-) and underscore (_) characters.
  
        
 
         
         	 [bookmark: pgfId-1076615]Step 3
  
         	 } 
  [bookmark: pgfId-1076618]
  
  [bookmark: pgfId-1076620]n1000v(config-pmap-qos)# class class1
  
         	 and enters policy-map class QoS configuration mode for the specified class map. By default, the class is added to the end of the policy map. Changes are saved in the running configuration.
  keyword to select all traffic that is not currently matched by classes in the policy map.
  
        
 
         
         	 [bookmark: pgfId-1076625]Step 4
  
         	 
  [bookmark: pgfId-1076628]
  
  [bookmark: pgfId-1076630]n1000v(config-pmap-c-qos)# set cos 3
  
         	 . The value can range from 0 to 7. You can use this command only in egress policies.
  
        
 
         
         	 [bookmark: pgfId-1109615]Step 5
  
         	 
  [bookmark: pgfId-1109618]
 
           
           [bookmark: pgfId-1109619]Example:
           
 n1000v(config-pmap-c-qos)# show policy-map policy1
          
  
         	 [bookmark: pgfId-1109622]Displays the policy map configuration for the specified map name. 
  
        
 
         
         	 [bookmark: pgfId-1109603]Step 6
  
         	 
  [bookmark: pgfId-1109606]
  
 
           
           [bookmark: pgfId-1109608]n1000v(config-pmap-c-qos)# copy running-config startup-config
          
  
         	 [bookmark: pgfId-1109613](Optional) Saves the running configuration persistently through reboots and restarts by copying it to the startup configuration.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1131495]EXAMPLES
 
      [bookmark: pgfId-1131539]This example shows how to create a class of service policy.
 
      [bookmark: pgfId-1131638]n1000v# config t
 
      [bookmark: pgfId-1131540]n1000v(config)# policy-map policy1
 
      [bookmark: pgfId-1131541]n1000v(config-pmap-qos)# class class1
 
      [bookmark: pgfId-1131542]n1000v(config-pmap-c-qos)# set cos 3
 
      [bookmark: pgfId-1131543]n1000v(config-pmap-c-qos)# show policy-map policy1
 
      [bookmark: pgfId-1131544]
 
      [bookmark: pgfId-1131545]
 
      [bookmark: pgfId-1131546] Type qos policy-maps
 
      [bookmark: pgfId-1131547] ====================
 
      [bookmark: pgfId-1131548] 
 
      [bookmark: pgfId-1131549] policy-map type qos policy1
 
      [bookmark: pgfId-1131550] class class1
 
      [bookmark: pgfId-1131551] set dscp 26
 
      [bookmark: pgfId-1131552] set cos 3
 
      [bookmark: pgfId-1131553] class class2
 
      [bookmark: pgfId-1131554] set dscp 14
 
      [bookmark: pgfId-1131555] class class-default
 
      [bookmark: pgfId-1131556] set dscp 20
 
      [bookmark: pgfId-1131557] police cir 256000 bps bc 300 ms pir 256000 bps be 300 ms conform transmit exceed set dscp dscp table cir-mar
 
      [bookmark: pgfId-1131558]kdown-map violate drop
 
      [bookmark: pgfId-1131559]n1000v(config-pmap-c-qos)#
 
    
 
     
      [bookmark: pgfId-1057392][bookmark: 57187]Creating a QoS Group Policy
 
      [bookmark: pgfId-1066333]You can mark the locally defined [bookmark: marker-1110847]QoS group value. 
 
    
 
     
      [bookmark: pgfId-1110657]BEFORE YOU BEGIN
 
      [bookmark: pgfId-1110658]Before beginning this procedure, you must know or do the following:
 
      
      	 [bookmark: pgfId-1110659]You can mark the QoS group value only in ingress policies.
 
      	 [bookmark: pgfId-1110660]You are logged in to the CLI in EXEC mode.
 
     
 
    
 
     
      [bookmark: pgfId-1066340]SUMMARY STEPS
 
      
 
      
 
      } 
 
      
 
      
 
      
 
    
 
     
      [bookmark: pgfId-1066349]DETAILED STEPS
 
      [bookmark: pgfId-1076734]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1076681]Command
          
  
         	
           
           [bookmark: pgfId-1076683]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1076685]Step 1
  
         	 
  [bookmark: pgfId-1076688]
  
  [bookmark: pgfId-1076690]n1000v# config t
  [bookmark: pgfId-1076691]n1000v(config)#
  
         	 [bookmark: pgfId-1076693]Places you into global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1076695]Step 2
  
         	 
  [bookmark: pgfId-1076698]
  
  [bookmark: pgfId-1076700]n1000v(config)# policy-map policy1
  [bookmark: pgfId-1076701]n1000v(config-pmap-qos)#
  
         	 [bookmark: pgfId-1127139]Places you into policy map QoS configuration mode for the specified policy map and configures the map name in the running configuration. 
  argument is an alphabetic string that can be up to 40 case-insensitive characters long, including hyphen (-) and underscore (_) characters.
  
        
 
         
         	 [bookmark: pgfId-1076705]Step 3
  
         	 } 
  [bookmark: pgfId-1076708]
  
  [bookmark: pgfId-1076710]n1000v(config-pmap-qos)# class class1
  [bookmark: pgfId-1076711]n1000v(config-pmap-c-qos)#
  
         	 and enters policy-map class QoS configuration mode for the specified class map. By default, the class is added to the end of the policy map. Changes are saved in the running configuration.
  keyword to select all traffic that is not currently matched by classes in the policy map.
  
        
 
         
         	 [bookmark: pgfId-1076715]Step 4
  
         	 
  [bookmark: pgfId-1076718]
  
  [bookmark: pgfId-1076720]n1000v(config-pmap-c-qos)# set qos-group 100
  
         	 . The value can range from 0 to 126.
  
        
 
         
         	 [bookmark: pgfId-1110051]Step 5
  
         	 
  [bookmark: pgfId-1110054]
 
           
           [bookmark: pgfId-1110055]Example:
           
 n1000v(config-pmap-c-qos)# show policy-map policy1
          
  
         	 [bookmark: pgfId-1110058]Displays the policy map configuration for the specified map name. 
  
        
 
         
         	 [bookmark: pgfId-1110039]Step 6
  
         	 
  [bookmark: pgfId-1110042]
  
 
           
           [bookmark: pgfId-1110044]n1000v(config-pmap-c-qos)# copy running-config startup-config
          
  
         	 [bookmark: pgfId-1110049](Optional) Saves the running configuration persistently through reboots and restarts by copying it to the startup configuration.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1057439][bookmark: 18274]Creating a Discard Class Policy
 
      [bookmark: pgfId-1124461]You can set a local internal label discard [bookmark: marker-1124460]class policy. 
 
    
 
     
      [bookmark: pgfId-1124462]BEFORE YOU BEGIN
 
      [bookmark: pgfId-1124479]Before beginning this procedure, you must know or do the following:
 
      
      	 [bookmark: pgfId-1124463]If you configure a local internal label discard class policy, you cannot create a DSCP policy. For more information about DSCP policies, see the Creating a DSCP Policy.
 
      	 [bookmark: pgfId-1119123]You can set a discard class only in ingress policies.
 
      	 [bookmark: pgfId-1119162]To reference the local discard class in a policy or in traffic classification, use the  match discard-class command.
 
     
 
      [bookmark: pgfId-1119220]For more information, see the Configuring Discard Class Classification.
 
    
 
     
      [bookmark: pgfId-1066495]SUMMARY STEPS
 
      
 
      
 
      } 
 
      
 
      
 
      
 
    
 
     
      [bookmark: pgfId-1066504]DETAILED STEPS
 
      [bookmark: pgfId-1119390]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1119324]Command
          
  
         	
           
           [bookmark: pgfId-1119326]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1119328]Step 1
  
         	 
  [bookmark: pgfId-1119331]
  
  [bookmark: pgfId-1119333]n1000v# config t
  [bookmark: pgfId-1119334]n1000v(config)#
  
         	 [bookmark: pgfId-1119336]Places you into global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1119338]Step 2
  
         	 
  [bookmark: pgfId-1119341]
  
  [bookmark: pgfId-1119343]n1000v(config)# policy-map policy1
  [bookmark: pgfId-1119344]n1000v(config-pmap-qos)#
  
         	 [bookmark: pgfId-1127148]Places you into policy map QoS configuration mode for the specified policy map and configures the map name in the running configuration. 
  argument is an alphabetic string that can be up to 40 case-insensitive characters long, including hyphen (-) and underscore (_) characters.
  
        
 
         
         	 [bookmark: pgfId-1119349]Step 3
  
         	 } 
  [bookmark: pgfId-1119352]
  
  [bookmark: pgfId-1119354]n1000v(config-pmap-qos)# class class1
  
         	 and enters policy-map class QoS configuration mode for the specified class map. By default, the class is added to the end of the policy map. Changes are saved in the running configuration.
  keyword to select all traffic that is not currently matched by classes in the policy map.
  
        
 
         
         	 [bookmark: pgfId-1119361]Step 4
  
         	 
  
  [bookmark: pgfId-1119365]
  [bookmark: pgfId-1127633]n1000v(config-pmap-c-qos)# set discard-class 40
  
         	 . The value can range from 0 to 63.
  
        
 
         
         	 [bookmark: pgfId-1119370]Step 5
  
         	 
  [bookmark: pgfId-1119373]
 
           
           [bookmark: pgfId-1119374]Example:
           
 n1000v(config-pmap-c-qos)# show policy-map policy1
          
  
         	 [bookmark: pgfId-1119377]Displays the policy map configuration for the specified map name. 
  
        
 
         
         	 [bookmark: pgfId-1119379]Step 6
  
         	 
  [bookmark: pgfId-1119382]
  
 
           
           [bookmark: pgfId-1119384]n1000v(config-pmap-c-qos)# copy running-config startup-config
          
  
         	 [bookmark: pgfId-1119389](Optional) Saves the running configuration persistently through reboots and restarts by copying it to the startup configuration.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1119419][bookmark: 92513]Creating Ingress and Egress Policies [bookmark: marker-1120546]
 
      [bookmark: pgfId-1119404]You can attach a policy map to an interface or a port profile so that the marking instructions are applied to the ingress or egress packets. 
 
    
 
     
      [bookmark: pgfId-1120078]BEFORE YOU BEGIN
 
      [bookmark: pgfId-1124502]Before beginning this procedure, you must know or do the following:
 
      
      	 [bookmark: pgfId-1120080]The interface or port profile have been created.
 
      	 [bookmark: pgfId-1120534]The policy map that you want to use has been defined.
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1120548]Note You can attach only one input policy and one output policy to an interface or port profile.

      
     

     
 
    
 
     
      [bookmark: pgfId-1120095]SUMMARY STEPS
 
      
 
      [bookmark: pgfId-1120102] 2.[image: ] Enter one of the following commands:
 
      
 
      
 
      ]
 
      
 
      
 
    
 
     
      [bookmark: pgfId-1120107]DETAILED STEPS
 
      [bookmark: pgfId-1120322]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1120112]Command
          
  
         	
           
           [bookmark: pgfId-1120114]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1120116]Step 1
  
         	 
  [bookmark: pgfId-1120119]
  
  [bookmark: pgfId-1120121]n1000v# config t
  [bookmark: pgfId-1120122]n1000v(config)#
  
         	 [bookmark: pgfId-1120124]Places you into global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1120254]Step 2
  
         	 [bookmark: pgfId-1120256]Enter one of the following commands:
 
           
           	 [bookmark: pgfId-1124736] interface   type number 
 
           	 [bookmark: pgfId-1124715] port-profile   name 
 
          
 
           
           [bookmark: pgfId-1124710]
          
  
  [bookmark: pgfId-1124702]n1000v(config)# interface ethernet 1/1
  [bookmark: pgfId-1124703]n1000v(config-if)#
  
         	 [bookmark: pgfId-1120259]Places you into Configuration mode for the specified Ethernet or vEthernet interface or port profile.
  
        
 
         
         	 [bookmark: pgfId-1120277]Step 3
  
         	 [no-stats]
  [bookmark: pgfId-1120280]
  
  [bookmark: pgfId-1124818]n1000v(config-if)# service-policy input policy1
  
         	 [bookmark: pgfId-1120283](Optional) Attaches a policy map name that will be added to the input or output packets of the interface or port profile. 
 [bookmark: pgfId-1120284]Note You can attach only one input policy and one output policy to an interface or port profile.
  
        
 
         
         	 [bookmark: pgfId-1120302]Step 4
  
         	 
  [bookmark: pgfId-1120305]
 
           
           [bookmark: pgfId-1120306]Example:
           
 n1000v(config-if)# show policy-map policy1
          
  
         	 [bookmark: pgfId-1120309]Displays the policy map configuration for the specified map name. 
  
        
 
         
         	 [bookmark: pgfId-1120311]Step 5
  
         	 
  [bookmark: pgfId-1120314]
  
 
           
           [bookmark: pgfId-1120316]n1000v(config-if)# copy running-config startup-config
          
  
         	 [bookmark: pgfId-1120321](Optional) Saves the running configuration persistently through reboots and restarts by copying it to the startup configuration.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1120072]EXAMPLES
 
      [bookmark: pgfId-1124526]This example shows how to configure an ingress policy on an Ethernet interface:
 
      
 
      
 
      
 
     
      [bookmark: pgfId-1124545]n1000v(config-if)# show policy-map policy1
     

     
      [bookmark: pgfId-1125448]
     

     
      [bookmark: pgfId-1125449]
     

     
      [bookmark: pgfId-1125450] Type qos policy-maps
     

     
      [bookmark: pgfId-1125451] ====================
     

     
      [bookmark: pgfId-1125452]
     

     
      [bookmark: pgfId-1125453] policy-map type qos policy1
     

     
      [bookmark: pgfId-1124549]n1000v(config-if)# copy running-config startup-config
     

      [bookmark: pgfId-1124534]
 
      [bookmark: pgfId-1124689]
 
      [bookmark: pgfId-1124529]This example shows how to configure an ingress policy on a port profile:
 
      
 
      
 
      
 
     
      [bookmark: pgfId-1125543]n1000v(config-port-prof)# show policy-map policy1
     

     
      [bookmark: pgfId-1125544]
     

     
      [bookmark: pgfId-1125545] Type qos policy-maps
     

     
      [bookmark: pgfId-1125546] ====================
     

     
      [bookmark: pgfId-1125547]
     

     
      [bookmark: pgfId-1125548] policy-map type qos policy1
     

     
      [bookmark: pgfId-1124686]n1000v(config-port-prof)# copy running-config startup-config
     

      [bookmark: pgfId-1124676]
 
    
 
     
      [bookmark: pgfId-1119392][bookmark: 90192]Marking the Port DSCP
 
      [bookmark: pgfId-1119393]You can mark the DSCP port for each class of traffic that is defined in a specified ingress or egress policy map.
 
    
 
     
      [bookmark: pgfId-1118858]BEFORE YOU BEGIN
 
      [bookmark: pgfId-1125921]Before beginning this procedure, you must know or do the following:
 
      
      	 [bookmark: pgfId-1118971]The default behavior is to preserve the DSCP value, or to trust DSCP. To make the port untrusted, change the DSCP value. 
 
      	 [bookmark: pgfId-1118936]Unless you configure a QoS policy and attach that policy to specified interfaces, the DSCP value is preserved.
 
      	 [bookmark: pgfId-1125585]The class map that you want to use has been defined. See Chapter2, “Configuring QoS Classification”
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1103392]Note You can attach only one input policy and one output policy to an interface or port profile.

      
     

     
 
    
 
     
      [bookmark: pgfId-1103393]SUMMARY STEPS
 
      
 
      
 
      } 
 
      
 
      for each class map that you want to create. 
 
      
 
      
 
      [bookmark: pgfId-1083440] 8.[image: ] Enter one of the following commands:
 
      
 
      
 
      ]
 
      
 
      
 
    
 
     
      [bookmark: pgfId-1062425]DETAILED STEPS
 
      [bookmark: pgfId-1077024]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1127708]Command
          
  
         	
           
           [bookmark: pgfId-1127710]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1127712]Step 1
  
         	 
  [bookmark: pgfId-1127715]
  
  [bookmark: pgfId-1127717]n1000v# config t
  [bookmark: pgfId-1127718]n1000v(config)#
  
         	 [bookmark: pgfId-1127720]Places you into global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1127722]Step 2
  
         	 
  [bookmark: pgfId-1127725]
  
  [bookmark: pgfId-1127727]n1000v(config)# policy-map policy1
  [bookmark: pgfId-1127728]n1000v(config-pmap-qos)#
  
         	 [bookmark: pgfId-1127730]Places you into policy map QoS configuration mode for the specified policy map and configures the map name in the running configuration. 
  argument is an alphabetic string that can be up to 40 case-insensitive characters long, including hyphen (-) and underscore (_) characters.
  
        
 
         
         	 [bookmark: pgfId-1127733]Step 3[bookmark: 63118]a
  
         	 } 
  [bookmark: pgfId-1127736]
  
  [bookmark: pgfId-1127738]n1000v(config-pmap)# class class1
  [bookmark: pgfId-1127739]n1000v(config-pmap-c-qos)#
  
         	 and enters policy-map class QoS configuration mode for the specified class map. By default, the class is added to the end of the policy map. Changes are saved in the running configuration.
  keyword to select all traffic that is not currently matched by classes in the policy map.
  
        
 
         
         	 [bookmark: pgfId-1127744]Step 4[bookmark: 84452]b
  
         	 
  [bookmark: pgfId-1127747]
  
  [bookmark: pgfId-1127749]n1000v(config-pmap-c-qos)# set dscp af31
  
         	 [bookmark: pgfId-1127751]Sets a DSCP value. Valid values are shown in the “DSCP and Precedence Values” section.
  
        
 
         
         	 [bookmark: pgfId-1127756]Step 5
  
         	  for each class map that you want to create.
  
        
 
         
         	 [bookmark: pgfId-1127822]Step 6
  
         	 
  [bookmark: pgfId-1127825]
  
  [bookmark: pgfId-1127827]n1000v(config-pmap-c-qos)# exit
  [bookmark: pgfId-1127828]n1000v(config-pmap-qos)#
  
         	 [bookmark: pgfId-1127830]Returns you to policy map configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1127832]Step 7
  
         	 
  [bookmark: pgfId-1127835]
  
  [bookmark: pgfId-1127837]n1000v(config-pmap-qos)# exit
  [bookmark: pgfId-1127838]n1000v(config)#
  
         	 [bookmark: pgfId-1127840]Returns you to global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1127842]Step 8
  
         	 [bookmark: pgfId-1127844]Enter one of the following commands:
 
           
           	 [bookmark: pgfId-1127845] interface   type number 
 
           	 [bookmark: pgfId-1127846] port-profile   name 
 
          
  
  [bookmark: pgfId-1127848]n1000v(config)# interface ethernet 1/1
  [bookmark: pgfId-1127849]n1000v(config-if)#
  
         	 [bookmark: pgfId-1127851]Places you into the configuration mode for the specified Ethernet or vEthernet interface or port profile.
  
        
 
         
         	 [bookmark: pgfId-1127853]Step 9
  
         	 [no-stats]
  [bookmark: pgfId-1127856]
  
  [bookmark: pgfId-1127858]n1000v(config-if)# service-policy input policy1
  
         	 [bookmark: pgfId-1127860](Optional) Attaches a policy map name that will be added to the input or output packets of the interface or port profile. 
 [bookmark: pgfId-1127861]Note You can attach only one input policy and one output policy to an interface or port profile.
  
        
 
         
         	 [bookmark: pgfId-1127863]Step 10
  
         	 
  [bookmark: pgfId-1127866]
 
           
           [bookmark: pgfId-1127867]Example:
           
 n1000v(config-if)# show policy-map policy1
          
  
         	 [bookmark: pgfId-1127869]Displays the policy map configuration for the specified map name. 
  
        
 
         
         	 [bookmark: pgfId-1127871]Step 11
  
         	 
  [bookmark: pgfId-1127874]
  
 
           
           [bookmark: pgfId-1127876]n1000v(config-if)# copy running-config startup-config
          
  
         	 [bookmark: pgfId-1127878](Optional) Saves the running configuration persistently through reboots and restarts by copying it to the startup configuration.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1077276]EXAMPLES
 
      [bookmark: pgfId-1125012]This example shows how to mark the DSCP port for each class of traffic defined in an ingress policy map on an Ethernet interface.
 
     
      [bookmark: pgfId-1125283]n1000v# config t
     

     
      [bookmark: pgfId-1125284]n1000v(config)# policy-map policy1
     

     
      [bookmark: pgfId-1125285]n1000v(config-pmap)# class class1
     

     
      [bookmark: pgfId-1125286]n1000v(config-pmap-c-qos)# set dscp af31
     

     
      [bookmark: pgfId-1125287]n1000v(config-pmap-c-qos)# exit
     

     
      [bookmark: pgfId-1125288]n1000v(config-pmap-qos)# class class2
     

     
      [bookmark: pgfId-1125289]n1000v(config-pmap-c-qos)# set dscp af13
     

     
      [bookmark: pgfId-1125290]n1000v(config-pmap-c-qos)# exit
     

     
      [bookmark: pgfId-1125291]n1000v(config-pmap-qos)# class class-default
     

     
      [bookmark: pgfId-1125292]n1000v(config-pmap-c-qos)# set dscp af22
     

     
      [bookmark: pgfId-1125293]n1000v(config-pmap-c-qos)# exit
     

     
      [bookmark: pgfId-1125682]n1000v(config-pmap-qos)# exit
     

     
      [bookmark: pgfId-1125683]n1000v(config)# interface ethernet 1/1
     

     
      [bookmark: pgfId-1125297]n1000v(config-if)# service-policy input policy1
     

     
      [bookmark: pgfId-1125627]n1000v(config-if)# show policy-map policy1
     

     
      [bookmark: pgfId-1125628]
     

     
      [bookmark: pgfId-1125629]
     

     
      [bookmark: pgfId-1125630] Type qos policy-maps
     

     
      [bookmark: pgfId-1125631] ====================
     

     
      [bookmark: pgfId-1125632]
     

     
      [bookmark: pgfId-1125633] policy-map type qos policy1
     

     
      [bookmark: pgfId-1125634] class class1
     

     
      [bookmark: pgfId-1125635] set dscp af31
     

     
      [bookmark: pgfId-1125636] class class2
     

     
      [bookmark: pgfId-1125637] set dscp af13
     

     
      [bookmark: pgfId-1125638] class class-default
     

     
      [bookmark: pgfId-1125639] set dscp af22
     

     
      [bookmark: pgfId-1125008]n1000v(config-if)# copy running-config startup-config
     

     
      [bookmark: pgfId-1125302]
     

     
      [bookmark: pgfId-1125303]
     

      [bookmark: pgfId-1125030]This example shows how to mark the DSCP port for each class of traffic defined in an ingress policy map on a port profile.
 
     
      [bookmark: pgfId-1125714]n1000v# config t
     

     
      [bookmark: pgfId-1125715]n1000v(config)# policy-map policy1
     

     
      [bookmark: pgfId-1125716]n1000v(config-pmap-qos)# class class1
     

     
      [bookmark: pgfId-1125717]n1000v(config-pmap-c-qos)# set dscp af31
     

     
      [bookmark: pgfId-1125718]n1000v(config-pmap-c-qos)# exit
     

     
      [bookmark: pgfId-1125719]n1000v(config-pmap-qos)# class class2
     

     
      [bookmark: pgfId-1125720]n1000v(config-pmap-c-qos)# set dscp af13
     

     
      [bookmark: pgfId-1125721]n1000v(config-pmap-c-qos)# exit
     

     
      [bookmark: pgfId-1125722]n1000v(config-pmap-qos)# class class-default
     

     
      [bookmark: pgfId-1125723]n1000v(config-pmap-c-qos)# set dscp af22
     

     
      [bookmark: pgfId-1125724]n1000v(config-pmap-c-qos)# exit
     

     
      [bookmark: pgfId-1125725]n1000v(config-pmap-qos)# exit
     

     
      [bookmark: pgfId-1125726]n1000v(config)# port-profile accessprofile
     

     
      [bookmark: pgfId-1125727]n1000v(config-port-prof)# service-policy input policy1
     

     
      [bookmark: pgfId-1125728]n1000v(config-port-prof)# show policy-map policy1
     

     
      [bookmark: pgfId-1125729]
     

     
      [bookmark: pgfId-1125730]
     

     
      [bookmark: pgfId-1125731] Type qos policy-maps
     

     
      [bookmark: pgfId-1125732] ====================
     

     
      [bookmark: pgfId-1125733]
     

     
      [bookmark: pgfId-1125734] policy-map type qos policy1
     

     
      [bookmark: pgfId-1125735] class class1
     

     
      [bookmark: pgfId-1125736] set dscp af31
     

     
      [bookmark: pgfId-1125737] class class2
     

     
      [bookmark: pgfId-1125738] set dscp af13
     

     
      [bookmark: pgfId-1125739] class class-default
     

     
      [bookmark: pgfId-1125740] set dscp af22
     

     
      [bookmark: pgfId-1125754]n1000v(config-port-prof)# copy running-config startup-config
     

     
      [bookmark: pgfId-1125308]
     

    
 
   
 
    
     [bookmark: pgfId-1125000][bookmark: 87899][bookmark: 48831]Verifying the QoS Policy Configuration [bookmark: marker-1122002]
 
     [bookmark: pgfId-1116303]To verify the QoS policy configuration, perform one of the following tasks:
 
     [bookmark: pgfId-1116328]
 
     
      
      
        
        	
          
          [bookmark: pgfId-1116418]Command
         
  
        	
          
          [bookmark: pgfId-1116420]Description
         
  
       
 
        
        	 ] [bookmark: marker-1116422]
  
        	 [bookmark: pgfId-1116425]Displays the policy map configuration.
  
       
 
        
        	 [bookmark: marker-1116427]
  
        	 [bookmark: pgfId-1116430]Displays the table map configuration.
  
       
 
      
     
 
    
 
   
 
    
     [bookmark: pgfId-1117207][bookmark: 72259]Configuration Example for QoS Marking Policies
 
     [bookmark: pgfId-1127924]This example shows how to display a specific policy-map policy:
 
    
     [bookmark: pgfId-1118021]n1000v(config)# show policy-map policy-ipacl
    

    
     [bookmark: pgfId-1118022] Type qos policy-maps
    

    
     [bookmark: pgfId-1118023] ====================
    

    
     [bookmark: pgfId-1118024] policy-map type qos policy-ipacl 
    

    
     [bookmark: pgfId-1118025] class class-ipacl
    

    
     [bookmark: pgfId-1127942] set dscp 10
    

    
     [bookmark: pgfId-1127982]
    

     [bookmark: pgfId-1127963]This example shows how to display policy maps for all interfaces:
 
    
     [bookmark: pgfId-1127944]n1000v# show policy-map interface brief
    

    
     [bookmark: pgfId-1119892] 
    

    
     [bookmark: pgfId-1119893]Interface/VLAN [Status]:INP QOS OUT QOS INP QUE OUT QUE
    

    
     [bookmark: pgfId-1119894]================================================================================
    

    
     [bookmark: pgfId-1119895]Vethernet1 [Active]: media
    

    
     [bookmark: pgfId-1119896]Vethernet10 [Active]: media
    

    
     [bookmark: pgfId-1119897]Vethernet13 [Active]:web_policer
    

    
     [bookmark: pgfId-1119898]Vethernet15 [Active]:iperf
    

    
     [bookmark: pgfId-1119899]Vethernet16 [Active]: iperf_policer
    

    
     [bookmark: pgfId-1119900]Vethernet17 [Active]:ixia_in ixia_out
    

    
     [bookmark: pgfId-1119901]Vethernet18 [Active]: media
    

    
     [bookmark: pgfId-1119902]Vethernet19 [Active]:iperf
    

    
     [bookmark: pgfId-1119903]Vethernet20 [Active]: iperf_policer
    

    
     [bookmark: pgfId-1119904]Vethernet21 [Active]:netperf_polic
    

    
     [bookmark: pgfId-1119905]
    

    
     [bookmark: pgfId-1119906]================================================================================
    

    
     [bookmark: pgfId-1118010]
    

   
 
    
     [bookmark: pgfId-1122463][bookmark: 99022]Feature History for QoS Marking Policies
 
     [bookmark: pgfId-1122464]This section provides the QoS marking policies release history.
 
     [bookmark: pgfId-1122478]
 
     
      
      
        
        	
          
          [bookmark: pgfId-1122467]Feature Name
         
  
        	
          
          [bookmark: pgfId-1122469]Releases
         
  
        	
          
          [bookmark: pgfId-1122471]Feature Information
         
  
       
 
        
        	 [bookmark: pgfId-1122473]QoS Marking Policies
  
        	 [bookmark: pgfId-1122475]4.0
  
        	 [bookmark: pgfId-1122477]This feature was introduced.
  
       
 
        
        	 [bookmark: pgfId-1123765]QoS Marking Policies
  
        	 [bookmark: pgfId-1123767]4.0(4)SV1(2)
  
        	 [bookmark: pgfId-1123802]DSCP and Discard Class are no longer mutually exclusive. For a single class, you can set operations on any two out of the following five fields: CoS, IP Precedence, DSCP, QoS Group, and Discard Class.
  
       
 
      
     
 
    
 
   
 
  
 
  
   
   
   
    
     [bookmark: pgfId-1056820][bookmark: 26440]Configuring QoS Policing
      
      
 
     
 
 
     [bookmark: pgfId-1056821]This chapter describes how to configure policing of traffic classes for Cisco Nexus 1000V.
 
   
 
    
     [bookmark: pgfId-1075570][bookmark: 77608]Information About Policing
 
     [bookmark: pgfId-1113781]Policing is the monitoring of data rates for a particular class of traffic. The Cisco Nexus 1000V can also monitor associated burst sizes. 
 
     [bookmark: pgfId-1113782]Three conditions, are determined by the policer depending on the data rate parameters supplied: conform (green), exceed (yellow), or violate (red). You can configure only one action for each condition. When the data rate exceeds the user-supplied values, packets are either marked down or dropped. 
 
     [bookmark: pgfId-1113783]You can define single-rate or dual-rate policers. Single-rate policers monitor the specified committed information rate (CIR) of traffic. Dual-rate policers monitor both CIR and peak information rate (PIR) of traffic. Figure 4-1shows policing conditions and types.
 
     .
 
     [bookmark: pgfId-1113104]Figure 4-1 [bookmark: 70281]Policing Conditions and Types 
 
     [bookmark: pgfId-1110074]
 
     
     [image: ] 
    
 
     [bookmark: pgfId-1110077]The following conditions trigger actions by the policer depending on the defined data rate: 
 
     [bookmark: pgfId-1110111]
 
     
      
      
        
        	
          
          [bookmark: pgfId-1110080]Condition
         
  
        	
          
          [bookmark: pgfId-1110082]Color
         
  
        	
          
          [bookmark: pgfId-1110084]Description
         
  
        	
          
          [bookmark: pgfId-1110086]Policer Action
          
 (only one allowed per condition)
         
  
       
 
        
        	 [bookmark: pgfId-1110088]Conform
  
        	 [bookmark: pgfId-1110090]Green
  
        	 [bookmark: pgfId-1110092]The packet traffic data rate is within the defined boundaries. 
  
        	 [bookmark: pgfId-1110094]The policer either transmits these packets as is, or changes the value in the header (DSCP, precedence, or CoS), and then transmits these packets.
  
       
 
        
        	 [bookmark: pgfId-1110096]Exceed
  
        	 [bookmark: pgfId-1110098]Yellow
  
        	 [bookmark: pgfId-1110100]The packet traffic data rate exceeds the defined boundary. 
  
        	 [bookmark: pgfId-1110102]The policer can drop or mark down these packets.
  
       
 
        
        	 [bookmark: pgfId-1110104]Violate
  
        	 [bookmark: pgfId-1110106]Red
  
        	 [bookmark: pgfId-1110108]The packet traffic data rate violates the defined boundaries. 
  
        	 [bookmark: pgfId-1110110]The policer can drop or mark down these packets.
  
       
 
      
     
 
    
 
   
 
    
     [bookmark: pgfId-1056869][bookmark: 35480][bookmark: 42959]Prerequisites for Policing
 
     [bookmark: pgfId-1056870]Policing has the following prerequisites:
 
     
     	 [bookmark: pgfId-1058792]You must be familiar with  RFC 2698 .
 
     	 [bookmark: pgfId-1058793]You are logged on to the CLI in EXEC mode.
 
    
 
   
 
    
     [bookmark: pgfId-1058350][bookmark: 66093]Guidelines and Limitations
 
     [bookmark: pgfId-1058351]Use the following guideline to configure [bookmark: marker-1097878]policing:
 
     
     	 [bookmark: pgfId-1090417]Each module polices independently, which might affect a policer that is applied to [bookmark: marker-1097879]traffic distributed across more than one module, such as in the case of a port channel interface. 
 
    
 
   
 
    
     [bookmark: pgfId-1056885][bookmark: 94331]Configuring Policing
 
     [bookmark: pgfId-1056887]You can configure a single- or dual-rate policer in the Cisco Nexus 1000V.
 
     
      [bookmark: pgfId-1056912][bookmark: 53187]Configuring 1-Rate and 2-Rate, 2-Color and 3-Color Policing
 
      .
 
      
       
     
 
     
 
     [bookmark: pgfId-1077164]Note Specify the identical value for pir and cir to configure 1-rate 3-color policing.

      
     

     
 
      [bookmark: pgfId-1059169]
 
      
       
        
         Command 
 
        
       
         
         	
           
           [bookmark: pgfId-1059180]Argument
          
  
         	
           
           [bookmark: pgfId-1059182]Description
          
  
        
 
         
         	 
  
         	 is required, the argument itself is optional. The range of values is from 1 to 80000000000; the range of policing values that are mathematically significant is 8000 to 80 Gbps.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1074980]Specifies the rate as a percentage of the interface rate. The range of values is from 1 to 100%.
  
        
 
         
         	 
  
         	 . The default is 200 milliseconds of traffic at the configured rate. The default data rate units are bytes, and the Gigabit per second (gbps) rate is not supported for this parameter.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1059194]Peak information rate, which is specified as a [bookmark: marker-1097887]PIR bit rate or a percentage of the link rate. There is no default. The range of values is from 1 to 80000000000; the range of policing values that are mathematically significant is from 8000 to 80 Gbps. The range of percentage values is from 1 to 100%.
  
        
 
         
         	 
  
         	 value is not specified, the default is 200 milliseconds of traffic at the configured rate. The default data rate units are bytes, and the Gigabit per second (gbps) rate is not supported for this parameter.
 before the device displays this argument.
  
        
 
         
         	 
  
         	 . The default is transmit.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1060121]Single action to take if the traffic data rate exceeds the specified boundaries. The basic actions are drop or markdown. The default is drop.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1059705]Single action to take if the traffic data rate violates the configured rate values. The basic actions are drop or markdown. The default is drop.
  
        
 
       
      
 
     
 
      .
 
      [bookmark: pgfId-1060829]
 
      
       
        
         [bookmark: pgfId-1060800]Table 4-2 [bookmark: 36032]Policer Types and Actions 
 
        
       
         
         	
           
           [bookmark: pgfId-1060806]Police Arguments Present
          
  
         	
           
           [bookmark: pgfId-1060808]Policer Type
          
  
         	
           
           [bookmark: pgfId-1060810]Policer Action
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1060814]1-rate, 2-color
  
         	 
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1060820]1-rate, [bookmark: marker-1097896]3-color
  
         	 
 .
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1060826]2-rate, 3-color
  
         	 
  
        
 
       
      
 
     
 
      .
 
      [bookmark: pgfId-1090585]
 
      
       
        
         [bookmark: pgfId-1090543]Table 4-3 [bookmark: 94140]Policer Actions for Exceed or Violate
 
        
       
         
         	
           
           [bookmark: pgfId-1090547]Action
          
  
         	
           
           [bookmark: pgfId-1090549]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1090553]Drops the packet. This action [bookmark: marker-1097897]is available only when the packet exceeds or violates the parameters.
  
        
 
         
         	 }
  
         	 [bookmark: pgfId-1090557]Sets the specified fields from a table map and transmits the packet. For more information on the system-defined, or default table maps, see Chapter3, “Configuring QoS Marking Policies” This is available only when the packet exceeds the parameters (use the cir-[bookmark: marker-1097898]markdown-map) or violates the parameters (use the pir-markdown-map).
  
        
 
       
      
 
     
 
      [bookmark: pgfId-1078863]
 
      
       
        
         [bookmark: pgfId-1078814]Table 4-4 [bookmark: 95911]Policer Actions for Conform 
 
        
       
         
         	
           
           [bookmark: pgfId-1078818]Action
          
  
         	
           
           [bookmark: pgfId-1078820]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1078824]Transmits the packet. [bookmark: marker-1097899]This action is available only when the packet conforms to the parameters.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1078833]Sets the IP precedence field to a specified value and transmits the packet. This action is available only when the packet conforms to the parameters.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1078837]Sets the DSCP field to a specified value and transmits the packet. This action is available only when the packet conforms to the parameters.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1078841]Sets the CoS field to a specified value and transmits the packet. This action is available only when the packet conforms to the parameters.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1078845]Sets the QoS group internal label to specified value and transmits the packet. This action can be used only in input policies and is available only when the packet conforms to the parameters.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1078849]Sets the discard-class internal label to a specified value and transmits the packet. This action can be used only in ingress policies and is available only when the packet conforms to the parameters.
  
        
 
       
      
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1089788]Note The policer can only drop or mark down packets that exceed or violate the specified parameters. See Chapter 3, “Configuring QoS Marking Policies” for information on marking down packets.

      
     

     
 
      .
 
      [bookmark: pgfId-1104518]
 
      
       
        
         [bookmark: pgfId-1104495]Table 4-5 [bookmark: 57743]Data Rates for the police Command 
 
        
       
         
         	
           
           [bookmark: pgfId-1104499]Rate
          
  
         	
           
           [bookmark: pgfId-1104501]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1104505]Bits per second (default)
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1104509]1,000 bits per seconds
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1104513]1,000,000 bits per second
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1104517]1,000,000,000 bits per second
  
        
 
       
      
 
     
 
      .
 
      [bookmark: pgfId-1104576]
 
      
       
        
         [bookmark: pgfId-1104529]Table 4-6 [bookmark: 28867]Burst Sizes for the police Command 
 
        
       
         
         	
           
           [bookmark: pgfId-1104533]Speed
          
  
         	
           
           [bookmark: pgfId-1104535]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1104539]bytes
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1104543]1,000 bytes 
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1104547]1,000,000 bytes
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1104551]milliseconds
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1104555]microseconds
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1104557]SUMMARY STEPS
 
      
       
     
 
     
 
     [bookmark: pgfId-1077144]Note You must specify the identical value for pir and cir to configure 1-rate, 3-color policing.

      
     

     
 
      
 
      
 
      } 
 
      }}]}
 
      
 
      
 
    
 
     
      [bookmark: pgfId-1061846]DETAILED STEPS
 
      [bookmark: pgfId-1071903]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1079369]Command
          
  
         	
           
           [bookmark: pgfId-1079371]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1079373]Step 1
  
         	 
  [bookmark: pgfId-1079376]
  
  [bookmark: pgfId-1079378]n1000v# config t
  [bookmark: pgfId-1079379]n1000v(config)#
  
         	 [bookmark: pgfId-1079381]Places you into global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1079383]Step 2
  
         	 
  [bookmark: pgfId-1079386]
  
  [bookmark: pgfId-1079388]n1000v(config)# policy-map policy1
  [bookmark: pgfId-1079389]n1000v(config-pmap-qos)#
  
         	 [bookmark: pgfId-1113545]Places you into policy map QoS configuration mode and creates or accesses the specified policy map. 
  argument is an alphabetic string that can be up to 40 case-insensitive characters long, including hyphen (-) and underscore (_) characters.
  
        
 
         
         	 [bookmark: pgfId-1079393]Step 3
  
         	 } 
  [bookmark: pgfId-1079396]
  
  [bookmark: pgfId-1079398]n1000v(config-pmap-qos)# class class-default
  [bookmark: pgfId-1079399]n1000v(config-pmap-c-qos)#
  
         	 and enters policy-map class QoS configuration mode for the specified class map. By default, the class is added to the end of the policy map. Changes are saved in the running configuration.
  keyword to select all traffic that is not currently matched by classes in the policy map.
  
        
 
         
         	 [bookmark: pgfId-1079403]Step 4
  
         	 }}]}
  [bookmark: pgfId-1111050]
  
  [bookmark: pgfId-1111054]n1000v(config-pmap-c-qos)# police cir 256000 conform transmit violate set dscp dscp table pir-markdown-map
  [bookmark: pgfId-1111055]n1000v(config-pmap-c-qos)#
  
         	 .
 
  
        
 
         
         	 [bookmark: pgfId-1079505]Step 5
  
         	 ]
  [bookmark: pgfId-1079508]
  
  [bookmark: pgfId-1079510]n1000v(config-pmap-c-qos)# show policy-map
  
         	 [bookmark: pgfId-1079512](Optional) Displays information about all configured policy maps or a selected policy map of type QoS.
  
        
 
         
         	 [bookmark: pgfId-1079523]Step 6
  
         	 
  [bookmark: pgfId-1079526]
  
  [bookmark: pgfId-1079528]n1000v(config-pmap-c-qos)# copy running-config startup-config
  
         	 [bookmark: pgfId-1106147](Optional) Saves the running configuration persistently through reboots and restarts by copying it to the startup configuration.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1056918]EXAMPLES
 
      [bookmark: pgfId-1110790]This example shows how to configure a 1-rate, 2-color policer that transmits if the data rate is within 200 milliseconds of traffic at 256000 bps and marks IP precendence to 6 if the datarate is exceeded. 
 
     
      [bookmark: pgfId-1110859]n1000v# config t
     

     
      [bookmark: pgfId-1110860]n1000v(config)# policy-map policy1
     

     
      [bookmark: pgfId-1110861]n1000v(config-pmap-qos)# class class-default
     

     
      [bookmark: pgfId-1110862]n1000v(config-pmap-c-qos)# police cir 256000 conform transmit violate set dscp dscp table pir-markdown-map
     

     
      [bookmark: pgfId-1110864]n1000v(config-pmap-c-qos)# show policy-map
     

     
      [bookmark: pgfId-1110865]
     

     
      [bookmark: pgfId-1110866]
     

     
      [bookmark: pgfId-1110867] Type qos policy-maps
     

     
      [bookmark: pgfId-1110868] ====================
     

     
      [bookmark: pgfId-1110869]
     

     
      [bookmark: pgfId-1110870] policy-map type qos policy1
     

     
      [bookmark: pgfId-1110871] class class1
     

     
      [bookmark: pgfId-1110872] set dscp af31
     

     
      [bookmark: pgfId-1110873] class class2
     

     
      [bookmark: pgfId-1110874] set dscp af13
     

     
      [bookmark: pgfId-1110875] class class-default
     

     
      [bookmark: pgfId-1110876] set dscp af22
     

     
      [bookmark: pgfId-1110877] police cir 256000 bps bc 200 ms conform transmit violate set dscp dscp tab
     

     
      [bookmark: pgfId-1110878]le pir-markdown-map
     

     
      [bookmark: pgfId-1110791]n1000v(config-pmap-c-qos)# copy running-config startup-config
     

     
      [bookmark: pgfId-1111007]
     

     
      [bookmark: pgfId-1111041]
     

      [bookmark: pgfId-1110792]This example shows how to configure a 1-rate, 3-color policer that transmits if the data rate is within 200 milliseconds of traffic at 256000 bps, and marks DSCP to 6 if the data rate is within 300 milliseconds of traffic at 256000 bps, and drops packets otherwise. 
 
     
      [bookmark: pgfId-1111094]n1000v# config t
     

     
      [bookmark: pgfId-1111095]n1000v(config)# policy-map policy1
     

     
      [bookmark: pgfId-1110746]n1000v(config-pmap-qos)# class class-default
     

     
      [bookmark: pgfId-1111113]n1000v(config-pmap-c-qos)# police cir 256000 pir 256000 conform transmit exceed set dscp dscp table cir-markdown-map violate drop
     

     
      [bookmark: pgfId-1111115]n1000v(config-pmap-c-qos)# show policy-map
     

     
      [bookmark: pgfId-1111116]
     

     
      [bookmark: pgfId-1111117]
     

     
      [bookmark: pgfId-1111118] Type qos policy-maps
     

     
      [bookmark: pgfId-1111119] ====================
     

     
      [bookmark: pgfId-1111120]
     

     
      [bookmark: pgfId-1111121] policy-map type qos policy1
     

     
      [bookmark: pgfId-1111122] class class1
     

     
      [bookmark: pgfId-1111123] set dscp af31
     

     
      [bookmark: pgfId-1111124] class class2
     

     
      [bookmark: pgfId-1111125] set dscp af13
     

     
      [bookmark: pgfId-1111126] class class-default
     

     
      [bookmark: pgfId-1111127] set dscp af22
     

     
      [bookmark: pgfId-1111128] police cir 256000 bps bc 200 ms pir 256000 bps be 200 ms conform transmit
     

     
      [bookmark: pgfId-1111129]exceed set dscp dscp table cir-markdown-map violate drop
     

     
      [bookmark: pgfId-1111107]n1000v(config-pmap-c-qos)# copy running-config startup-config
     

     
      [bookmark: pgfId-1111140]
     

    
 
     
      [bookmark: pgfId-1110708][bookmark: 91332]Configuring Ingress and Egress Policing
 
      command, see the Creating Ingress and Egress Policies.
 
    
 
     
      [bookmark: pgfId-1061812][bookmark: 18097]Configuring Markdown Policing
 
      . 
 
    
 
     
      [bookmark: pgfId-1062086]SUMMARY STEPS
 
      
 
      
 
      }
 
      }]]}}
 
      
 
      
 
    
 
     
      [bookmark: pgfId-1062095]DETAILED STEPS
 
      [bookmark: pgfId-1072145]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1111295]Command
          
  
         	
           
           [bookmark: pgfId-1111297]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1111299]Step 1
  
         	 
  [bookmark: pgfId-1111302]
  
  [bookmark: pgfId-1111304]n1000v# config t
  [bookmark: pgfId-1111305]n1000v(config)#
  
         	 [bookmark: pgfId-1111307]Places you into global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1111309]Step 2
  
         	 
  [bookmark: pgfId-1111312]
  
  [bookmark: pgfId-1111314]n1000v(config)# policy-map policy1
  [bookmark: pgfId-1111315]n1000v(config-pmap-qos)#
  
         	 and then enters policy-map mode. The policy-map name can contain alphabetic, hyphen, or underscore characters, is case-insensitive, and can be up to 40 characters.
  
        
 
         
         	 [bookmark: pgfId-1111319]Step 3
  
         	 } 
  [bookmark: pgfId-1111322]
  
  [bookmark: pgfId-1111324]n1000v(config-pmap-qos)# class class-default
  [bookmark: pgfId-1111325]n1000v(config-pmap-c-qos)#
  
         	 and enters policy-map class QoS configuration mode for the specified class map. By default, the class is added to the end of the policy map. Changes are saved in the running configuration.
  keyword to select all traffic that is not currently matched by classes in the policy map.
  
        
 
         
         	  [bookmark: pgfId-1111329]Step 4
  
         	  }]]}}
  [bookmark: pgfId-1111529]
  
  [bookmark: pgfId-1111389]n1000v(config-pmap-c-qos)# police cir 256000 be 300 ms conform transmit exceed set dscp dscp table cir-markdown-map violate drop
  
         	  .
  
        
 
         
        
 
         
         	 [bookmark: pgfId-1111362]Step 5
  
         	 ]
  [bookmark: pgfId-1111365]
  
  [bookmark: pgfId-1111367]n1000v(config-pmap-c-qos)# show policy-map
  
         	 [bookmark: pgfId-1111369](Optional) Displays information about the policy map configuration.
  
        
 
         
         	 [bookmark: pgfId-1111371]Step 6
  
         	 
  [bookmark: pgfId-1111374]
  
  [bookmark: pgfId-1111376]n1000v(config-pmap-c-qos)# copy running-config startup-config
  
         	 [bookmark: pgfId-1111378](Optional) Saves the running configuration persistently through reboots and restarts by copying it to the startup configuration.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1081328]EXAMPLES
 
      [bookmark: pgfId-1111208]This example shows a 1-rate, 3-color policer that transmits if the data rate is within 300 milliseconds of traffic at 256000 bps; marks down DSCP using the system-defined table map if the data rate is within 300 milliseconds of traffic at 256000 bps; and drops packets otherwise:
 
      
 
      
 
      
 
      
 
      
 
      [bookmark: pgfId-1111743]
 
      [bookmark: pgfId-1111744]
 
      [bookmark: pgfId-1111745] Type qos policy-maps
 
      [bookmark: pgfId-1111746] ====================
 
      [bookmark: pgfId-1111747]
 
      [bookmark: pgfId-1111748] policy-map type qos policy1
 
      [bookmark: pgfId-1111749] class class-default
 
      [bookmark: pgfId-1111750] police cir 256000 bps bc 300 ms pir 256000 bps be 300 ms conform transmit
 
      [bookmark: pgfId-1111751]exceed set dscp dscp table cir-markdown-map violate drop
 
      
 
      [bookmark: pgfId-1115249]
 
     
      [bookmark: pgfId-1111203]
     

     
      [bookmark: pgfId-1111427]
     

    
 
   
 
    
     [bookmark: pgfId-1072154][bookmark: 50598][bookmark: 61894][bookmark: 48831]Verifying the Policing Configuration
 
     [bookmark: pgfId-1072156]To verify the policing [bookmark: marker-1097945]configuration, perform the following task:
 
     [bookmark: pgfId-1075922]
 
     [bookmark: pgfId-1113691]
 
     
      
      
        
        	 
          
          [bookmark: pgfId-1113706]Command
         
  
        	 
          
          [bookmark: pgfId-1113708]Description
         
  
       
 
        
        	 
  
        	 [bookmark: pgfId-1113743]Displays information about policy maps and policing.
  
       
 
      
     
 
    
 
   
 
    
     [bookmark: pgfId-1056940][bookmark: 74936]Configuration Example for QoS Policing[bookmark: marker-1114115]
 
     [bookmark: pgfId-1068335]The following example shows how to configure a 1-rate, 2-color policer:
 
    
     [bookmark: pgfId-1093145]config t
    

    
     [bookmark: pgfId-1093146] policy-map policy1
    

    
     [bookmark: pgfId-1093147] class one_rate_2_color_policer
    

    
     [bookmark: pgfId-1093148] police cir 256000 conform transmit violate drop
    

    
     [bookmark: pgfId-1093170]
    

    
     [bookmark: pgfId-1114129]
    

     [bookmark: pgfId-1114123]The following example shows how to configure a 1-rate, 2-color policer with DSCP mark down:
 
    
     [bookmark: pgfId-1093176]config t
    

    
     [bookmark: pgfId-1093177] policy-map policy2
    

    
     [bookmark: pgfId-1093178] class one_rate_2_color_policer_with_dscp_markdown
    

    
     [bookmark: pgfId-1093191] police cir 256000 conform set-dscp-transmit af11 violate set dscp dscp table pir-markdown-map 
    

    
     [bookmark: pgfId-1093202]
    

    
     [bookmark: pgfId-1114130]
    

     [bookmark: pgfId-1114131]The following example shows how to configure a 1-rate, 3-color policer:
 
    
     [bookmark: pgfId-1068313]config t
    

    
     [bookmark: pgfId-1068316] policy-map policy3
    

    
     [bookmark: pgfId-1068317] class one_rate_3_color_policer
    

    
     [bookmark: pgfId-1068319] police cir 256000 pir 256000 conform transmit exceed set dscp dscp table cir-markdown-map violate drop
    

    
     [bookmark: pgfId-1110288]
    

   
 
    
     [bookmark: pgfId-1110292][bookmark: 99022]Feature History for QoS Policing
 
     [bookmark: pgfId-1110293]This section provides the QoS policing release history.
 
     [bookmark: pgfId-1110307]
 
     
      
      
        
        	
          
          [bookmark: pgfId-1110296]Feature Name
         
  
        	
          
          [bookmark: pgfId-1110298]Releases
         
  
        	
          
          [bookmark: pgfId-1110300]Feature Information
         
  
       
 
        
        	 [bookmark: pgfId-1110302]QoS Policing
  
        	 [bookmark: pgfId-1110304]4.0
  
        	 [bookmark: pgfId-1110306]This feature was introduced.
  
       
 
      
     
 
    
 
    
     [bookmark: pgfId-1068628]
    

     [bookmark: pgfId-1082895]
 
   
 
  
 
  
   
   
   
    
     [bookmark: pgfId-1056585][bookmark: 44973]Monitoring QoS Statistics [bookmark: marker-1068592]
      
      
 
     
 
 
     [bookmark: pgfId-1056595]This chapter describes how to enable, display, and clear QoS statistics from the Cisco Nexus 1000V.
 
   
 
    
     [bookmark: pgfId-1061845][bookmark: 36237]Information About QoS Statistics [bookmark: marker-1066723]
 
     command. Statistics are enabled by default and can be disabled globally.
 
   
 
    
     [bookmark: pgfId-1059779][bookmark: 42959]Prerequisites for Monitoring QoS Statistics
 
     [bookmark: pgfId-1059780]Monitoring QoS statistics has the following prerequisites:
 
     
     	 [bookmark: pgfId-1059785]You are logged in to the CLI in EXEC mode.
 
    
 
   
 
    
     [bookmark: pgfId-1059814][bookmark: 30796]Enabling QoS Statistics
 
     [bookmark: pgfId-1059975]You can enable or disable QoS statistics[bookmark: marker-1063912] for all interfaces on the device. 
 
     
      [bookmark: pgfId-1067036]BEFORE YOU BEGIN
 
      [bookmark: pgfId-1071519]Before beginning this procedure, you must know or do the following:
 
      
      	 [bookmark: pgfId-1067049]By default, QoS statistics are enabled.
 
     
 
    
 
     
      [bookmark: pgfId-1060020]SUMMARY STEPS
 
      
 
      
 
      
 
      
 
    
 
     
      [bookmark: pgfId-1060029]DETAILED STEPS
 
      [bookmark: pgfId-1060124]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1060041]Command
          
  
         	
           
           [bookmark: pgfId-1060043]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1060045]Step 1
  
         	 
  [bookmark: pgfId-1060048]
  
  [bookmark: pgfId-1060050]n1000v# config t
  [bookmark: pgfId-1060051]n1000v(config)#
  
         	 [bookmark: pgfId-1060053]Places you into global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1060261]Step 2
  
         	 
  [bookmark: pgfId-1060264]
  
  [bookmark: pgfId-1060266]n1000v(config)# qos statistics
  
         	 [bookmark: pgfId-1060268]Enables QoS statistics on all interfaces.
  
        
 
         
         	 [bookmark: pgfId-1061474]Step 3
  
         	 
  [bookmark: pgfId-1061477]
  
  [bookmark: pgfId-1061479]n1000v(config)# show policy-map interface
  
         	 [bookmark: pgfId-1061481](Optional) Displays the status of the global statistics and the configured policy maps on all interfaces.
  
        
 
         
         	 [bookmark: pgfId-1060116]Step 4
  
         	 
  [bookmark: pgfId-1060119]
  
  [bookmark: pgfId-1060121]n1000v(config)# copy running-config startup-config
  
         	 [bookmark: pgfId-1060123](Optional) Saves the running configuration persistently through reboots and restarts by copying it to the startup configuration.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1059974][bookmark: 29859]Displaying QoS Statistics[bookmark: marker-1066935]
 
     [bookmark: pgfId-1060336]You can display QoS statistics for an interface.
 
     
      [bookmark: pgfId-1067757]BEFORE YOU BEGIN
 
      [bookmark: pgfId-1067785]Before beginning this procedure, you must know or do the following:
 
      
      	 [bookmark: pgfId-1067769]You know the interface for which statistics are needed.
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1068200]Note Statistics for individual interfaces are often the most useful. 

      
     

     
 
    
 
     
      [bookmark: pgfId-1060337]SUMMARY STEPS
 
      ]
 
    
 
     
      [bookmark: pgfId-1060343]DETAILED STEPS
 
      [bookmark: pgfId-1060404]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1060355]Command
          
  
         	
           
           [bookmark: pgfId-1060357]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1060387]Step 1
  
         	 ]
  [bookmark: pgfId-1063886]
  
  [bookmark: pgfId-1060392]n1000v# show policy-map interface ethernet 2/1
  
         	 [bookmark: pgfId-1067804]Displays the specified statistics.
  [bookmark: pgfId-1067799]To achieve the best result when your system has a large number of policies, use this command with specific arguments, such as specifying a particular interface or port channel. 
 
           
           	 [bookmark: pgfId-1068088]Use the  interface keyword with the following keywords to display the service policy on an interface:
 
          
  —displays a brief report of all policies attached to interfaces.
  —displays statistics for an Ethernet interface.
  —displays statistics for QoS input policies.
  —displays statistics for QoS output policies.
  —displays statistics for a port channel interface.
  —displays the statistics for a vEthernet interface.
 
           
           	 [bookmark: pgfId-1068089]Use the  type qos keyword to display the type of policy map.
 
          
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1058420][bookmark: 75382]Clearing QoS Statistics [bookmark: marker-1067148]
 
     [bookmark: pgfId-1060799]You can clear QoS statistics.
 
     
      [bookmark: pgfId-1060800]SUMMARY STEPS
 
      }]
 
    
 
     
      [bookmark: pgfId-1073089]DETAILED STEPS
 
      [bookmark: pgfId-1073106]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1073094]Command
          
  
         	
           
           [bookmark: pgfId-1073096]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1073098]Step 1
  
         	 }]
  [bookmark: pgfId-1073101]
  
  [bookmark: pgfId-1073103]n1000v# clear qos statistics type qos
  
         	 [bookmark: pgfId-1073105]Clears the specified QoS statistics.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1073108][bookmark: 65692]Configuration Example for QoS Statistics[bookmark: marker-1073109]
 
     [bookmark: pgfId-1069057]This example shows how to display statistics for policy maps that are configured on interfaces:
 
    
     [bookmark: pgfId-1069572]n1000v(config)# show policy-map interface 
    

    
     [bookmark: pgfId-1069573]
    

    
     [bookmark: pgfId-1069574]
    

    
     [bookmark: pgfId-1069575]Global statistics status : enabled
    

    
     [bookmark: pgfId-1069576]
    

    
     [bookmark: pgfId-1069577]Vethernet3
    

    
     [bookmark: pgfId-1069578]
    

    
     [bookmark: pgfId-1069579] Service-policy (qos) input: new-policy 
    

    
     [bookmark: pgfId-1069580] policy statistics status: enabled
    

    
     [bookmark: pgfId-1069581]
    

    
     [bookmark: pgfId-1069582] Class-map (qos): class-default (match-any)
    

    
     [bookmark: pgfId-1069583] 59610700 packets 
    

    
     [bookmark: pgfId-1069584] set prec 5
    

    
     [bookmark: pgfId-1069585]
    

    
     [bookmark: pgfId-1069586]Vethernet5
    

    
     [bookmark: pgfId-1069587]
    

    
     [bookmark: pgfId-1069588] Service-policy (qos) output: new-policer 
    

    
     [bookmark: pgfId-1069589] policy statistics status: enabled
    

    
     [bookmark: pgfId-1069590]
    

    
     [bookmark: pgfId-1069591] Class-map (qos): new-class (match-all)
    

    
     [bookmark: pgfId-1069592] 344661013 packets 
    

    
     [bookmark: pgfId-1069593] Match: precedence 5
    

    
     [bookmark: pgfId-1069594] police cir 900 mbps bc 200 ms 
    

    
     [bookmark: pgfId-1069595] conformed 505953339796 bytes, 899924196 bps action: transmit 
    

    
     [bookmark: pgfId-1069596] violated 12285218014 bytes, 22283000 bps action: drop 
    

    
     [bookmark: pgfId-1069597]
    

     [bookmark: pgfId-1069598]This example shows how to display statistics for a specific IPv4 access control list (ACL):
 
    
     [bookmark: pgfId-1069602]n1000v(config)# show ip access-lists protoacl
    

    
     [bookmark: pgfId-1069603]
    

    
     [bookmark: pgfId-1069604]IP access list protoacl
    

    
     [bookmark: pgfId-1069605] statistics per-entry 
    

    
     [bookmark: pgfId-1069606] 10 permit icmp 7.120.1.10/32 7.120.1.20/32 
    

    
     [bookmark: pgfId-1069607] 20 permit tcp 7.120.1.10/32 7.120.1.20/32 dscp af11 
    

    
     [bookmark: pgfId-1069608] 30 permit udp 7.120.1.10/32 7.120.1.20/32 precedence critical 
    

    
     [bookmark: pgfId-1069609] 50 permit ip 7.120.1.20/32 7.120.1.10/32 
    

    
     [bookmark: pgfId-1069610] 60 permit ip 7.120.1.20/32 7.120.1.10/32 dscp af11 
    

    
     [bookmark: pgfId-1069611] 70 permit ip 7.120.1.20/32 7.120.1.10/32 precedence critical 
    

    
     [bookmark: pgfId-1069612]
    

     [bookmark: pgfId-1072813]This example shows how to display the status of the global statistics and the configured policy maps on a specific interface:
 
    
     [bookmark: pgfId-1069630]n1000v(config)# show policy-map interface vethernet 3
    

    
     [bookmark: pgfId-1069631]
    

    
     [bookmark: pgfId-1069632]
    

    
     [bookmark: pgfId-1069633]Global statistics status : enabled
    

    
     [bookmark: pgfId-1069634]
    

    
     [bookmark: pgfId-1069635]Vethernet3
    

    
     [bookmark: pgfId-1069636]
    

    
     [bookmark: pgfId-1069637] Service-policy (qos) input: policy-protoacl
    

    
     [bookmark: pgfId-1069638] policy statistics status: enabled
    

    
     [bookmark: pgfId-1069639]
    

    
     [bookmark: pgfId-1069640] Class-map (qos): class-protoacl (match-any)
    

    
     [bookmark: pgfId-1069641] 132 packets 
    

    
     [bookmark: pgfId-1069642] Match: access-group protoacl
    

    
     [bookmark: pgfId-1069643] 132 packets 
    

    
     [bookmark: pgfId-1069262] set qos-group 100
    

    
     [bookmark: pgfId-1069368]
    

   
 
    
     [bookmark: pgfId-1068602]Additional References
 
     [bookmark: pgfId-1068603]For additional information related to implementing system-level HA features, see the following sections:
 
     
     	 [bookmark: pgfId-1068607]Related Documents
 
     	 [bookmark: pgfId-1068611]Standards
 
     	 [bookmark: pgfId-1068615]MIBs
 
     	 [bookmark: pgfId-1068619]RFCs
 
     	 [bookmark: pgfId-1068623]Technical Assistance
 
    
 
     
      [bookmark: pgfId-1068647][bookmark: 12973]Related Documents 
 
      [bookmark: pgfId-1069838]
 
      
       
       
         
         	
           
           [bookmark: pgfId-1068627]Related Topic
          
  
         	
           
           [bookmark: pgfId-1068629]Document Title
          
  
        
 
         
         	 [bookmark: pgfId-1068631]QoS Classification
  
         	 [bookmark: pgfId-1068636]“Configuring QoS Classification” section
  
        
 
         
         	 [bookmark: pgfId-1068717]QoS Policies and Marking
  
         	 [bookmark: pgfId-1068719]“Configuring QoS Marking Policies” section
  
        
 
         
         	 [bookmark: pgfId-1068725]QoS Overview
  
         	 [bookmark: pgfId-1068727]“Overview” section
  
        
 
         
         	 [bookmark: pgfId-1068747]QoS Policing
  
         	 [bookmark: pgfId-1068749]“Configuring QoS Policing” section
  
        
 
         
         	 [bookmark: pgfId-1068766]Configuring ACLs
  
         	 
  
        
 
         
         	 [bookmark: pgfId-1068641]Cisco Nexus 1000V commands
  
         	 
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1068658][bookmark: 35448]Standards
 
      [bookmark: pgfId-1069847]
 
      
       
       
         
         	
           
           [bookmark: pgfId-1068651]Standards
          
  
         	
           
           [bookmark: pgfId-1068653]Title
          
  
        
 
         
         	 [bookmark: pgfId-1068655]No new or modified standards are supported by this feature, and support for existing standards has not been modified by this feature.
  
         	 [bookmark: pgfId-1068657]—
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1068671][bookmark: 76148]MIBs
 
      [bookmark: pgfId-1069857]
 
      
       
       
         
         	
           
           [bookmark: pgfId-1068662]MIBs
          
  
         	
           
           [bookmark: pgfId-1068664]MIBs Link
          
  
        
 
         
         	
           
           	 [bookmark: pgfId-1068666]CISCO-PROCESS-MIB
 
          
  
         	 [bookmark: pgfId-1068668]To locate and download MIBs, go to the following URL:
  
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1068682][bookmark: 36742]RFCs
 
      [bookmark: pgfId-1069865]
 
      
       
       
         
         	
           
           [bookmark: pgfId-1068675]RFCs
          
  
         	
           
           [bookmark: pgfId-1068677]Title
          
  
        
 
         
         	 [bookmark: pgfId-1068679]No RFCs are supported by this feature
  
         	 [bookmark: pgfId-1068681]—
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1068694][bookmark: 53281]Technical Assistance
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1068686]Description
          
  
         	 
           
           [bookmark: pgfId-1068688]Link
          
  
        
 
         
         	 [bookmark: pgfId-1068690]Technical Assistance Center (TAC) home page, containing 30,000 pages of searchable technical content, including links to products, technologies, solutions, technical tips, and tools. Registered Cisco.com users can log in from this page to access even more content.
  
         	 
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1071444][bookmark: 99022]Feature History for QoS Statistics
 
     [bookmark: pgfId-1071445]This section provides the QoS statistics release history.
 
     [bookmark: pgfId-1071459]
 
     
      
      
        
        	
          
          [bookmark: pgfId-1071448]Feature Name
         
  
        	
          
          [bookmark: pgfId-1071450]Releases
         
  
        	
          
          [bookmark: pgfId-1071452]Feature Information
         
  
       
 
        
        	 [bookmark: pgfId-1071454]QoS Statistics
  
        	 [bookmark: pgfId-1071456]4.0
  
        	 [bookmark: pgfId-1071458]This feature was introduced.
  
       
 
      
     
 
    
 
   
 
  
 
  
   
   
   
    
     [bookmark: pgfId-1056821][bookmark: 49079][bookmark: 65688]Configuring Class Based Weighted Fair Queueing 
      
      
 
     
 
 
     [bookmark: pgfId-1056823]This chapter describes how to configure Class Based Weighted Fair Queueing policies on the Cisco Nexus 1000V to prioritize network traffic.
 
   
 
    
     [bookmark: pgfId-1068644][bookmark: 77608]Information About Class Based Weighted Fair Queueing 
 
     [bookmark: pgfId-1131840]With this feature the following goals have been addressed:
 
     
     	 [bookmark: pgfId-1131842]Queueing can ensure that any traffic class does not starve other traffic types.
 
     	 [bookmark: pgfId-1131843]Respect the bandwidth guarantees for each traffic class.
 
     	 [bookmark: pgfId-1131884]Optimize the utilization of the uplink bandwidth.
 
    
 
     [bookmark: pgfId-1133039]Class-based weighted fair queueing (CBWFQ) extends the standard weighted fair queueing (WFQ) functionality to provide support for user-defined traffic classes. For CBWFQ, you define traffic classes based on match criteria including protocols, and cos values. Packets satisfying the match criteria for a class constitute the traffic for that class. A queue is reserved for each class, and traffic belonging to a class is directed to the queue for that class. 
 
     [bookmark: pgfId-1133041]Once a class has been defined according to its match criteria, you can assign its characteristics. To characterize a class, you assign it bandwidth, and maximum queue limit. The bandwidth assigned to a class is the guaranteed bandwidth delivered to the class during congestion. 
 
     [bookmark: pgfId-1133043]To characterize a class, you also specify the queue limit for that class, which is the maximum number of packets allowed to accumulate in the queue for the class. Packets belonging to a class are subject to the bandwidth and queue limits that characterize the class. 
 
     [bookmark: pgfId-1133045]After a queue has reached its configured queue limit, enqueueing of additional packets to the class causes tail drop. 
 
     [bookmark: pgfId-1133049]The traffic that does not match any of the configured classes is given best-effort treatment. Once a packet is classified, all of the standard mechanisms that can also be used to differentiate service among the classes apply. 
 
     [bookmark: pgfId-1133053]For CBWFQ, the weight specified for the class becomes the weight of each packet that meets the match criteria of the class. Packets that arrive at the egress interface are classified according to the match criteria filters you define, then each one is assigned the appropriate weight. The weight for a packet belonging to a specific class is derived from the bandwidth you assigned to the class when you configured it; in this sense the weight for a class is user-configurable. 
 
     [bookmark: pgfId-1133055]After the weight for a packet is assigned, the packet is enqueued in the appropriate class queue. CBWFQ uses the weights assigned to the queued packets to ensure that the class queue is serviced fairly. 
 
     [bookmark: pgfId-1133057]Configuring a class policy—thus, configuring CBWFQ—entails these three processes: 
 
     
     	 [bookmark: pgfId-1133059]Defining traffic classes to specify the classification policy (class maps). 
 
    
 
     [bookmark: pgfId-1133061]This process determines how many types of packets are to be differentiated from one another. 
 
     
     	 [bookmark: pgfId-1133063]Associating policies—that is, class characteristics—with each traffic class (policy maps). 
 
    
 
     [bookmark: pgfId-1133065]This process entails configuration of policies to be applied to packets belonging to one of the classes previously defined through a class map. For this process, you configure a policy map that specifies the policy for each traffic class. 
 
     
     	 [bookmark: pgfId-1133067]Attaching policies to interfaces (service policies). 
 
    
 
     
      
    
 
    
 
    [bookmark: pgfId-1135025]Note A queueing policy map can only be applied on an uplink in the egress (outbound) direction.

     
    

    
 
     [bookmark: pgfId-1133069]This process requires that you associate an existing policy map, or service policy, with an interface to apply the particular set of policies for the map to that interface. 
 
     [bookmark: pgfId-1131838]Policy maps prioritize network traffic by class. You create policy maps to define how to treat each class of traffic so that it is prioritized for the best quality of service.
 
     
      [bookmark: pgfId-1147553]Information About Class Maps for Queuing
 
      command defines whether you want packets for this class map to match protocol, class of service, or both. 
 
      
      	 [bookmark: pgfId-1147581]CoS is specified as a number from 0 to 7. 
 
     
 
      [bookmark: pgfId-1147583]This matches traffic based on the class of service (CoS) in the IEEE 802.1Q header, defined in IEEE 802.1p. CoS is encoded in the high order 3 bits of the VLAN ID Tag field and is referred to as user_priority. 
 
      
      	 [bookmark: pgfId-1147585]The following are pre-defined protocol matches: 
 
     
 
      [bookmark: pgfId-1147587]–[image: ] n1k_control 
 
      [bookmark: pgfId-1147589]–[image: ] n1k_mgmt 
 
      [bookmark: pgfId-1147591]–[image: ] n1k_packet 
 
      [bookmark: pgfId-1147593]–[image: ] vmw_ft 
 
      [bookmark: pgfId-1147595]–[image: ] vmw_iscsi 
 
      [bookmark: pgfId-1147597]–[image: ] vmw_mgmt 
 
      [bookmark: pgfId-1147599]–[image: ] vmw_nfs 
 
      [bookmark: pgfId-1147601]–[image: ] vmw_vmotion 
 
      
      	 [bookmark: pgfId-1147603]The following are the default COS values associated with the protocols: 
 
     
 
      [bookmark: pgfId-1147605]–[image: ] n1k_control: 6 
 
      [bookmark: pgfId-1147607]–[image: ] n1k_mgmt: No default value 
 
      [bookmark: pgfId-1147609]–[image: ] n1k_packet: 6 
 
      [bookmark: pgfId-1147611]For VMware protocols such as vmw_ft, vmw_iscsi, vmw_mgmt, vmw_nfs, and vmw_vmotion, Cisco Nexus 1000V does not set any default COS value. See the VMware documentation for more information. 
 
    
 
   
 
    
     [bookmark: pgfId-1056920][bookmark: 68080]Licensing Requirements for Class Based Weighted Fair Queueing [bookmark: marker-1146318]
 
     [bookmark: pgfId-1135043]There are no licensing requirements for this feature.
 
   
 
    
     [bookmark: pgfId-1133992][bookmark: 42959]Prerequisites for Class Based Weighted Fair Queueing
 
     [bookmark: pgfId-1056921]Class Based Weighted Fair Queueing has the following prerequisites:
 
     
     	 [bookmark: pgfId-1059243]You are already logged in to the CLI in EXEC mode.
 
    
 
   
 
    
     [bookmark: pgfId-1056933][bookmark: 60324]Guidelines and [bookmark: class based weighted fair queuing]Limitations [bookmark: class based weighted fair queuing]
 
     [bookmark: pgfId-1133505]Use the following guidelines and limitations when configuring Class Based Weighted Fair Queueing (CBWFQ).
 
     
     	 [bookmark: pgfId-1133508]A queueing policy can only be applied on an uplink interface in the egress (outbound) direction.
 
     	 [bookmark: pgfId-1135060]Queueing is supported on ESX/ESXi 4.1.0 and later hosts.
 
     	 [bookmark: pgfId-1141715]For port-channel interfaces, queueing bandwidth applies on the member ports. The overall performance will depend on how the vethernets are pinned to member ports and the traffic pattern on the individual ports.
 
     	 [bookmark: pgfId-1147939]We recommend that you reserve 10% bandwidth of the uplink for the control traffic. 
 
    
 
   
 
    
     [bookmark: pgfId-1056936][bookmark: 36046]Default Settings [bookmark: class based weighted fair queuing]
 
     [bookmark: pgfId-1133671]Class Based Weighted Fair Queueing is disabled by default. 
 
   
 
    
     [bookmark: pgfId-1133512][bookmark: 94331]Configuring Class Based Weighted Fair Queueing Policies
 
     [bookmark: pgfId-1058686]This section describes how to create QoS queueing class policies for the Cisco Nexus 1000V:
 
     [bookmark: pgfId-1145222]Creating the policy consists of the following steps:
 
     [bookmark: pgfId-1145231] 1.[image: ] Create a class map
 
     [bookmark: pgfId-1145243] 2.[image: ] Create a policy map
 
     [bookmark: pgfId-1145258] 3.[image: ] Apply the policy map on an interface
 
     
      [bookmark: pgfId-1079818][bookmark: 41850]Configuring Class Based Weighted Fair Queueing [bookmark: marker-1108219]
 
      [bookmark: pgfId-1110932]This feature allows the user to differentiate traffic classes and provide appropriate bandwidth guarantees.
 
      [bookmark: pgfId-1140052]You can use this procedure to configure class-based weighted fair queueing as follows:
 
      
      	 [bookmark: pgfId-1140053]Create a queueing class map with protocol or CoS matching criteria.
 
      	 [bookmark: pgfId-1140054]Create a queueing policy map and assign the class map to it. 
 
     
 
    
 
     
      [bookmark: pgfId-1110910]BEFORE YOU BEGIN
 
      [bookmark: pgfId-1110911]Before beginning this procedure, you must know or do the following:
 
      
      	 [bookmark: pgfId-1110913]You are logged in to the CLI in EXEC mode.
 
      	 [bookmark: pgfId-1140074]You know whether you want the queueing class map to match protocol or CoS.
 
      	 [bookmark: pgfId-1140075]You know whether you want to designate a minimum guaranteed bandwidth for the traffic class.
 
      	 [bookmark: pgfId-1140076]You know whether you want to designate a maximum queue size for the traffic class.
 
     
 
    
 
     
      [bookmark: pgfId-1113339]SUMMARY STEPS
 
      
 
      
 
      [bookmark: pgfId-1140114] 3.[image: ] match {cos id | protocol name} 
 
      
 
      
 
      
 
      
 
      ]}] 
 
      
 
      
 
      [bookmark: pgfId-1145108] 11.[image: ] show policy-map interface 
 
      
 
    
 
     
      [bookmark: pgfId-1081121]DETAILED STEPS
 
      [bookmark: pgfId-1140831]
 
      
       
       
         
         	 
         	
           
           [bookmark: pgfId-1140684]Command
          
  
         	
           
           [bookmark: pgfId-1140686]Purpose
          
  
        
 
         
         	 [bookmark: pgfId-1140688]Step 1
  
         	 
  [bookmark: pgfId-1140691]
  
  [bookmark: pgfId-1140693]n1000v# config t
  [bookmark: pgfId-1140694]n1000v(config)#
  
         	 [bookmark: pgfId-1140696]Places you into global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1140698]Step 2
  
         	 [bookmark: pgfId-1140702]class-map type queuing {match-any | match-all} map-name 
  [bookmark: pgfId-1140703]
  
  [bookmark: pgfId-1140705]n1000v(config)# class-map type queuing match-all class_fin1
  [bookmark: pgfId-1140706]n1000v(config-cmap-que)
  
         	 [bookmark: pgfId-1140710]Creates a CBWFQ class map and enters class map queueing mode for configuring the new class map.
  [bookmark: pgfId-1140711]match-any: Use this option to apply this class map to a packet if it matches any of the matching criteria.
  [bookmark: pgfId-1140712]match-all: Use this option to apply this class map to a packet if it matches all of the matching criteria.
  [bookmark: pgfId-1140713]map-name: up to 40 alphanumeric characters in length and can include the hyphen and underscore characters.
  
        
 
         
         	 [bookmark: pgfId-1140715]Step 3
  
         	 [bookmark: pgfId-1140718]match {cos id} | {protocol name} 
  [bookmark: pgfId-1140719]
  
  [bookmark: pgfId-1140721]n1000v(config-cmap-que)# match protocol vmw_vmotion
  [bookmark: pgfId-1140722]n1000v(config-cmap-que)#
  
         	 [bookmark: pgfId-1140735]Defines whether you want packets for this class map to match protocol, class of service, or both. 
 
           
           	 [bookmark: pgfId-1140736]CoS is specified as a number from 0 to 7. 
 
          
  [bookmark: pgfId-1140737]This matches traffic based on the class of service (CoS) in the IEEE 802.1Q header, defined in IEEE 802.1p. CoS is encoded in the high order 3 bits of the VLAN ID Tag field and is referred to as user_priority. 
 
           
           	 [bookmark: pgfId-1140738]The following are pre-defined protocol matches:
 
          
  [bookmark: pgfId-1141735]–[image: ] n1k_control
  [bookmark: pgfId-1141736]–[image: ] n1k_mgmt
  [bookmark: pgfId-1141737]–[image: ] n1k_packet
  [bookmark: pgfId-1141738]–[image: ] vmw_ft
  [bookmark: pgfId-1141739]–[image: ] vmw_iscsi
  [bookmark: pgfId-1141740]–[image: ] vmw_mgmt
  [bookmark: pgfId-1147489]–[image: ] vmw_nfs
  [bookmark: pgfId-1147490]–[image: ] vmw_vmotion
 
           
           	 [bookmark: pgfId-1147491]The following are the default COS values associated with the protocols:
 
          
  [bookmark: pgfId-1147446]–[image: ] n1k_control: 6
  [bookmark: pgfId-1147458]–[image: ] n1k_mgmt: No default value
  [bookmark: pgfId-1147463]–[image: ] n1k_packet: 6
  [bookmark: pgfId-1147468]–[image: ] For VMware protocols such as vmw_ft, vmw_iscsi, vmw_mgmt, vmw_nfs, and vmw_vmotion, Cisco Nexus 1000V does not set any default COS value. See the VMware documentation for more information.
  
        
 
         
         	 [bookmark: pgfId-1140741]Step 4
  
         	 
  [bookmark: pgfId-1140744]
  
  [bookmark: pgfId-1140746]n1000v(config-cmap-que)# exit 
  [bookmark: pgfId-1140747]n1000v(config)#
  
         	 [bookmark: pgfId-1140750]Exits class-map queueing configuration mode and returns you to global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1140752]Step 5
  
         	 
  [bookmark: pgfId-1140755]
  
  [bookmark: pgfId-1140758]n1000v(config)# policy-map type queuing Policy-vmotion
  [bookmark: pgfId-1140759]n1000v(config-pmap-que)
  
         	 [bookmark: pgfId-1140762]Creates a CBWFQ policy map and enters policy map queueing mode for configuring the new policy map. 
  
        
 
         
         	 [bookmark: pgfId-1140765]Step 6
  
         	 
  [bookmark: pgfId-1140768]
 
           
           [bookmark: pgfId-1140769]Example:
           
 n1000v(config-pmap-que)# class type queuing class_fin1
          
 
           
           [bookmark: pgfId-1140771]n1000v(config-pmap-c-que)#
          
  
         	 [bookmark: pgfId-1140774]Assigns a CBWFQ class to this policy map and enters policy map class queueing configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1140776]Step 7
  
         	 
  [bookmark: pgfId-1140781]
 
           
           [bookmark: pgfId-1140782]Example:
           
 n1000v(config-pmap-c-que)# bandwidth percent 50
          
 
           
           [bookmark: pgfId-1140783]n1000v(config-pmap-c-que)#
          
  
         	 [bookmark: pgfId-1140786]Designates the minimum guaranteed bandwidth for this traffic class as a percentage of total available bandwidth.
  
        
 
         
         	 [bookmark: pgfId-1140803]Step 8
  
         	 show policy-map [{[type qos] [pmap-name-qos]} | {type queuing [pmap-name-que]}]
  [bookmark: pgfId-1140807]
 
           
           [bookmark: pgfId-1140808]Example:
           
 n1000v(config-pmap-c-que)# show policy-map type queuing Policy-vmotion
          
 
           
           [bookmark: pgfId-1140809]
          
 
           
           [bookmark: pgfId-1140810] Type queuing policy-maps
          
 
           
           [bookmark: pgfId-1140811] ========================
          
 
           
           [bookmark: pgfId-1140812]
          
 
           
           [bookmark: pgfId-1140813] policy-map type queuing Policy-vmotion
          
 
           
           [bookmark: pgfId-1140814] class type queuing Match-vmotion
          
 
           
           [bookmark: pgfId-1140815] bandwidth percent 50
          
 
           
           [bookmark: pgfId-1140816]
          
 
           
           [bookmark: pgfId-1140817]n1000v(config-pmap-c-que)#
          
  [bookmark: pgfId-1140818]
  
         	 [bookmark: pgfId-1140820]Displays the configuration for verification.
  
        
 
         
         	 [bookmark: pgfId-1145471]Step 9
  
         	 
  [bookmark: pgfId-1145491]
  
  [bookmark: pgfId-1145493]n1000v(config-pmap-c-que)# exit 
  [bookmark: pgfId-1145494]n1000v(config-pmap-que)#
  
         	 [bookmark: pgfId-1145496]Exits policy-map type queueing configuration mode and returns you to policy-map configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1145477]Step 10
  
         	 
  [bookmark: pgfId-1145503]
  
  [bookmark: pgfId-1145505]n1000v(config-pmap-que)# exit 
  [bookmark: pgfId-1145506]n1000v(config)#
  
         	 [bookmark: pgfId-1145508]Exits policy-map configuration mode and returns you to global configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1145351]Step 11
  
         	 
  [bookmark: pgfId-1145383]
 
           
           [bookmark: pgfId-1145384]
            Example: 
          
  [bookmark: pgfId-1145385]n1000v(config)# port-profile type ethernet myppte
  [bookmark: pgfId-1145525]n1000v(config-port-prof)#
  [bookmark: pgfId-1145524]
  
         	 [bookmark: pgfId-1145355]Creates a port-profile and enters port-profile configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1145357]Step 12
  
         	 
  [bookmark: pgfId-1145410]
 
           
           [bookmark: pgfId-1145413]
            Example: 
          
  [bookmark: pgfId-1145411]n1000v(config-port-prof)# service-policy type queuing output my_pmtq 
  [bookmark: pgfId-1145426]n1000v(config-port-prof)#
  
         	 [bookmark: pgfId-1145361]Creates a service-policy of type queuing.
  
        
 
         
         	 [bookmark: pgfId-1145363]Step 13
  
         	 [bookmark: pgfId-1145365]show policy-map interface
  [bookmark: pgfId-1145439]
  [bookmark: pgfId-1145527]Example:
  [bookmark: pgfId-1145528]n1000v(config-port-prof)# show policy-map interface
  [bookmark: pgfId-1145461]n1000v(config-port-prof)
  
         	 [bookmark: pgfId-1145367]Displays the status of the global statistics and the configured policy maps on all interfaces.
  
        
 
         
         	 [bookmark: pgfId-1140822]Step 14
  
         	 
  [bookmark: pgfId-1140825]
  
 
           
           [bookmark: pgfId-1140827]n1000v(config-port-prof)# copy running-config startup-config
          
 
           
           [bookmark: pgfId-1140828]n1000v(config-port-prof)#
          
  
         	 [bookmark: pgfId-1140830](Optional) Saves the running configuration persistently through reboots and restarts by copying it to the startup configuration.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1135184][bookmark: 87899][bookmark: 48831]Verifying the Class Based Weighted Fair Queueing Configuration [bookmark: marker-1122002]
 
     [bookmark: pgfId-1116303]To verify the QoS queueing policy configuration, perform one of the following tasks:
 
     [bookmark: pgfId-1116328]
 
     
      
      
        
        	
          
          [bookmark: pgfId-1116418]Command
         
  
        	
          
          [bookmark: pgfId-1116420]Description
         
  
       
 
        
        	 
  
        	 [bookmark: pgfId-1145623]Displays the queueing policy map configuration.
  [bookmark: pgfId-1145627]See Display Policy Map Type Queuing
  
       
 
        
        	 
  
        	 [bookmark: pgfId-1145662]Displays the queueing class map configuration.
  [bookmark: pgfId-1145671]See Display Class Map
  
       
 
        
        	 [bookmark: marker-1116422]
  
        	 [bookmark: pgfId-1116425]Displays the policy map interface configuration.
  [bookmark: pgfId-1144520]See Display Policy Map on Interface
  
       
 
        
        	 
  
        	 [bookmark: pgfId-1141497]Displays the QoS running configuration.
  
       
 
      
     
 
    
 
     [bookmark: pgfId-1142966]Example 6-1 [bookmark: 26411]Display Policy Map Type Queuing
 
    
     [bookmark: pgfId-1142967]n1000v# show policy-map type queuing Policy-vmotion
    

    
     [bookmark: pgfId-1142968]
    

    
     [bookmark: pgfId-1142969]
    

    
     [bookmark: pgfId-1142970] Type queuing policy-maps
    

    
     [bookmark: pgfId-1142971] ========================
    

    
     [bookmark: pgfId-1142972]
    

    
     [bookmark: pgfId-1142973] policy-map type queuing Policy-vmotion
    

    
     [bookmark: pgfId-1142974] class type queuing Match-vmotion
    

    
     [bookmark: pgfId-1142975] bandwidth percent 50
    

     [bookmark: pgfId-1142976]Example 6-2 [bookmark: 17225]Display Class Map
 
    
     [bookmark: pgfId-1142977]n1000v# show class-map type queuing Match-vmotion
    

    
     [bookmark: pgfId-1142978]
    

    
     [bookmark: pgfId-1142979]
    

    
     [bookmark: pgfId-1142980] Type queuing class-maps
    

    
     [bookmark: pgfId-1142981] ========================
    

    
     [bookmark: pgfId-1142982]
    

    
     [bookmark: pgfId-1142983] class-map type queuing match-any Match-vmotion
    

    
     [bookmark: pgfId-1142984] match protocol vmw_vmotion
    

    
     [bookmark: pgfId-1142985]
    

     [bookmark: pgfId-1142986]Example 6-3 [bookmark: 83399]Display Policy Map on Interface
 
    
     [bookmark: pgfId-1142987]n1000v# show policy-map interface ethernet 3/3
    

    
     [bookmark: pgfId-1142988]
    

    
     [bookmark: pgfId-1142989]
    

    
     [bookmark: pgfId-1142990]Global statistics status : disabled
    

    
     [bookmark: pgfId-1142991]
    

    
     [bookmark: pgfId-1142992]Ethernet3/3
    

    
     [bookmark: pgfId-1142993]
    

    
     [bookmark: pgfId-1142994] Service-policy (queuing) output: Policy-vmotion
    

    
     [bookmark: pgfId-1142995] policy statistics status: enabled
    

    
     [bookmark: pgfId-1142996]
    

    
     [bookmark: pgfId-1142997] Class-map (queuing): Match-vmotion (match-any)
    

    
     [bookmark: pgfId-1142998] Match: protocol vmw_vmotion
    

    
     [bookmark: pgfId-1142999] bandwidth percent 50
    

    
     [bookmark: pgfId-1143038]
    

     [bookmark: pgfId-1143051]Example 6-4 [bookmark: 36439]Display Class Map
 
    
     [bookmark: pgfId-1143052]n1000v# show class-map type queuing Match-Cos
    

    
     [bookmark: pgfId-1143053]
    

    
     [bookmark: pgfId-1143054]
    

    
     [bookmark: pgfId-1143055] Type queuing class-maps
    

    
     [bookmark: pgfId-1143056] ========================
    

    
     [bookmark: pgfId-1143057]
    

    
     [bookmark: pgfId-1143058] class-map type queuing match-all Match-Cos
    

    
     [bookmark: pgfId-1143059] match cos 5
    

     [bookmark: pgfId-1143060]Example 6-5 [bookmark: 21851]Display Service Policy on Interface
 
    
     [bookmark: pgfId-1143061]n1000v# show policy-map interface ethernet 3/3
    

    
     [bookmark: pgfId-1143062]
    

    
     [bookmark: pgfId-1143063]
    

    
     [bookmark: pgfId-1143064]Global statistics status : disabled
    

    
     [bookmark: pgfId-1143065]
    

    
     [bookmark: pgfId-1143066]Ethernet3/3
    

    
     [bookmark: pgfId-1143067]
    

    
     [bookmark: pgfId-1143068] Service-policy (queuing) output: Policy-Cos
    

    
     [bookmark: pgfId-1143069] policy statistics status: enabled
    

    
     [bookmark: pgfId-1143070]
    

    
     [bookmark: pgfId-1143071] Class-map (queuing): Match-Cos (match-all)
    

    
     [bookmark: pgfId-1143072] Match: cos 5
    

    
     [bookmark: pgfId-1143073] bandwidth percent 50
    

    
     [bookmark: pgfId-1143074]
    

     [bookmark: pgfId-1143118]Example 6-6 Display Service Policy on Interface
 
    
     [bookmark: pgfId-1143119]n1000v# show policy-map interface port-channel 1
    

    
     [bookmark: pgfId-1143120]
    

    
     [bookmark: pgfId-1143121]
    

    
     [bookmark: pgfId-1143122]Global statistics status : disabled
    

    
     [bookmark: pgfId-1143123]
    

    
     [bookmark: pgfId-1143124]port-channel1
    

    
     [bookmark: pgfId-1143125]
    

    
     [bookmark: pgfId-1143126] Service-policy (queuing) output: Policy-vmotion
    

    
     [bookmark: pgfId-1143127] policy statistics status: enabled
    

    
     [bookmark: pgfId-1143128]
    

    
     [bookmark: pgfId-1143129] Class-map (queuing): Match-vmotion (match-any)
    

    
     [bookmark: pgfId-1143130] Match: protocol vmw_vmotion
    

    
     [bookmark: pgfId-1143131] bandwidth percent 50
    

   
 
    
     [bookmark: pgfId-1141516]Configuration Examples for Class-Based Weighted Fair Queueing
 
     [bookmark: pgfId-1142650]Example 6-7 Allocating 50% of Bandwidth for vMotion Traffic
 
    
     [bookmark: pgfId-1142666]conf t
    

    
     [bookmark: pgfId-1142667]Enter configuration commands, one per line. End with CNTL/Z.
    

    
     [bookmark: pgfId-1142668]class-map type queuing match-any Match-vmotion
    

    
     [bookmark: pgfId-1142669]match protocol vmw_vmotion
    

    
     [bookmark: pgfId-1142670]exit
    

    
     [bookmark: pgfId-1142671]policy-map type queuing Policy-vmotion
    

    
     [bookmark: pgfId-1142672]class type queuing Match-vmotion
    

    
     [bookmark: pgfId-1142673]bandwidth percent 50
    

    
     [bookmark: pgfId-1142674]exit
    

    
     [bookmark: pgfId-1142675]exit
    

    
     [bookmark: pgfId-1142676]interface ethernet 3/3
    

    
     [bookmark: pgfId-1142677]service-policy type queuing output Policy-vmotion
    

     [bookmark: pgfId-1142718]Example 6-8 Alocating 50% of Bandwidth for Traffic with CoS Value of 5
 
    
     [bookmark: pgfId-1142734]conf t
    

    
     [bookmark: pgfId-1142735]Enter configuration commands, one per line. End with CNTL/Z.
    

    
     [bookmark: pgfId-1142736]class-map type queuing match-all Match-Cos
    

    
     [bookmark: pgfId-1142737]match cos 5
    

    
     [bookmark: pgfId-1142738]exit
    

    
     [bookmark: pgfId-1142739]policy-map type queuing Policy-Cos
    

    
     [bookmark: pgfId-1142740]class type queuing Match-Cos
    

    
     [bookmark: pgfId-1142741]bandwidth percent 50
    

    
     [bookmark: pgfId-1142742]exit
    

    
     [bookmark: pgfId-1142743]exit
    

    
     [bookmark: pgfId-1142744]interface ethernet 3/3
    

    
     [bookmark: pgfId-1142745]service-policy type queuing output Policy-Cos
    

     [bookmark: pgfId-1144687]Example 6-9 Policy-Map with Multiple Traffic Classes 
 
    
     [bookmark: pgfId-1144750]conf t
    

    
     [bookmark: pgfId-1144751]Enter configuration commands, one per line. End with CNTL/Z.
    

    
     [bookmark: pgfId-1144752]class-map type queuing match-any class-vmotion
    

    
     [bookmark: pgfId-1144753]match protocol vmw_vmotion
    

    
     [bookmark: pgfId-1144754]exit
    

    
     [bookmark: pgfId-1144755]class-map type queuing match-any class-cos-2
    

    
     [bookmark: pgfId-1144756]match cos 2
    

    
     [bookmark: pgfId-1144757]exit
    

    
     [bookmark: pgfId-1144758]policy-map type queuing policy-priority-vmotion
    

    
     [bookmark: pgfId-1144759]class type queuing class-vmotion
    

    
     [bookmark: pgfId-1144760]bandwidth percent 60
    

    
     [bookmark: pgfId-1144761]class type queuing class-cos-2
    

    
     [bookmark: pgfId-1144762]bandwidth percent 40
    

    
     [bookmark: pgfId-1144763]exit
    

    
     [bookmark: pgfId-1144764]exit
    

    
     [bookmark: pgfId-1144765]int po1
    

    
     [bookmark: pgfId-1144766]service-policy type queuing output policy-priority-vmotion
    

    
     [bookmark: pgfId-1144723]
    

    
     [bookmark: pgfId-1142796]sh policy-map type queuing policy-priority-vmotion
    

    
     [bookmark: pgfId-1142797]
    

    
     [bookmark: pgfId-1142798]
    

    
     [bookmark: pgfId-1142799] Type queuing policy-maps
    

    
     [bookmark: pgfId-1142800] ========================
    

    
     [bookmark: pgfId-1142801]
    

    
     [bookmark: pgfId-1142802] policy-map type queuing policy-priority-vmotion
    

    
     [bookmark: pgfId-1142803] class type queuing class-vmotion
    

    
     [bookmark: pgfId-1142804] bandwidth percent 60
    

    
     [bookmark: pgfId-1142805] class type queuing class-cos-2
    

    
     [bookmark: pgfId-1142806] bandwidth percent 40
    

    
     [bookmark: pgfId-1142807]
    

    
     [bookmark: pgfId-1142808]conf t
    

    
     [bookmark: pgfId-1142809]Enter configuration commands, one per line. End with CNTL/Z.
    

    
     [bookmark: pgfId-1142810]int po1
    

    
     [bookmark: pgfId-1142811]service-policy type queuing output policy-priority-vmotion
    

    
     [bookmark: pgfId-1142812]end
    

    
     [bookmark: pgfId-1144922]
    

    
     [bookmark: pgfId-1142813]sh policy-map interface po1
    

    
     [bookmark: pgfId-1142814]
    

    
     [bookmark: pgfId-1142815]
    

    
     [bookmark: pgfId-1142816]Global statistics status : disabled
    

    
     [bookmark: pgfId-1142817]
    

    
     [bookmark: pgfId-1142818]port-channel1
    

    
     [bookmark: pgfId-1142819]
    

    
     [bookmark: pgfId-1142820] Service-policy (queuing) output: policy-priority-vmotion
    

    
     [bookmark: pgfId-1142821] policy statistics status: enabled
    

    
     [bookmark: pgfId-1142822]
    

    
     [bookmark: pgfId-1142823] Class-map (queuing): class-vmotion (match-any)
    

    
     [bookmark: pgfId-1142824] Match: protocol vmw_vmotion
    

    
     [bookmark: pgfId-1142825] bandwidth percent 60
    

    
     [bookmark: pgfId-1142826]
    

    
     [bookmark: pgfId-1142827] Class-map (queuing): class-cos-2 (match-any)
    

    
     [bookmark: pgfId-1142828] Match: cos 2
    

    
     [bookmark: pgfId-1142829] bandwidth percent 40
    

   
 
    
     [bookmark: pgfId-1141498][bookmark: 47786][bookmark: 99022]Feature History for Class Based Weighted Fair Queueing
 
     [bookmark: pgfId-1122464]This section provides the Class Based Weighted Fair Queueing release history.
 
     [bookmark: pgfId-1122478]
 
     
      
      
        
        	
          
          [bookmark: pgfId-1122467]Feature Name
         
  
        	
          
          [bookmark: pgfId-1122469]Releases
         
  
        	
          
          [bookmark: pgfId-1122471]Feature Information
         
  
       
 
        
        	 [bookmark: pgfId-1122473]Class Based Weighted Fair Queueing 
  
        	 [bookmark: pgfId-1122475]4.2(1)SV1(4)
  
        	 [bookmark: pgfId-1122477]This feature was introduced.
  
       
 
      
     
 
    
 
   
 
  
 
  
   
   
   
    
     [bookmark: pgfId-1056821][bookmark: 49079][bookmark: 65688]DSCP and Precedence Values
      
      
 
     
 
 
     [bookmark: pgfId-1056823]This appendix provides the DSCP and precedence values used in QoS class maps and policy maps.
 
   
 
    
     [bookmark: pgfId-1118202][bookmark: 46069]Commonly Used DSCP Values
 
     [bookmark: pgfId-1117604]Unless noted as a restriction, you can mark both incoming and outgoing packets.
 
     .
 
     [bookmark: pgfId-1111621]
 
     
      
       
        [bookmark: pgfId-1111851]Table 7-1 [bookmark: 47900]Commonly Used DSCP Values 
 
       
      
        
        	
          
          [bookmark: pgfId-1111951]DSCP Value
         
  
        	
          
          [bookmark: pgfId-1114034]Decimal Value
         
  
        	
          
          [bookmark: pgfId-1112021]Meaning
         
  
        	
          
          [bookmark: pgfId-1112254]Drop Probability
         
  
        	
          
          [bookmark: pgfId-1111857]Equivalent IP Precedence Value
         
  
       
 
        
        	 [bookmark: pgfId-1112123]101 110 
  
        	 [bookmark: pgfId-1114036]46
  
        	 [bookmark: pgfId-1112141]High Priority
  [bookmark: pgfId-1112125]Expedited Forwarding (EF)
  
        	 [bookmark: pgfId-1112256]N/A
  
        	 [bookmark: pgfId-1112127]101 - Critical
  
       
 
        
        	 [bookmark: pgfId-1112324]000 000 
  
        	 [bookmark: pgfId-1114038]0
  
        	 [bookmark: pgfId-1112306]Best Effort
  
        	 [bookmark: pgfId-1112308]N/A
  
        	 [bookmark: pgfId-1112310]000 - Routine
  
       
 
        
        	 [bookmark: pgfId-1111953]001 010 
  
        	 [bookmark: pgfId-1114040]10
  
        	 [bookmark: pgfId-1112073]AF11
  
        	 [bookmark: pgfId-1112258]Low
  
        	 [bookmark: pgfId-1111861]001 - Priority
  
       
 
        
        	 [bookmark: pgfId-1111955]001 100 
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