
Caveats

This chapter describes open and resolved severity 1 and 2 caveats and select severity 3 caveats:

• The “Open Caveats” sections list open caveats that apply to the current release and may apply to previous
releases. A caveat that is open for a prior release and is still unresolved applies to all future releases until
it is resolved.

• The “Resolved Caveats” sections list caveats resolved in a specific release, but open in previous releases.

The bug IDs are sorted alphanumerically.

The Caveats section includes the bug ID and a short description of the bug. For details on the symptoms,
conditions, and workaround for a specific caveat you must use the Bug Search Tool.

Note

• Resolved Caveats - Cisco IOS XE Dublin 17.10.1, on page 1
• Resolved Caveats - Cisco IOS XE Dublin 17.10.1 - Platform Independent, on page 2
• Open Caveats - Cisco IOS XE Dublin 17.10.1, on page 2
• Open Caveats - Cisco IOS XE Dublin 17.10.1 - Platform Independent, on page 2
• Cisco Bug Search Tool, on page 2

Resolved Caveats - Cisco IOS XE Dublin 17.10.1
HeadlineIdentifier

RSTP loop can be noticed when the router becomes aliveCSCwb82994

Continuous assertion and clear of LAIS on protect channel causing IPC failureCSCwc41135

TPOP: enabling RTP is not inserting RTP header in TPOP until DCR is configuredCSCwb55575

DS3_RX_RAI is shown in both facility-alarm and facility-condition status cliCSCwb78907

STS1e ⇒ vt-15 ⇒ Difference in ifName string format for controller up/down syslog
messages

CSCwb76150

Router may experience an unexpected reset when configuring or using interface BDI
>= 4097

CSCwb60002
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https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwb82994
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwc41135
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwb55575
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwb78907
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwb76150
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwb60002


HeadlineIdentifier

APS-ACR config/unconfig results in traffic dropCSCwb90111

Change in SD-BER threshold value to 10e-9 causes SD alarm assertionCSCwb69025

Alarm assertion/clearing not happening for port x+1 when complete sonet config for
port x is removed

CSCwc53354

NCS4200-1T8S-20CS MLPPP: Fake AIS alarm is seen on controller during channel
group config

CSCwb65890

Synchronization Status Messaging (S1) Processing and Generation issueCSCwc25182

Resolved Caveats - Cisco IOS XE Dublin 17.10.1 - Platform
Independent

There are no platform independent resolved caveats for this release.

Open Caveats - Cisco IOS XE Dublin 17.10.1
HeadlineIdentifier

RSP3: Bundle rommon version 15.6(57r)S to polaris_devCSCwd28107

Unexpected router reload due to MLDPv6CSCwc77502

Port Te0/0/10 went admin down after successive reloadsCSCwc93296

Performance issue on ASR900 platformCSCwd05362

RSP3: MPLS pseudowirte - Incorrect label stack pushed to packetCSCwc65971

Open Caveats - Cisco IOS XE Dublin 17.10.1 - Platform
Independent

There are no platform independent open caveats for this release.

Cisco Bug Search Tool
Cisco Bug Search Tool (BST), the online successor to Bug Toolkit, is designed to improve effectiveness in
network risk management and device troubleshooting. You can search for bugs based on product, release,
and keyword, and aggregates key data such as bug details, product, and version. For more details on the tool,
see the help page located at http://www.cisco.com/web/applicat/cbsshelp/help.html
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https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwb90111
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwb69025
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwc53354
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwb65890
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwc25182
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwd28107
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwc77502
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwc93296
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwd05362
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwc65971
https://tools.cisco.com/bugsearch/
http://www.cisco.com/web/applicat/cbsshelp/help.html
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