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Preface

This preface describes the audience, organization, and conventions of the Cisco UCS C460 M4 Server
Installation and Service Guide. It also provides information about how to obtain related documentation.

Audience

This guide is for experienced network administrators who configure and maintain Cisco servers.

Conventions

This document uses the following conventions for notes, cautions, and safety warnings. Notes and
cautions contain important information that you should know.

N,
Note = Means reader take note. Notes contain helpful suggestions or references to material that are not covered
in the publication.

A

Caution = Means reader be careful. Cautions contain information about something you might do that could result
in equipment damage or loss of data.

Safety warnings appear throughout this guide in procedures that, if performed incorrectly, can cause
physical injuries. A warning symbol precedes each warning statement.

Cisco UCS C460 M4 Server Installation and Service Guide
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Warning IMPORTANT SAFETY INSTRUCTIONS

This warning symbol means danger. You are in a situation that could cause bodily injury. Before you
work on any equipment, be aware of the hazards involved with electrical circuitry and be familiar
with standard practices for preventing accidents. Use the statement number provided at the end of
each warning to locate its translation in the translated safety warnings that accompanied this
device. Statement 1071

SAVE THESE INSTRUCTIONS

Waarschuwing BELANGRIJKE VEILIGHEIDSINSTRUCTIES

Dit waarschuwingssymbool betekent gevaar. U verkeert in een situatie die lichamelijk letsel kan
veroorzaken. Voordat u aan enige apparatuur gaat werken, dient u zich bewust te zijn van de bij
elektrische schakelingen betrokken risico's en dient u op de hoogte te zijn van de standaard
praktijken om ongelukken te voorkomen. Gebruik het nummer van de verklaring onderaan de
waarschuwing als u een vertaling van de waarschuwing die bij het apparaat wordt geleverd, wilt
raadplegen.

BEWAAR DEZE INSTRUCTIES

Varoitus TARKEITA TURVALLISUUSOHJEITA

Tama varoitusmerkki merkitsee vaaraa. Tilanne voi aiheuttaa ruumiillisia vammoja. Ennen kuin
késittelet laitteistoa, huomioi sdhkdpiirien kisittelemiseen liittyvit riskit ja tutustu
onnettomuuksien yleisiin ehkéisytapoihin. Turvallisuusvaroitusten kdédnnokset loytyvit laitteen
mukana toimitettujen kdannettyjen turvallisuusvaroitusten joukosta varoitusten lopussa nikyvien
lausuntonumeroiden avulla.

SAILYTA NAMA OHJEET

Attention  IMPORTANTES INFORMATIONS DE SECURITE

Ce symbole d'avertissement indique un danger. Vous vous trouvez dans une situation pouvant
entrainer des blessures ou des dommages corporels. Avant de travailler sur un équipement, soyez
conscient des dangers liés aux circuits électriques et familiarisez-vous avec les procédures
couramment utilisées pour éviter les accidents. Pour prendre connaissance des traductions des
avertissements figurant dans les consignes de sécurité traduites qui accompagnent cet appareil,
référez-vous au numéro de l'instruction situé a la fin de chaque avertissement.

CONSERVEZ CES INFORMATIONS

Warnung WICHTIGE SICHERHEITSHINWEISE

Dieses Warnsymbol bedeutet Gefahr. Sie befinden sich in einer Situation, die zu Verletzungen fiihren
kann. Machen Sie sich vor der Arbeit mit Gerdten mit den Gefahren elektrischer Schaltungen und
den iiblichen Verfahren zur Vorbeugung vor Unféillen vertraut. Suchen Sie mit der am Ende jeder
Warnung angegebenen Anweisungsnummer nach der jeweiligen Ubersetzung in den iibersetzten
Sicherheitshinweisen, die zusammen mit diesem Geréat ausgeliefert wurden.

BEWAHREN SIE DIESE HINWEISE GUT AUF.

Cisco UCS C460 M4 Server Installation and Service Guide
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Avvertenza IMPORTANTI ISTRUZIONI SULLA SICUREZZA

Questo simbolo di avvertenza indica un pericolo. La situazione potrebbe causare infortuni alle
persone. Prima di intervenire su qualsiasi apparecchiatura, occorre essere al corrente dei pericoli
relativi ai circuiti elettrici e conoscere le procedure standard per la prevenzione di incidenti.
Utilizzare il numero di istruzione presente alla fine di ciascuna avvertenza per individuare le
traduzioni delle avvertenze riportate in questo documento.

CONSERVARE QUESTE ISTRUZIONI

Advarsel VIKTIGE SIKKERHETSINSTRUKSJONER

Dette advarselssymbolet betyr fare. Du er i en situasjon som kan fore til skade pa person. Far du
begynner a arbeide med noe av utstyret, ma du veere oppmerksom pa farene forbundet med
elektriske kretser, og kjenne til standardprosedyrer for a forhindre ulykker. Bruk nummeret i slutten
av hver advarsel for a finne oversettelsen i de oversatte sikkerhetsadvarslene som fulgte med denne
enheten.

TA VARE PA DISSE INSTRUKSJONENE

Aviso INSTRUCOES IMPORTANTES DE SEGURANGA

Este simbolo de aviso significa perigo. Vocé esta em uma situacao que podera ser causadora de
lesdes corporais. Antes de iniciar a utilizacao de qualquer equipamento, tenha conhecimento dos
perigos envolvidos no manuseio de circuitos elétricos e familiarize-se com as praticas habituais de
prevencio de acidentes. Utilize o niimero da instrugéo fornecido ao final de cada aviso para
localizar sua traducdo nos avisos de seguranca traduzidos que acompanham este dispositivo.

GUARDE ESTAS INSTRUCOES

jAdvertencia! INSTRUCCIONES IMPORTANTES DE SEGURIDAD

Este simbolo de aviso indica peligro. Existe riesgo para su integridad fisica. Antes de manipular
cualquier equipo, considere los riesgos de la corriente eléctrica y familiaricese con los
procedimientos estandar de prevencion de accidentes. Al final de cada advertencia encontrara el
nimero que le ayudara a encontrar el texto traducido en el apartado de traducciones que acompaiia
a este dispositivo.

GUARDE ESTAS INSTRUCCIONES

Varning! VIKTIGA SAKERHETSANVISNINGAR

Denna varningssignal signalerar fara. Du befinner dig i en situation som kan leda till personskada.
Innan du utfor arbete pa nagon utrustning maste du vara medveten om farorna med elkretsar och
kanna till vanliga forfaranden for att forebygga olyckor. Anvdnd det nummer som finns i slutet av
varje varning for att hitta dess dversittning i de dversatta sakerhetsvarningar som medféljer denna
anordning.

SPARA DESSA ANVISNINGAR
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Opozorilo

MpepynpexxpeHve

iR ETIERRF

FONTOS BIZTONSAGI ELOIRASOK

Ez a figyelmezeto jel veszélyre utal. Sérilésveszélyt rejto helyzetben van. Mielott
barmely berendezésen munkat végezte, legyen figyelemmel az elektromos aramkorék
okozta kockazatokra, és ismerkedjen meg a szokasos balesetvédelmi eljarasokkal.

A kiadvanyban szereplo figyelmeztetések forditasa a késziilékhez mellékelt biztonsagi
figyelmeztetések kozétt talalhatd; a forditas az egyes figyelmeztetések végén lathaté
szam alapjan keresheto meg.

ORIZZE MEG EZEKET AZ UTASITASOKAT!

BAXXHbIE MHCTPYKLUWMU NO COBNIOAEHUIO TEXHUKWN BE3OMNMACHOCTU

3T1oT cuMBON NpeaynpexaeHus o603HavyaeT onacHOCTb. TO eCTb UMeeT MecTo CUTyauust, B
KOTOpOW crieayeT onacaTtbCsl TefecHbIX nospexaeHuin. Mepea akcnnyaTtaumer o6opyaoBaHus
BbISICHUTE, KAKUM OMacHOCTSIM MOXET noaBepraTbCsl Nofib3oBaTesb NPU UCNOSb30BaHUMU
3MeKTPUYECKUX uenem, U 03HaKOMLTECh C NpaBUNamMmmn TeXHUkn 6esonacHocTU Ans
npenoTBpalleHUsi BO3MOXHbIX HeCYaCTHbIX cry4aeB. Bocnonb3yiTecb HOMepoOM 3asiBreHus,
npuBeAeHHbIM B KOHLIE KaXXAoro npeaynpexaeHusl, YTo6bl HANTU ero nepeBeAeHHbIN BapuaHT
B nepeBofe npeaynpexaeHui no 6e3onacHoOCTH, NpunaraeMoM K JaHHOMY YCTPOWUCTBY.

COXPAHUTE 3TU MHCTPYKLIUN

EEMREMIRA

EEFSAKRREKR. GELTARIZIITEGENITENE,. ERERREFEILIEZH, ARSI E
IRBIfR BRI TE R, #ﬁﬂéﬁ\sﬁ?ﬁBﬁi%ﬁiﬂiiﬂ’ﬂﬁ\}ﬁlfﬁﬁﬁ ERESNESERRMMAERSHRKE T
WEMREHE SR ARIIEXAE.

HREFXL R 2

RETOEEIESRE

[fER] DEKRTY ., ABBEREFHT 5L-ODFEZTENBRIATHET, EEOWMYRLMEEE
5L, ERABROBREISGEEL. —BUABHMHLERICEELTLEZEL, ZEHEOXEERIE.
ZEIEFEDBEEEHIZ, EEIZHFHED lTranslated Safety Warnings] #8B LT EELY,

CNODERFRZRELTENTI LS,

0l 30 JIs= A S UEH-LICH HXL A X R4S 222 = As AASe &30 AsLICH

0 &Y S +=ot)| M0l D] sl2et 2HE ASS =Kot HE AY 2 E =KotH AL
£ YXNotdAIL. 2+ 12 DA F=20 i’A'E 12 HSE HA00 0 X2 &M M3&Hs
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Aviso

Advarsel

Upozorenje

Upozornéni

INSTRUCOES IMPORTANTES DE SEGURANGA

Este simbolo de aviso significa perigo. Vocé se encontra em uma situacédo em que harisco de lesdes
corporais. Antes de trabalhar com qualquer equipamento, esteja ciente dos riscos que envolvem os
circuitos elétricos e familiarize-se com as praticas padrao de prevencédo de acidentes. Use o
nimero da declaracéo fornecido ao final de cada aviso para localizar sua traducao nos avisos de
seguranca traduzidos que acompanham o dispositivo.

GUARDE ESTAS INSTRUCOES

VIGTIGE SIKKERHEDSANVISNINGER

Dette advarselssymbol betyder fare. Du befinder dig i en situation med risiko for
legemesbheskadigelse. For du begynder arbejde pa udstyr, skal du veere opmaerksom pa de
involverede risici, der er ved elektriske kredsleb, og du skal seette dig ind i standardprocedurer til
undgaelse af ulykker. Brug erkleeringsnummeret efter hver advarsel for at finde oversaettelsen i de
oversatte advarsler, der fulgte med denne enhed.

GEM DISSE ANVISNINGER

Aalat ole¥l Slald

(Joall ity B Obilia¥ (13,201 die iy B (iSe (B anlgile i lay 100 . plade 399 110 ,ltoxid Say Tuidig
Pl g gl ¢ 589 (193 Aglimlt Al il Ole 2 WU ele e (S5 Al S Slackalt (13 a1 jlalive 5 i
3l o A 1 Aa J GLa¥1 Ol liods J3n13 il )3 (IS0 ol paltol IS 531 (2 392581 Gl 0B
Ol y 1 ol Yoy @8

VAZNE SIGURNOSNE NAPOMENE

Ovaj simbol upozorenja predstavlja opasnost. Nalazite se u situaciji koja moze prouzrogiti
tjelesne ozljede. Prije rada s bilo kojim uredajem, morate razumjeti opasnosti vezane uz
elektriéne sklopove, te biti upoznati sa standardnim nac¢inima izbjegavanja nesrec¢a. U
prevedenim sigurnosnim upozorenjima, priloZzenima uz uredaj, mozete prema broju koji se
nalazi uz pojedino upozorenje pronaci i njegov prijevod.

SACUVAJTE OVE UPUTE

DULEZITE BEZPECNOSTNI POKYNY

Tento upozornujici symbol oznaéuje nebezpedéi. Jste v situaci, ktera by mohla zpuisobit
nebezpeci Urazu. Pfed praci na jakémkoliv vybaveni si uvédomte nebezpeéi souvisejici

s elektrickymi obvody a seznamte se se standardnimi opatrenimi pro predchazeni trazam.
Podle ¢isla na konci kazdého upozornéni vyhledejte jeho preklad v prelozenych
bezpeénostnich upozornénich, ktera jsou pfilozena k zafizeni.

USCHOVEJTE TYTO POKYNY

[ oL-31215-01
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MpogidoTtroinon >HMANTIKEZ OAHTIEZ AZOANEIAX

AuTté 10 TTpOEIdOTTOINTIKO OUPBOAO onuaivel Kivduvo. BpiokeoTe o€ KOTAOTACN TTOU PTTOPE va
TTPOKaAETEl TpaupaTiopd. MNpiv epyacTeite o OTTOI0OATTOTE ECOTTAIOUO, VO EXETE UTTOWN OAG TOUG
KIvdUVOUG TTou OXeTiCovTal e Ta NAEKTPIKA KUKAWHATA Kal va EXETE €COIKEIWDBEI e TIGC TUVABEIG
TTIPAKTIKEG YIO TNV ATTOQUYH ATUXNPATWY. XpNOIYOTTOINOTE TOV apiBud driAwong TTou TTAPEXETAI OTO
TENOG KGOE TTpOEIdOTTOINONG, VIO VA EVTOTTIOETE TN JETAPPAOCT TNG OTIG HETOPPATHUEVES
TTPOEIBOTTOINCEIG A0@AAEIOG TTOU CUVODEUOUV TN CUCKEUN.

OYNA=TE AYTEZ TIZ OAHIIEX
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TI'Y DY TAVNY 1197 .nY'N97 0Na7 217Un a¥Nna X¥N1 NNK D120 mon AT NNNTX 'O
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Opomena BAXXHW BE3BEOHOCHW HAMATCTBUJA
CumbonoT 3a npegynpeayBane 3Ha4m onacHocT. Ce HaoraTte BO cuTyaumja LUITO MOXe Aa
npegussuka TenecHu nospeau. MNMpen aa paboTtute co onpemara, GuaeTe CBECHM 3a PU3UKOT LUTO
NoCTOW Kaj enekTpuyHMTE Kona u Tpeba ga rv nosHaearte cTaH4apAHUTE NOCTarKu 3a cnpevyBake Ha
HecpekHu crnyyvaun. VickopucTeTe ro 6pojoT Ha usjaBaTa LUTO Ce Haora Ha KpajoT Ha Cekoe
npenynpenyBake 3a Aa ro Hajaete HEroBMOT Nepuog Bo npeeeaeHnTe 6e36eqHOCHM
npegynpenyBaka LWTO ce ncrnopadaHun co ypeaor.
YYBAJTE ' OBME HANATCTBUJA

Ostrzezenie WAZNE INSTRUKCJE DOTYCZACE BEZPIECZENSTWA

Ten symbol ostrzezenia oznacza niebezpieczenstwo. Zachodzi sytuacja, ktéra moze
powodowac obrazenia ciata. Przed przystgpieniem do prac przy urzadzeniach nalezy
zapoznac si¢ z zagrozeniami zwigzanymi z uktadami elektrycznymi oraz ze standardowymi
srodkami zapobiegania wypadkom. Na koncu kazdego ostrzezenia podano numer, na
podstawie ktérego mozna odszuka¢ ttumaczenie tego ostrzezenia w dotagczonym do
urzadzenia dokumencie z ttumaczeniami ostrzezen.

NINIEJSZE INSTRUKCJE NALEZY ZACHOWAC

Upozornenie DOLEZITE BEZPECNOSTNE POKYNY

Tento varovny symbol oznacuje nebezpecenstvo. Nachadzate sa v
situacii s nebezpecenstvom urazu. Pred pracou na akomkolvek vybaveni
si uvedomte nebezpecenstvo suvisiace s elektrickymi obvodmi a
oboznamte sa so Standardnymi opatreniami na predchadzanie urazom.
Podla &isla na konci kazdého upozornenia vyhladajte jeho preklad v
prelozenych bezpeénostnych upozorneniach, ktoré su prilozené k
zariadeniu.

USCHOVAJTE SITENTO NAVOD
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Opozorilo POMEMBNI VARNOSTNI NAPOTKI

Ta opozorilni simbol pomeni nevarnost. Nahajate se v situaciji, kjer lahko pride do telesnih
poskodb. Preden pri¢nete z delom na napravi, se morate zavedati nevarnosti udara
elektricnega toka, ter tudi poznati preventivne ukrepe za preprecevanje taksnih nevarnosti.
Uporabite obrazlozitveno Stevilko na koncu posameznega opozorila, da najdete opis
nevarnosti v prilozenem varnostnem priro¢niku.

SHRANITE TE NAPOTKE!
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Related Documentation

The documentation set for the Cisco Unified Computing System (UCS) C-Series rack-mount serversis
described in the roadmap document at the following link:

Cisco UCS C-Series Documentation Roadmap

Documentation Feedback

To provide technical feedback on this document, or to report an error or omission, please send your
comments to ucs-docfeedback @external.cisco.com. We appreciate your feedback.

Communications, Services, and Additional Information

e To receive timely, relevant information from Cisco, sign up at Cisco Profile Manager.
e To get the business impact you’re looking for with the technologies that matter, visit Cisco Services.
e To submit a service request, visit Cisco Support.

e To discover and browse secure, validated enterprise-class apps, products, solutions and services,
visit Cisco Marketplace.

¢ To obtain general networking, training, and certification titles, visit Cisco Press.

¢ To find warranty information for a specific product or product family, access Cisco Warranty Finder.

Cisco Bug Search Tool

Cisco Bug Search Tool (BST) is a web-based tool that acts as a gateway to the Cisco bug tracking system
that maintains a comprehensive list of defects and vulnerabilities in Cisco products and software. BST
provides you with detailed defect information about your products and software.
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Overview

Front Panel Features

Figure 1-1

Front Panel Features

CHAPTER

This chapter provides an overview of the Cisco UCS C460 M4 server.

Figure 1-1 shows the front panel features of the server.

EEEEEE
pOomooo!

HDD 02 [==-] HDD 03 [[9=3 [
HDD 06 [[4---| HDD 07 |]q-=-| HDD 08 @ = e
HDD 10 [4==-| HDD 11 [[§==~[ HDD 12 [§=x o

1 |Cooling fans (hot-swappable and |8 |Power supply status LED
accessible from the front panel)
2 |Operations panel 9 |Network link activity LED
3 |[Power button/LED 10 |Drive bays 5 and 9 support NVMe PCle solid state drives
(SSDs) and SAS/SATA drives.
Identification button/LED 11 |Drive bays 1-12 support SAS/SATA drives.
5 |[System status LED 12 |KVM console connector (used with a KVM cable that
provides two USB, one VGA, and one serial connector)
6 |Fan status LED 13 |Pull-out asset tag

Temperature status LED

[ oL-31215-01
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I Rear Panel Features

Rear Panel Features

Figure 1-2 shows the rear panel features of the server.

Figure 1-2 Rear Panel Features
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1 |PCle riser 1 (slots 1-5) 6 |10 Gb Ethernet ports (two)
See PCle Slots, page 3-51 for slot
specifications.
2 |PCle riser 2 (slots 6-10) 7 |USB 2.0 ports (three)
3 |Serial port (DB-9 connector) 8 |1 Gb Ethernet ports (two)
4 |VGA video port (DB-15 connector) 9 |Rear identification LED/button
5 |1 Gb Ethernet dedicated management port M1 |10 |Power supplies 1-4 (hot-swappable,
redundant as 2+2)
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Replaceable Component Locations Il

Replaceable Component Locations

This section shows the locations of the components that are discussed in this chapter. The view in
Figure 1-3 is from the top down with the top cover removed.

Figure 1-3 Replaceable Component Locations
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1 |Drive bays (up to 12 2.5-inch drives) 9 |Mediariser card (includes two bays for Cisco
e All 12 bays support SAS/SATA drives. Flexible Flash drives, an internal USB port,

and the DIP switches)
e Bays 5 and 9 support NVMe PCle SSD
drives and SAS/SATA drives.

2 |Fan modules (four, hot-swappable and 10 |Cisco Flexible Flash drive (SD card) bays
front-accessible) (two on the media riser card)

3 |RAID backup unit (supercap power module) |11 |Internal, vertical USB 2.0 port (on the media
mounting bracket on chassis wall riser card)

4 | RAID controller card socket (dedicated 12 |PCle riser 1 (PClIe slots 1-5)
internal PCle socket)

5 |Memory risers with DIMMs (up to 8 risers with |13 |PCle riser 2, optional (PCle slots 6—10)
12 DIMM sockets each)

6 |Chassis mid-brace 14 | TPM socket and screw hole (on motherboard,
not visible under riser in this view)

7 |CPUs and heat sinks (two or four) 15 |RTC battery (on motherboard, not visible

The CPUs and their heat sinks are below the under riser in this view)

memory risers and PCle risers.

8 |Power supplies (two or four, redundant as 2+2)

Power supplies are hot-swappable.

Cisco UCS C460 M4 Server Installation and Service Guide
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Server Features Overview

Table 1-1 lists the features of the server.

Table 1-1 Cisco UCS C460 M4 Server Features
Feature Description
Chassis Four rack-unit (4RU) chassis.
Processors Different versions of CPUs are available:
e Two or four Intel Xeon E7-4800 v2 or E7-8800 EX v2 Series processors.
e Two or four Intel Xeon E7-4800 v3 or E7-8800 EX v3 Series processors.
e Two or four Intel Xeon E7-4800 v4 or E7-8800 EX v4 Series processors.
Memory The server has up to 8 hot-pluggable memory risers that each have 12 DIMM slots,

for a total of 96 DIMM slots. Each CPU can control 2 memory risers (up to 24
DIMM:s). Memory risers are hot-pluggable.! 2

N
Note  See the release notes for your operating system and your

Cisco IMC/BIOS release for details and restrictions on
hot-plugging: Cisco IMC Release Notes.

Multi-bit error

This server supports multi-bit error protection.

protection
Storage The server can hold up to 12 drives:
e All 12 drive bays support SAS and SATA drives.
e Drive bays 5 and 9 also support NVMe PCle SSD drives that are compliant with
the Non-Volatile Memory Express (NVMe) protocol.
SAS and SATA drives are hot-swappable®; PCle drives are hot-pluggable.*
Disk For a list of supported RAID controller options, see RAID Controller
Management Considerations, page C-1.
There is one dedicated motherboard slot for a RAID controller card.
Note: At this time, the RAID controller can control only 8 of the 12 drive bays. See
Replacing SAS/SATA Hard Drives or Solid State Drives, page 3-14.
Note: The RAID controller cannot control PCle drives.
RAID Backup The optional supercap power module (SCPM) mounts to a bracket on the chassis
wall.
PClIe I/O One or two PCle risers with five horizontal PCle slots each.
See PClIe Slots, page 3-51 for slot specifications.
InfiniBand The bus slots in this server support the InfiniBand architecture.

] Cisco UCS C460 M4 Server Installation and Service Guide
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Table 1-1 Cisco UCS C460 M4 Server Features (continued)

Feature

Description

Network and
management [/O

The server provides these rear panel connectors:

e One 10/100/1000 dedicated management Ethernet port
e Two 1-Gb BASE-T Ethernet ports

e Two 10-Gb BASE-T Ethernet ports

¢ One RS-232 serial port (DB-9 connector)

® One VGA video port (DB-15 connector)

e Three USB 2.0 connectors

The server also has one front-panel KVM connector that is used with the included
KVM cable, which provides two USB, one VGA, and one serial connector.

WoL

The 1-Gb BASE-T Ethernet LAN ports support the wake-on-LAN (WoL) standard.

Cisco Flexible
Flash drive

Up to two Cisco Flexible Flash drives in the SD card slots that are on the media riser.

Internal USB

The server includes one internal USB 2.0 slot on the internal media riser.

Power Four power supplies, 1400 W each.
Hot-swappable and redundant as 2+2.

ACPI This server supports the advanced configuration and power interface (ACPI) 4.0
standard.

Cooling Four fan modules, hot-swappable and front-accessible.
In addition, there is 1 fan in each power supply.

Baseboard Cisco Integrated Management Controller (Cisco IMC) firmware.

management . . .
Depending on your settings, the Cisco IMC can be accessed through the
10/100/1000 dedicated management ports, the 1-Gb LOM ports, or a Cisco virtual
interface card.

Video Resolution up to 1600 x1200, 16 bpp at 60 Hz. Up to 256 MB of video memory.

. Hot-pluggable = Software shutdown of the component is required before removing while the server is powered on.

. Memory hot-plug requires an operating system that supports this feature.

1
2
3. Hot-swappable = No preconditioning of the component is required before removal while the server is powered on.
4

. Hot-pluggable = The component must be shut down in the operating system before removal while the server is powered on.

[ oL-31215-01
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CHAPTER

Installing the Server

This chapter describes how to install the server, and it includes the following sections:
e Unpacking and Inspecting the Server, page 2-2
e Preparing for Server Installation, page 2-3
¢ Installing the Server in a Rack, page 2-5
¢ Initial Server Setup, page 2-11
e NIC Modes and NIC Redundancy Settings, page 2-14
e System BIOS and Cisco IMC Firmware, page 2-15

A

Note  Before you install, operate, or service a server, review the Regulatory Compliance and Safety
Information for Cisco UCS C-Series Servers for important safety information.

A

Warning IMPORTANT SAFETY INSTRUCTIONS

This warning symbol means danger. You are in a situation that could cause bodily injury. Before you
work on any equipment, be aware of the hazards involved with electrical circuitry and be familiar
with standard practices for preventing accidents. Use the statement number provided at the end of
each warning to locate its translation in the translated safety warnings that accompanied this device.
Statement 1071

SAVE THESE INSTRUCTIONS

Cisco UCS C460 M4 Server Installation and Service Guide
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M Unpacking and Inspecting the Server

Unpacking and Inspecting the Server
A

Caution = When handling internal server components, wear an ESD strap and handle modules by the carrier edges
only.

~

Note  The chassis is thoroughly inspected before shipment. If any damage occurred during transportation or
any items are missing, contact your customer service representative immediately.

To inspect the shipment, follow these steps:

Step1  Remove the server from its cardboard container and save all packaging material.

Step2  Compare the shipment to the equipment list provided by your customer service representative and
Figure 2-1. Verify that you have all items.

Step3  Check for damage and report any discrepancies or damage to your customer service representative. Have
the following information ready:

e Invoice number of shipper (see the packing slip)
e Model and serial number of the damaged unit
e Description of damage

e Effect of damage on the installation

Figure 2-1 Shipping Box Contents
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1 |[Server 3 |Documentation

2 |Power cord (up to four) 4 |KVM cable
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Preparing for Server Installation

This section provides information about preparing for server installation, and it includes the following
topics:

e Installation Guidelines, page 2-3
e Rack Requirements, page 2-4
e Equipment Requirements, page 2-4

¢ Slide Rail Adjustment Range, page 2-4

Installation Guidelines

A

Warning

A

Warning

>

Warning

>

Warning

A

To prevent the system from overheating, do not operate it in an area that exceeds the maximum
recommended ambient temperature of: 35° C (95° F).
Statement 1047

The plug-socket combination must be accessible at all times, because it serves as the main
disconnecting device.
Statement 1019

This productrelies on the building’s installation for short-circuit (overcurrent) protection. Ensure that
the protective device is rated not greater than: 250 V, 15 A.
Statement 1005

Installation of the equipment must comply with local and national electrical codes.
Statement 1074

When you are installing a server, use the following guidelines:

¢ Plan your site configuration and prepare the site before installing the server. See the Cisco UCS Site
Preparation Guide for the recommended site planning tasks.

¢ Ensure that there is adequate space around the server to allow for servicing the server and for
adequate airflow. The airflow in this server is from front to back.

¢ Ensure that the air-conditioning meets the thermal requirements listed in the Server Specifications.

¢ Ensure that the cabinet or rack meets the requirements listed in the “Rack Requirements” section on
page 2-4.

e Ensure that the site power meets the power requirements listed in the Server Specifications. If
available, you can use an uninterruptible power supply (UPS) to protect against power failures.

Caution

Avoid UPS types that use ferroresonant technology. These UPS types can become unstable with systems
such as the Cisco UCS, which can have substantial current draw fluctuations from fluctuating data traffic
patterns.

[ oL-31215-01
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Rack Requirements

This section provides the requirements for the standard open racks, assuming an external ambient air
temperature range of 41°F to 95°F (5°C to 35°C).

The rack must be of the following type:

e A standard 19-in. (48.3-cm) wide, four-post EIA rack, with mounting posts that conform to English
universal hole spacing, per section 1 of ANSI/EIA-310-D-1992.

e The rack post holes can be square 0.38-inch (9.6 mm), round 0.28-inch (7.1 mm), #12-24 UNC, or
#10-32 UNC when you use the supplied slide rails.

e The minimum vertical rack space per server must be four RUs, equal to 7 in. (17.78 cm).

Equipment Requirements

The slide rails supplied by Cisco Systems for this server do not require tools for installation if you install
them in a rack that has square 0.38-inch (9.6 mm), round 0.28-inch (7.1 mm), or #12-24 UNC threaded
holes.

Slide Rail Adjustment Range

The slide rails for this server have an adjustment range of 26 to 36 inches (660 to 914 mm).

Cisco UCS C460 M4 Server Installation and Service Guide
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Installing the Server in a Rack

This section contains the following topics:
e Installing the Slide Rails, page 2-5
¢ Installing the Cable Management Arm (Optional), page 2-9
e Reversing the Cable Management Arm (Optional), page 2-10

A

Warning  To prevent bodily injury when mounting or servicing this unit in a rack, you must take special
precautions to ensure that the system remains stable. The following guidelines are provided to ensure
your safety:

This unit should be mounted at the bottom of the rack if it is the only unit in the rack.

When mounting this unitin a partially filled rack, load the rack from the bottom to the top with the heaviest component
at the bottom of the rack.

If the rack is provided with stabilizing devices, install the stabilizers before mounting or servicing the unit in the rack.
Statement 1006

Installing the Slide Rails

Step 1 Attach the inner rails to the sides of the server:

a. Align an inner rail with one side of the server so that the four keyed slots in the rail align with the
four pegs on the side of the server (see Figure 2-2).

b. Set the keyed slots over the pegs, and then slide the rail toward the rear to lock it in place on the pegs.

c. Install the second inner rail to the opposite side of the server.

Figure 2-2 Attaching Inner Rail to Side of Server
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Step2  Open the front securing plate on both slide-rail assemblies. The front end of the slide-rail assembly has
a spring-loaded securing plate that must be open before you can insert the mounting pegs into the
rack-post holes.

On the outside of the assembly, push the green arrow button toward the rear to open the securing plate
(see Figure 2-3).

Figure 2-3 Front Securing Mechanism, Inside of Front End

i
0

=
T i <«
®
1 |Front mounting pegs 3 |Securing plate shown pulled back to open
position

2 |Rack post

Step3  Install the slide rails into the rack:
a. Align one slide-rail assembly front end with the front rack-post holes that you want to use.

The slide rail front-end wraps around the outside of the rack post and the mounting pegs enter the
rack-post holes from the outside-front (see Figure 2-3).

A

Note  The rack post must be between the mounting pegs and the open securing plate.

b. Push the mounting pegs into the rack-post holes.

c. Press the securing plate release button, marked PUSH. The spring-loaded securing plate closes to
lock the pegs in place.

d. Adjust the slide-rail length, and then push the rear mounting pegs into the corresponding rear
rack-post holes. The slide rail must be level front-to-rear.

The rear mounting pegs enter the rear rack-post holes from the inside of the rack post.

e. Attach the second slide-rail assembly to the opposite side of the rack. Ensure that the two slide-rail
assemblies are at the same height with each other and are level front-to-back.

f. Pull the inner slide rails on each assembly out toward the rack front until they hit the internal stops
and lock in place.

Cisco UCS C460 M4 Server Installation and Service Guide
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Step4d  Insert the server into the slide rails:

A

Caution  This server weighs approximately 130 pounds (59 kilograms) when fully loaded with components. We
recommend that you use a minimum of two people or a mechanical lift when lifting the server.
Attempting this procedure alone could result in personal injury or equipment damage.

a. Align the rear of the inner rails that are attached to the server sides with the front ends of the empty
slide rails on the rack.

b. Push the server into the slide rails until it stops at the internal stops.

c. Slide the release clip toward the rear on both inner rails, and then continue pushing the server into
the rack until its front slam latches engage with the rack posts.
Figure 2-4 Inner Rail Release Clip
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1 |Inner rail release clip 3 |Outer rail attached to rack post
2 |Inner rail attached to server

Step5  (Optional) Secure the server in the rack more permanently by using the two screws that are provided with
the slide rails. Perform this step if you plan to move the rack with servers installed (see Figure 2-5).

With the server fully pushed into the slide rails, open a hinged slam latch lever on the front of the server
and insert the screw through the hole that is under the lever. The screw threads into the static part of the
rail on the rack post and prevents the server from being pulled out. Repeat for the opposite slam latch.

Cisco UCS C460 M4 Server Installation and Service Guide
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Figure 2-5

Optional Securing Screws
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1 |Rack post

Screw hole on front end of slide rail

Slam latch on server (closed)

Screw hole on slam latch when open

3 |Front end of slide rail on rack post

Slam latch on server (open)
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Installing the Cable Management Arm (Optional)

Step 1

Step 2

Step 3

Step 4

Step 5

>,
Note  The CMA is reversible left to right. To reverse the CMA, see Reversing the Cable Management
Arm (Optional), page 2-10 before installation.

With the server pushed fully into the rack, slide the CMA tab of the CMA arm that is farthest from the
server onto the end of the stationary slide rail that is attached to the rack post (see Figure 2-6). Slide the
tab over the end of the rail until it clicks and locks.

Slide the CMA tab that is closest to the server over the end of the inner rail that is attached to the server
(see Figure 2-6). Slide the tab over the end of the rail until it clicks and locks.

Pull out the width-adjustment slider that is at the opposite end of the CMA assembly until it matches the
width of your rack (see Figure 2-6).

Slide the CMA tab that is at the end of the width-adjustment slider onto the end of the stationary slide
rail that is attached to the rack post (see Figure 2-6). Slide the tab over the end of the rail until it clicks
and locks.

Open the hinged flap at the top of each plastic cable guide and route your cables through the cable guides
as desired.

Figure 2-6 Attaching the Cable Management Arm to the Rear of the Slide Rails
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1 |CMA tab on arm farthest from server and end |3 |CMA tab on width-adjustment slider and end
of stationary outer slide rail of stationary outer slide rail

352584

2 |CMA tab on arm closest to the server and end |4 |Rear of server
of inner slide rail attached to server
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Reversing the Cable Management Arm (Optional)

Step1  Rotate the entire CMA assembly 180 degrees. The plastic cable guides must remain pointing upward.
Step2  Flip the tabs at the end of each CMA arm so that they point toward the rear of the server.

Step3  Pivot the tab that is at the end of the width-adjustment slider. Depress and hold the metal button on the
outside of the tab and pivot the tab 180 degrees so that it points toward the rear of the server.

Figure 2-7 Reversing the CMA
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Initial Server Setup

This section includes the following topics:
¢ Connecting and Powering on the Server (Standalone Mode), page 2-11

e NIC Modes and NIC Redundancy Settings, page 2-14

Connecting and Powering on the Server (Standalone Mode)

This section describes how to power on the server, assign an IP address, and connect to server
management when using the server in standalone mode. To use the server in a Cisco UCS integration,
specific cabling and settings are required. See Installation for Cisco UCS Integration, page E-1.

Note  The server is shipped with a default NIC mode called Shared LOM EXT, default NIC redundancy is
active-active, and DHCP is enabled. Shared LOM EXT mode enables the 1-Gb Ethernet ports and the
ports on any installed Cisco virtual interface card (VIC) to access the Cisco Integrated Management
Interface (Cisco IMC). If you want to use the 10/100 dedicated management ports to access the Cisco
IMC, you can connect to the server and change the NIC mode as described in Step 4 of the following
procedure. In that step, you can also change the NIC redundancy and set static IP settings.

Step1  Attach a supplied power cord to each power supply in your server, and then attach the power cord to a
grounded AC power outlet. See the Power Specifications, page A-3 for power specifications.

Wait for approximately two minutes to let the server boot in standby power during the first bootup.
You can verify the power status by looking at the Power Status LED (see Figure 1-1 on page 1-1):
e Off—No AC power is present in the server.

e Amber—The server is in standby power mode. Power is supplied only to the Cisco IMC and some
motherboard functions.

e Green—The server is in main power mode. Power is supplied to all server components.

Note  During bootup, the server beeps once for each USB device that is attached to the server. Even if
no external USB devices are attached, there is a short beep for each virtual USB device such as
a virtual floppy drive, CD/DVD drive, keyboard, or mouse. A beep is also emitted if a USB
device is hot-plugged or hot-unplugged during a BIOS power-on self test (POST), or while you
are accessing the BIOS Setup utility or the EFI shell.

Step2  Connect a USB keyboard and VGA monitor by connecting the supplied KVM cable to the KVM
connector on the front panel (see Figure 1-1 on page 1-1).

A
Note  Alternatively, you can use the VGA and USB ports on the rear panel. However, you cannot use
the front panel VGA and the rear panel VGA at the same time. If you are connected to one VGA

connector and you then connect a video device to the other connector, the first VGA connector
is disabled.

Step3  Connect Ethernet cables to the server ports or card ports that you want to use.
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Step 4

Note

Set NIC mode and NIC redundancy, and choose whether to enable DHCP or set static network settings:

b.

Press the Power button to boot the server. Watch for the prompt to press F8.

During bootup, press F8 when prompted to open the BIOS Cisco IMC Configuration Utility.

The first time that you enter the Cisco IMC Configuration Utility, you are prompted to change the default
password. The default password is password. The Strong Password feature is enabled.

The following are the requirements for Strong Password:

A

Note

d.

The password can have minimum 8 characters; maximum 14 characters.
The password must not contain the user’s name.

The password must contain characters from three of the following four categories:

English uppercase letters (A through Z).

English lowercase letters (a through z).
Base 10 digits (0 through 9).
Non-alphabetic characters !, @, #, $, %, ", &, *, -, _, =,

Set the NIC mode to your choice for which ports to use to access the Cisco IMC for server
management (see Figure 1-2 on page 1-2 for identification of the ports):

Shared LOM EXT (default)—This is shared LOM extended mode, which is the factory default. This
default includes Active-active NIC redundancy with DHCP enabled. With this mode, the shared
LOM and Cisco Card interfaces are both enabled.

In this mode, DHCP replies are returned to both the shared LOM ports and the Cisco card ports. If
the system determines that the Cisco card connection is not getting its IP address from a Cisco UCS
Manager system because the server is in standalone mode, further DHCP requests from the Cisco
card are disabled. Use the Cisco Card NIC mode if you want to connect to the Cisco IMC through
a Cisco card in standalone mode.

Dedicated—The 1-Gb dedicated management port is used to access the Cisco IMC. You must select
a NIC redundancy and IP setting.

Shared LOM—The 1-Gb Ethernet ports are used to access the Cisco IMC. You must select a NIC
redundancy and IP setting.

Shared LOM 10G—The 10 Gb Ethernet ports are used to access the Cisco IMC. You must select a
NIC redundancy and IP setting.

Cisco Card—The ports on an installed Cisco UCS virtual interface card (VIC) are used to access the
Cisco IMC. You must select a NIC redundancy and IP setting.

Cisco Card NIC mode is currently supported only with a Cisco UCS VIC that is installed in PCle
slot 5 or 10. See also Special Considerations for Cisco UCS Virtual Interface Cards, page 3-54.

Use this utility to change the NIC redundancy to your preference. This server has three possible NIC
redundancy settings:

— None—The Ethernet ports operate independently and do not fail over if there is a problem.
— Active-standby—If an active Ethernet port fails, traffic fails over to a standby port.

— Active-active—All Ethernet ports are used simultaneously. See NIC Modes and NIC
Redundancy Settings, page 2-14 for more information.
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e. Choose whether to enable DHCP for dynamic network settings or to enter static network settings.

)

Note  Before you enable DHCP, your DHCP server must be preconfigured with the range of MAC
addresses for this server. The MAC address is printed on a label on the rear of the server. This
server has a range of six MAC addresses that are assigned to the Cisco IMC. The MAC address
printed on the label is the beginning of the range of six contiguous MAC addresses.

f. (Optional) Use this utility to make VLAN settings and to set a default Cisco IMC user password.

A
Note  Changes to the settings take effect after approximately 45 seconds. Press F5 to refresh the
window and wait until the new settings appear before you reboot the server in the next step.

g. Press F10 to save your settings and reboot the server.

S
Note  If you chose to enable DHCP, the dynamically assigned IP and MAC addresses are displayed on
the console window during bootup.

Use a browser and the IP address of the Cisco IMC to connect to the Cisco IMC Setup Utility. The IP
address is based upon the settings that you made in Step 4 (either a static address or the address assigned
by your DHCP server).

S

Note  The default username for the server is admin. The default password is password.

To manage the server, see the Cisco UCS C-Series Rack-Mount Server Configuration Guide or the Cisco
UCS C-Series Rack-Mount Server CLI Configuration Guide for instructions on using those interfaces.
The links to these documents are in the C-Series documentation roadmap:

http://www.cisco.com/go/unifiedcomputing/c-series-doc
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NIC Modes and NIC Redundancy Settings

NIC Modes

This server has the following NIC mode settings that you can choose from:

Shared LOM EXT (default)—This is shared LOM extended mode, which is the factory default. This
default includes Active-active NIC redundancy with DHCP enabled. With this mode, the shared
LOM and Cisco Card interfaces are both enabled.

In this mode, DHCP replies are returned to both the shared LOM ports and the Cisco card ports. If
the system determines that the Cisco card connection is not getting its IP address from a Cisco UCS
Manager system because the server is in standalone mode, further DHCP requests from the Cisco
card are disabled. Use the Cisco Card NIC mode if you want to connect to the Cisco IMC through
a Cisco card in standalone mode.

Dedicated—The 1-Gb dedicated management port is used to access the Cisco IMC. You must select
a NIC redundancy and IP setting.

Shared LOM—The 1-Gb Ethernet ports are used to access the Cisco IMC. You must select a NIC
redundancy and IP setting.

Shared LOM 10G—The 10 Gb Ethernet ports are used to access the Cisco IMC. You must select a
NIC redundancy and IP setting.

Cisco Card—The ports on an installed Cisco UCS virtual interface card (VIC) are used to access the
Cisco IMC. You must select a NIC redundancy and IP setting.

NIC Redundancy

This server has the following NIC redundancy settings that you can choose from:

None—The Ethernet ports operate independently and do not fail over if there is a problem.
Active-standby—If an active Ethernet port fails, traffic fails over to a standby port.
Active-active—All Ethernet ports are used simultaneously.

The active/active setting uses Mode 5 or Balance-TLB (adaptive transmit load balancing). This
channel bonding does not require any special switch support. The outgoing traffic is distributed
according to the current load (computed relative to the speed) on each slave. Incoming traffic is
received by the current slave. If the receiving slave fails, another slave takes over the MAC address
of the failed receiving slave.
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System BIOS and Cisco IMC Firmware

This section includes information about the system BIOS and it includes the following topics:
e Updating the BIOS and Cisco IMC Firmware, page 2-15
e Accessing the System BIOS, page 2-16

Updating the BIOS and Cisco IMC Firmware
A

Caution  When you upgrade the BIOS firmware, you must also upgrade the Cisco IMC firmware to the same
version or the server does not boot. Do not power off the server until the BIOS and Cisco IMC firmware
match or the server does not boot. The Cisco Host Upgrade Utility (HUU) simultaneously upgrades the
BIOS, Cisco IMC, and other firmware to compatible levels.

The server uses firmware that is obtained from and certified by Cisco. Cisco provides release notes with
each firmware image. There are several methods for updating the firmware:

¢ We recommend that you use the Cisco Host Upgrade Utility to simultaneously upgrade the Cisco
IMC, BIOS, LOM, LSI storage controller, and Cisco UCS VIC firmware to compatible levels.

See the Cisco Host Upgrade Utility Quick Reference Guide for your firmware level at the
documentation roadmap link that is listed in this section.

*  You can upgrade the BIOS using the EFI interface or from a Windows or Linux platform.
See the Cisco UCS C-Series Rack-Mount Server BIOS Upgrade Guide.

* You can upgrade the Cisco IMC firmware by using the Cisco IMC GUI interface.
See the Cisco UCS C-Series Rack-Mount Server Configuration Guide.

¢ You can upgrade the Cisco IMC firmware by using the Cisco IMC CLI interface.
See the Cisco UCS C-Series Rack-Mount Server CLI Configuration Guide.

For links to the documents listed above, see the documentation roadmap at the following URL:

http://www.cisco.com/go/unifiedcomputing/c-series-doc
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Accessing the System BIOS

S

Note

Step 1

Step 2
Step 3
Step 4
Step 5
Step 6

Details about the BIOS settings are displayed on the BIOS windows.

Enter the BIOS setup utility by pressing the F2 key when prompted during bootup.

A

Note  The version and build of the current BIOS are displayed on the Main window of the utility.

Use the arrow keys to select the BIOS menu window.

Highlight the field to be modified by using the arrow keys.

Press Enter to select the field that you want to change, and then modify the value in the field.
Press the right arrow key until the Exit menu window is displayed.

Follow the instructions on the Exit menu window to save your changes and exit the setup utility (or press
F10). You can exit without saving changes by pressing Esc.
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Maintaining the Server

This chapter describes how to diagnose server system problems using LEDs. It also provides information
about how to install or replace hardware components, and it includes the following sections:

e Standalone Server Monitoring and Management Tools, page 3-1
e Status LEDs and Buttons, page 3-2

e Preparing for Server Component Installation, page 3-8

e Replaceable Component Locations, page 3-11

¢ Replacing Server Components, page 3-13

e Service DIP Switches, page 3-74

Standalone Server Monitoring and Management Tools

Cisco Integrated Management Interface

You can monitor the server inventory, health, and system event logs by using the built-in Cisco Integrated
Management Controller (Cisco IMC) GUI or CLI interfaces. See the user documentation for your
firmware release at the following link: Cisco IMC configuration guides

Server Configuration Utility

Use the Cisco Server Configuration Utility (SCU) for C-Series servers to simplify the following tasks:
e Monitoring server inventory and health
¢ Diagnosing common server problems with diagnostic tools and logs
e Setting the BIOS booting order
e Configuring some RAID configurations
¢ Installing operating systems

You can download the ISO image from Cisco.com. See the user documentation for this utility at the
following link: Server Configuration Utility Guides
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Status LEDs and Buttons

This section describes the location and meaning of LEDs and buttons and includes the following topics:
e Front-Panel LEDs, page 3-2
e Rear-Panel LEDs and Buttons, page 3-5
¢ Internal Diagnostic LEDs, page 3-7

Front-Panel LEDs

Figure 3-1 shows the front-panel LEDs. Table 3-1 on page 3-3 defines the front-panel LED states.

Figure 3-1 Front-Panel LEDs
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Power button and Power status LED 6 |Power supply status LED
2 |Identification button and LED 7 |Network link activity LED
3 |[System status LED 8 |Hard drive fault LED (on each drive tray)
Note: NVMe PCle drive LEDs have slightly
different behavior. See the following table for
an explanation of LED states.
4 |Fan status LED 9 |Hard drive activity LED (on each drive tray)
Temperature status LED 10 |Fan fault LED (on each fan module)
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Table 3-1 Front-Panel LEDs States
LED Name State
1 Power button/Power status LED e Off—There is no AC power to the server.
e Amber—The server is in standby power mode. Power is supplied only to the
Cisco IMC and some motherboard functions.
e Green—The server is in main power mode. Power is supplied to all
components.
2 Identification e Off—The Identification LED is not in use.
e Blue—The Identification LED is activated.
3 System status e Green—The server is running in normal operating condition.
e Green, blinking—The server is performing system initialization and memory
check.
e Amber, steady—The server is in a degraded operational state. For example:
— Power supply redundancy is lost.
— CPUs are mismatched.
— At least one CPU is faulty.
— At least one DIMM is faulty.
— At least one drive in a RAID configuration failed.
e Amber, blinking—The server is in a critical fault state. For example:
- Boot failed.
— Fatal CPU and/or bus error is detected.
— Server is in an over-temperature condition.
4 Fan status ¢ Green—All fan modules are operating properly.
e Amber, steady—One fan module has failed.
e Amber, blinking—Ceritical fault; two or more fan modules have failed.
5 Temperature status e Green—The server is operating at normal temperature.
e Amber, steady—One or more temperature sensors have exceeded a warning
threshold.
e Amber, blinking—One or more temperature sensors have exceeded a critical
threshold.
6 Power supply status e Green—All power supplies are operating normally.
e Amber, steady—One or more power supplies are in a degraded operational
state.
e Amber, blinking—One or more power supplies are in a critical fault state.
7 Network link activity e Off—The Ethernet link is idle.
¢ Green—One or more Ethernet LOM ports are link-active.
¢ Green, blinking—One or more Ethernet LOM ports are traffic-active.
Cisco UCS C460 M4 Server Installation and Service Guide
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Table 3-1 Front-Panel LEDs States (continued)
LED Name State
8 SAS/SATA drive fault e Off—The drive is operating properly.
SAS e Amber—This drive has failed.
e Amber, blinking—The device is rebuilding.
9 SAS/SATA drive activity e Off—There is no drive in the drive tray (no access, no fault).
SAS e Green—The drive is ready.
¢ Green, blinking—The drive is reading or writing data.
8 NVMe PCle SSD status e Off—The drive is not in use and can be safely removed.
PCle e Green—The drive is in use and functioning properly.

e Green, blinking—the driver is initializing following insertion or the driver is
unloading following an eject command.

e Amber—The drive has failed.

e Amber, blinking—A drive Locate command has been issued in the software.

9 NVMe PCle SSD activity e Off—No drive activity.
PCle e Green, blinking—There is drive activity.
10 Fan fault e Off—The fan is operating properly.

e Amber—The fan has failed.
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Rear-Panel LEDs and Buttons

Figure 3-2 shows the rear-panel LEDs and buttons. Table 3-2 on page 3-5 defines the rear-panel LED

states.
Figure 3-2 Rear-Panel LEDs and Buttons
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1 |1 Gb dedicated management 6 |10-Gb Ethernet link status
Ethernet link speed
2 |1 Gb dedicated management 7 |System status LED
Ethernet link status
3 |1-Gb Ethernet link speed 8 |Rear identification button and LED
1-Gb Ethernet link status 9 |Power supply status
10-Gb Ethernet link speed 10 |Power supply fault
Table 3-2 Rear-Panel LED States
LED Name State
1 1-Gb (dedicated management) e Off—Link speed is 10 Mbps.

Ethernet link speed e Amber—Link speed is 100 Mbps.

e Green—Link speed is 1 Gbps.

2 |1-Gb (dedicated management) e Off—No link is present.
Ethernet link status e Green—Link is active
e Green, blinking—Traffic is present on the active link.
3 1-Gb Ethernet link speed e Off—Link speed is 10 Mbps.

e Amber—Link speed is 100 Mbps.

e Green—Link speed is 1 Gbps.
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Table 3-2 Rear-Panel LED States (continued)

LED Name

State

4 1-Gb Ethernet link status

Off—No link is present.
Green—Link is active.

Green, blinking—Traffic is present on the active link.

5 |10-Gb Ethernet link speed

Off—Link speed is 10/100 Mbps.
Amber—Link speed is 1 Gbps.
Green—Link speed is 10 Gbps.

6 10-Gb Ethernet link status

Off—No link is present.
Green—Link is active.

Green, blinking—Traffic is present on the active link.

7 |System status

Green—The server is running in normal operating condition.

Green, blinking—The server is performing system initialization and memory
check.

Amber, steady—The server is in a degraded operational state. For example:
— Power supply redundancy is lost.
— CPUs are mismatched.
— At least one CPU is faulty.
— At least one DIMM is faulty.
— At least one drive in a RAID configuration failed.
Amber, blinking—The server is in a critical fault state. For example:
- Boot failed.
— Fatal CPU and/or bus error is detected.

— Server is in an over-temperature condition.

8 Identification

Off—The identification LED is not in use.

Blue—The identification LED is activated.

9 |Power supply AC input

Green, steady—The power supply is operating normally and supplying DC
power to the server.

Green, blinking—AC power is OK, DC output not enabled (sleep mode).

10 |Power supply fault

Off—The power supply is operating normally.

Amber, blinking—An event warning threshold has been reached, but the
power supply continues to operate.

Amber, steady—A critical fault threshold has been reached, causing the
power supply to shut down.
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Internal Diagnostic LEDs

The server is equipped with a supercap voltage source that can activate internal fault LEDs up to 30
minutes after AC power is removed. The server has internal fault LEDs for CPU sockets, DIMM sockets,
the motherboard RTC battery, PCle sockets, TPM socket, and Cisco Flexible Flash drive bays.

To use these LEDs to identify a failed component, press the front or rear identification button with AC
power removed (see Figure 3-1 or Figure 3-2 for the identification button location). See Figure 3-3 for
the locations of these internal LEDs.

Figure 3-3 Internal Diagnostic LED Locations
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1 |DIMM fault LEDs on each memory riser 5 |PCle card fault LEDs on each PCle riser
(one LED for each DIMM socket) (one LED for each PCle socket)

Memory riser fault LED on each memory riser TPM fault LED on motherboard (CR9)

3 |CPU fault LEDs on motherboard (directly in |7 |RTC battery fault LED on motherboard (CRS8)
front of each CPU socket):

e CPUI LED = CR4

e CPU2LED =CR5

e CPU3 LED =CR6

e CPU4 LED = CR7

4 | Cisco Flexible Flash Drive fault LEDs on the
media riser

e Slot 1 =CRI11 (on media riser)

e Slot 2 = CR9 (on media riser)

(-]

Table 3-3 Internal Diagnostic LED States
LED Name State
Internal diagnostic LEDs (all) e Off—Component is functioning normally.
e Amber—C