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New and Changed Information for Firmware Release 14.2(1)
The following information is new or changed for Firmware Release 14.2(1).

New or ChangedFeature

Security Enhancements for Your Phone NetworkSupport for SIP OAuth on SRST

New and Changed Information for Firmware Release 14.1(1)
The following information is new or changed for Firmware Release 14.1(1).

New or ChangedFeature

Security Enhancements for Your Phone NetworkSIP OAuth for Proxy TFTP support

Migration of your Phone to a Multiplatform Phone
Directly

Phone Migration without Transition Load
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New and Changed Information for Firmware Release 14.0(1)
Table 1: New and Changed Information

New or ChangedFeature

Product Specific ConfigurationCall Park Monitoring Enhancement

Security Enhancements for Your Phone NetworkSIP OAuth Enhancements

Mobile and Remote Access Through ExpresswayOAuth Enhancements for MRA

Survivable Remote Site TelephonyUser Interface Enhancements

As of Firmware Release 14.0, the phones support DTLS 1.2. DTLS 1.2 requires Cisco Adaptive Security
Appliance (ASA) Release 9.10 or later. You configure the minimum DTLS version for a VPN connection in
ASA. For more information, see ASDM Book 3: Cisco ASA Series VPN ASDM Configuration Guide at
https://www.cisco.com/c/en/us/support/security/asa-5500-series-next-generation-firewalls/
products-installation-and-configuration-guides-list.html

New and Changed Information for Firmware Release 12.8(1)
The following information is new or changed for Firmware Release 12.8(1).

New or Changed ContentFeature

Change a User's Phone ModelPhone Data Migration

Product Specific ConfigurationAdd additional information about the Web Access
field

New and Changed Information for Firmware Release 12.7(1)
No administration guide updates were required for Firmware Release 12.7(1).

New and Changed Information for Firmware Release 12.6(1)
No administration guide updates were required for Firmware Release 12.6(1).

New and Changed Information for Firmware Release 12.5(1)SR3
All references to the Cisco Unified Communications Manager documentation have been updated to support
all Cisco Unified Communications Manager releases.
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Table 2: Cisco IP Phone 8832 Administration Guide Revisions for Firmware Release 12.5(1)SR3

Updated SectionRevision

Activation Code Onboarding andMobile and Remote
Access

Support for Activation Code Onboarding andMobile
and Remote Access

Create a Phone Problem Report from Cisco Unified
Communications Manager

Support for the Problem Report Tool use from Cisco
Unified Communications Manager.

New and Changed Information for Firmware Release 12.5(1)SR2
No administration guide updates were required for Firmware Release 12.5(1)SR2.

Firmware Release 12.5(1)SR2 replaces Firmware Release 12.5(1) and Firmware 12.5(1)SR1. Firmware
Release 12.5(1) and Firmware Release 12.5(1)SR1 have been deferred in favor of Firmware Release 12.5(1)SR2.

New and Changed Information for Firmware Release 12.5(1)SR1
The following table lists the changes made to the Cisco IP Conference Phone 8832 Administration Guide for
Cisco Unified Communications Manager to support Firmware Release 12.5(1)SR1.

Table 3: Cisco IP Conference Phone 8832 Administration Guide Revisions for Firmware Release 12.5(1)SR1

New or Updated SectionRevision

Supported Security FeaturesSupport for Elliptic Curve

New and Changed Information for Firmware Release 12.5(1)
The following table lists the changes made to the Cisco IP Conference Phone 8832 Administration Guide for
Cisco Unified Communications Manager to support Firmware Release 12.5(1).

Table 4: Cisco IP Conference Phone 8832 Administration Guide Revisions for Firmware Release 12.5(1)

New or Updated SectionRevision

Cisco Unified Communications Manager Express InteractionSupport for Whisper Paging on Cisco
Unified CommunicationsManager Express

Product Specific ConfigurationSupport for Disable TLS Ciphers

Product Specific ConfigurationSupport for Enbloc Dialing for Inter-Digit
Timer T.302 Enhancement.
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New and Changed Information for Firmware Release 12.1(1)
The following table describes changes to theCisco IP Conference Phone 8832 Administration Guide for Cisco
Unified Communications Manager to support Firmware Release 12.1(1).

New or Updated SectionRevision

• Phone Power Requirements

• Ways to Provide Power to Your Conference Phone

• Install the Conference Phone

Support for Cisco IP Conference Phone
8832 PoE Injector

• Cisco IP Conference Phone 8832

• Wireless Expansion Microphone (8832 Only)

• Install the Wireless Expansion Microphones

• Install the Wireless Microphone Charging Cradle

Support for Wireless Microphones

• Cisco IP Conference Phone 8832

• Daisy Chain Mode

• Install the Conference Phone in Daisy Chain Mode

• One Phone in Daisy Chain Mode Doesn't Work

Support for Daisy Chain

• Install the Conference Phone

• Ways to Provide Power to Your Conference Phone

Support for Cisco IP Conference Phone
8832 Non-PoE Ethernet Injector

• Install the Conference Phone

• Ways to Provide Power to Your Conference Phone

• Set Domain Name Field

• Enable Wireless LAN from the Phone

• Set Up the Wireless LAN from Cisco Unified
Communications Manager

• Set Up Wireless LAN from the Phone

• Set the Number of WLAN Authentication Attempts

• Enable WLAN Prompt Mode

• Set Up a Wi-Fi Profile using Cisco Unified
Communications Manager

• Set Up aWi-Fi Group using CiscoUnified Communications
Manager

Support for Wi-Fi
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New or Updated SectionRevision

• Mobile and Remote Access Through Expressway

• Deployment Scenarios

• Configure User Credentials Persistent for Expressway
Sign-In

Support for Mobile and Remote Access
Through Expressway

Product Specific ConfigurationSupport for enabling or disabling TLS 1.2
for web server access.

• Cisco IP Conference Phone 8832

• Call Statistics Fields

Support for G722.2 AMR-WB audio codec
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