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Configuring Privacy Settings: MAC and Username Salt
Cisco Spaces: Connector provides a way to protect the Personal Identity Information (PII) of a user and
maintain privacy. A hashing algorithm takes the user input (referred to as Salt) and masks the PII fields. When
Cisco Spaces receives the data, the MAC addresses, IP addresses, or usernames are masked and the actual
user information is protected. From Cisco Spaces: Connector Release 2.3.2, you can mask IP addresses.

This task is optional.Note

You can configure the MAC Salt and username SALT using the Cisco Spaces: Connector GUI Privacy
settings.
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